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Introduction
BBenenue

Metoauueckasi opraHuszanus y4eOHOTO mocoOus, MpeaycMaTpUBAET
BBITIOJIHEHUE I1EJIEBbIX YCTAHOBOK MPOrpaMMbl — HAy4YUTh OyAylIux
npoecCUOHaNOB — COTPYAHUKOB  TOJUIMKA TOHMUMaTh U 00OCYXKIaTh
JUTEpaTypy, CBI3aHHYIO CO BCEMH aCleKTaMHU MH()OPMAIIMOHHBIX TEXHOJOTHH,
U HampaBieHHYI0 Ha OoOpb0y ¢ Teppopu3sMOM B KHUOEpPIPOCTPAHCTBE,
BOCIIPUHUMATh Ha CIyX WHOS3BIUHYIO peUb M OOBSICHATHCS B OIpPEIEICHHBIX
CUTyalusiX NPOPECCHOHATIBHOIO XapakTepa Ha M3Yy4aeMOM f3bIKE IO JTaHHOU
TEME.

Ha onHOM TematnueckoM MaTepualie, KOMIUIEKCHO-IU(PPEepeHIITUPOBAHHO
OCYLIECTBIISIETCS. pa3BUTHUE YMEHUN U HABBIKOB YCTHOM pE€4M, YTCHHSI U NHCHhMA.
Metonnueckass cucremMa y4eOHOro MNOCOOMsS MPEAOCTaBISAET BO3MOMXHOCTb
OCBOUTH YUYEOHBIN MaTepHas MO3TamHO — OT MNPOCTO K ClIokKHOMY. M3yuaroTcs
TEMaTUYECKHE JIEKCUYECKUE €ANHUIIBI, KOTOPbIE HAXOAAT OTPaKEHUE B 0a30BBIX
Tekctax. Ilocie pa®OThl Hax TEKCTOM MOAOTCS TpaMMAaTHUYECKHE IpPaBUIIA,
OCBOEHHE M 3aKPEIIEHHE KOTOPBIX OCYIIECTBIISETCS OCPEACTBOM YIPAKHEHHIM
Ui o0ydarommxcsi pasHoro ypoBHsA. Kaxaplii pasgen mocobust 3aBepliaeT
COOpPHUK TEKCTOB U3 OPUTMHAIBHBIX UICTOYHUKOB JJII CAMOCTOSITENBHOTO, O0Jee
ri1yOOKOTO H3y4yeHus: Npo¢ecCHOHATbHO-OPUEHTUPOBAHHOTO Martepuaia. B
NPWIOKEHUSI BKIIOUEHBI TECThl ISl CAMOKOHTPOJS, KPAaTKUH TEeMaTHUYeCKH
AHTJIO-PYCCKUU CJI0Bapb, AHTJI0-aHTJIMACKUAN CIIOBaphb TEPMHUHOB
KUOEpIpOCTpaHCTBa, a TaKXe MepeyeHb BOMPOCOB, KOTOPBIH MOXET ObITh
UCIIOJIb30BAaH KAaK MPHU COCTABJICHUU UAJIOTOB, TaK U MPU MOATOTOBKE CHAAYH
IIPOMEXKYTOYHOMN aTTECTALNH.

Yyebnoe  mocobue  «MHUpPOBOM  ONBIT  AHTUTEPPOPUCTUUYECKOMN
NeSATEIbHOCTH B OOphOE ¢ HIKOHOMUYECKUMHU MPECTYIUICHUSMU» MPEANOoJIaracTt
B3aMMOCBSI3aHHOE IIPOXOKIEHUE JIEKCUYECKOTO U TPaMMAaTHYECKOr0 Marepuasia

U pa3BUTHE PEUEBBIX YMEHUU M HaBbIKOB. Kaxplil pa3aen nmocoOus BKIKOYAET,



KaK AayTeHTHYHbIE, TaK W aJanTHpOBaHHbIE Yy4eOHBbIC, NPOPECCHOHAIBHO
OPUEHTUPOBAHHBIE  TEKCTHI, JIEKCUKO-TPAMMATHYECKUE KOMMEHTapUu U
ynpaxkuaenus. s Oymymmx corpymankoB OBJ[ B cdepe Oe3omacHOCTH
MH()OPMAIIMOHHBIX TEXHOJIOTMM MPEACTABISIETCS HEOOXOIUMBIM OBJIaJCHHE
BCEMH BUJAMU YTEHUS JTUTEPATYPHI MO CIEIHMAIBHOCTH Ha aHTJIMHCKOM SI3bIKE C
LENbI0 TOJMY4YeHHUs] MPOPECCHOHANBHO 3HAYMMOW HWH(GOpMalWu, T. K. MpH
pelieHun psAna npodeccHoHaNbHBIX 3a/lad KaK BHUJ PEUYEBOM JIESITENIbHOCTU
YTEHUE IHPOKO BOCTPEOOBAHO.

Oco0oe BHUMaHHE YAEJIECHO pa3jesiaM, KOTOpbIE COAEPKAT JIEKCHUKO-
rpaMMaTHYECKUE €IMHUIIbI, BBEAEHHBIC B MPEABIYIIUX pa3/iesiaX, YTO CHUMAET
CII0)KHOCTH B aKTUBU3AIIMU HOBBIX CAMHUILL. Y TIPAKHEHUHN U pa3TUYHbBIC 3aJaHHsI
CTUMYJIUPYIOT OCBOCHHE HAaBBIKOB PEYEBON KOMMYHUKAIIMM, KaK B YCTHOM, Tak
Y IMCbMEHHOM.

Mamepuan npunosicenuii (mecmovl 011 CAMOKOHMPOJs, BONPOCHL K
9K3AMeHy, a makKdce Kpamkue memamudecKue Ccr08apu, HOBOCMU NO
nPoOIEMHbIM MeMaM U KpPOCC80pObl) TIPENHA3HAYEH JUII CaMOKOHTPOJIS H
CaMOpAa3BUTHS CITYLIATEIIECH.

[IpeacraBneHHbie B MOCOOMHM ayTEHTUYHBIE TEKCTHI HA AaHTJIUHCKOM SI3BIKE
yIayOnsifoT ~ 3HaHMA ~ OOydarolmuxcs — CHelHaJbHOCTH  be3omacHOCTh
MH(OPMAITMOHHBIX TEXHOJIOTUH B MPaBOOXPAHUTEIBHON c(epe, 3HAKOMST UX C
COBpPEMEHHBIM  QHTIMICKUM  SI3BIKOM,  PACUIMPSAIOT  TPEACTaBICHHUS O
KOMIBIOTEPHBIX TEXHOJIOTHAX TMPOILUIOr0, HACTOSILEr0 M IUIAHUPYEMOTO
Oynayiero, a Takxke UHPOPMUPYIOT 00 MMEIONTUXCS KubepaTrakax M crocodax
UX TPENOTBpAIlEHUS ¥ MOTYT OBITh HCIOJB30BaHBl  MPOheccopcKo-
MPETNO/IaBaTeIbCKUM COCTaBOM, aIbIOHKTAMH, KypCaHTaMH W CIyIIATeIISIMHU
oOpa3oBarenbHbIX opranuzauuii MBJ[ Poccum kak st paboThl B ayJuTOpUH,

TaK U JJIs1 CAMOKOHTPOJIA.



UNIT 1 CRIMES: DEFINITION, CLASSIFICATION
HPECTYIUVIEHUSA: IOHATHUE, KTIACCU®UKALIUS.

What is a crime?

A crime is an act that violates the
laws of the State, or National
government.

PART 1 DEFINITION OF A CRIME

Vocabulary notes

CnoBo/CnoBocoyeTanue ITepeBon

To condemn Ocyxmatb

To assert his rights OTCcTOSTH CBOM TIpaBa
To arrest ApecTOBBIBATH

To acquit OmnpaBbIBaTh

To accuse OOBUHSTH

Sentence [Ipurosop

Prison/Jail Troppma




Justice

IIpaBocynue

Felony

Oc000 TKKOE MPECTYIICHUE

Court process

CyneOHbIH mporiecc

Breach/Violation of the law

Hapymenue 3akona

A warrant Opuxzep

A judge Cynps

A defendant OOBUHsAEMBIHT
A crime [Ipectymuienne

Ha3Banus HpCCTyrIJIeHI/If/'I " IIPCCTYIIHUKOB Ha AHTJIMMCKOM SI3bIKE

A mugger VY Au4HbIA rpabUTENb
A killer Y ouiina
A drug pusher/dealer Junep

A delinquent

MastosieTHUY PECTYITHUK

A crook

MOIIEHHUK

A crime wave

Bomnna npecrynHocTu

A car thief

YTOHIIUK aBTOMOOMIIEN

A burglar

B3nomuuk, rpaburens

Pickpocketing

Kapmannas kpaxa

Phishing

OUIIUHT — NPECTYIHAA AESITEITbHOCTD
UHTEPHETMOILIEHHUKOB

Organ trafficking

HezakonHas Topro,ist opranamMu




Murder

yOUNCTBO YMBIILJICHHOE

Mugging

VY auunbIii rpadbex

Manslaughter

HenpenymsiiieHHOE YOUMCTBO

Killing

YouiicTBo

Identity-related crime

[Ipectynenune, CBSI3aHHOE C
VCTIOJIb30BAHUEM JINYHBIX JTAHHBIX

Foul play

HacunbcTBeHHast cMepTh

Environmental crime

DKOJIOTUYECKOE IMPECTYILICHUC

Embezzlement

XuIlIeHUE, MPUCBOCHUE YYKUX CPEIICTB

Drug pushing/dealing

Toprosiisi HApKOTUKAMU

Car theft

VYToH aBTOMOOWIIA

Burglary

OrpabJieHue co B3JIOMOM

An embezzler

Bop, kazHokpas (TOT, KTO KpaJeT
UMYIIECTBO Ka3HBI)

JInio, BTopraromieecs B Uy Kue

A trespasser
BJIaJICHHSI

A thief Bop

A terrorist Teppopuct

A smuggler Konrtpabanaucr

A shoplifter YenoBek, Kpaaylui TOBaphl B
Mara3uHe

A robber Bop, rpaburens

A pickpocket

Bop-xapmaHHUK

A perpetrator

[IpecTynHuk, mpaBOHAPYIIUTEID

A murderer

Vouiira




Trespass

BTOp)KeHI/Ie B 9YJKHUC BJIAJICHUA

Treason

['ocynapcTBeHHas U3MEHa

Trafficking in cultural
property

He3akoHHBIN 000pOT KYJIbTYPHBIX
HEHHOCTEN

To steal a car

YrHate MalIuHy

To smuggle

3aHUMaThCs KOHTpabaHa0U

To shoplift

BopoBars B Marasune

To rob somebody/something

OO6oKpacTh KOro-To/4To-TO

To pick somebody’s pocket

YKpacTph U3 4bEro-TO KapMaHa

To murder somebody

YouBarp KOro-mmubdo

To mug somebody

OrpabuTh KOTro-TO Ha yJIUIIE

To kill

Yousarh

To embezzle

He3akoHHBIM ITyTE€M IPUCBANBATH
qy>KUE€ CPENCTBA

To deal/sell drugs

CObIBaTh HAPKOTUKHU

To burgle (BrE) / To

burglarize(AmE) I'pabus

Theft Kpaxa

Terrorism Teppopuzm

Stealing BoposcTBO

Smuggling Kontpabanaa

Shoplifting Mara3uHHas Kpaxa

Robbery Kpaxa, rpabex

Piracy Hapymenue aBTopckoro npasa,

IJjiaruar

To steal something

Kpactb uro-10
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To thieve

Boposartb

To trespass

BTOpFaTbCH B 9YXXUC BJIAACHUA

Punishment — naka3anue

Trial Cyn
To. admit guilt / To plead Mpusiars Buny
guilty

To accuse smb of smth/ To
charge smb with smth

[IpenbsaBiISITE OOBUHEHHUE

To account guilty / To bring in
guilty

HpI/IBHaBaTB BHMHOBHBIM

Remand prison / Detention
cell

Kamepa npeasaputeabHOTO
3aKIIFOYCHUS

Proof

JlokazaTeabpCcTBa

Light punishment

Hecrtporoe nakazanue

Law-enforcement agencies

HpaBOOXpaHI/ITCJIBHBIe OpraHbl

Evidence

VY uku

Cruel/Harsh/Severe
punishment

CypoBoe Haka3aHue

Court proceeding

CyneOHoe pa3oupaTeabLCTBO

An investigation

PaccienoBanue

A term for serving punishment

Cpok 0TObIBaHUS HaKa3aHUS

A suspect

[Tono3peBaempblii

A non-guilty verdict

OnpaBaaTeyibHbIN BEPAUKT

A jury

Konnerus IMPUCAKHBIX

A guilty verdict

OOBHUHUTENIBHBIA BEPIUKT

A criminal case

YronoBHOE €10

To serve

OT1O0OBIBAaTh HAKA3AHUE




11

To send smb to prison/ To
sentence smb

OTrnpaBisiTh KOro-1100 B TIOPbMY

To pass verdict on somebody

BriHOCUTH IPUTOBOP

To mete out punishment to
somebody

Hasnauatp Haka3zaHue

To justify/acquit

OnpaBaaTh

To find innocence

HpI/ISHaTB HCBUHOBHBIM

To condemn/convict

Ocyxnartb

To commit a crime

CoBepiiats IpecTyIIeHNE

Definition of a crime

Crime is an act or omission which offends against an existing law, is harmful to
anindividual or society as a whole and is punishable by law.  Crime s any
activity that the state prohibits by law and punishes.

Definition broken down into 4 sections:

> Anact or omission

> Offends against an existing law

21 harmfulto an individual or society

15 punishable by law

Crime is relative - it relates to or is dependent on the contemporary values of
the community. Abortion was illegal and smoking was acceptable in restaurants
a generation ago but not now, their status has reversed.
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READING AND SPEAKING

What’s a Crime?

Task: read the text, translate it into Russian.

What is a Crime?
A crime is an offence that merits community condemnation and

punishment, usually by way of fine or imprisonment. This is different from a
civil wrong (a tort), which is an action against an individual that requires
compensation or restitution.

Criminal offences are normally prosecuted by the State or the
Commonwealth, whereas it is usually up to an individual to take a civil action to
court. It is also possible for an individual to begin criminal proceedings, but this
IS very rare.

Some matters, such as assault, can be both crimes and civil wrongs at the
same time. The police can prosecute for assault and the victim can take civil
action to recover money (or some other kind of compensation) for any injury
suffered.

It is not always easy to tell when something is a crime. A person who
takes money without permission commits a criminal offence, whereas a person
who fails to pay back money commits a civil wrong (not a crime). Although a
civil action can be commenced to recover the money, the borrower can only be
prosecuted for a criminal offence if fraud is involved.

Whether or not the police decide to charge a wrongdoer with a criminal
offence is entirely their decision. A victim of crime cannot force the police to
prosecute an offender but it is possible, although not common, to make a
private prosecution. It is advisable to get legal advice if you are considering this.

There are a range of sources of law which establish the existence of

crimes.


https://lawhandbook.sa.gov.au/go01.php#idm140333415601376
https://lawhandbook.sa.gov.au/go01.php#idm140333415907520
https://lawhandbook.sa.gov.au/go01.php#idm140333415733552
https://lawhandbook.sa.gov.au/go01.php#idm140333415653152
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Some crimes exist under Commonwealth Acts, such as the Crimes Act
1914 (Cth) and the Customs Act 1901 (Cth). Some crimes exist only at common

law (judge made law, not found in legislation). Most criminal offences have
been codified (put into legislation) but some common law criminal offences still
exist in jurisdictions such as South Australia.

Most criminal offences in South Australia are found in the Criminal Law
Consolidation Act 1935 (SA) and the Summary Offences Act 1953 (SA), as well
as the Controlled Substances Act 1984 (SA) and various traffic legislation.

Word Study
Ex. 1. Read the international words and guess their meaning. Mind the stress.
‘principle ‘alcohol 'maximum
‘categories ‘teenager 'summary
'serious ‘physical
‘public ‘element
‘norms \

person

Ex. 2. Give nouns derived from the following verbs:

To ban, to kill, to arrest, to suspect, to offend, to omit, to punish, to legislate,

to wound, to aid, to abet, to incite, to assist, to abolish, to convict, to accuse.

Ex. 3. Pair the verbs in column A with a suitable phrase in column B:

A B
16) vandalize p) a bank
15) try 0) the law
14) take someone n) a plane

13) sound m) some money


https://www.legislation.gov.au/Series/C1914A00012
https://www.legislation.gov.au/Series/C1914A00012
https://www.legislation.gov.au/Series/C1901A00006
https://lawhandbook.sa.gov.au/go01.php#idm140333418697920
https://lawhandbook.sa.gov.au/go01.php#idm140333418697920
https://lawhandbook.sa.gov.au/go01.php#idm140333415829600
http://www.legislation.sa.gov.au/LZ/C/A/CRIMINAL%20LAW%20CONSOLIDATION%20ACT%201935.aspx
http://www.legislation.sa.gov.au/LZ/C/A/CRIMINAL%20LAW%20CONSOLIDATION%20ACT%201935.aspx
http://www.legislation.sa.gov.au/LZ/C/A/SUMMARY%20OFFENCES%20ACT%201953.aspx
http://www.legislation.sa.gov.au/LZ/C/A/CONTROLLED%20SUBSTANCES%20ACT%201984.aspx
https://lawhandbook.sa.gov.au/go01.php#idm140333415812272

12) serve

11) pinch

10) murder someone
9) hold up
8) hijack
7) cross-examine
6) commit
5) charge someone
4) break
3) ban
2) arrest someone

1) accuse someone

14

[) a crime

K) the alarm

J) of shoplifting

1) smoking in public places
h) with murder

g) a case

f) a prison sentence
e) for armed robbery
d) telephone boxes
C) a witness

b) into custody

a) in cold blood

Ex. 4. Add nouns to the following adjectives to form noun phrases:

Adjectives: wrongful, criminal, changing, fatal, serious, summary, mental,

guilty, principal, international.

Nouns: activity, conviction, element, behavior, matter, area, norms, crimes,

case, offence, mind, habits, action, omission, act, character.

EX. 5. How many adjectives combined with the word “offence” do you know?

criminal

..... offence

inchoate
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CAUSES OF CRIME

GEOGRAPHICALLOCATION

Area of deprivation

UP BRINGING

Family members
involved in crime

Physical abuse

Densely populated areas
Lack of facilities

ECONOMIC

Recessiorn Lack of positive role
Poverty models
Social exclusion
Unable to claim benefits
SOCIAL

Lack of belonging R

Peer pressure breed

Lack of self-esteem Importance attached to

Paor housing . material belongings
Exclusion from school

Lack of pride in community
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Discuss the causes of crimes

Why do people commit crime?

To look superior

* To gain power

To survive (underclass)
Boredom

Who s likely to commit crime?

The underclass
* People from urban areas
*  Lower classes
* Upper classes (etc. Fraud)
*  Males
*  Ethnic groups (afro-carribean

Crime trends:

* Males are more likely to commit crime

* 14-25 year olds are more likely to commit crime
* Inthe 1990's crime rates were higher

* Unskilled workors have higher crime rates

* Blacks are more liekly to be searched on the street.
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PART 2. CLASSIFICATION OF CRIMES

What kinds of crime do you know?

blackmail

@

Vocabulary notes:

cover v ["kava] (3meck) oxBaThIBAThH
commit v [ko’mit] coBepIIaTh (IPECTYILICHUE)
lead to v [li:d] MPUBOIUTH K YEMY-TO

disruption n [*dis’rap/on] paspyieHus

disadvantage n | [,disad’va:ntidz] | YObITKH, HETOCTATKH, yIIIEpO

felony n [“faloni] yTOJIOBHOE MPECTYIUICHHE (KaTerOpHsI

TSOKKUX TIPECTYTIIICHUT )

treason n [‘tri:zon] W3MEHA POJIMHE, TOCYAAPCTBEHHAS

H3MCHA




misdemeanour

n

[,misdi’mi:na]

MPOCTYIOK, MOJJIeKAIIUNA Cy1eOHOMY
HaKa3aHUIO; NPECTYIUICHUE (KaTeropusl
HaMMEHee OMacHBIX MPECTYIJICHUH,
rpaHuyYalivux ¢ aIMUHUCTPATUBHBIMU

MIPaBOHAPYLIECHUSIMU )

amount v

[o’maunt]

JIOXOJINTh, COCTABJIATH, OBIThH

PaBHO3HAaYHbBIM

attempt n

[o’tempt]

1. mombITKa; 2. MOKyIIEHNE

overthrow v

["ouvabrou]

CBEpPrHyTh, COpaChIBaTh

destroy v [ dis’troi] paspyuiaTh, yHUYTOXKATh

to regard as [ ri’ga:dez] paccMaTpuBaTh Kak

guilty adj [‘gilti] BUHHBII

loss n [*10s] 1. moreps; 2. morepu, yOBITKU (MH)
in additionto | [in o’difan] JIOTIOJTHUTEIBHO K

punishment n

[’pAnifmont]

HaKa3aHHC

indictable [in’daitabl] IPECTYIUICHUE, MPECIeayeMOoe 110
crime OOBUHUTEIILHOMY aKTy

offence n [o’fens] IIPECTYIUICHUE; HAPYIICHUE 3aKOHA
determine v [di’to:min] periarthb

to be concerned | [kon’sa:nd] KacaThbCs 4ero-To

with smth

behaviour n [bi’heivja] OBEACHHE

maintenance n | [’meintanans] coOJroICHHE

traffic n [*treefik] 1. ToproBiist; 2. JOPOKHOE
JNBW)KEHUU; 3. IEPEBO3KHU
riot n [’raiot] 1.Hapymienue 001IeCTBEHHOTO

nopsiAKa
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2. OyHT, MATEX

sedition n

[si’difan]

MMOACTPCKATCILCTBO K MATCIKY

abuse n

[o’bju:s]

3J10ynoTpeOieHHne

obstruction n

[ob’strak(n]

npensTcTBUE, OOMKOT

destruction n

[dis’trak)n]

pa3pylIeHUs, YHUUTOKECHUS

extortion n [iks’to:fan] BBEIMOTATEIILCTBO, BELIMOTATEIHCTRO;
blackmail [’blaekmeil] IIaHTaX
bribery n [’braibari] B3 TOUHUYCCTBO
perjury n [’pa:dzori] JDKECBHICTEIIBCTBO
injury n [’indzori] 1. TpaBMa; 2. yiep0;
3. moBpexacHUE, 4.0CKOpOJICHUE
nuisance n ['nju:sns] HapyIIeHue o0IeCTBEHHOTO
HopsIIKa
include v [in’klu:d] BKJIFOYATh B ce0sl, OXBAaThIBATh
homicide n [,homi’said] yOUCTBO
assault n [o7so:lt] 1. HammageHue; 2. HACHJILCTBEHHbBIE
JICHCTBUS,
3. clloBecHas yrpos3a u yrposa
bu3nueckoii pacpaBoit
rape n [reip] U3HACUJIOBAHUC
abduction n [eeb’dak(n] MOXUIIICHUE CUJION, OOMaHOM
libel n [’laibal] KJIeBeTa
stealing n [’sti:lin] 1. kpaxa; 2. yKpaJCHHbBIC BEIIN
robbery n [’robari] rpabesk, orpadicHue
forgery n [*fo:dzori] nojenka, hambcudurars
burglary n [’ba:glori] KpaXka CO B3JIOMOM

motor vehicle n

[’mouto ’vi:ikl]

aBTOMOOUJIb, TPAHCIIOPTHOE
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CPEICTBO
previously [’pri:vjosli] paHee, 3apaHee

adv

convict v [kon’vikt] IPU3HABATh BAHOBHBIM
sentence n [’sentons] IPUTOBOD; perieHue (CyaeoHoe)
imprisonment n | [im’priznmont] 3aKJIFOUCHUS

pickpocket n | [’pik,pokit] KapMaHHHUK

welfare ["welfEa] 0JIar0COCTOSTHUE, JTOCTATOK

20

-
Major Types of Crime - Petty & Serious

n

* Felony — a major crime — ® Misdemeanor — a less serious
Punished by a fine, by crime — Punished by a fine, jail
imprisonment, or both. time, or both.

* Murder * Driving without a license
* Robbery ® Petty theft

* Rape * Simple assault

* Kidnapping * Disorderly conduct

¢ Fraud ® Trespass

¢ Infraction — A minor offense that is usually punishable with a fine and
no jail time.
¢ Jaywalking
* Littering

e Disturbing the peace




Types of Crime

1. Violent Crime: Murder, rape, robbery

-physical violence or threat of violence

. Crime against property: Burglary, arson
-No person is physically harmed

. Victimless Crime: Prostitution, gambling, drug use
-No harm to anyone except the perpetrator

. White Collar Crime: Fraud, tax evasion, toxic pollution
-By people of high social standing

. Organized Crime: Drug trafficking, gambling, black
market

-large scale and professional

Crimes
against
people

Crimes ; Crimes
against against

Government Types Of property
Crimes

Victimless " White-Collar
Crimes Crime
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READING AND SPEAKING

Task: read the text, translate it into Russian.

Classification of Crimes

Felonies, Misdemeanors, and Infractions: Classifying Crimes By Paul
Bergman, UCLA Law School Professor

In every state, crimes are put into distinct categories. The categories are
usually "felony,” "misdemeanor,” and “infraction." Decisions on crime
classification are made by state legislators; the determination focuses on the
seriousness of the crime. This article looks at the differences among these crime
classifications, moving from least serious (infractions) to most (felonies).

Infractions

Infractions (sometimes called violations) are petty offenses that are
typically punishable by fines, but not jail time. Because infractions cannot result
in a jail sentence or even probation, defendants charged with infractions do not
have a right to a jury trial. A defendant who has been charged with an infraction
can hire an attorney, but the government doesn't have a constitutional duty to
appoint one. Often, prosecutors don't appear on behalf of the government in
cases involving infractions. Traffic offenses are the most common form of
infraction. (Note that some states consider certain kinds of infractions like traffic
tickets to be civil, rather than criminal, offenses.)

Infraction Example. Ginger receives a speeding ticket. After Ginger and
the officer who issued the ticket testify, the judge concludes that Ginger was
speeding. Ginger's punishment is limited to a fine and the addition of a point to
her driving record.

Misdemeanors

Misdemeanors are criminal offenses that carry up to a year in jail in most
states. (Some states have made the maximum imprisonment for many or all
misdemeanors 364 days; that change is designed to avoid deportation
consequences that would have been triggered if the misdemeanor in question
carried the possibility of, or if the misdemeanor defendant actually received, a
full one-year sentence.) Punishment for misdemeanors can also include payment
of a fine, probation, community service, and restitution. Defendants charged
with misdemeanors are often entitled to a jury trial. Indigent defendants charged
with misdemeanors are usually entitled to legal representation at government
expense. Some states subdivide misdemeanors by class or degree or define more
serious misdemeanor offenses as "gross misdemeanors.” These classifications
determine the severity of punishment.



https://www.nolo.com/law-authors/paul-bergman.html
https://www.nolo.com/law-authors/paul-bergman.html
https://www.nolo.com/legal-encyclopedia/sentencing-alternatives-prison-probation-fines-30294.html
https://www.nolo.com/legal-encyclopedia/the-right-trial-jury.html
https://www.nolo.com/legal-encyclopedia/sentencing-alternatives-prison-probation-fines-30294.html
https://www.nolo.com/legal-encyclopedia/restitution-law-victims-crime.html
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Misdemeanor Example. Dave is convicted of simple assault. The offense
carries a maximum fine of $1,000 and maximum jail time of six months. It's a
misdemeanor. (For example, see Cal. Penal Code 241.)

Felonies

Felonies are the most serious type of criminal offense. Felonies often
involve serious physical harm (or threat of harm) to victims, but they also
include offenses like white collar crimes and fraud schemes. Offenses that
otherwise are misdemeanors can be elevated to felonies for second-time
offenders. A felony conviction, like a misdemeanor conviction, may not result in
time behind bars. But felonies carry potential imprisonment that ranges from
time in prison (a year is often the low end) to life in prison without parole or
even death. As with misdemeanors, states may also subdivide felonies by class
or degree.

Felony Example 1. Randy is convicted of felony assault with a deadly
weapon even though the bottle that he threw at another patron in a tavern missed
its intended target. Even though he failed to injure the intended victim, his
behavior was intended to (and did) create a risk of serious physical injury.

Felony Example 2. Leora had two prior shoplifting convictions before
being arrested for yet another shoplifting offense. State law allows prosecutors
to charge shoplifting as a felony if the merchandise was worth a certain amount
and the defendant has two or more prior shoplifting convictions. The prosecutor
charges Leora with felony shoplifting. (See Miss. Code. Ann. 97-23-93.)

"Wobblers": Felony or Misdemeanor

A "wobbler" is an offense that may be prosecuted as a felony or as a
misdemeanor. An offense that was prosecuted as a felony may also be
downgraded to a misdemeanor at the time of sentencing. This occurs when
statutes authorize judges to punish offenders as either misdemeanants or felony
offenders.

"Wobbler" Example. Randy is convicted of assault with a deadly
weapon. State law provides that the offense is punishable by up to one year in
jail or up to five years in prison. The judge sentences Randy to four months in
jail, three years of probation, and 200 hours of community service. The sentence
makes the conviction a misdemeanor.


https://www.nolo.com/legal-encyclopedia/what-wobbler.html
https://www.nolo.com/legal-encyclopedia/what-happens-sentencing.html

Specific examples of crimes

Crime Criminal Verh

Definition of the crime
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arson arsonist foignite setting something on fire, causing harm to someone
assault to assault hiting another person delibesately
okl | ackaater |t backad making a petson pa'y i undef threat of sectet or
dangerous information being leaked
ibe o offering or accepting money for doing something
dishonest
busglary busglar to burgle breaking into a house and stealing things
forgery forger toforge | making illegal copies of paintings, documents et
hijacking | hijacker to hijack taking control of a plane of boat by force
Wi || Wloner | o caphuring a person and asking a ransom for their
return
manslatghter to kil killing someone by accident
mugging Mugger to mug attacking someone to steal from them
murder | murderer | fomurder, to kil killing someoneinfentionally
perjury to perjury lyingto a court
pickpocketing | pickpocket | to pickpocket stealing someones valuables in public
rape rpist | toattack, torape forcing a woman or a man to have sex
tobbery fobber torob | stealing money o valuables from a pessonor a place
shoplifting | shoplitter | to shoplift stealing things in shop
smuggling | smuggler | tosmuggle bringing goods into the country illegally
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PART 3. CRIMINALS AND THEIR TYPES

offender, felon, criminal,

what are other malefactor, wrongdoer,
words for delinquent, culprit, crook,
lawbreaker? transgressor, miscreant

!
|
|
\\\. - : )

-

ePerpetrator

Definition: (NOUN)

a person who perpetrates, or commits, an illegal, criminal, or evil
act,

Example in a sentence:
The perpetrators of this heinous crime must be found and

punished to the fullest extent of the law. K
Ponder this.... =

How does perspective influence the interpretation of who the
perpetrator is?

Are perpetrators always brought to justice?
Where does RISK fitin? Power? Control?
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REMEMBER

NPeCTYNHUK

criminal offender felon Perpetrator

DEFINITIONS OF CRIMINALS

Accomplice is a person who helps a criminal in a criminal act.

Arsonist is a person who sets fire to property illegally

Bigamist is a person who marries illegally, being married already.

Burglar is a person who enters a building during the hours of darkness
in order to steal. A person who enters a building in daylight to steal is a thief,
or, if he breaks into a building by using force, is a house-breaker: E.g.:  The
burglars escaped through the window.

Drug dealer is a person who buys and sells drugs illegally.

Forger is a person who makes false money or signatures.

Gangster is a member of a criminal group

Kidnapper is someone who takes away people by force and demands
money for their return.

Murderer is a person who kills someone.

Pickpocket is a person who steals something out of your pocket in
crowded places. E.g.: The pickpocket took the purse in a crowded train.

Robber is a person who steals something from a person or place,
especially by violence or threat. E.g.: The robber stole £ 2,000 from a bank, by
threatening people with a gun.

Shoplifter is a person who steals from the shops. E.g.: A security officer
stopped the shoplifter who tried to leave the shop with unpaid goods.
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Smuggler is someone who gets goods into or out of a country illegally
without paying duties

Spy is a person who gets secret information from another country

Terrorist is a person who uses violence for political, economical and
religions reasons

Thief is a person who steals things secretly, usually without violence.
When violence is used, especially out of doors, a word robber is preferred: E.qg.:
Thieves stole £ 1,000 from the post office last night

Traitor is a person who betrays his or her country to another state.

Learn the words with their definition

Types of criminals

C @efl_ana 4 https://t.me/EFL_ana

thief

robber (steals something)

) rapist
(takes something by force)

(forces someone to have
sexual relations)

burglar vandal
(breaks into (damages public
somebody's house...) property)
shoplifter hooligan
(steals (is violent on
merchandise) purpose)
smuggler torturer

(takes goods illegally
from country to country)

(treats someone
cruelly and unfairly)

murderer assassin
(takes someone's life through (kills someone for hire or
violence) mugger fanaticism)

(attacks someone to steal their money)



CRIME CRIMINAL ACTION
arson arsonist to set fire to
assassination assassin to assassinate
burglary burglar to burgle
kidnapping Kidnapper to kidnap
Killing Killer to kill
mugging mugger to mug
murder murderer to murder
robbery robber to rob
shoplifting shoplifter to shoplift
smuggling smuggler to smuggle
theft thief to steal

CRIME CRIMINAL ACTION
assault assaulter to assault
blackmail blackmailer to blackmail

drug-trafficking

drug-trafficker

to sell (to traffic) in drugs

forgery forger to forge

perjury perjurer to violate an oath/to give
false evidence

pickpocketing pickpocket to pickpocket

rape rapist to rape

swindle/fraud

swindler/fraudster

to swindle/to cheat

terrorism

terrorist

to terrorize

a term of imprisonment, abuse, arrestable offence, bribery, burglary,

court, crime,

misdemeanour,

Ex. 1. Translate into Russian:

offence, to overthrow, treason,

disruption, extortion, felony, forgery, guilty, injury,
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nuisance, punishment, rape, riot, robbery, sedition, summary



Ex. 2. Match the English and Russian equivalents:
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common law

to lead to the disruption
treason

riot

to convict

to lead to the disadvantage
offence

rape

to commit a larceny

10. court

a)
b)
c)
d)
e)
f)
9)
h)
i)
)

U3MEHA

cyn

o0111ee mpapo

IPU3HABATh BUHOBHBIM
IPUBOJIUTH K Pa3pyIICHUIO
MPUBOJIUTH K YOBITKAM
M3HACUJIOBAHHE
COBEPIITUTDH KPAKY
IPECTYIICHUE

OYHT, MATEXK

Ex. 3. Explain in Russian the meaning of the following words and

expressions:

crime, to commit a crime, to lead to, common law, disruption, to be

classified, treason, abduction, stealing, forgery, robbery, perjury, to

prevent, abuse, homicide.

Ex. 4. Put the following words and word-combinations into three logical

groups:

crimes against state

crimes against person

crimes against property

extortion, stealing, high treason, assault, bribery, abduction, riot, forgery,

homicide, sedition, perjury, rape, trademark pirating, burglary, libel, abuse,

smuggling,

laundering, drug trafficking, housebreaking.

robbery,

pickpocketing,

kidnapping,

counterfeiting,

money




Ex. 5. Match the following verbs with the nouns:
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1.  tocommit a)  the power of the state

2. to kill b)  suicide

3.  todestroy c)  the destruction of the society
4.  toprevent d)  the monarch

5. toleadto e) acrime

6.  tooverthrow f) the law

7. to break g) aperson

Ex. 6. Translate the following word-combinations with the word

“crime” into Russian:

W
0 °°®6\

lo prevent

to punish for

|4V 4V 4V 4V |

to charge with a CRIME

| 4V 4V 4V 4V

X 74 ©q
en i i =74
£0 Q{GV to Investigate LI’I%

Ex. 7. Put the right form of either ROB or STEAL in the sentences
below.
Every year a large number of banks ...
Last evening an armed gang .... the post office.
Mary ... of the opportunity to stand for president.
My handbag ... at the cinema yesterday.
Thieves ... £2,000.

o & W e
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Ex. 8. Complete the following sentences with the words in the box.

Translate them:

treasons, summary, offences, crimes, felony, theft,

indictable, shoplifters , law, gangster

1. ... offences are generally concerned with the regulation of behavior in a
society and the maintenance of public order.

2. .... steal for various reasons, some just for excitement, some out of
necessity or greed, and others do it as a “profession”.

3. A ... was again a serious crime.

4. Al Capone was a Chicago ....

5. All other ... were regarded as misdemeanours.

6. Have you told the police about the ... of your car?

7. Indictable ... are those which are usually tried before a judge and jury.

8. The English common ... classified crimes into treasons, felonies and
misdemeanours.

9. The old classification of crimes involves ..., felonies and misdemeanours.

10.The two groups ... and non-indictable offences now overlap to some

extent.

Ex. 9. Choose the correct answers to the following questions:

1. What are the most serious crimes?

a) Traffic offences are the most serious crimes.

b) Originally treasons are regarded as the most serious of all crimes.

c) Offences against property are the most serious crimes.
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2. What are indictable and non-indictable offences?

a) Indictable offences are known as summary offences, which are
generally concerned with the regulation of behavior.

b) Indictable offences are those, which are usually tried before a judge
and jury, with the jury determining the facts and the judge being responsible for
administering the law.

c) In non-indictable offences, which are usually known as summary

offences, the trial will take place in a Magistrates’ Court without the jury.

Ex. 10. Translate into English the following words and word-
combinations from the text:

JOPOKHOC IBUIKCHUC, Y6HﬁCTBO, HN3HACHUJIOBAHUC, ITPCCTYIITICHUC, CYAbA,
Kpaxka, rpabex, HaKa3zaHue, OBEJICHHUE, JIKECBUIETEIHCTBO, B3ITOYHUYECTBO,

HapylieHue o0IEeCTBEHHOIO MOPsIKa, U3MEHA, BUHOBHBIM.

Ex. 11. Translate the words from the box and use them to complete the

following sentences:

KapMaHHUK, MarasuHHBIA BOP, KOHTPAOAHIUCT, HAPYIICHHE OOIIECTBEHHOTO

nopsiaKa, orpadutTh, rpabUTENh, OAJIETIKA

1. .... 1s a person who brings goods into a country illegally without
paying duties.

2. .... stole $22, 000 from a bank, by threatening people with a gun.

3. .... took the purse in a crowded train.

4. A person is guilty of .... only if he intends to use violence or is

aware that his conduct may be violent.
5. In the UK, about 1, 8 million .... are caught every year.
6. They .... the museum last Sunday.

7. This picture 1s not really by Rembrandt. Itisa ...
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Ex. 12. Give the answers to the following questions:

1. What does the word "crime" cover?

2. In what way may the crimes be classified?

3. What is treason?

4. How can you explain indictable and non-indictable crimes?

5. What is the classification of indictable crimes?

6. What do non-indictable crimes cover?
Ex. 13. Give the definition for:

arson act of committing crime by forcing sexual intercourse (on a
woman or girl).

mugging act of stealing, especially secretly and without violence

murder use of violence and intimidation, especially for political
purposes

rape act of setting something on fire intentionally and unlawfully,
e.g. another person's property or one's own with the purpose
of claiming under an insurance policy.

terrorism unlawful killing of a human being on purpose

theft to attack somebody violently and rob (e. g. in a dark street, in
a lift, in an empty corridor).

vandalism act of person who steals things from shops while pretending
to be a customer.

football act of destroying willfully works of art or public - and private

violence property, spoiling the beauties of nature

shoplifting act of breaking something, act contrary to what one's

conscience tells one to do, especially during football matches.

manslaughter

distribution of drugs punishable by law

illegal parking

unlawful placing a motor-vehicle.

drug dealing

killing of many people at once, massacre; killing of people in

road accidents.
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Ex. 14. Translate into English:

1. [IpecTymienue - 3T0 MPOTUBOMPABHOE OOIIECTBEHHO-OMACHOE JIESHUE,
3a KOTOPOE YEJIOBEK JIOJKEH HECTU HAaKa3aHUE 10 3aKOHY.

2. [IpaBooXpaHUTENbHBIE OPTaHbl JIOJDKHBI MPEJOTBPAIATh COBEPIICHUE
MPECTYIICHUU.

3. Anrmiickoe oOlee MmpaBo pa3/ieiisieT NPAaBOHAPYIICHHS Ha TAKUE,
KOTOpbIE TOJJIeKAT CyAeOHOMY TMpecleOBaHUI0 W TPABOHAPYIICHMS, HE
TOIIeXKAIIHNE CYIeOHOMY TIPECIICIOBAHUIO.

4.  IlpaBoHapylieHUs,  KOTOpble  HE  TOIJIeKaT  CyAcOHOMY
MPECIEAOBAHUIO, U3BECTHBIE KaK " NUCIUIUIMHAPHBIE".

5. JlucuuniauHapHble MPaBOHAPYIICHUSI CBS3aHHBIE C PEryJIMPOBAHUEM

ITIOBCICHMUA B O6IHCCTBC u oxpaHoﬁ IIpaBOIIOpA KA.

SUPPLEMENTARY READING
Ex. 15. Translate into Russian using the vocabulary below:
How to Prevent and Handle Shoplifting in Your Retail Store

By Francesca Nicasio « April 1, 2019

It goes without saying that shoplifting is a major problem in retail. A

2017 study by the National Retail Federation found that shoplifting accounts for

36.5% of shrinkage, and the average cost per shoplifting incident was $798.48.
That’s a huge chunk of revenue. To help you keep the income you deserve,
we’ve put together some tips for preventing and dealing with shoplifting. The
best way to “deal” with shoplifting is to stop it from taking place. Here are tips
to help you do just that: Have the right security tools

Set up the necessary tools to deter shoplifters. Ideally, you should have
video cameras installed in your store so you can get illegal activities on tape.

Some video solutions even integrate with your POS or retail analytics

software to deliver extra insights for loss prevention.


https://www.vendhq.com/blog/author/francesca/
https://nrf.com/research/national-retail-security-survey-2017
https://nrf.com/research/national-retail-security-survey-2017
https://www.vendhq.com/tour/point-of-sale
https://www.vendhq.com/us/retail-analytics-software
https://www.vendhq.com/us/retail-analytics-software
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If cameras aren’t in your budget, know that there are low-cost tools
that can prevent shoplifting. Signage is a popular choice among merchants.
Anti-theft signs by your entrance/exit or even by your dressing rooms can
serve as a deterrent for would-be shoplifters.

You could also install mirrors in strategic places to eliminate blind spots

and track what’s going in every corner of your shop.

career shoplifter [ko’rio] poeCCHOHATLHBIA Mara3uHHBINA BOP

legal costs (pl) [li:gal Kosts] | cyneOHbIe u3aepKKI

merchandise n [’mo:tfondaiz] | ToBap

civil recovery [sivl ri’kavori | Bo3melIeHHe YOBITKOB COTJIACHO

procedure pro’si: dzo] TPARAAHCKOMY TIpaBy

caution n [’ko: n] peIyTpPekKICHNIC

prison sentence ["prizn HaKa3aHWe B BUJIC JIUIIEHUSI CBOOOIbI
’sentans]

trolley n [troli] TEJICKKA IS TIOKYITOK

Ex. 16. Match the definition with the offence:

1. arson A husband kills his wife after finding she has been
unfaithful.

2. drugdealing | A boy sets fire to a shop

3. football A man attacks a girl in a park and has sex with her against

violence her will

4. illegal A woman sells heroin to young people in the street

parking

5. manslaughter | A well-off housewife takes a bottle of perfume from a
department store

6. mugging A motorist parks in a no-parking area and obstructs the

traffic so that an ambulance can't get past
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7. murder A group of young men takes a woman's handbag after
threatening to attack her in a dark street

8. rape A group of boys break all the windows in a telephone
box and damage the telephone

9. shoplifting A group of men kills five customers in a pub by leaving a

bomb there

10. terrorism

A motorist kills a pedestrian after an evening's drinking

11. theft

Two groups of rival football supporters start a battle and

are all arrested.

12. vandalism

An office worker helps himself to pens and paper from his

office for his own personal use

Ex. 17. Retell the text using the following phrases:
The headline of the textis ....

The text speaks about ... in details.

The text provides much information on ...

Violence in the Restaurant

On Saturday morning, two intoxicated young men turned violent in a

restaurant in Laboe and were thrown out by the owner. Shortly afterwards, they

returned and started a brawl involving several guests. The brawl continued in the

street, where one of the two hooligans drew a knife, stabbing one of the guests

in the shoulder and in the thigh. The two hooligans, who were also carrying gas

pistols, spent the day in the drying-out cell of the police station.

brawl n [bro:l] IIIyMHasl ccopa; yJIudHas Japaka
draw a knife ( past drew) |[dro: naif] BBIHYTh HOX

drying-out cell BBITPE3BUTEIIb

intoxicated [in’toksikeitid] |mbsiHBIIH
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Ex. 18. Translate into English using the vocabulary below:

DJeMEeHTHI 10Ka3aTeIbCTBA

Bo MHOrux mpaBOBBIX CHCTEMax CYIIECTBYET Ba)KHBIM NPUHIIMII,
COTJIACHO KOTOPOMY JIMIIO HE MOKET CUMTAThCS BHUHOBHBIM B MPECTYIUICHUH,
OKa TOCYyJapCTBO HE JOKaXeT, 4YTo OH ero cosepumi. CamoMy
M0JI03PEBAEMOMY HE HY>KHO HUYETO JIOKa3bIBaTh, XOTS OH MOMOXKET cebe, eciu
CMOXET TPEIbsIBUTh J0Ka3aTeIbCTBA CBOEM HEBHMHOBHOCTHU. [ ocyaapcTBO
JIOJKHO JI0Ka3aTh €ro BUHY B COOTBETCTBUU C BBICOKMMH CTaHIapTaMH, U €CTh
3JIEMEHTHI, KOTOPbIE HEOOXOAUMO J0Ka3aTh. B KOAMpUIIMPOBAaHHBIX cHCTEMax
3TH 3JEMEHTHI 00BIYHO (PUKCHUPYIOTCS B 3aKOHaX. B cucremax obmiero mpasa
9JIEMEHTHI HEKOTOPBIX MPECTYIUICHUN MOAPOOHO OMUCaHBI B 3aKOHAX; APYTHUE,
U3BECTHBIE KaK «IPECTYIJICHUS 10 0OmeMy TmpaBy», HO-TIPESKHEMY
OIKCHIBAIOTCS. B OCHOBHOM B IIPEIIEIEHTHOM IIpaBe.

OOBIYHO ecThb [JIBa BaXHBIX dJeMeHTa mnpectyrieHus: (1) camo
IpecTynHoe JesHue; U (2) MpecTymHOe COCTOSHUE yma 4YellOBeKa, Korja OH
COBEpHLIMJI JIeHCTBUE. B aHrino-amMepuKaHCKOM TIpaB€ OHU W3BECTHBI 10

naruHckumu TepmuHamu (1) Actus Reus u (2) Mens Rea.Vocabulary notes:

Actus Reus (zam.) | [’&ktus ’reas] | BUHOBHOE JIcHCTBHE

case law [keis Io:] NpeIEeICHTHOE TIPaBO

innocence n [’inasans] HEBUHOBHOCTh

innocent adj [’inasant] HEBUHOBHBIN

Mens Rea (zam.) | [’mens rea] COCTOSIHME BOJIM TIPU COBEPIICHUU
PECTYIUICHUS

proof n [pru:f] JI0Ka3aTelIbCTBO

statute n [’steetfu:t] 3aKOHO/IATEIbHBIN aKT

to find guilty [*gilti] pU3HATH BAHOBHBIM




to prove v [pru:v] JTOKa3bIBaTh, TOKA3bIBATh

Ex. 19. Find the hidden words across and down from the word field

“types of crimes”. E.g.: 1 F. crime. There are 17 words altogether.
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blackmail 7 burglary drug dealing
blackmailer tl;nll::i?; burglar drug dealer
to blackmail to burgle to sell drugs

hijacking kidnapping mugging

fraud = :
¢ it fraud hijacker kidnapper mugger
2 SONN to hijack to kidnap to mug

murder smuggling
murderer smuggler
to murder to smuggle

arson
5 theft arsonist
manslaughter vandalism thief (pickpocket) oo S
to steal

to commit an arson
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Match the word with Its definition.

1) blackmail

2) terrorism

3) mugging
4) pickpocketing

b) forgery
6) drug-trafficking

7) kidnapping
8) smuggling

9) burglary
10) shoplifting

11) murder

12) hijacking

a)  stealing something from someone’s
home

b) taking a person hostage in exchange for
money or other favors

¢) killing someone
d) buying and selling drugs

)
e) taking something illegally into another
country

f) threatening to make a dark secret public in
orcler to get money

) stealing something from a shop

h) the robbing of a plane for political or
other reasons

J

k) attacking someone in the street to get
money

1) using violence for political ends

to try to pass off a copy as the real thing

|) stealing from someone's pocket or
handbag



41

TEST YOURSELF

Choose the best alternative to complete the following sentences:

1. A person who commits a criminal offence is called a criminal, or
a) offender
b) citizen
C) witness

2. If you attack another person illegally you will be tried for unlawful
a) damage
b) assault
c) action

3. If you physically hurt or injure the person you attack, you will be tried for
unlawful assault causing
a) wounding
b) murder
c) infanticide

4. If the injury you cause in the attack is very serious it is called
a) manslaughter
b) grievous bodily harm
c) battery

5. A police officer can arrest for a suspected crime carrying a
maximum of five year imprisonment.
a) by chance
b) with an issued warrant
c) without a magistrates™ warrant
6. The law can punish criminals in many different ways, but the worst is .
a) fine
b) life imprisonment
c) death sentence

7. Young people who committed a crime are tried by a special court called

a) the Juvenile Court
b) the High Court
c) the Crown Court

8. cannot be secured unless actus reus and mens rea were present.
a) an acquittal
b) a conviction
c) adischarge
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9. Criminal offences may be broadly divided into ... .
a) effect the secret of the state and road traffic offences
b) indictable and summary
c) inchoate and obstructing justice

10. The warrant must contain particulars of ...
a) the fatal offence
b) the non-arrestable offence
c) the alleged offence

GRAMMAR: PASSIVE VOICE

(see Appendix 5)
GRAMMAR EXERCISES

Ex. 1. Make up 5 sentences from each table; define the grammar form

of the predicate:

We are always given much home-task in English (Present Indefinite
Passive).
Hawm scecoa 3a0arom b6onvuioe domauinee 3a0aHue no aH2IUtiCKOMY

AZBIKY.

The newspaper in a number of ways.

“Moscow News”

Crimes asked | by many people in Russia and
aM | classified | abroad.

This information E read often at the lessons.

I A | radioed | as offences which will lead to
may regarded | injury to the public.

Extortion, bribery and be to the detective department.

perjury
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These three cars much about last week.
Responsibility for in English by our cadet Ivan
not
improvement of the road Petrov.
answered
network
: i made
This road accident last year.
was | shared _
The report _ by the criminal.
were | driven
“Classification of crimes”
_ away
at the International
spoken
conference
The question of the judge between central and local
government.
The investigation of thi . next week.
e investigation of this finished ext wee
case .
repaired
Those cars will tomorrow.
caught
The report of our chief be in a month.
packed
This criminal in half an hour.
. signed . .
Your things g by policemen in a few days.
A person and vehicle by young criminals in cities
check is | committed | and towns now.
A lot of crimes being | constructed | by a police officer.
A new building are | conducted | by the first-year cadets now.
This text being| translated | O the territory of our
built Academy.

Many new houses

in Krasnodar.
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The report about felonies

in this district

by the cadet Pavel Sidorov

when | came into his

was | discussed | room.
A new book on being| driven read | out of the city from 3 till 5
criminology were | translated | a.m.
Stolen cars being in the Investigation p.m.
Department from 5 till 7
p.m. yesterday.
My watch to prison for their crimes.
This bank has |committed [py g thief.
Some pickpockets been | vobbed by the time of its opening.
Some cars have | stolen built | during night hours.
The new underground been | taken this year.
station
My car by the 1% of January, 2021.
The treaty between British adopted | by our professor’s coming.
and Russian Police on robbed
cooperation in fighting had signed
against drug dealers been stolen
This scientific article translated | by the time when | came.

The Post Office

The resolution

by the end of the meeting.

by the opening of it.
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Ex. 2. Put the following sentences into interrogative and negative forms.

Translate them:

1.

The activity of Police is regulated both by legislative and

departmental documents.

2.

3.

4.

5.

6.

7.

The tickets to Moscow were booked yesterday.

Non-indictable offences are known as summary offences.
Originally, treasons are regarded as the most serious of all crimes.
He was robbed of all his money yesterday.

Felony is regarded as a very serious crime.

The group of foreign policemen was shown the Museum of Russian

Art during their stay in Moscow.

categories.

8.

9.

The indictable or more serious crimes may be classified into six

The travellers have been attacked in the mountains and robbed of

everything they had.

Ex. 3. Put the following sentences into the Passive Voice:

A boy broke the window in the house yesterday.

— The window in the house was broken by a boy yesterday.

ok~ WD

A customs officer is checking the passenger’s luggage.

A group of men killed some customers in a pub by leaving a bomb there.

A motorist killed the pedestrian after an evening’s drinking.

A murderer has killed a young girl.

A policemen had arrested the criminal before the expert criminalist

arrived.




46

6. Before the investigator came the police officer had found the pistol in the
room.

7. He killed a young girl with a knife some days ago.

8. Our guide has shown the Museum of the Russian Police to the foreign
policemen.

9. The builders have built a new church on the territory of the Central
Hospital of the Ministry of Internal Affairs of Russia.

10.The first-year cadets were reading many books on law during the first
three months of their studies.

11.The policemen arrested this young boy for his crime yesterday.

12.They are discussing the report about the felonies in this district.

13.They often ask questions at the lessons.

14.They spoke much about the report “Classification of crimes” at the
International conference on Law.

15.They were selling drugs when the police officer came up to them.

Ex. 4. Put the questions to the italicized words:

1. Russia has been recognized by its Coat of Arms.

2. People were impressed by American President’s knowledge of
Russian poetry, when he recited some lines by Alexzander Pushlin,

3. The tools of an investigator are referred to as the three “I”,
namely, Information, Interrogation and Instrumentation.

4, The train to Moscow has been announced.

Ex. 5. Retell the story, using the Passive Voice:

Police constable Smith is sipping his usual dram of whisky after his late
shift and tells his wife about the day.
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“Today we stopped Mr. Merry from Beer in Devon in the pedestrian
precinct. We asked him to show us his papers. As he seemed to be drunk, we
breathalyzed him and then told him to get out of his car. Then we left his car
where it was and escorted him on foot to the police station. There we called a
doctor who took a blood sample. Finally we put him in our detention cell to
sober up.”

Two days later Mr. Merry tells his wife: “The day before yesterday | was

stopped ...”
breathalyze someone AenaTh KOMY-TO aJIKOTECT
blood sample aHaJIN3 KPOBU
detention cell MEJIBBITPE3BUTEIIb
dram (3nech) promka
sip IUTh MaJ€HbKMMH TJIOTKAMHU
sober up OTPE3BETH

Ex. 6. Translate into English.

1. TpectynHuk ObUT apecTOBaH MOJMIICHCKUM TEpeNl TEM, KaKk MPHUOBLT KCIEepT-
KPUMUHAIIUCT.

2. Ilpuka3 ObLT BYEpa MOAMKICAH HAYATLHUKOM.

3. PaccrnenoBanue yrojaoBHOTO jena OyAeT 3aBepIlIeHo 10 HOBOTO Tofa.

4. Dra 3agayva Oblia pelieHa KypcaHTaMH.



UNIT Il FINANCIAL CRIMES
IKOHOMMWYECKHUE ITPECTYIIVIEHUA

FINANCIAL CRIME

Financial Crime Issues

Vocabulary
fraud
theft
scam
tax evasion
bribery
embezzlement
identity theft
money laundering

forgery

Sanctions

Fraud &

<~ Dishonesty

Handling FINANCIAL il
the proceeds CRIME ISSUES Stz

of crime

Tax Evasion
& Tax fraud

Cyber
related

PART 1. FINANCIAL CRIMES

MOIIICHHUYECTBO

BOPOBCTBO, Kpaxa

adepa

YKJIOHEHHUE OT HAJIOTOB
B3SITOUHUYECTBO

XUIICHHUE

Kpaka IePCOHATBHBIX JAHHBIX
OTMBIBaHHE JICHET

nojjienka, ¢panbcuukarus

48
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Terrorist

Bribery &
. Corruption _

Tax

Money
Evasion

Laundering

Financial crime ranges from basic theft or fraud committed by ill-

Data
Security

intentioned individuals to large-scale operations masterminded by organized
criminals with a foot on every continent. These are serious criminal activities
whose importance should not be minimized as, over and beyond their social and
economic impact, they are often closely linked to violent crime and even
terrorism.

We are all impacted by financial crime which has taken on a whole new
dimension with the rapid advancement of digital technology.

Criminal gangs operate transnationally to avoid detection, and stolen
funds cross many physical and virtual borders before they reach their final
destination. This is where our global police networks play an essential role.

Financial crime, and the spectrum of criminal activity that it entails, is a
law enforcement priority in jurisdictions around the world. With that in mind,
the two most significant types of financial crime are money laundering and the

financing of terrorism:


https://complyadvantage.com/knowledgebase/aml-regulations/
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. 1.Money laundering: When criminals derive funds from illegal
activities, that money must be disguised before it can be introduced into the
legitimate financial system. Money laundering is the illegal process of
disguising the profits of financial crime, typically by using the services of banks
and businesses.

. 2.Terrorism financing: The financing of terrorism involves the
provision of funds to individuals and groups for the purposes of committing
terrorist acts. Terrorism financing resembles money laundering in the sense that
it often requires criminals to conceal the transfer of funds within the legitimate
financial system.

Most jurisdictions have established organizations dedicated to preventing
money laundering and the financing of terrorism. These organizations include
the Financial Crimes Enforcement Network (FINCEN) in the US, the Financial
Conduct Authority (FCA) in the UK, the Federal Financial Supervisory
Authority (BaFin) in Germany, and the Financial Markets Regulator (AMF) in
France.

3. Credit card fraud is a wide-ranging term for theft and fraud committed
using a credit card or any similar payment mechanism as a fraudulent source of
funds in a transaction.

4. White-collar crime is similar to corporate crime as white-collar
employees are more likely to commit fraud, bribery, schemes, insider trading,
embezzlement, cybercrime, copyright infringement, money laundering, identity
theft, and forgery.

5. Identity theft is a growing concern of more than 73 per cent of
Canadians. Eighty-five per cent of the victims are between 18 — 59 years. The
most common ways criminals can get your information is from apartment

mailboxes, social networking websites, or through hackers.


https://www.fincen.gov/
https://www.fca.org.uk/
https://www.fca.org.uk/
https://www.bafin.de/EN/Homepage/homepage_node.html
https://www.bafin.de/EN/Homepage/homepage_node.html
https://www.amf-france.org/en

o1

The Financial Crimes Enforcement Network is a bureau of the United
States Department of the Treasury that collects and analyzes information about
financial transactions in order to combat money laundering, terrorist financiers,

and other financial crimes.

Exercise 2.Read the sentences from the text. Decide whether each
sentence is true, false or not stated in the given text. If it is false, give the right
variant.

1. Financial crimes are crime against property.

2. Victims are always individuals.

3. White-collar crime is the process by which proceeds from a criminal
activity are disguised to conceal their true origin.

4. Money laundering crime is a corporate crime.

5. Most common ways of identity theft are from apartment mailboxes, social
networking websites, or through hackers.

6. The Financial Crimes Enforcement Network analyzes information about
financial transactions in order to combat money laundering, terrorist

financiers, and other financial crimes.

Exercise 3.Find in the text the English equivalents to the Russian phrases,
red and translate the text.

KOMIIBIOTCpHAA CCTh, IIPCCTYITHHK, I/ICHOJIBSYIOHII/Iﬁ BBICOKHU TC€XHOJIOTHHU,
OpUYMHITH  ymepd;  ¢uHaHcoBas  adepa;  BBIMOTATENbCTBO;,  B3JIOM
KOMITBIOTEPHON CHUCTEMbI; (PUKTHMBHAsI KOMIIAHUS, Kpaka CBEIEHUN JMYHOIO
XapakTepa; JIOMOTaTeIbCTBO, YIpo3a; BpaxiacOHAs  KOPPECIOHICHIINS;
KOMIIPOMETHUPYIOIIHNE CIYyXU; OCKOPOUTENIbHBIE COOOIICHUS; MPOMBIILICHHBIN

HITTMOHAaX.
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Exercise 4.Match the word and its definition.

1. fraud A
2. theft B
3. scam C
4, tax evasion D
5. bribery E
6. embezzlement F
7. identity theft G
8. money

_ H
laundering
9.  forgery I
10. computer ]
crime
11.  Dburglary K

a crime when you try to make someone to do
something for you by giving them money, present

or something else

an illegal copy of documents, painting, etc. or a

crime of making such illegal copies

dishonestly taking something which belongs to

someone else and keeping it

a crime of illegally entering a building and
stealing

a crime when you secretly take money that is in
your care or that belongs to an organization or
business you work for

a crime of cheating somebody in order to get

money or goods illegally

crimes with using computers
ways of illegally paying tax less than you should

a crime of moving money that has been obtained
illegally through banks and other businesses to
make it seem as if money has been obtained

legally
an illegal plan for making money.

a crime when you steal somebody’s personal

information
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Exercise 5.Make up word combinations. Translate them and make your

own sentences with these word combinations.

1
2
3
4
d.
6
7
8
9

fraud

theft

. SCam

. tax

bribery

. embezzlement
. laundering
. forgery

. crime

10.burglary

a financial

b mortgage
C money

d to commit
e violent

f computer
g prevention
h to expose
[ skillful

j organized

Exercise 6.Find the synonyms and translate them.

1.

N o o &~ W DN

fraud

theft

scam

tax evasion
bribery
forgery
burglary

tax avoidance
falsification
robbery

trick
bribe-taking
underhand action

stealing

Exercise 7.Answer the questions.

1. What types of financial crimes do you know?

2. Who collects and analyzes information about financial transactions in

order to combat money laundering, terrorist financiers, and other financial

crimes?
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3. How do you understand the term “money laundering”?
4. What fraud in your opinion is the most popular? Why?
5. What is identity theft? Is it productive?

Exercise 8.Fill in the gaps with appropriate words.
Fraud, theft, scam, financial scam, tax evasion, crime, Dbribery,
embezzlement, identity theft, money laundering, forgery, computer crime,

burglary.

1. Cybercrime is defined as the use of any computer network for
committing .

2. Specialists noticed a rise in number of _ committed in this area.

3. A famous deputy was arrested on ___ charges.

4. You should be very careful putting information about yourself in the
network otherwise you may become a victimof

5. Police are investigating the =~ of computers from the company’s
office.

6. For most countries, and terrorist financing raise significant

issues with regard to prevention, detection and prosecution.

7. Experts claim that the painting is a skillful

8. Nowadays there are a great number of various to get money.

9. Some people think that ” refers to computer-related activities

which are either criminal in the legal sense of the word or just antisocial

behaviour where there is no breach of the law.

10. The manager of a well-known computer company was outlaw for

11. IS a topical issue as people who avoid to pay taxes lies the

Government and other citizens.

12. She was charged with credit card
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Exercise 9.Find the given words in the net.

MOIHCHHI/I‘ICCTBO, BOPOBCTBO, (bI/IHaHCOBaH adaepa, YKIIOHCHHC OT VILJIATEI

HaJOI'oB, B3ATOYHHNYCCTBO, XMIIICHUC, ITIOJAJCIKA, KpaxKa CO B3JIOMOM

Exercise 10.Add the list with your own examples of financial crimes

prevention.
1. To protect your credit card:

- Check your statement monthly;

- Notify your credit card company in advance if you are travelling;

2. To protect your debit card:

- Use vour hand to cover the number pad when you’re entering your PIN:

- Do not give your PIN to anyone or write it on the card:

3. To protect yourself from identity fraud:

- Never leave loose credit or debit card in the car;

- Never leave your cell phone or lap top in your car:

- Update security and virus protection on your home computer:;




PART 2. WHITE-COLLAR CRIME

White-Collar Crime

non-violent crimes committed by business or
government professionals for financial gain

D

Vocabulary notes:
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white-collar crime | [‘warit ‘kols k’rarim] | 6enoBopoTHHYKOBAs
IPECTYITHOCTh

to define v [di’f axin] OIpeICIIATh, HA3HAYATh

violation n [vaiia’leifn] HapyIIeHUS

occupational adj [okju’peifnall podeCcCHOHATBHBIHI

activity n [k’ tiviti] JIEATEITLHOCTD

pyramid scheme

[‘piromid ‘ski:m]

cxeMa “‘mupamuga‘

advance fee scheme

[od’va:ns “fi: ‘ski:m]

BHYA MOIIICHUYCC TBA 110 CXCMC

HpeIOTUIATHI
fraud n [fro:d] obOMmaH
insurance n [in’ fuarans] CTpaxoBaHHE
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intellectual [inti’lekt[ual UHTEIUIEKTyallbHas
property ‘propati] COOCTBEHHOCTb

copyright n [ ‘kopirarit] aBTOPCKOE TPaBO

patent n [‘peitont] HaTCHT

piracy n [‘parirasi] MUPATCTBO

to offer v [“ofa(r)] npeJiaraTh

to guarantee v [,geeron’ti:] rapaHTUPOBATh

return n [ri’to:n] JIOXO]T

to recruit v [r1’kru:t] BepOOBaTh, HAOUpATh
collapse [ka’laeps] Kpax, o0Bai

to lose (lost, lost) v | [‘lu:z, ‘lost, ‘lost] TEPSThH

to skim off v [s’kim aV] CHUMAaTh

to pay (paid, paid) v | [‘pei, ‘peid, peid] TUTATUTH

to advertise v [‘@edvatariz] PEKJIaMUPOBATh

to market v [‘ma:Kit] poaBaTh

to provide v [pro’v arid] o0ecreynBaTh

customer n [‘kastomo] KITUEHT, TTOKYTaTeh
consumer n [kon’sju:ma] OTPEOUTEb

torange v [‘reind3] BBICTPANBAThHCA B PsJl, TAHYTHCS
to entice v [in’t aris] 3aMaHHMBATh, IEPEMaHUBATh
to purchase v [‘pa:tfas] HIOKYTIaTh

to expect v [1ks pekt] 0KHJ1aTh, PACCUUTHIBATH
delivery n [di’livari] JI0CTaBKa

to fulfil v [ful’fil] BBITIOJTHSATH, OCYIIECTBIIATh

toreferto v

[ri’fa:]

OTHOCHUTCA K
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boiler room [‘boilo ‘ru:m] KOTEJIbHAas

to shut down v [fat ‘daun] 3aKpbIBaTh

alias n [‘eilizes] IICEBIOHUM

mail box [‘meil ‘boks] MTOYTOBBINC SITUK

to staff v [‘sta:f] YKOMIUTICKTOBBIBATE (wimant),
HAOMpaTh KaphI

trace n [treis] cien

to erase v [1’reiz] BBIYEPKUBATh, TOYUIIATH

complexity n [kom’pleksiti] CII0’KHOCTD

swindle n [‘swindl] MOIIICHHHUYECTBO,
HaTyBaTeIbCTBO

to search v [‘sa:tf] UCKaTh

to promise v [’promis] o0emaTh

commission fee [ko’mifn “fi:] KOMUCCHUS

income n [‘inkom] JIOXOJT

enterprise n

[entopr ariz]

MPEANPUHUMATEIIBCTBO

policy holder n

[‘polisi ‘houlds]

ACPKATCIIb CTPaxoBOIO IIOJHUCA

to claimn [‘kleim] TpebOBaThH

evasion of [i’veizon oV HapyIICHUE TPaBUII
regulations regju’leifnz]

tosecure v [si’kjus] 00€e30IacuTh, TApaHTUPOBATH
profit n [’profit] JI0XO/, PUOBLIH
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White Collar Crimes

% Acts of individuals who, while occupying positions of
social responsibility or high prestige, break the law in
the course of their work for the purpose of illegal
personal or organizational gain

X Examples: embezzlement, bribery, fraud, kickback
schemes

WHITE-COLLAR CRIME
The History

White-collar crime is a non-violent crime where the primary motive is
typically financial in nature. White-collar criminals usually occupy a
professional position of power and/or prestige, and one that commands well
above average compensation.

The term “white-collar crime” was coined in the 1930s by sociologist and
criminologist Edwin Sutherland. He used the phrase to describe the types of
crimes commonly committed by “persons of respectability” — people who are
recognized as possessing a high social status. Sutherland eventually founded the
Bloomington School of Criminology at the State University of Indiana.

Prior to Sutherland’s introduction of the concept of white-collar crime, the
upper classes of society were thought to be largely incapable of engaging in

such criminal activity. Such a belief was so deeply entrenched in society that
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when Sutherland first published a book on the subject, some of America’s

largest companies successfully sued to get the book heavily censored.

Summary

. White-collar crime is a type of non-violent crime that is
financially motivated.

. White-collar crimes may be perpetrated by individuals or at a
corporate level. Due to the sophisticated technology now available, however,
even white-collar crimes committed by an individual may result in tens of
millions in losses for the victims.

. A sociologist and criminologist, Edwin Sutherland, invented the
phrase “white-collar crime” in 1939. Prior to his writings on the subject,
many people resisted believing that members of the “upper class” engaged

in criminal activity.

Blue-Collar vs. White-Collar Crimes
The difference between white-collar crime and blue-collar crime stems
from the different types of criminal activity that the criminal has access to
engage in.
Blue-collar crime, because of the more limited means of the people
committing it, tends to be more straight-on — robbery, burglary, etc. In contrast,
white-collar criminals are more often in a position — such as being a loan

officer in a bank — to commit widespread and complex fraud schemes.

Types of White-collar Crime
White-collar crime encompasses a wide range of offenses, including the
following:
1. Fraud


https://corporatefinanceinstitute.com/resources/knowledge/credit/bank-credit-analysis/
https://corporatefinanceinstitute.com/resources/knowledge/credit/bank-credit-analysis/

61

Fraud is a broad term that encompasses several different schemes used to
defraud people of their money. One of the most common and simplest is the
offer to send someone a lot of money (say, $10,000) if they will simply send the
fraudster a little money (say, $300 — the fraudster may represent the smaller sum
as being a processing or finder’s fee). Of course, the fraudster gets the money
that is sent to him but never sends out the money he promised to send.

2. Insider trading

Insider trading is trading done with the benefit of the trader possessing

material, non-public information that gives him or her an advantage in the
financial markets. For example, an employee at an investment bank may know
that Company A is preparing to acquire Company B. The employee can buy
stock in Company B with the expectation that the company’s stock will rise
significantly in price once the acquisition becomes public knowledge.

3. Ponzi scheme

Named after Charles Ponzi, the original perpetrator of such a scheme, a
Ponzi scheme is an investment scam that offers investors extremely high returns.
It pays such returns to the initial investors with the newly deposited funds of
new investors.

When the scammer is no longer able to attract a sufficient number of new
clients to pay off the old ones, the scheme collapses like a house of cards,
leaving many investors with huge losses.

4. Identity theft and other cybercrimes

Identity theft and computer system ‘“hacking” are two of the most
widespread computer crimes. It’s estimated that losses from identity theft in the
United States alone totaled nearly $2 billion in 2019. California, with over
73,000 cases of identity theft reported, was the state whose citizens suffered the
most from the crime — Florida was a very distant second with 37,000 reported

cases.


https://corporatefinanceinstitute.com/resources/knowledge/trading-investing/what-is-insider-trading/
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5. Embezzlement

Embezzlement is a crime of theft, or larceny, that can range from an
employee taking a few dollars out of a cash drawer to a complex scheme to
transfer millions from a company’s accounts to the embezzler’s accounts.

6. Counterfeiting

Our money has become more colorful and expanded in detail because it
had to in order to combat counterfeiting. With today’s computers and advanced
laser printers, the old currency was just too easy to copy. However, it’s
questionable how successful the government’s efforts in this area have been.
Rumor has it that very high-quality copies of the new $100 bill were available
within 24 hours of the new bill first being issued.

7. Money laundering

Money laundering is a service essential to the needs of criminals who deal

with large amounts of cash. It involves funneling the cash through several
accounts and eventually into legitimate businesses, where it becomes
intermingled with the genuine revenues of the legitimate business and is no
longer identifiable as having originally come from the commission of a crime.

8. Espionage

Espionage, or spying, is typically a white-collar crime. For example, an
agent of a foreign government that wants to obtain part of Apple Inc. technology
might approach an employee at Apple and offer to pay them $10,000 if they will
provide a copy of the desired technology.

Classifying White-Collar Crime

White-collar crime is commonly subdivided into two broad, general
categories:

1. Individual crimes

Individual crimes are financial crimes committed by an individual or a
group of individuals. An example of an individual white-collar crime is a Ponzi

scheme, such as the one run by Bernie Madoff. Other individual crimes in this


https://corporatefinanceinstitute.com/resources/knowledge/finance/money-laundering/
https://corporatefinanceinstitute.com/resources/knowledge/other/ponzi-scheme/
https://corporatefinanceinstitute.com/resources/knowledge/other/ponzi-scheme/
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category include identity theft, hacking, counterfeiting, and any of dozens of
fraud schemes.

2. Corporate crimes

Some white-collar crime occurs on a corporate level. For example, a
brokerage firm may let its trading desk employees engage in an insider trading
scheme. Money laundering may also be conducted on a corporate level.

A Contributing Factor — The Internet

The explosion of the internet and ever-advancing technology has been
accompanied by a corresponding rise in what is referred to as “cybercrime” —
which is comprised of a myriad of online fraud schemes and various forms of
“phishing” for people’s personal information to commit the crime of identity
theft. Cybercrime is basically any crime that is committed with the aid of
computer technology.

It’s difficult to keep in mind that the term “hacking” — where a computer
criminal breaks into a large database, such as the credit card records of a retail
store, to steal both identity information and money — didn’t even exist in the
mainstream culture 30 years ago.

29 ¢¢

Also, many considered the terms “phishing,” “email scam,” and the all-
encompassing “cybercrime” as foreign. Computers gave us tools and capabilities
that formerly didn’t even exist.

However, “progress” always comes with a price — and the price tag for
our computerized and cell phone-connected world is a whole new category of
crimes that, like computers and cell phones themselves, simply didn’t exist until

the advent of new technology made such crimes possible.


https://www.consumer.ftc.gov/articles/how-recognize-and-avoid-phishing-scams
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EXERCISES
Ex. 1. Guess the meaning of the international words used in the text:
socio-economic  class;  finance;  pyramid  scheme;
telemarketing; check; patent; piracy; chance; investor; to recruit; company;
guarantee; dividend; firm; realistic; aggressive tactics; telephone line; mobility;

credit; legitimate; office.

Ex. 2. Translate the following words and word-combinations into
Russian:

white-collar crime; occupational activities; pyramid scheme; violations
of law; advance fee scheme; money laundering; fraud; insurance fraud;
computer related crime; intellectual property crime; to invest in a company; to
secure high returns; to advertise service functions; consumer; losses; victim; to
expect delivery; to prosecute; to promise credits; commission fee; to shut down

an office; to move to a new location.

Ex. 3. Match the English and the Russian equivalents:

to promise high returns CKJIOHATH K MTOKYTIKE 3EMJIH

to expect delivery UCKATh KPCIUTHI

to change location paccliiezioBaTh JeIo

to search for credits 3aKpBITh Orc

to invest illegal money JKIaTh JOCTAaBKY

to shut down an office WHBECTUPOBATH HEIIEralbHbIE JCHBIH
to investigate a case WU3MEHUTh MECTOHAXOXKICHHE

to entice to purchase land 00eIaTh BHICOKHE PUOBLITH
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Ex. 4. Give the verbs corresponding to the following nouns:

advertisement consumer
delivery
funding
investigation
investment
location

loss
marketing
movement
.occupation
.payment
.prosecution
.purchaser
.swindler

.violation

Ex. 5. Choose the synonyms from the box:

return, white-collar crime, claim, to propose, to search, to defraud, to buy, to
receive, to expect, to fulfil, to carry out, demand, to swindle, to wait, a financial

crime, profit, to offer, to purchase, to look for, to get.
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Ex. 6. Give the English equivalents of the following Russian words and word-

combinations:

npo¢ecCuoHaIbHas AE€ATEIbHOCTD; (PMHAHCOBO-3KOHOMHUYECKNE NIPECTYIICHUS;
cxema 'mupamuzaa'; BBIMOTaTeIbCTBO; HAAyBaTEIbCTBO, CBS3aHHOE CO
CTpPaxXOBaHUEM; Kpaka HHTEJUIEKTyaJIbHOM COOCTBEHHOCTH; MHPATCTBO;
MHBECTUPOBATh; BBIIIAYMBATh JUBHUICHIBI, PEKIAMHPOBaTh;, IOTPEOUTED;
yOBITKH; KEPTBA; CKIOHATH K TMOKYIKE; OMBITHBIC MPOJABIBI; 3aKPBITH OQUC;
UCIIOJb30BaTh BBIMBIIIICHHOE HMs; KOMHMCCHUOHHBIC [EHBIU; IIPU YCJIOBUU;
HapylleHUe I[paBUjl; IPECTYIHOCTb, CBSA3aHHAasg C  HCIIOJIb30BaHUEM
KOMIIBIOTEPOB; PEKIAMHUPOBATH YCIYTM M TOBAphl; IIOIY4YaTh HE3AKOHHYIO

PUOBLIb.

Ex. 7. Use the right preposition:
. ‘“White-collar crime’ is a violation of criminal law _ a person _ the
upper-socio-economic class __ the course of his occupational activities.

the pyramid scheme someone offers you a chance to invest a
company a guaranteed high return.
. The scheme proposed _ the customers unrealistic money return.
If monies are to be paid ____, then old investors are paid __ new investors
monies.
. Telemarketing provides service functions __ consumers and businesses.
. Consumers are enticed to purchase goods and services  means ____ high-

pressure sales tactics.

. Fraud operations are staffed experienced salesmen.

. Fraud’s office settings are easily and quickly shut down and moved a
new location.

. "White-collar’ crimes are difficult law enforcement to investigate and

prosecute.
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Ex. 8. Replace the Russian words by the English equivalents:

The victims (uuBecTHpyIOT) MONEY iN non-existent companies.

The scheme proposes, as a rule, unrealistic (mpuObLIB).

Customers are never paid out and the promises are never (BbITIOJIHSIOTCS).
Money laundering involves investment of illegal income in legitimate
(mpennpusiTUe).

Telemarketing frauds are difficult to (paccienoBats).

The customers are told to expect (mocrasky) within one month.

Offices are quickly shut down and moved to a new (mecto).

Ex. 9. Change the active constructions into passive:
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In the pyramid scheme, someone offers you a chance to invest in a company

with a guaranteed high return.

A swindler recruits customers.

A pyramid company pays money to the initial investors.

As a rule customers lose their money.

The scheme proposes to the customers unrealistic money return.

The old investors pay the new ones.

The scheme involves a high volume of victims.

The fraud promises the customer to deliver the goods within 45 days.
The criminals entice the customers to buy land, commodities, etc.

The victim never receives the promised funding.

Ex. 10. Insert the missing words from the box in the proper form in the

following sentences:

to pay, to invest, credit, to collapse, location, unrealistic

dividend, delivery, new investors’ money, evasion of regulations

In the pyramid scheme, someone offers you to In a company.
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When the pyramid , everyone loses except the swindler.

The scheme proposed the customers

The old investors are paid out with
White-collar crime involves carried on as a part of an occupational or

business activity to secure illegal profits.

The purchaser is usually told not to expect for at least 18 to 24
months.

Illegal telemarketers change their on a monthly basis.

The victim is promised by swindlers _on condition to pay a commissioned
fee.

Ex. 11. Translate the following sentences into English:

1. benoBOpOTHMYKOBas NPECTYIHOCTh - 3TO HApPYUICHHE 3aKOHA JIUIIOM
BBICIIETO  COIIMAJIBHO-’KOHOMHUYECKOTO  Kjacca B NpodecCHOHATbHOM
NEATEIBbHOCTH.

2. benoBOPOTHUYKOBAS MPECTYMHOCTh BKIIOYAET IKOHOMUUYECKHUE / (PUHAHCOBBIE
MPECTYIICHUS, CXeMbI "MTUpaMuIbl", MOIIICHHUYECTBO B cPepe TeIeMapKeTHHTa,
OTMBIBAHME JI€HEr, MOIIEHHUYECTBO CO CTPaXOBAHHMEM, MPECTYIUICHMUS,
CBS3aHHBIE C HCIOJB30BAHUEM KOMIIBIOTEPOB M KpPaXXW HMHTEIUIEKTyaJIbHOU
COOCTBEHHOCTH (aBTOPCKOE MPaBo, MAaTEHT, MUPATCTBO).

3. B cxeme "mupampnaa' NpeCTyNHHK MpeNIaracT WHBECTUPOBATH JIEHBIU B
KOMIIAHUIO U TapaHTHUPYET BaM HEPeaJbHO BHICOKHE MPUOBLUIH.

4. Ecnu xoMmaHusi CTaHOBUTCS OaHKPOTOM, TO BCE MHBECTOPHI TEPSIOT CBOU
JI€HbIH.

5. HoBble MHBECTOPHI BHIINIAYMBAIOT MPOLEHTHI CTAPBIM HHBECTOPAM.

6. Orta koHuenuus Ha3zbiBaeTcs "Orpadp [Tutepa, uToOb! 3amnaTuTh [lomy».

7. TenemapKeTHHI, KOTOPBIM HCIONB3YEeTCS Il MOILIEHHUYECTBA, CKJIOHSET
Jq0Ae K TOKYNKEe TOBapOB M YCIYr, KOTOpble HUKOrIa He OyIyT HM

IPEI0CTABIICHBI.
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8. Oducel MOUICHHMKOB JIETKO 3aKpBIBAIOTCS U OBICTPO  MEHSIOT
MECTOMOJIOKEHHUE.

9. MoIleHHUKN HUCHOJB3YIOT MHOKECTBO BBIMBIIIJICHHBIX HMEH, TENe(OHOB,
MOYTOBBIX SIIHUKOB.

10. MoOMIBHOCTh TPECTYIMHHUKOB, CIOKHOCTb CXE€M M OOJBIIOE KOJIUYECTBO
KEPTB JIeaI0T pacciaeI0BaHUE OYEHb CII0KHBIM.

11. B MoOIIEHHHUYECTBE CO CTPaxOBAaHHUEM BIAJAEIbIBI CTPAXOBBIX IOJIHCOB

HHUKOr'a HC IIOJIy4aroT O6CIJ_[aHHBIX JACHCT .

Ex. 12. Answer the following questions:

What is a “white-collar crime”?

What types of crime may the “white-collar crime” include?

What are customers proposed to do in a pyramid scheme?

Who loses the money after the bankruptcy of the pyramid scheme?
What is a telemarketing?

What is a “boiler room™?

How often do the criminal telemarketers change their location?
Why are the telemarketing frauds so difficult to investigate?

On what condition are the victims promised credits in an Advance Fee swindle?

10. What does money laundering involve?

11. What do insurance frauds promise to the policyholders?

Ex. 13. Read the text once again and formulate the basic idea of every paragraph.

Ex. 14. Give the summary of the text.
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PART 3 MONEY LAUNDERING

Correspondent accounts

bearer shares Bearer Shares from in U.S. or secrecy
deposited in local large international bank Jurisdictions/tax

correspondent

bank or transfer havens
from domesic @ money laundering cycle T

lockboxes

account

Overseas
lockboxes Shell

company Banks in Secrecy
Jurisdictions /
tax havens

Home sweet
home

Domestic ) fr—sa
MSB " o

E=—="7
@ Bitcoin p2p vigial curency Banks in Secrecy
e |e-gold*’ o g | ﬁ Jurisdictions /

your fair city WESTERN tax havens
UNION

moving money for better

Vocabulary notes:

launder v ['1>:nda ] OTMBIBATh

prying adj [‘pranm] Ype3MEepPHO JTHOOOTBITHBIN
jealous adj ["dzelos] 3aBHCTIIUBBIN

concernn [kan'sa:n] OecItoKoicTBO, 3a00Ta
hide v [haid] psITaTh

misuse n [,mis’ju:s] 3710yNOTpeOaeHus
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sophisticated adj | [so fistikeitid] CJIOKHBIN

disguise v [dis’gaiz] CKPBIBATh
acquisition n [,aekw1'z1/n] npuoOpeTeHue
tainted (money) | [teintid] I'PSI3HBIC (ICHBIH)
evade v [1"veld] YKJIOHSTBHCS

liability n [,laia'biliti] JIOJIT, 00s13aTENIbCTBA
outflow n [aut flou] OTTOK

proceeds n [ prousi:dz] npUObLITh, BEIPYUYKa
range from... to | [rein(d)3] K0J1e0aThCs OT ... 110
commonplace [‘’komnpleis] OaHaIbHBIN

adj

misappropriation | [misopraupri’eifn] | HE3aKOHHOE IPUCBOEHHE
n

assets n pl ["aesets] aKTUBBI, (POHIBI

embezzlement n

[1m"bezlmant]

XUIICHUA

predicate [ "predikat] NPECTYIUICHUS, KBATH(DUIIUPYEMbIE KaK
offences OTMBIBaHHE JICHET

stipulate v ["stipjuleit] npeyCMaTpUBaTh, BBI3bIBAThH

transfer v [treens fo:] NIEPEBOIUTH (IICHBIH )

funds n pl [fandz] cpencTBa (ICHBIH)

account n [4 'kaunt] cuer

currency n [ 'karansi] BaJIIOTa, JCHBIU

furtherance n

["fa:0arons]

MO ACPIKKa

false adj [fo:1s] (balbIIMBBIH, TOIIETbHBINA
invoice n ["1nvois] cuer-(akTypa
fraud n [fro:d] oOMaH, MOIIIEHHUYECTBO
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wire transfer n

[Waio]

TenerpadHbIi epeBoa

transaction n

[treen”zaek ]

coridamcHuc, aACiao

purchase n ['po :tfeis] MOKYIIKa

provide v [pro'vaid] oOecIieuynBaTh, 1aBaTh
proof n [pru:f] JTI0Ka3aTeIbCTBO
convert v [kon"va:t] KOHBEPTHUPOBATh
payment n [ 'permoant] TUIATEXK, yIuiara

untraceable

[An"treisobl]

To, 4TO HEBO3MOKHO OTCIAEAUTD WU
Oe38ecmHo Omcymcmeyouuti

supplier n [so 'plaia ] MTOCTABIIHK

purport ['pa:pa:t] HMMETH B BUJY, IPEAIIOIAraTh

defraud v [di"fr2:d] 0OMaHbBIBaTh, OTOMPATh OOMaHOM
(6ecuecTHO)

defraud smb. of | [di"fr2:d] OOMaHBIBaTh KOTO-TO B Y€M-TO

smth

profit n [ "profit] PHUOBLITH

perpetrator n ['pa:pitreita | 371I0yMBIIUICHHUK

amass v [0 maes] coOupaTh, HAKAILJIMBATh
circulation n [sa:kju’leifn] obopor

dummy adj ["dami] (UKTHBHBIEC, ITOACTABHOM
fake n [feik] dbanpIIrBKa, MOJIeIKa
letter of advice n | [od vais] COOOIIEeHUE

sham adj [Jem] (banbInBeIi, QUKTHBHBIC
eliminate v [1 limineit] JUKBHIAPOBATH

cover the tracks | ['kava] 3aMEeCTH CJIC/IbI
commodity n [ko moditi] TOBap

receipts n [ri’si:ts] BBIpYYKa, MPUOBLITH
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Money lau ndering is the process of funnelling 'dirty’
or illegally obtained funds through a series of transactions
to make it appear legitimate before pocketing it.

A has possession of

illicit money/proceeds He goes to a

casino abroad

Money
A deposits the laundering

now "clean’ cash -
into A's account, Casinoe
with transaction F

A

records verifying
that it originated
from a casino. T

A then re-exchanges At the casino, A exchanges
the chips for cash the dirty money for playing
chips, making it appear that

A is gambling.

Read and translate the text. Title all parts of the text:
I
Like most social, let alone economic evils, money laundering is nothing
new. It is as old as is the need to hide one’s wealth from prying eyes and jealous
hands and concern about the uses and misuses of hidden money is not just an
issue in our century. Of course, the modern money launderer will no doubt adopt

rather more sophisticated techniques.
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The aim of the launderer is either to disguise the initial source of the
individual funds because of the criminal nature of the acquisition; or to re-define
the nature of the funds themselves because of the way in which they have
become tainted along the money trial, as when their owners evade exchange
controls, customs duties or tax liabilities, and to do that successfully requires
different skills and different techniques.

I

During the period of Russian transition from a centrally planned economy
to a market economy, the opportunities to launder money appear to be limitless.

What is happening is a massive outflow of capital from Russia. These
proceeds range from criminally derived funds, from commonplace offences to
the misappropriation of state assets through embezzlement, theft, and corruption.
This money is legalized in Russia and eventually sent abroad, primarily to
Western countries for laundering and safekeeping.

Funds leaving Russia to be legalized abroad consist of combination of
assets from the proceeds of predicate offences stipulated by criminal codes and
proceeds that are illegally transferred out of Russia, commonly referred to as
“gray money”. Examples of this include corporate, private and official funds
sent to foreign accounts to evade hard currency restrictions, taxation, inflation,
or detection.

Instances of embezzlement by individuals in positions allowing access to
either private or public funds also occur; these proceeds are likewise sent
abroad. The proceeds ultimately return to Russia in the form of cash, goods,
services, and equipment. Those remaining in Russia are used for operational
expenses in furtherance of the criminal enterprise.

Il

Common methods used to launder assets are false invoicing schemes,

keeping of double books, and contract fraud. A common scenario is a wire

transfer of funds in Western currency to a front company abroad for a
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commercial transaction. A fraudulent purchase contract provided by the front
company is presented as proof of the commercial need for wiring the funds.
After the funds are wired, the legitimized funds are free to be transferred or
converted to cash. This method is also used to embezzle state funds. Most
international trade payments are made by electronic interbank transfers which
are virtually untraceable once completed.

Another method used to launder funds involves instances in which
suppliers never receive payment for products that are purportedly ordered by the
state. Schemes to defraud the state of strategic materials — such as oil, gas,
metal, gold, diamonds, and timber — regularly occurs in which the resources are
shipped abroad with deliberately undervalued invoices and sold at world
markets — the profits of which are embezzled by the perpetrators.

But though the financial and credit system is a common area where
criminals launder money, it is not the only way, of course. The casino is perhaps
one of the most traditional “laundries” for washing dirty capital in the West.
Without any doubt, domestic gambling houses (institutions) are also used for
these purposes. The system of laundering is simple: dirty money is passed
through the casino as winnings.

Active use is being made of numerous currency exchange offices, which
violate instructions and legislation, for laundering operations with cash in
hrivnyas and foreign exchange. That is, any money — whether stolen from the
state, amassed through racket or received on fictitious payment — may be put

into circulation.

ADDITIONAL INFORMATION!

The scheme of laundering stolen money is always typical. The firm —
organizer of a shady transaction — is setting up two dummy corporations. On the
account of one of them money obtained by means of fake letters of advice and

illegal credit is deposited.



76

This money is instantly converted and transferred abroad, whereas the sham
firm eliminates itself. Dirty money is being transferred in the West several
times through bank structures so as to finally cover the tracks of stolen
millions. Then this money is received by a certain firm “C”, the confidential
partner or the dummy corporation of the Russian firm — organizer of the
transaction under some concrete contract — for the delivery of alcohol,
products and equipment. This cargo is dispatched to another dummy
corporation which immediately “resells” the commodity to the main firm and
after that again eliminates itself. Now the goods are quietly sold on the
Russian market, and the receipts, actually laundered money, are invested in

legal business.

EXERCISES

Ex. 1. Translate the following terms into Russian:

sophisticated techniques, acquisition, funds, market economy, account,
commonplace offence, wire transfer, embezzlement, hard currency, invoice,
fraud, gambling houses, payment, proceeds, money laundering, set up, dummy
corporation, letter of advice, goods, transaction.

Ex. 2. Match the English and Russian equivalents:

misappropriation PUOBLIH

assets TOBap

embezzlement HE3aKOHHOE MMPUCBOCHUE
perpetrator AKTUBBI

fraudulent JIMKBUIUPOBATH




I

profit XUIICHAE
eliminate IPECTYITHUK
commodity YKJIOHSTBCS
evade MOIIICHHUYECKHH

Ex. 3. Choose the synonyms from the box:

washing, method, stealing, crime, commodity, faked, criminal, supply, swindle,

profit(s)
theft perpetrator
laundering technique
provide goods
fraud proceeds
false offence

Ex. 4. Give the word-families of the following words:

fraudful
fraud fraudulent

fraudulence

defraud

to launder < to restrict <
to embezzle < to detect <
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Ex. 5. Encircle the prefixes and suffixes and translate the following words:

launderer, acquisition, successful, different, untraceable, supplier, defraud,
regularly, deliberately, financial, legislation, circulation, misappropriation,

illegally, equipment, independence, unlawful, proceeding.

Ex. 6. Group the following words and word-combinations into 4 logical

groups:

gambling houses, goods, theft, taxation, misappropriation, services, corruption,
inflation, cash, hard currency restrictions, embezzlement, currency exchange

offices.

crimes phenomena laundering banking

money ways

Ex. 7. Translate the following sentences into Russian:

1. Instances of embezzlement by individuals in positions allowing access to either
private or public funds also occur.

2. Some of the most common methods used to avoid discovery or suspicion are the
employment of a number of individuals who are used to deposit sums of cash
which, because they are just under the cash reporting limits, do not require
registration or reporting.

3. According to strict instructions, every authorized bank must present exhaustive
information on all its exchange offices to the territorial departments of the

National Bank.
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Ex. 8. Open the brackets using the correct Voice forms:

. The proceeds (to use) for operational expenses in furtherance of the criminal
enterprise.

. Dirty money instantly (to convert and transfer) abroad.

. Some commercial structure (to set up) a group of fictitious firms.

. The false firm (to liquidate) and the stolen money (to disappear) without a trace.
More sophisticated techniques (to adopt) by the modern money launderer.

. Any money — whether stolen from the state or amassed through racket — may (to

put) into circulation.

Ex. 9. Complete the sentences using the text:

1. The firm — organizer of shady - in the form of cash, goods, services and
transaction —..... equipment.

2. Most international trade payments - sent abroad, primarily to Western countries
are made ... for laundering.

3. Dirty money is legalized in - for washing dirty capital in the West.
Russian and eventually ...
4. The proceeds ultimately return to - js setting up two dummy corporations.

ultimately return to Russian ...

5. The casino is perhaps one of the - by electronic interbank transfers.
most traditional “laundries™ ...

Ex. 10. Write out the English equivalents from the text:

INEpCBOAUTh ACHBI'M , 3aMCCTHU CJICAbI, KOHBECPTHUPOBATH ACHBI'H,

0OMEH BaTIOTHI,
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¢anbuBoe cooOIeHne, (MKTUBHBIE MIATEXU, (PUHAHCOBO-KPEAUTHAS

CUCTEMA, ITOACTABHBIC KOPIIOpAllUH, IIYCTUTDL B 060pOT

Ex. 11. Complete the following sentences with the words from the box:

CKpPbIBaTb, MI'PAJbHBbIC 1OMA, HE3AKOHHOC IPUCBOCHUE (HpHOﬁpeTeHI/Iﬂ),

XUIIECHUsdA, 0OTMbIBATh 1€HbI'H, npnoﬁpeTeHne

The aim of the launderer is __ the initial source of the individual funds

because of the criminal nature of the

The proceeds range from commonplace offences to the of state assets

through , theft and corruption.

Though the financial and credit system is a common area where criminals
, it is not the only way, of course.

Without any doubt, domestic are also used for washing dirty capital.

Ex. 12. Find the answers in the text:

Is money laundering a new phenomena today?

What is the aim of the launderer?

What is happening now in our country?

What do the proceeds range from/to?

Where can dirty money be legalized?

What is the meaning of the term “gray money”?

What are common methods and scenario to launder assets?
What is the scheme to defraud the state of strategic materials?

What other ways of laundering money are there?

10. What types of financial institutions do you know?
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13. Say what you know about the methods and means of money laundering using

the following key words:

false invoicing schemes

wire transfer

fraudulent purchase contract

legitimized funds

electronic interbank transfers

to defraud the state of strategic materials
undervalued invoices

gambling houses

currency exchange offices

Ex. 14. Translate into English:

1. Ilenv ommovleanus OeHez - CKpblMb NEPEOHAYATLHBIE UCMOYHUK
UHOUBUOYAIbHO20 KANUMANA, NPUOOPEMEHHO020 HE3AKOHHBIM NYymeM.

2. Ceituac Hab00aemcsa mMaccoeuvlii OMMmMoOK Kanumana 0as1 €20 OMMbl6AHUS
3a pyoexcom.

3. HUmeem mecmo npuceoenHue uHOUGUOYATbHBLIX UAU OO0ULECHBEHHBIX
OCHENHCHBIX CPEOCH 8 OONHCHOCMHBIMU TUUAMU, UMEIOWUMU K HUM OOCHIYN.
4. /loxoowul é038pawaromcsa 6 cmpany 6 euoe HaAAIUYHOCHU, Moeapos, yciyz u
000pyooeanus.

5. Oovtunvie memoovl ommwvileanus oenez - ohopmienue Panbueblx cuemos,
g6edenue  060IIHO20  Oyxeanmepckozo  yuema, MOUWIEHHUYECHMEO  C
KOHmMpakmamu.

6. boavuwuncmeo MmexncOyHapoOHvIX naamedceii  mexncoy - OaHKamu
ocyuiecmeiiaemca ¢ HnOMOWbI0  IJIEKMPOHHBIX NEPeeooos, Komopwvle

00CMAMOYHO CIOHCHO npoc.aedumb U KOHmpoJiuposamba.
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7. Kazuno, noscanyii, aenaemcsa O0OHUM U3 CAMBIX MPAOUYUOHHBIX U

YOOOHBIX CnOCOO08 OMMBIBAHUA ZPAZHBIX OEHEZ 6 PA3HBLIX CHIPAHAX.

Ex. 15. Read the text and review it:

ncporiation of «oashn
bv privare plane or ship

HOW “DIRTY” MONEY IS LAUNDERED IN THE WEST

The sense of the operation, according to the version of the French
magazine “L’Evenement du jeudi” is to turn the dirty money into bank
loans. With this aim, at the first stage dirty money is transferred to various
intermediate banks in small deposits (this is what the “ants” are dealing
with), then they are transferred to “tax haven” as, for example, the
Caribbean islands (also likely is a version in which they are illegally
delivered to the “tax haven”). Then follows a series of fake transactions
between various banks, registered in one or another “tax haven” with the
aim of covering their tracks and making it impossible to discover the origin
of the money. Then this money is transferred to a respectable bank, usually
in Switzerland, under the name of a certain dummy corporation which
accumulates funds. The last stage: on the instructions of its client (the latter
is a false society in this chain) and on some security (for example, the
blocking of accounts) the Swiss bank agrees to guarantee the loans of some
other bank, say, in the USA. In turn, this bank grants these loans legally to
firms set up in the USA, which in reality are controlled by criminal

organizations.
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SUPPLEMENTARY READING

1.CHECK FRAUD

Read and translate the additional text:

Like waves on the ocean, variations of fraudulent activity keep pounding
the shores of the banking industry. Prior to the 1980s, bank fraud schemes
generally involved only a few transactions perpetrated by a single individual or
small group. Losses averaged less than $100,000 to the victim institution, and
law enforcement investigations were fairly routine in nature.

Following deregulation of the savings and loan industry in 1982 and the
initiation of more speculative, risky ventures by those in charge of these
institutions, a new wave of fraud emerged. During the late 1980s and early
1990s large-scale frauds perpetrated by institution insiders and those held in
trust within the banking industry became prevalent. Law enforcement agencies
used massive task force-oriented investigations to calm the surge of these frauds.
As a result the banking industry as a whole has stabilized and continues to
insulate itself from insider abuse.

Conversely, a flood of fraud perpetrated by outsiders, especially organized
ethnic groups, has risen dramatically since 1987. Outsider fraud now accounts
for more than 60 per cent of all fraud against financial institutions. The most
prevalent problem in the industry by far centers on check fraud, but also
involves other counterfeit negotiable instruments, such as traveller's checks,

credit cards, certified bank checks, money orders, and currency.
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2.THE TELEMARKETING CRIME PROBLEM

Read the text and write out 25 key words from the text. Review the text:

Telemarketing is a planned professional telephone use to advertise,
market, or provide service functions to both consumers and businesses.

A major feature of telemarketing is that it eliminates geographic and physical
limitations allowing consumers and businesses to access markets otherwise
inaccessible.

Many legitimate businesses and organizations utilize multiple telephone
solicitations and mass mailings to conduct legitimate business. However, there
are numerous telemarketing firms that defraud the unsuspecting consumer
through fraudulent representations and promises. The distinction between
legitimate and illegal telemarketing operations is critical to an understanding of
this crime problem because most forms are designed to closely resemble
legitimate business transactions in order to thwart prosecutive efforts. The term
telemarketing is a term that applies to a frequently used legitimate sales
technique and this technique is not necessarily criminal in nature.

Telemarketers are successful by preying on the belief of most Americans
that the American dream can come true. They offer a window of opportunity
that seems irresistible. However, this American dream can soon turn into a
nightmare. The telemarketer will sometimes continue to prey on victims of
earlier frauds. The telemarketer will continue to contact these individuals over
and over again. The consequences can be devastating. Individuals have been
known to lose their homes, marriage, and their life savings, all in pursuit of the
telemarketer's tantalizing offer.

Previously, the trend for illegal telemarketers was to change locations and
names almost on a monthly basis. This was done to avoid detection and arrest.
For the most part, this is no longer the case. Telemarketers now operate in a

number of states calling or soliciting customers in other states. They take
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advantage of the fact that most consumer complaints will be made to local law
enforcement and consumer agencies which, for the most part, do not regularly
and systematically share this type of information with Federal law enforcement.
The most vulnerable victims are sought, and when found, they are
exploited. As a result, consumer awareness of this crime problem and the
consumer's ability to recognize these schemes, prior to being victimized, are

likely to be the most effective weapons in combatting telemarketing fraud.

3.PONZI AND PYRAMID SCHEMES

Give a summary of the text according to the following scheme:

This text is entitled ... It deals with ... At the beginning of the text the author

says that ... He focuses on ... He also gives a description of ...

One of the earliest known examples of a Ponzi scheme appeared in 1920,
in Boston, Massachusetts. Charles Ponzi, an Italian immigrant and financial
wizard, established the Securities and Exchange Company. The corporation
consisted of only Ponzi, who started his company with a few hundred dollars
borrowed from two silent partners. The company's prospectors promised
investors substantial returns on their investments in Ponzi's company. Within 45
days, an investor would receive his original investment plus 50 percent interest;
in 90 days, he would double his original investment.

Ponzi explained to doubters that knowing how to take advantage of the
varying currency exchange rates in different parts of the world was how he
made his profit. He started his company upon receiving a business letter from a
conspirator in Spain, who enclosed a reply coupon which, if exchanged at any
U.S. Post Office, was worth 6 cents. In Spain, the cost of the coupon to a buyer

was only 1 cent. Ponzi reasoned that by buying the coupon in Spain and
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redeeming it in the United States, he made a 5-cent profit. Thereafter, Ponzi
began operations in nine different countries, with his agents travelling back and
forth between these countries and the United States to take advantage of the
disparity in currency value.

A "Boston Post" newspaper reporter was convinced that Ponzi had never
purchased any coupons and that he was taking money from one investor to pay
off another. Further investigation by this reporter turned up information that
Ponzi, under his real name Charles Bianchi, had been sentenced to prison in
Canada for forgery several years earlier.

By the end of 1920, Ponzi's world collapsed and he was subsequently
convicted in Massachusetts. Of the $15 million that Ponzi had taken in, there
was no accounting for $8 million. Such schemes became known as Ponzi
schemes and are a "Rob Peter to Pay Paul" concept. Investors believe they are
investing in something for an unrealistic rate of return.

Pyramid schemes are really just "a transfer of wealth.” At the heart of
each pyramid scheme is the representation, expressed or implied, that a new
participant can recoup his original investment by simply finding and inducing
two or more prospects to make the same investment. Promoters fail to tell
prospective participants that this is mathematically impossible for everyone to

win; an infinite number of investors is needed to pay out the promised profits.

4AWHITE-COLLAR CRIMES

Vocabulary
to exceed HPEBBIMIATh
loss norepst
shoplifting Mara3uHHas Kpaxka
legitimate 3aKOHHBIH

to affect HAHOCHUTBH yIepO
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disclosure pacKphITHE

Exercise 1.Read the text, drawing attention at the following words:

White-collar crimes, business community, employee theft, alarming rate,

the cost of crime, a cost of doing business, business-related crimes, a legitimate

cost, badly affect, legal scholars, manipulation of computers.

Criminal law includes many crimes that may be committed by a business

enterprise as well as those that may be committed by individuals Some business

crimes, such as violating antitrust laws and laws on insider trading of securities,

are often referred to as white-collar crimes. The amount of white-collar crime

greatly concerns the business community. Losses from embezzlement and

employee theft, including theft through manipulation of computers, not only

exceed losses from burglary and larceny but also are growing at an alarming

rate.

There is evidence that losses from shoplifting by employees exceed losses

from shoplifting by customers. The cost of crime is a cost of doing business,

which results in higher prices for consumers. The total cost of business-related

crime amounts to billions of dollars annually.

One reason for the increase in white-collar crime is that historically the

risk of being caught and sent to prison has been slight. For example, bribery of

local officials frequently was considered a legitimate cost of doing business. In

addition, employers are often hesitant to prosecute employees for crimes such as

embezzlement because disclosure would badly affect the image of the business.

Legal scholars are suqggesting new approaches to the solution of this

problem: to impose stiff penalties for white-collar crime, to improve the internal
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controls of businesses, to punish corporate officials for the crimes of their

corporations.

Exercise 2.Find the sentences with the verb “to be”, determine the tense

and voice of the predicate, translate the sentences.

Exercise 3.Put the letters into the right order to make a word.

tthfe, csot, molypeee, iunsesbs, ehiwt-rclola, zmelembenzte, uyrblarg,

Isqgopithinf, crstomue.

5. WHAT IS A CYBERCRIME?

Vocabulary
fastest-growing  ObIcTpO pacTymuid
computer hacking xakepcTBo
stalking/ espionage mmuoHax
racial hatred pacoBasi HeIIPHsI3Hb
extortion BBIMOTaTEIILCTBO
bogus companies ¢ukTHBHAsS KOMITaHUs, PUpMa-0THOTHEBKA
to trawl TPOJTUTHY,
rumour CITyXH, CIUICTHU

Cybercrime is one of the fastest-growing criminal activities on the planet.
Cybercrime is defined as the use of any computer network for crime and
the high-tech criminals of the digital age have not been slow to spot the
opportunities.

Cybercrime covers a huge range of illegal activity including financial

scams, computer hacking, downloading pornographic images from the Internet,
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virus attacks, stalking by e-mail and creating websites that promote racial
hatred.

The term hacking was originally used to describe the activities of
computer enthusiasts who pit their skills against the IT systems of governments
and big corporations.

Some hackers have broken into the computer systems of banks and other
businesses, with the intention of stealing money - or information like credit card
numbers.

Scams by cyber-criminals include setting up bogus companies on the

Net. Unsuspecting buyers are offered products at tempting prices, and then

supply their credit card details - only to find that the site suddenly

disappears. No phone number, no address and no redress.

Another 21st century crime is identity theft. Criminals can trawl the

web or other public databases for information about someone's date of

birth, social security number and address and then use that to apply for

credit cards and run up huge bills.

Cyberstalking. The goal of a cyberstalker is control. Some examples of

computer harassment are:

- harassment;:

- Threatening e-mail:

- Hostile postings about someone;

- Spreading vicious rumours about someone;

- abusive messages.

Malicious codes like worms, viruses and Trojan horses cause damage

on a greater scale. The damage they cause is worth millions to companies as

well as government agencies.

Industrial espionage. This is where corporations spy on other

companies and with network systems.
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With so many cybercrimes on the rise the need for a cyberlaw is

obvious, but the difficulties are baffling. The internet is a global system. We

can now be attacked by criminals who do not need to come to this territory.

Lots of policing arrangements have their roots in the fact that victim and

offender are geographically co-located. An investigation that begins in one

country may quickly lead elsewhere, but without the co-operation of other

nations, it may be impossible to track down the perpetrators and secure

convictions.

Exercise 1.Put the sentences into a logical order to make a text. Read

the full text and check up your order.

1.S0 we need acyberlaw to prevent cybercrime.

2. Cybercrime includes financial scams, computer hacking, virus

attacks and so on.

3. The 21st century crime is identity theft.

4.The internet is a global system.

5. It is difficult to prevent cybercrime and arrest a cybercriminal.

6. Cybercrime is the use of any computer network for committing a

crime.

Exercise 2. Read the text and discuss advantages and disadvantages

of computers.

Exercise 3.Explain the following terms.
- trawl the web;

- hostile postings;

- vicious rumours;

- the high-tech criminals;

- computer hacking;
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- bogus companies;
- Cyberstalking;
- Malicious codes;

- Industrial espionage.

Exercise 4.Read the sentences from the text. Decide whether each

sentence is true, false or not stated in the given text.

1. Cybercrime is the use of any computer network for crime.

2. Some hackers have broken into the computer systems of banks with the
intention of stealing money or information.

3. The goal of a cyberstalker is control.

4. Cybercriminals always attack at our territory.

Exercise 5.Answer the questions.

1. What is Cybercrime?

2. What kinds of Cybercrime do you know?

3. Do you or your friends have ever been the victims of Cybercriminals?
4. What type of Cybercrimes do you consider the most dangerous?

5. How to protect yourself from Cybercriminals?

6. What measures can the Government of law enforcement agencies use to

protect the country and citizens from Cybercrimes?

Exercise 5.Translate the sentences into Russian.

1. Cybercrime is defined as the use of any computer network for crime
and the high-tech criminals of the digital age have not been slow to spot the
opportunities.

2. Cybercrime covers a huge range of illegal activity including financial

scams, computer hacking, downloading pornographic images from the internet,
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virus attacks, stalking by e-mail and creating websites that promote racial
hatred.

3. Criminals can trawl the web or other public databases for information

about someone's date of birth, social security number and address and then use

that to apply for credit cards and run up huge bills.

4. With so many cybercrimes on the rise the need for a cyberlaw is

obvious, but the difficulties are baffling.

Exercise 6. Give the written translation of the text and make a short plan
of the text.

6. FAMOUS FINANCIAL FRAUDSTERS

Vocabulary
high-level fraud BBICOKOMpOo(eccroHaibHas adepa
fraudster MOIIICHHHK, a()ePUCT
to be involved OBITH BOBJICYCHHBIM
signatory MOJIMMCABIIASCS CTOPOHA
dodgy WU3BOPOTIMBBIN

In recent years a number of high-level fraud cases have made the
headlines and continue to do so. Here are three of the biggest fraud cases from
the 20th century, both from the UK and overseas:

Frank Abagnale remains one of America’s most successful fraudsters
ever, cashing $2.5 million over a five-year period in the 1960s. Eventually, he
was caught and imprisoned in France, only to be released five years later as an
unpaid adviser to the FBI. Abagnale still lecturing to the bureau’s Academy

students more than 30 years, thought he does not get paid for his work with the
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FBI. As well as a series of books about his own experiences of fraud, Abagnale
was the subject of the Leonardo DiCaprio film Catch Me If You Can.

Robert Maxwell was a familiar face in the British media. His media

organization, Mirror Group Newspapers, hit the financial rocks. The Department

of Trade and Industry (DTI) found that Maxwell was heavily involved not just

in the management of the group of companies, but in controlling the pension

funds of his employees. He was also the only authorised signatory for

transferring unlimited amounts of cash between the firms’ bank accounts.

According to the DTI report, Maxwell routinely used the pensions of his

emplovees to provide cash for investments to disguise the shortfall. In 1986 £34

million in cash was found at his place.

Nick Leeson’s official website now carries the full story of how he

brought down Barings Bank in 1995 as part of one of the highest-profile fraud

cases in British history. Hidden among the financial institution’s accounts was

error account number 88888. set up to hide a £20.000 debt from an

inexperienced emplovee’s poor investment decisions.

In all, $1.3 billion was lost by Leeson’s dodgy dealing.

Exercise 1.Find the English equivalents.

FpOMKOC JA€JJ0 O MOIICHHHUYECCTBCE, caMbIl YCHGHIHLIﬁ MOIIICHHUK,
nocaanuTb B TIOPbMY, KOHTPOJHUPOBATH TICHCUOHHBIN KalimuTall, GJII/IHCTBCHHHﬁ
YCJIOBCK, I/IMeIOI]_[I/Iﬁ IMpaBO IOAIIMCH, IICPCBOAUTH HCOTPAHWUYCHHBIC CYMMBI,

cueTa (PMHAHCOBBIX YUPEXKIACHUMN, HECYIIECTBYIOUINI CUET, TOJIT.

Exercise 2.Answer the questions.

1. Who is Frank Abagnale? What is he famous for? 2. Who used the
pensions of his employees to provide cash for investments to disguise the
shortfall? 3. Nick Leeson or Robert Maxwell used an error account? 4. Who is

the most successful fraudster?
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Exercise 3.Translate the sentences into Russian.

1. In recent years a number of high-level fraud cases have made the
headlines and continue to do so. 2. Frank Abagnale remains one of America’s
most successful fraudsters ever, cashing $2.5 million over a five-year period in
the 1960s. 3. Frank Abagnale also designed the Integrated Payment System
cheque now used in place of the old-style cashier cheques. 4. The Department of
Trade and Industry found that Maxwell was heavily involved not just in the
management of the group of companies, but in controlling the pension funds of
his employees. 5. According to the DTI report, Maxwell routinely used the
pensions of his employees to provide cash for investments to disguise the
shortfall. 6. Hidden among the financial institution’s accounts was error account
number 88888, set up to hide a £20,000 debt from an inexperienced employee’s

poor investment decisions.

Exercise 4.Find the correct translation to the English organizations.
The Economic Crimes Bureau;
The Bureau of Fire Investigations of the New York City Fire Department;

The Bureau of Alcohol, Tobacco and Firearms.

Exercise 5.Match the Russian and English equivalents.
1.  tobe responsible for A MOIICHHHYECTBO B chepe CTpaxOBaHUS

2. investigation and
_ B  momxor
prosecution

3. arson C  yKpbIBaTh, CKpbIBATh
4.  toobtain criminal charge D  BaxHOCTB

) o MOIIIEHHUYECTBO B cdepe COoIuaIbHOro
5. magnitude, significance E
obecrnieueHus



6. white-collar case F
7. cellular phone fraud

8. video piracy H
9. insurance fraud I
10. vigilant J
11. welfare fraud case K
12. embezzlement case L
13. to conceal M
14. environmental case N
15. illegal disposal of medical o
waste

possible.
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MOIICHHUYCCTBO C HUCIIOJIB30BaHHC M

MOOMJIBHOM CBSI3U

JIEJI0 O pacTpaTe, XUIICHUN
OBITh OTBETCTBEHHBIM 3a
OIUTEIHLHOCTD

JIeTI0, CBS3aHHOE C 3alIUTON OKpY’Karomien

cpenbl
JIOOUTHCS OOBUHEHUS B YTOJIOBHOM JIEJie

HEJICTaJIbHOC pacTpara MCAUITMHCKHUX

npenaparoB
PacKpbITHE U OOBUHEHUE
CEKpPETHOCTh BUAECO3AITUCU

Cydyaul  TMPECTYIUICHUHA, COBEPLICHHBIX

OeIIBIMHU BOPOTHHUYKaAMHU

Exercise 6.Make your own short story using as many given words as

Russia, theft, world, financial scam, criminal, identity theft, computer

crime, money, to commit, computer hacking.

7. FRAUD AND ITS TYPES

There are many different types of bank fraud. Some of the most common

types of fraud tend to be check fraud, debit and credit card fraud, safe deposit

box fraud, and

, but there are many additional types of bank fraud

both within and beyond these basic categories. Here’s a closer look at some of

the more unusual types of bank fraud faced.


http://sqnbankingsystems.com/sqn-blog/essential-controls-minimize-ach-fraud/
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Accounting Fraud

Accounting fraud primarily affects business lending. Businesses who
commit accounting fraud “cook the books” so they look more profitable on
paper than they really are. Based on these fraudulent statements, banks grant
loans to these businesses, but ultimately, because the businesses are insolvent,
they can’t repay the loans. Then, the banks get left with a loss. The classic
example is the Enron scandal.

Loan Fraud

Accounting fraud can lead to loan fraud, but this type of fraud isn’t just
limited to businesses presenting fraudulent information on their loan
applications. When individuals present false information in order to obtain a
loan, that is also loan fraud. Similarly, if a thief steals someone’s identity and
applies for a loan in their name, that is another type of loan fraud. Additionally,
If someone has a line of credit and a scam artist draws funds from that line, that
also falls into this category.

Wire Transfer Fraud

Wire fraud includes all cases of fraud involving wire transfers or the
internet. In some cases, the scammers steal the username and password of a
banking customer, and they wire money to themselves. For instance, when an
attacker stole the sign-in details from a company in Missouri, the attacker was

able to steal

Often, however, with this type of fraud, the scam artist convinces the
victim to wire money to them. For instance, in the all-too-popular secret shopper
scam, the scam artist convinces someone that they’ve been hired to be a secret
shopper for a wire transfer company or a bank. The scam artist directs the victim
to wire some funds through that institution. The victim believes that if they do

this, they will be compensated for the funds they sent and for their work as a


https://www.computerworld.com/article/2495894/cybercrime-hacking/victim-of--440k-wire-fraud-can-t-blame-bank-for-loss--judge-rules.html
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“secret shopper”. However, after they wire the funds, the other party disappears,
and the victim never gets their money back.

Phishing Fraud

Phishing is when a scam artist uses email, text, phone calls, or other
methods to try to obtain a victim’s banking details. This type of fraud often
overlaps with other types of fraud. For instance, fraudsters often use phishing
emails to get bank account details from their victims so they can commit ACH
or wire transfer fraud.

Rogue Traders

If you run an investment bank, you likely have traders on staff, and in this
situation, you need to ensure that you protect yourself from rogue traders. These
are traders who engage in unauthorized trades and manipulate the system to
make it look as if their trading activities are generating more money for the bank
than they really are.

Demand Draft Fraud

Like rogue trading, demand draft fraud happens internally. One of the
bankers simply generates a demand draft payable at another branch or even at
another bank. Then, they leverage what they know about the system to avoid
detection, they cash the demand draft, and they keep the funds.

Bill Discounting Fraud

Although this type of bank fraud is relatively rare, you should still

understand the risk. Generally, with bill discounting fraud, the fraudster opens

a business account at the bank. Then, the “business owner” convinces the bank
to start collecting bills from the business’s clients. The so-called clients are part
of the scam, so they always pay the bills. After a while, the financial institution
gets lulled into a false sense of security about this customer. Eventually, the
customer asks the bank to credit the bills in advance. When the bank does that,
the fraudster takes all the money and runs, and the bank never gets those funds
back.


http://sqnbankingsystems.com/sqn-blog/make-sure-your-customers-know-about-these-5-scams/
https://definitions.uslegal.com/b/bill-discounting-fraud/

installing a skimmer to steal card details. However, it can also include making

fraudulent deposits by depositing empty envelopes — an envelope-free ATM is

ATM Fraud

ATM fraud includes everything from reprogramming the machine to

usually the easiest way to avoid that.

The vocabulary of fraud, business crime, and scams

Through several exercises we look first at the vocabulary of business crime, also

known as white-collar or financial crime, and then at the world of scams.

Business crime collocations

Exercise 1 - Match the beginnings and endings

1. creative |
2. insider I
3. market |
4. money I
5. ponzi -
6. identity |
7. bribery |
8. influence |
9. confidence |
10. slush -

a
b

C

j

trick

and corruption

theft

trading
peddling

scheme

laundering

fund

accounting

rigain

Exercise 2 - Enter the expressions from Exercise 1 to match their definitions

1. - Illegally buying and selling a company's shares based on

privileged non-public information, for example professional information.

2. - Often used to mean a reserve of money kept in a special and


http://sqnbankingsystems.com/solutions/atm-safe/
http://random-idea-english.blogspot.com/2012/03/vocabulary-of-fraud-business-crime-and.html
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possibly secret account for making illegal payments to others, eg

government officials

3. - When your personal information is stolen and used without

your knowledge to commit fraud or other crimes.

4. - The illegal practice of using your political influence to obtain
favours or preferential treatment for another, usually in return for
payment.

S - When competing companies act together and agree prices etc,
to their own advantage but against the spirit of competition.

6. - A fraudulent operation that pays returns to its investors from
their own money or the money paid by subsequent investors, rather than
from profit earned by the individual or organization running the operation

[ - Illegally giving money or gifts to somebody, often a
government official, so that they will act in your favour.

8. - An attempt to get money illegally from somebody by gaining

their trust and making them think you are genuinely what you say you

are.

9 - Manipulating financial figures within the letter of the law, but
not within the spirit of the law. - Also known as 'cooking the books'

10. - Hiding the source of illegally-gained money by, eg, investing it

in legitimate businesses.
Verbs
Exercise 3 - Match the verbs with their definitions
1. bribe | | a tomake an illegal copy of something,

especially a document or something in writing

or a painting



javascript:makeLetterMatching(%223%22,0)
javascript:makeLetterMatching(%223%22,0)
javascript:makeLetterMatching(%223%22,0)

2. embezzle |
3. forge |

4. defraud |
5. fake |

6. counterfeit |
7. swindle |

Word formation
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to get money illegally from a person or an

organization by tricking them (more formal)

to make a nearly exact copy of something

valuable, so that people will think they are

getting the real thing.

to make something false appear to be genuine,

or a false situation appear to be real.

to cheat somebody so as to to get money or

something valuable from them (more

informal)

to steal money from your employer or money

that you are responsible for

to give somebody money or something

valuable in order to persuade them to help

you, especially by doing something dishonest

Exercise 4 - Complete the table

verb noun (thing) the person adjective

1. bribe
2. embezzle
3. forge

4. defraud

1

IR
1

5. fake

6. counterfeit |

7. swindle

:

who does it
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Some explanations
Bribery and corruption - These two words are often used together - "bribery

and corruption are rife in this country"

. corruption - dishonest or illegal behaviour, especially involving people in
authority

. bribery - abstract noun for the activity of giving bribes

. bribe (n) - an amount of money or a gift given on a specific occasion to
buy favour

. bribe (v) - to give an amount of money or a gift to buy favour

Fake, forgery and counterfeit - These words have very similar meanings

. fake - used to describe something or a situation which is not genuine or
real

o She was wearing a fake fur coat

o He faked his own death

o He knew that at £25 it was obviously a fake Rollex

o Do you think he's really ill, or just faking

. forge - relates especially to the copying of things which are printed or in

writing - documents, passports, signatures etc.

. counterfeit - used especially for money and branded goods
Confidence trick - it's a con! - In informal English we often use the word con.
Notice the different ways it can be used as a verb:

. To con somebody out of something

He conned her out of her life's savings.

. To con somebody into doing something

She conned me into buying her old car.

. To con your way into something

He conned his way into the job.

It can also be used as a noun and as an adjective

. It was a con / a con trick.
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. He's a con man / con artis / con merchant

Whistleblower, to blow the whistle

A whistleblower is somebody who tells people in authority or the public that the
company or organisation they work for is doing something immoral, dishonest
or illegal.

In the most famous cases, the whistleblowers make their information public via
the media or the Internet. But in the vast majority of cases, whistleblowers tell
their superiors within their organisation and the matter is dealt with internally.
While in the past whistleblowers have often been badly treated by their
employers, organisations are increasingly seeing their value, and many have set
up internal whistle-blowing procedures.

Some odds and ends

Exercise 5 - Use the words in the box to complete these expressions related to
tax

avoidance - corporation - dodge - evasion - exile - haven - income - poll

L. Companies in the UK pay | tax.

2. Most individuals pay | tax.

A trick for not paying tax, legally or illegally, is a tax li
Legally paying as little tax as possible is called tax li
5SA | tax is paid at the same rate by everybody.

Illegally not paying tax due is known as tax :

[ Companies are often registered in a tax , Where taxes are low.

8. Somebody who lives abroad so as to pay less tax is a tax :

Exercise 6 - Enter words meaning false, not real by adding the missing vowels

1. (f_ k_)
2. (b_g_5s)
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Exercise 7 - Fill the gaps using the words in the box
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rat - cover-up - dodqgy - fiddle - jiggery-pokery - sharp - crooked - books

1. Activity that is possibly dishonest but not necessarily illegal is sometimes

called practice.

If you the accounts or your taxes, you dishonestly change the

details or figures.

3. Changing the accounts for illegal advantage is also known as cooking

the .

4. Illegal activity is also known as behaviour.
5. The word Is used for some unspecified dishonest behaviour.
6. A is when an organisation tries to hide illegal activity.

If something is or fishy, you suspect it is illegal or risky.
8. Another way of saying something is suspicious is to say that you smell

a

Scams

So far we have been looking mainly at corporate crime, the sort we read about in

the newspapers but which is unlikely to have a direct effect on us.

But now we move to an area which affects us all. Most of us, at one time or

another, will have had an email offering us huge amounts of money in exchange

for some sort of upfront or advance payment. Or playing on our emotions to try

and get us to help somebody in apparently tragic circumstances.
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Exercise 8 - Fill the gaps using the words in the box

cowboy - cures - dating - donations - draw - pyramid - racket - ripped - sum

10.

s - vulnerable
A scam or is a plan for fraudulently getting money from people.

A outfit is a company that overcharges for work that is not up to

normal professional standards, or one that "takes the money and runs".

If you get off, you are cheated or made to pay too much for

something.

In psychic or clairvoyant scams, the victims are often because

they have recently lost a loved one.

Lottery and prize scams tell you that you have won a prize — but

first you must pay an "administration fee".

In the so-called Nigerian scam you are often offered huge to
help somebody get money out of Africa or set up business in your

country.

In online scams the person you have struck up a relationship

with might ask you for money to help them come to your country.
Health scams include so-called miracle and slimming products.

A particularly nasty scam involves asking for to fake disaster

relief charities.

A scheme is a bit like a chain letter: you send a small amount of
money to somebody, and find a number of other people to join who send

money to you.

Expressions and idioms connected with being tricked or fooled

Exercise 9 - Fill the gaps using the words in the box

reel - lure - luring - phishing - prey - bait - sinker - swallow
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Quite a few words to do with scams come from fishing and hunting. The

fraudsters entice people with (1) - (uncountable) the food that is used

to attract fish or animals so that they can be caught. This as also known as

a (2) (countable), and this word can also be used as a verb, meaning

to attract people to a scam.

The word (3) - the animals etc, hunted by other animals - can be used

to mean potential victim(s) or used in a phrasal verb with the preposition on.

Somebody can fall for or (4) something "hook, line

and "(5), just as a greedy fish might try to eat the hook, some of the
fishing line, and the weight that is attached to it. And then the fraudster

will (6) in his victim, just as a fisherman winds in the fish on his line.

And finally we have the internet scam of (7) , where fraudsters try
and get your bank details by (8) you to a site which looks like your

bank's.
Exercise 10 - Complete the story with words from the box

charlatan - duped - fell - gullible - had - led - line - minute - pull - sucker - t

aken - candy - talk - took - yesterday

She had always considered herself impossible to fool. If anyone tried

to . (1) a fast one on her, she'd tell them, "I wasn't born | (2),
you know.", and add, "Do you think I'm a complete | (3) ?". And she'd
think to herself, "Some people are so | (4) they'll believe anything

they're told. But not me.".

Then along came Peter, an investment banker, or at least that's what he

had (5) her to believe. She was totally (6) in by his smooth
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talking and easy charm, and let him (7) her into investing some
money in one of his funds. He (8) her into thinking the fund was
doing really well, and she (9) for his story, hook, (10) and

sinker. She ended up putting all her savings into it.

Peter turned out to be a complete (11) , and (12) her for all
she'd got. "I was well and truly (13) ", she said later. "So it's true
what they say about fools. There's one born every (14) , and I was

one of them.", adding, "It must have been like taking (15) from a
baby."

hrasal verbs, prepositions etc,

See if you can spot any patterns in the following exercise

Exercise 11 - Fill the gaps using the words in the box

8.

9.

for -from -in -into -of -off -out -up
He embezzled thousands . his employers.
She talked him . lending her his car.
He conned her . of all her money.
He was duped | investing in a non-existent holiday venture.
A lot of companies go to great lengths to get | of paying tax.
They lured him | giving them his bank account details.
| told the boss | was ill and I think he fell |~ it.
She was taken | by his charm.

They defrauded their 'customers' out millions of pounds.

10 The fraudsters took their victims everything they'd got.

1

L He was totally ripped when he bought that car.


javascript:makeClickedWord(%2212%22,0)
javascript:makeClickedWord(%2212%22,1)
javascript:makeClickedWord(%2212%22,2)
javascript:makeClickedWord(%2212%22,3)
javascript:makeClickedWord(%2212%22,4)
javascript:makeClickedWord(%2212%22,5)
javascript:makeClickedWord(%2212%22,6)
javascript:makeClickedWord(%2212%22,7)

107

12. she was just leading him the garden path. She had no intention

of marrying him.

TEST YOURSELF
1. Name the types of financial crimes.
a. fraud, embezzlement, forgery
b. financial scam, tax evasion, rape
c. money laundering, bribery, murder
2. What is identity theft?
a. theft of personal information
b. theft of credit cards
c. theft of ideas
3.What is Cybercrime?
a. the use of any computer network for crime.
b. the use of video and audio-means for a crime.
c. the use of robots for a crime.
4.What of the following crimes are not Cybercrimes?
a. trawl the web, hostile postings, burglary
b. vicious rumours, computer hacking, abusive messages.
c. extortion, stalking and harassment
5. In what sphere are the white-collar crimes widespread?

a. economy b. criminal law c. administrative law

UNIT 1
TERRORISM: HISTORY, DEFINITION,
CLASSIFICATION.
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Part 1. ABRIEF HISTORY OF TERRORISM

Terrorism is not a 21st century phenomenon and has its roots in early
resistance and political movements. The Sicarii were an early Jewish terrorist
organisation founded in the first century AD with the goal of overthrowing the
Romans in the Middle East. Judas of Galilee, leader of the Zealots and a key
influence on the Sicarii, believed that the Jews should be ruled by God alone and
that armed resistance was necessary.

Unlike the Zealots, the Sicarii targeted other Jews they believed to be
collaborators or traitors to the cause. The tactics employed by the Sicarii were
detailed by the historian Josephus around 50AD: "they would mingle with the
crowd, carrying short daggers concealed under their clothing, with which they
stabbed their enemies. Then when they fell, the murderers would join in the
cries of indignation and, through this plausible behavior, avoided discovery."

There are many other key examples of terrorism throughout history before
the modern terrorism of the 20th century. Guy Fawkes' failed attempt at
reinstating a Catholic monarch is an example of an early terrorist plot motivated
by religion. Meanwhile, The Reign of Terror during the French Revolution is an
example of state terrorism.

The French Revolution provided the first uses of the words "Terrorist"

and "Terrorism". Use of the word "terrorism" began in 1795 in reference to the


https://ourworldindata.org/terrorism#note-1
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Reign of Terror initiated by the Revolutionary government. The agents of the
Committee of Public Safety and the National Convention that enforced the
policies of "The Terror" were referred to as 'Terrorists". The French Revolution
provided an example to future states in oppressing their populations. It also
inspired a reaction by royalists and other opponents of the Revolution who
employed terrorist tactics such as assassination and intimidation in resistance to

the Revolutionary agents.

|.Study the vocabulary.

Translate the words. Make up the sentences of your own.

TR’A'\E'—AT'ONS 1 3aIyruBaTh/TEPPOPU3UPOBATH
s EEE
ctpax/yxac

. BBI3BIBATH y)Kac

. TEPPOPU3M

. NPUOETHYTh K TEPPOPY

. OCYIIECTBIISITh TEPPOPUCTHUCCKYIO IEITEILHOCTh

. TEPPOPUCT

. MOTaKaTh TEPPOPHUCTAM

. 3alyruBaTh/HABOAMUTH YXKac

. YKaCHBIN

. yCTpaIlaroLUn

2. yrposa
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MPEACTABIIITE YTPO3Yy
IIPEeJOTBPATUTh YIPO3Yy
YIpOXaTh

to violate/ to break/ to breach
HapyIlIeHue

HapyluTeb

HaCuJInue

0TKa3aTbCA OT HACUJIUA
Pa3BA3aThb BOﬁHy
HaCHUJIbCTBEHHBIN

to assassinate

yowuiiia

yOuiicTBO
CBI/II[CTCJ'IBCTBOBaTB/I[aBaTB IIOKa3aHusA
CBHUICTCIIb

to explode

B3pEIB

B3PBIBHOU

to magnify/ to exaggerate
yBUJIMYeHHE/ TIPEyBUINYCHUEC
BeJ'II/I‘II/IHa/ Marauryaa

to expose to violence

exposure to a risk

to adhere to.../ to advocate a view/ to stick to...

adherence/ commitment
adherent

an adherent

MOJIyYUTh AOCTYII K YeMy-JI1100

JOCTYT K 4eMY-JIHO0

110



111

. JOCTYITHBIN

I1.Give the translation of the following sentences. Pay attention to units
from the Word Study

1. Asingle nuclear bomb exploding in the atmosphere over the United
States could lead to a nationwide power blackout.

2. Any act of violence exposes viewers to the terrorists’ demands,
grievances, or political goals.

3. Electrically detonated explosives gave terrorists a new mobility and
lethality.

4.  Legitimizing Arafat’s terrorist organization and persuading them
to abandon terror quickly proved wrong.

5. Magnification of events often takes place in popular press.

6. No one who observed how the world responded to the globalization
of terrorism between 1968 and 2001 should have been surprised by
September 11.

7. Terrorism’s public impact is greatly magnified by the media.

8.  The hijacking of an Italian cruise ship was followed by European
policy of appeasing terrorists. The first recorded use of “terrorism” and
“terrorist” was in 1795.

9. The reporters took up their own investigative reporting to expose
the assassination.
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10. The states may use the threat of violence against civilians
to intimidate adversaries.

11. They have a political creed of violence.

12.  This group of young people was distinguished by adherence to
humanitarian ideals.

13. Those adherent to communist ideas were pursued and prosecuted.

14.  Two successive explosions occurred in the area for the last week.

sen-l-e nces e

oM : -
?\).L\k eCi  an A Or e:v caite :
Cl- v c O cv e ’:f fhe

I >
Pﬁ‘m 'CF\\(/E Fe H\Q’Q’ V‘m* tThe subjyect

JoesS Or 8 e e S

1. Complete the sentences with suitable words

1. ... l...... to the democratic ideas organized a meeting against the
authorities.
2. A number of riots ...... 2... in Liverpool last month.

3. According to the UN General Assembly the use of nuclear weapons
I TR the UN Charter.

4, Any problem can be ...... 4........ if it is covered by mass media.

5.  Extremists’ ...... 5....... acts include kidnappings, assassinations,

hijackings, bombings and taking hostages.

6. No one expected him ...... 6....... so violently to criticism.
1. The ...... Teurnn. of the measures taken is to be assessed later.
8.  The arrested young people were accused of ...... 8urnrnn. to a

nationalistic group.
9. The European Court of Justice hears all cases of ...... 9.... human

rights.
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10. Three armed Palestinian ......... 10...... hijacked an Israeli
passenger plane; it was the first ...... I1........ act which ......... 12..... a nation

into changing its policy.

History of Terrorism

e Term “terrorism” coined
Make up the  yyring French

summary of Revolution’s Reign of
the text using Terror (1793 — 1794)
the words and ° Birth of Government-

phrases from "sponsored Terrorism
» State terrorism goal to
the Word eliminate opposition &

Study section. consolidate power

ONE MAN'S TERRORIST IS ANOTHER MAN'S FREEDOM FIGHTER”

Navid Rravamlisaag

PART 2. DEFINITION OF TERRORISM
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Definition of Terrorism

- = o

I.Work in groups.
Comment on the following definitions of terrorism.
Which one if any can be considered comprehensive?
Which one describes the modern world’s phenomenon in

the most appropriate way? Try to give your own

definition of the notion.

Terrorism

s is different from regular crime

e of its stroag political properties
finition of terrorism can vary from pDeodle
oble due to the differences in standpoint
person’s terrorist can he another’s freedom
hter
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Definitions of Terrorism

Pronunciation

Watch the pronunciation of
the following words and phrases
from the text

. Indiscriminate violence

. tointimidateadversaries

. SriLanka

. legitimate

. tocondemn

. covertwar

a suicidebomber

rebelguerillas

grenade-thrower

SouthLebanon
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notorious
a besiegedtown
slaughter

righteousness

Reading
Reading the following statements, pay

attention to the definitions and comment them on.

Terrorism Definition

= Terrorism is defined as:- "the use or
threat of action designed to influence
any Government or the general public,
for the purpose of advancing a political,
religious, racial or ideological cause.”

(Terrorism Act 2000)

What makes an attack a terrorist
attack?

Are all opponents in a war Misunderstandin Preiudice
considered terrorists? C )
Medi Do attackers think of the
=Eid ) consiquences?
Activist Fundimental British values Mistrust

Hate {
How to portray
What is the correct terrorism in an image?
response? Sides — — NATO
ch / 1 \ S gl
305
What are the different types of

How terrarism

i Act of violence terrorism?
has evolved? Aim for power + control 1SIS
To cause fear among people Intimidati How does war differ
ntimidation :
ok Is there a ‘good side” from terrorism?

to terrorism?
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Terrorism

® Rejects the notion that only states can
legitimately use violence.

® |s the use of violence to achieve political
objectives

e Different from other forms of violence
because it's never aimed just at the
people it harms

® Designed to have far-reaching
psvcholoaical effects I

Definition of Terrorism
— “Terrorism is arbitrary and unpredictable violence
perpetrated on unsuspecting targets™
Paul Wilkinson

— ““Terrorism is staged violence which is aimed not so
much at its victims, but at the society at large.
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Terrorism is a psychological warfare. Terrorists try
to manipulate us and change our behavior by
creating fear, uncertainty, and division in society.

(Patrick J. Kennedy)

Terrorism

* An asymmetric form of conflict-
confers coercive power with many
of the advantages of military force
at a fraction of the cost.

Often secretive-they often offer
opponents no clear organization to

defend against .

Has often been an effective tactic
for the weaker side in a conflict.

Terrorism will strike back

against the West and other B

countries that “supported”
attacks in Syria and
elsewhere in the Middle
East

-President Bashar Al-Assad
June 19, 2014

Terrorist.

Feel angry, alienated or
disenfranchised.

Believe that their current political
involvement does not give them the
power to effect real change.

[dentify with perceived victims of the
social injustice they are fighting.

Feel the need to take action rather than
just talking about the problem.

Have friends or family sympathetic to
the cause.

Believe that engaging in violence
against the state is not immoral.
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PICTURE BASED DISCUSSION

r -

RONALD REAGAN MEETS WITH THE TALIBAN

Definitions of Terrorism

“THESE .(;l: <'“ EMEN ARE THE MORAL Our definition of terrorism will depend on he
erediNodaor Mooz e iy 3t rgers o sonstrue the groups involved and what behs
EQUIVALENTS OF AMERICA'S FOUNDING ¢ 10 Constitute 3 terrorist act

FATHERS, RONALD REAGAN, 198 hus, one’s terro "r\a(u;, or militant radical Is

m another’s martyr, r onary, or freedom fighter,

ter{of.ism / \ Depending on your views, figures such as Brtish
‘I was called a Colonel T.E. Law f Arabla” could either be a

The use of vickencoe and 20r O & Lerror
theeats to intimidate o TERRORIST nce organized the 1916-1918 insurgency by Arab

coeroe, especally for political yesterday... Today, | irequlars against the empire of the Ottoman Turks
s _ | am admired by the
- very people who
said | was one.’

MLCIL DLl | nrisonmanpeta ) telendaw s Shays Better han fowarawar:

WINSTON CHURCHILL

TRAIL OF TERROR

Uses force and intimidation to coerce
people to comply with their demands.

ot

Definition of Tofrorism: TERRORISM

HAS NO

The use of viclence and intimidation
in the pursuit of political aims.

RELIGION.

FIRST: Look at the graphics, quotes and
definitions and comment on each of
them. What points are they making?

1. Is it ever right to use violence to

MALALA YOUSAFZAI says that education is the
best answer to terrorism. The pen, not the
sword.’

Many terrorists in the West are young men,
some of whom have been linked to long term
drug abuse. They have little prospect of a good
job and a place in society, Therefore, they are

achieve a political goal?

2. Was it right for the Allies to fight
against Hitler in World War 2?

3, What can be done to combat
terrorism?

4, Was it right for Nelson Mandela to

easy prey for older, evil men to radicalise.

take up arms against apartheid? What is your opinion about the above

?
5. Some politicians blame international EONMAES)

foreign policy for causing terrorism. Are

they right? | Whoever kills

6. Does the aim/goal make any an innocent

7. Is so —called Isis (or Daesh) a religious I 'fe iITis 9 S if

group, or are their actions not linked to he ha s kill ed

religion? Do they target any specific all of humanity..
groups, or do they kill indiscriminately?
8. What is YOUR definition of a
terrorist?

difference, or is violence always wrong?

| Surat Al-Ma'idah 5:32 |

lip]

THL ISLAM POST
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I.Answer the following questions and give your own

< QUESTIONS definition of the term “terrorism”.

Duestions

What is terrorism?
What is the strategy of terrorists?

S What does the effectiveness of the terrorist act
lie?

s What are the perspectives of terrorism?

= How do terrorists see themselves?

= Can you give the examples of the most famous
incidents?

» What is terrorism? Definition: political
violence: violence or the threat of violence,
especially bombing, kidnapping, and
assassination, carried out for political
purposes, the experience of terror or fear as
the proximate aim of that violence

» The moral question: Can terrorism ever be
morally justified?
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‘comPLe+e
- sente nces ey

\\\\\\\\\\\\\\\\\\\\\\\\\ e 7 _/., A e

TE SENTENCE eeds a

sSubject and a predicate.
\.B CT W ﬂ(.n] C( what The

enc about
P&Y !\%E Tells what the Subjecf
d()ab or i3S

I1.Complete the following sentences

............

RUSSIAN)

Originally, terrorism implied ...........

Terrorist groups use the threat of indiscriminate attacks on civilians

Many terrorist groups seek ................ , Wwhereas others

------

Both states and terrorist groups ................

The main difference between terrorism and violence is

..........

Understanding who is considered a terrorist .........................

Terrorism IS an ambiguous notion because

Woro

‘r /Study

I.Give the translation ofthe following words
and phrases

a fighter-bomber; armed forces; besieged

town; by proxy; covert war; grenade-thrower; legitimate; to condemn; rebel
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guerilla; rifle; Semtex; suicide-bomber; the liberation front; to be convinced
of righteousness. to be ideologically motivated; to cause trouble; to compel
political change; to contest the authority; to impose pain; to intimidate
adversaries; to link violence to clear political objectives; to make concessions;
to mark off; to protect national interests; to seek independence and autonomy;

to slaughter; to surrender; to suppress disorder; to terrorize smb.; use of threat;

—

— N

Use the lexical |
units in the
sentences of
YOour own

I1.Find the words and phrases from the text that

correspond to the following

1.  anopponent, enemy;

2. famous or widely known for something bad;

3. not showing the ability to make (moral)
judgments or to see a difference in value between people,
groups or things;

4, the right given to a person to act or represent

another person on a single occasion;

5. tobegin and continue a war;

6.  todestroy or bring to an end by force;

7.  to express very strong disapproval of someone or somethingany
object or place at which an attack is directed;

8.  to frighten somebody, especially by making threats

9.  togivein to the power.
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10. to make somebody do something by force, moral persuasion, or
orders that must be obeyed;
11. to surround (a town, a castle) with armed forces so as to prevent the

people inside from getting outside;

I1.Explain the meaning of the following words
and phrases from the text
1.  Armed forces;
civilians;
covert war;
fighter-bomber;
grenade-thrower;

legitimate;

state-sponsored terrorism.

suicide-bomber;

© 0o N o g Bk~ WD

terroristgroup;

-
o

the liberation front;

-
=

to be ideologically motivated,

|
A

to contest something;

-
w

to slaughter;

14. to terrorize;

Il.LFill in the gaps using the words from the
| previous exercises
' 1.  After bribes had proved useless, they tried
threatsand ........... :

2. Iintendto ............ the judge’s decision in
- another court.

3. Most of UNITA’s troops are sick of

Fill in the g
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fighting. If they are to lay down their arms, however, the Angolan government
needs to call an immediate ceasefire and offer an amnesty to all who ...........

4, Mr. Bush said that China was neither an ....... nor a strategic
partner, but simply a large nation with which the United States must engage on
many levels.

5. The government has ........... to the pressure of big business and

lowered interest rates.

6. The government has pledged itself to........... a war against poverty
and disease.

7. The President pledged never to make ............ to terrorists.

8. The report accused the CIA of the ....... activity aimed at

undermining the government.

Q. The United States is not an imperial or colonial power, it has no
desire (because its people have no desire) to conquer Afghanistan, occupy it,
ownitby............ .

10. They say they feel no remorse concerning attacks against Israeli

military and political elements who ............. war against the Palestinian
people.
11. Many people would .......... violence of any sort.

Speaking

Make up the summary using
the words and phrases from the — SUMMARY

A\

Word Study section.
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PART 3.CLASSIFICATION OF TERRORISM

VIOLENCE WOMEN CHILDREN ORPHANS THE WEAPON

S TERRORISM i3

TEAR
KILLER
HOSTAGES MURDERERS HATRED TERRORIST WAR WEAPON
POLITICAL SEPARATIST GUERILLA HIJACKING EXTRIMISM
SECURITY HORROR SHAHID EXPLOSION BOMB

| \

Sub-state r/

Supported

. Social Revolutionary

. National Separatist

. Religious Fundamentalist
. New Religions

. Right Wing

. Single Issue

é é Discuss the following questions in pairs. Share
" K your ideas with the class.

1. Have you heard about any classifications of terrorism?

2. What types of terrorism are known to you? Giveexamples.



7. smallpox
8.  the plague
9.  todisavow
10. to disperse
11. to sabotage
12. tularemia
13. typology
Reading
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Pronunciation
Watch the pronunciation of the
following words from the text
1.  anthrax
apartheid
botulism
diverse

hemorrhagicfever

o 0k w D

prolific

Reading
Read the text and say what types of
terrorism are mentioned in the text. Compare
the types mentioned in the text with your own
list. Are they the same?
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TYPES OF TERRORISM

Political/Ideological Terrorism ~ Coercive Terrorism
Transitional Terrorism

Urban Terrorism Nuclear Terrorism

Regional Terrorism Chemical Terrorism

State terrorism Biological Terrorism

International Terrorism Narco Terrorism
Nationalist Terrorism Cyber Terrorism
Religious Terrorism Single Use Terrorism
State Sponsored Terrorism Individual Terrorism
Left-Right Wing Terrorism Criminal Terrorism

Anarchist Terrorism

Various attempts have been made to distinguish between types of terrorist
activities. However, it is vital to understand that there are many kinds of terrorist
movements, and no single theory can cover them all. Not only are the objectives,
members, beliefs, and resources of groups engaged in terrorism extremely
diverse, but so are the political contexts of their campaigns. One popular
typology identifies three broad classes of terrorism: revolutionary,
subrevolutionary and establishment.

Revolutionary terrorism is the most common form. Practitioners of this
type of terrorism seek the complete abolition of a political system and its
replacement with new structures. Modern instances of such activity include
campaigns by the Italian Red Brigades, the Basque separatist group ETA, each

of which attempted to topple a national regime.
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Subrevolutionary terrorism is rather less common. It is used not to
overthrow an existing regime but to modify the existing sociopolitical structure.
Since this modification is often accomplished through the threat of deposing the
existing regime, subrevolutionary groups are more difficult to identify. An
example can be seen in the ANC and its campaign to end apartheid in South
Africa.

Establishment terrorism, often called state or state-sponsored terrorism is
resorted to by governments, or more often by factions within governments,
against that government’s citizens, against factions within the government, or
against foreign governments or groups. This type of terrorism is very common.
Different Muslim countries (lran, Syria) provided logistical support and
financial aid to Islamic revolutionary groups engaged in campaigns against
Israel, the United States and some other Muslim countries in the late 20" and
early 21% centuries. The persistent element of all forms of establishment
terrorism is that of secrecy. States seek to disavow their active involvement in
such acts, both to evade international censure and to avoid political and military
retribution by those they target.

Another classification was worked out by American researches in the
1970s. By that time terrorist groups had begun to use such techniques as
hijackings, bombings, diplomatic kidnapping and assassination to assert their
demands and attain their objectives. For the first time they appeared as real
menace to Western democracies. According to this classification types of
terrorism are divided into: state (state-sponsored terrorism), bioterrorism,
cyberterrorism, ecoterrorism, nuclear terrorism and narcoterrorism.

State terrorism. Many definitions of terrorism restrict it to acts by non-
state actors. However, it can also be argued that states can be and have been
terrorists. States can use force or the threat of force, without declaring war, to
terrorize citizens and attain political goals. Germany under Nazi rule was

described in this way.
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It has also been argued that states participate in international terrorism.
The USA considers Iran the most prolific sponsor of terrorism because Iran arms
groups, such as Hezbollah, help carry out its foreign policy objectives.

Bioterrorism. It refers to the international release of toxic biological
agents to harm and terrorize civilians, in the name of a political or another cause.
The US Centre for Disease Control has classified the viruses, bacteria and toxins
that could be used in an attack. Category A “Biological Diseases” are those
which are likely to do the most damage. They include: anthrax, botulism, the
plague, smallpox, tularemia, hemorrhagic fever.

Cyberterrorism. It is the use of information technology to attack civilians
and draw attention to their cause. So cyberterrorists use computer systems and
telecommunications as a tool to orchestrate a traditional attack. More often
cyberterrorism refers to an attack on information technology itself in a way that
would radically disrupt networked services. For example, cyberterrorists could
disable networked emergency systems or hack into networks housing critical
financial information.

Ecoterrorism. It is a term describing violence in the interests of
environmentalism. Environmental extremists sabotage property to inflict
economic damage on industries or actors they see as harming animals or the
natural environment.

Nuclear terrorism. This type of terrorism refers to a number of different
ways nuclear materials might be exploited as a terrorist tactic. These include
attacking nuclear facilities, purchasing nuclear weapons, building nuclear
weapons or finding ways to disperse radioactive materials.

Narcoterrorism. It has had several meanings. It once denoted violence
used by drug traffickers to influence governments or prevent governments’
efforts to stop the drug state. In the last several years, narcoterrorism has been
used to indicate situations in which terrorist groups use drug trafficking to fund

other operations.
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Answer the following questions
1. Why is it difficult to work out a universal
classification of different types of terrorism?

2. What are the main types of terrorism according to

the first classification mentioned in the text?

3. What is revolutionary terrorism?

4. What are the present-day examples of revolutionary terrorism? What did
they aim at?

5. What are the main objectives of sub revolutionary terrorism?

6. Why are sub revolutionary groups difficult to identify?

7. What is establishment terrorism?

8. What is the persistent element of all forms of establishment terrorism?

9. Why do states disavow their active involvement in terrorist acts?

10. What new methods and techniques had terrorists started to use?

11. What types of terrorism are distinguished according to the second
classification mentioned in the text?

12. What is understood by State terrorism?

13. What methods can states use to terrorize citizens and keep them under
control?

14. Which state is considered the most prolific sponsor of terrorism by the
USA?

15. What is bioterrorism?

16. What are the biological diseases that can do the most damage according
to the survey of the US Centre for Disease Control?

17. What are the main methods used and aims of cyber terrorists?

18. What is ecoterrorism?

19. In what ways might nuclear terrorists exploit Ve o' P

nuclear materials? i n e

20. What is understood by narcoterrorism?
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II.Comment on the following

statements

1. By the 1970s terrorist
groups had begun to apply more

sophisticated ways of attaining their

goals.
2. Establishment terrorism is rather common.

3. States can use force or the threat of force to reach their political

4.  Sub revolutionary groups are difficult to identify.

5. The persistent element of all forms of establishment terrorism is
secrecy.

6.  The USA considers Iran the most prolific sponsor of terrorism.

7. There is no single classification that can cover all types of

terrorism.

Terrorism isthe useof ....ccccevvvuennenen. to

Te r rO r | S m create fear to achieve a.......ccceevvenenennnnne.

Goal. It deliberately targets.......cccc..........

To define terrorism & give

Why does
examples

terrorism
happen?
To explainterrorist beliefs

To evaluate solutionsto —
the problem of terrorism \
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|.Translate the following word combinations from English into
Russian. Say what context they were used in the text.

To distinguish; terrorist movements;

to be engaged in; diverse; revolutionary

RUSsSI. AN J terrorism; sub revolutionary terrorism;

establishment terrorism; practitioner; abolition; to topple; to overthrow the
existing regime; to modify; to depose the existing regime; faction; to disavow; to
evade censure; to target; to assert demands; to attain objectives; menace; to
declare war; to terrorize citizens; prolific sponsor; release of toxic agents;
civilians; viruses; bacteria; to do damage; anthrax; botulism; the plague;
smallpox; tularemia; hemorrhagic fever; to orchestrate an attack; to disrupt
networked services; to disable; to hack; to sabotage; to inflict damage; to attack
nuclear facilities; to purchase nuclear weapons; to disperse radioactive

materials; drug traffickers; to fund operations.

I1.Explain the meaning of the following words
1.  attain objectives

bioterrorism

cyberterrorism

drug traffickers

ecoterrorusm

establishment terrorism

faction

© N o 00~ DN

menace
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Q. narcoterrorism

10. nuclearterrorism

11. practitioner

12.  prolific

13.  revolutionary terrorism
14. state-sponsored terrorism
15.  subrevolutionary terrorism
16. to be engaged in

17. todisrupt

18. to do damage

19. to hack

20. to overthrow

21. tosabotage

22. toterrorizecitizens

Talking
Points

Discuss the following questions in groups. Don’t

® forget to use active vocabulary!
A ®
®

1. Do you think the classificationmentioned in
the text are relevant? What are the weak and strong
points?

2. Could you propose any other classification?
3. What types of terrorism are the most dangerous ones? Prove your

viewpoint. Give examples.
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Make up the summary of the text using the

M¢ words and phrases from the Word Study section.
Yo -

1. Fill in one correct variant: “so” or “such” (Appendix 2)

& I’ve never met 1) _ a kind person before. He was 2)
| A polite and well-mannered that I even couldn’t imagine him as
' a swindler. He explained the necessity of moving the house in 3)
_____a perfect way. Everything was 4) _ clear, that | immediately
agreed to sell my house in the centre of Moscow and to buy a house in the
village. He was 5) _ decent and proposed his help. I couldn’t imagine that

he can take my money and disappear.

2. Fill in “as” or “like” (Appendix 2)
— What will you do after escaping, Ted?

— I’d like to work 1) a sailor.

— Oh, no! I’ve worked on the ship before. It’s 2)
being in a prison. Don’t you want to be something more

interesting, such3) a tour manager or a driver.
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— No, I’d like to work in a sea and do something 4) finishing. |
could never see myself5) adriver or somebody else.

— You are just 6)  me. I’ve always dreamt to work 7) ~ a
gardener.

3. Correct a mistake in lines. If the line is correct, tick (¢/) it.

Y-
N

e
1 Mr. Black worked like a gardener many years 1
2 ago. Although he regarded his job so boring, 2
3 he worked well. He didn’t earn so many 3
4 money like his wife, because she worked in 4
5 a bank office as manager. Been upset with 5
6 this fact, he decided to do something to 6
7 become very rich. He thought of changing 7
8 work and committing crimes so as robbery, 8
9 burglary and hijacking. At night when it was very |9
10 dark, he put on black clothes. He looked as a spy. |10
11 Then, he went to the nearest car park, saw 11
12 a lot of parking cars and he was puzzled. 12
13 He didn’t know which car to choose for hijacking. | 13
14 There were many cars such so BMW, Bentley, 14
15 Mitsubishi etc. He looked as a baby in a 15
16 toy shop. What to choose? Some hours late 16
17 he recalled one important item. He revised 17
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18 at the last moment like usual that he
19 couldn’t drive a car. He come back home being

20 proud of himself — he wasn’t a criminal.

18

19

20

TEST YOURSELF

_

® e

Choose one correct variant

1. l expectthathe _ your problem and help you.
a) to understand b) will understand c) understood
2.She _ to behave quite differently.

a) was expected b) expected c) to expect
3.Usageof  can save your life.

a) seat-belts b) a pedestrian c) a highway

4. He wasn’t expected

a) to fine b) fine c) to be fined

5.He  to be stopped for speeding.

a) seems b) seem c) is seemed

6. An offenderis __ to be aman.

a) known b) knew c) to know

7. Nobody noticed come and sit down.
a) his b) he ¢) him
8. This highway is likely two countries.

a) to be connected b) to connect ¢) connect
9. We saw some people alcohol in the street.
a) drank b) drink c) drinking
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10. He to get a driving license.

a) is likely b) like c) are likely

11.Heheardacar ___ from the opposite direction.
a) approaching b) approach c) approached

12. I heard him __ the traffic cop about it.

a) told b) tell c¢) to tell

13. Girls agreed to meet at

a) the bus stop b) the traffic jam c) the seat-belt

14. He was announced

a) to be searched b) search c) to search

15. Atthe stopshe _ another girl waiting for the bus.
a) is seen b) saw c) to see

16.She _ to take driving courses.

a) is told b) tells c) told

5. Fill in: “can” or “to be able to” (Appendix 12):

1) The criminal be punished by the judge.
2) The offender do anything because he
was corded.
3) The driver be fined for speeding.
4) He usually runs well, but yesterday he broke his leg and
run.
6. Fill in: “must” or “have to” (Appendix12):
1) Every mourning each prisoner clock in.
2) The prisoners wear special clothes at
all times.

3) All applications be 18 and have a valid
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4) The victim recognized him, so he be guilty.
5) The witness be present in the court last Monday.

driver’s license.

7. Paraphrase the sentences using

Paraphrase

the

sentences modal “need” (Appendix 12):
1) Why do you want him to be fined?
2) Why did you sign that illegal document?

3) Is there any reason for her to repeat
individual’s rights?
4) There is no reason for you to worry about them.
5) Is it necessary for him to do a remedial work?
6) It was not necessary him to hire a lawyer.
7) Why does she want to inform them immediately?

It is necessary for him to leave the city.

. @ 8. Fill in: must, can, should, ought, may, might,
r have, need, could, be to, be allowed (to) (Appendix 12):

5, 1) He to have been more tolerant.
W vee

2) Mr. Brown have consulted a lawyer.
3) We to arrest you.
4) He not have been at work yesterday.
5) This man not be felt unaccompanied.
6) He not cross the border.
7) I make personal phone calls?
8) A lawyer be formally dressed.
9) I to go to the bank yesterday.
10) You keep silence.

11) Jenny not have crashed your car.
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12) My car to be repaired.

13) This punishment be too strict.

14) Any person not be penalized for honesty.

15) The judicial process be very boring.

9. Complete the sentences using one necessary compPLete
word (Appendix 17) ' sf“

e

S

take a day off. AS oS 4
QO%J?L‘{T(E.\SEN]ENC a

. b S{lﬁ )ECT wihom o hat the
1) you apologize, or I’ll never speak PREDIEATE Tefs it the subyec

to you again.

10) The colonel told me that | could neither have a vacation

2) The truth is neither Eve Black Mrs. White can be guilty.
3) You are neither guilty suspected.

4) This 1s my offer. It isn’t a law. You either take it leave it.
5) When I go to the court | wear a suit or a jacket.

6) The militiaman believed the witness nor the suspect.

7) | need neither your help your compassion | can

8) you return the money you have stolen or | call the militia.
9) Neither a militiaman a victim could find a witness.

perfectly handle any problems myself.

T T W T S 10. Complete the second sentences so that it

- Sent+ences ... . : :
~=< 7 o= has a similar meaning to the first sentence. You

must use between two and eight words:

i\ﬁ&l\ﬁé}ﬁ\’g Tells the subject

1) It wasn’t necessary for you to invite a lawyer as I already did it.

— You a lawyer.

2) It would be a good idea for you to escape early.

—You early.

3) It wasn’t necessary for him to pay for the damage, although he did.
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— He the damage.

4) Perhaps he left the car unlocked.

— He the car unlocked.

5) It is possible that you forgot to delete our fingerprints.

—You to delete our fingerprints.

6) He will probably pass his driving test.

—Heis his driving test.

7) I’11 bring all necessary things for you.
— Would all necessary things for

you?
8) Driving without headlights is forbidden.
—You headlights.
9) I don’t believe that he is a burglar.

— He be a burglar.

10) I advice you to drive more slowly.

—You slowly.

11) I know that he couldn’t kidnap and kill.

— | know that he could

12) They may keep all his jewellery in the garden or in the attic.

— Perhaps he keeps all his jewellery either in the garden

Choose one correct variant

1) Jack has got a headache. He sleep well recently.
a) can’t b) couldn’t have c) hasn’t been able to
2) You pay the fine. We have already done it.

a) needn’t b) mustn’t ¢) can’t
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3) I’'m sorry you didn’t inform me about his rank deprivation. You
tell me about such things next time.

a) must b) should c) need to

4) You __ smoke in jail.

a) would b) can’t ¢) must not

5) We have got life imprisonment. We  live our “previous life”.

a) can’t b) needn’t ¢) must

6) Lawyers  learn a lot of laws by heart.

a) may b) should ¢) must

7) Some yearsago he _ imagine his son to be arrested.

a) cannot b) could not c) should not

8) You __ stop cheating.

a) must b) may c) ought

9) The escape was great. You should _ about it.

a) know b) have known c) knew

10) You ___ solve this problem in the court.

a) ought b) allowed c) can

11) You __ to have visited your brother — prisoner, but you
didn’t.

a) should b) ought c) can

12) 1 todo that.

a) had b) would c) might

13) You __ do everything you want.

a) ought b) able to ¢) may

l14) ’'mnot surebuthe  be wrong

a) must b) should c¢) may

15) The prisoner __ talk to his family last Friday.
a) was allowed to b) allowed to c) was allowed
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UNIT Il. TERRORIST ORGANIZATIONS.
ANTI-TERRORISM ACTIVITY.

PART 1. TERRORIST ORGANIZATIONS

. a2 I.Work in groups and answer the following

@
. -
w questions

1.  When is an organization designated as a

terrorist one?
2. What is understood by Designated Terrorist Organizations?
3 What functions do these organizations perform?
4.  What objectives do they pursue?
5

What are their sources of finance?
I1. Compare your answers with the rest of the group.

Watch the pronunciation of the
following words

1.  abeneficiary
a narcoticscartel
a perpetrator
guerrilla

the statusquo

o 0 bk~ w D

to converge
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7. to leverage
8. lethality
0. robust
10. aninsurgent
11. anamalgamation
12.  Kidnapping
Reading

Reading Read the text below and answer the following

guestions
1.  What are the four security issues?
2. What is meant by a global Hydra?

3. What is the difference between a terrorist group and an

organized crime syndicate?

The whole world security community has been concerned about four
particular security issues — proliferation of weapons of mass destruction
(WMD), terrorism, transnational organized crime, and international narcotics
trafficking. The past decade has clearly seen profound geopolitical, economic,
social, and technological changes. The concern is based on the possibility that,
while the particular security issues have always been present, they have
leveraged these global changes to support operations with sufficient
technological and economic power, to pose a strategic threat to the interests of
the whole world community. There is even speculation that these phenomena
will converge organizationally into a global Hydra, operating as a virtual,
political entity and challenging the countries at the strategic level.

There are significant differences between terrorist and other “common”
criminal groups in objectives and methods. After all, terrorism is a political
crime and differs from other crimes in that the beneficiary and the perpetrator
are different people. In addition, terrorist groups organize quite differently — in

operations and logistics — than organized crime syndicates.
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Terrorist groups are currently interacting with transnational organized
crime syndicates, especially narcotics cartels. Peruvian Shining Path and
Colombian FARC guerrillas have provided mercenary security support for
narcotics, production and trafficking lines in South America. These terrorist
groups receive enormous amounts of money, more than in fund-raising
operations, such as kidnapping and bank robbery, which are far riskier than
supporting narcotics trafficking. Furthermore, this interaction offers smuggling
routes long established and tested by crime syndicates for drug and arms
running. Besides, this interaction provides terrorists with logistical infrastructure
to move people, arms and material.

Logically, there might be a natural partnership between terrorist groups
and transnational organized crime syndicates. Organized crime syndicates
frequently have access to and influence with political leaders. This makes such
syndicates beneficial to terrorist groups that would try to influence and
intimidate, rather than to destroy, a government. In return, organized crime
syndicates can launch terrorist campaigns for several purposes. Firstly, they aim
to gain power in particular areas, which is easy due to their regional instability.
Or, secondly, to further coerce a weak government.

Currently, however, the objectives and methods of terrorist groups are
different from those of transnational organized crime syndicates. Terrorist
groups generally seek an overthrow of the status quo. To achieve it they conduct
spectacular operations that attract the attention of the world community. In
comparison to it, transnational criminal organizations derive their power through
a low profile. In addition to it, they work within the existing structure and seek
not to attract the attention of “legitimate” powers. However, criminal syndicates
do work for money, besides they could lend their logistical, communications and
transportation infrastructures to support terrorist operations.

Therefore there exist two important implications for counter-terrorism

strategy. Firstly, if terrorist groups interact with organized crime syndicates,
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they may evolve organizationally. Such an organizational evolution would
require re-thinking infiltration and targeting strategies, because in this case
terrorist organizations would resemble, for example, the narcotics cartels in
South America.

Secondly, there is a tendency of increasing lethality of terrorist attacks.
The logical end of this trend is terrorist use of WMD. If terrorist interaction with
transnational crime syndicates is successful enough, the infrastructures of these
interactions might be robust enough to provide terrorists with real opportunities
for WMD proliferation. At that point counter-terrorism strategy would require
re-thinking. The FBI and other law enforcement currently orient counter-
terrorism strategy with a focus on the perpetrator or terrorist group. WMD
terrorism (like all terrorism) is a concern not only of law enforcement, but also
of the military and intelligence community. However, the military is concerned
with capabilities, which might be a valid focus in the case of countering WMD
terrorism. Unfortunately, there is no current national counter-terrorism strategy
that recognizes terrorism as a diffuse, adaptable, networked phenomenon that
requires a networked response.

Commentary
e 1.  FARC (Colombia) — the Revolutionary Armed
Forces of Colombia, the country’s largest guerrilla group.
Being one of the insurgent groups the Colombian
Revolutionary Armed Forces committed terrorist acts in an
effort to destabilize and overthrow the country’s government.

2. PFLP — GC (Palestine) — the Popular Front for the Liberation of
Palestine — General Command, organization providing an institutional
framework associated with the Palestine Liberation Organization. This
organization is notable for its terrorist activities. It was established in 1967 in an
amalgamation of three different Palestinian terrorist groups by Georges Habash.

The PFLP suffered from conflicts between its several factions, though all were
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engaged in terrorist activities. The PFLP rejected political compromise with
Israel and was pledged to the elimination of that state. The PFLP carried out or
organized many notorious terrorist actions against Israel, most notably the
hijacking and destruction of many Israeli commercial airlines in the late 1960-s
and ‘70s.

I.Fill in the gaps in the following sentences
1. The most pivotal security challenges the

world community has ever been concerned about are

2. The four security challenges are thought to

converge into in order to :

3. Terrorist groups and criminal ones are
differentin ___and
4.  The interaction of terrorist groups with transnational organized
crime syndicates contributesto _and
5. Cooperating with terrorist groups transnational organized crime
syndicates pursue such purposesas ___ and

6. Terrorist groups conduct __ operations in order overthrow |,

whereas transnational crime syndicates gain ___ througha .

7. The two implications for counter-terrorism strategy are _ and
8. If crime syndicates and terrorist groups evolve organizationally, it
would lead to ___, because .

9.  The tendency of increasing lethality of terrorist attacks causes
which, in its turn, contributesto .

10. Mainly the FBI and other law enforcement are focused on __ or
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I1.Answer the following questions

1. What significant changes has the ANSWERS >

—QUESTIONS

world community gone through for the recent 10

years?

2. Have the four security issues caused any influence on the global
changes?

3. What phenomena are believed to converge into a global Hydra?

4.  Terrorist organizations aim to challenge countries at the economic
and social levels, don’t they?

5. Is there any difference between a terrorist group and a transnational
crime syndicate?

6.  What kind of transnational organized crime syndicates do terrorist
groups interact with?

7. What aims do these groups gain from this interaction?

8.  What makes crime syndicates beneficial to terrorist groups?

9. The cooperation of crime syndicates and terrorist groups is based on
mutually advantageous terms, isn’t it? What are these terms?

10. How can you prove that terrorist groups differ from criminal ones?

11. How do terrorist groups achieve an overthrow of the status quo?

12. What do criminal groups derive their power through?

13.  Inwhat ways do criminal and terrorist groups cooperate?

14.  Why is it necessary to re-think counter-terrorism strategy?

15.  What is the focus of counter-terrorism strategy, implemented by the
FBI and other law-enforcement structures?

16.  Why is it necessary to create a national counter-terrorism strategy?

17.  What guerilla group is mentioned in the text? How can you
characterize it?

18. What does PFLP-GC stand for? What is it notorious for?
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TRANSLATIONS I1l.  Translate the following Ilexical
Gg% units from the text from Russian into
7' s English, make up the examples of your

own with these units

TpaHCHaHHOHaJII)HaH OpraHn3oBaHHaA IIPCCTYITHOCTD, MC)KI[YHB.pOI[HBIﬁ
HapKoTpapuK; pacIpoCTpaHEHHUE HAPKOTUKOB M OPYXKHUSA; HHPPACTPYKTYPHI IO
IICPCBO3KEC I'Py30B u TOBApPOB, KOHTP-TCPPOPUCTUICCKAA CTpaTCruid;
HGpGCMOTpCTB/HCpCOCMBICJII/ITB CTpAaTCrun IIPOHUKHOBCHUA MU INNIAHHUPOBAHUA,
HpOBOI[I/ITB TeppOpI/ICTI/I‘-IGCKI/Ie KaMIIaHWH, I[O6I/ITBCSI I[I/ICerI[I/ITaLII/II/I CTaTyca
KBO, HpH06peTaTL BJIACTb 3a CUCT CIACPKUBAHUA HOBHHHP'I; YBCIIMYHNUTD
JICTAJIBHOCTH TCPPOPHUCTUICCKHUX aTak, Pa3BCAbIBATCIILHOC COO6H_I€CTBO;
pacnpocTpaHsieMoe, MPUCIOcadIuBAEMOE CETEBOE SBJICHUE; JECTA0OUIN3UPOBATh

H PAa3pYyHINUTL, O6CIH&TB; YHHUYTOKCHHUC IOCYydapCTBa.

IV. Look through the text and find the words and
word-phrases, that mean the following,
make up the questions with them

T ? 1. To take advantage of
T radical/total changes
2.  Toturninto
3. A group of gangs aimed at drug trafficking
4, A member of an unofficial military group,

especially one fighting to remove a government from

power, that attacks its enemies in small groups
unexpectedly
5. To make smb frightened enough to do what you want them to do

6.  Todevelop or cause to develop gradually
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7. Arebel group
8. A merger
9.  To perpetrate/ to orchestrate/to conduct terrorist attacks

10. A group of people forming a minority within a larger body

IV. Define the following notions,
illustrate their meaning in the examples of
your own

1. bankrobbery

Define the
following
notions

2. hijacking

3. lawenforcement

notorious

organized crime syndicates

4
5

6. robust
7 smuggling

8 the beneficiary
9 the perpetrator

10. to coerce

11. kidnapping

V. Translate the following

sentences from English into Russian.

Pay particular attention to the
RUSSIAN) underlined words and  word

combinations.
1. Since the end of the Cold War, the US national security

community has been concerned about, among other things, four particular

security issues...
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2. There is even speculation these phenomena will eventually

converge organizationally into a global Hydra...

3. However, there may be connections of efficacy that have a

profound evolutionary effect on the way both terrorist groups and other criminal
syndicates organize to do business.

4, Such an evolution holds implications for governments constructing

strategies to counter these phenomena.
5. Peruvian Shining Path and Colombian FARC guerrillas have

provided mercenary security support for narcotics production and trafficking

lines in South America...
6. Furthermore, this interaction offers smuggling routes long
established and tested by crime syndicates for drug and arms running,

potentially providing terrorists with logistical infrastructure to clandestinely

move people, arms and material.

7. In return, organized crime syndicates can exploit terrorist
campaigns, for the power vacuum present in regional instability, as a
paramilitary wing of the syndicate...

8. Such a trend would find a welcome home in many former Soviet

republics...
9. However, criminal syndicates do work for money, and there is no

clear reason, given the right price, that such syndicates would not lend their

logistical communications, and transportation infrastructures to support terrorist
operations.

10. The FBI and other law enforcement currently orient counter-

terrorism strategy with a focus on the perpetrator or terrorist group.

11. Unfortunately, there is no current national counter-terrorism

strategy that balances focus between group and capability, or that recognizes

terrorism as a diffuse, adaptable, networked phenomenon that requires a

networked response.
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VI. Compare society [U; C] and community [C].

The community is a general expression for the people as a whole in a
particular village, town, city or area: Keep the streets clean for the good of the
community.

Society is a more general word for people considered in relation to each
other, perhaps in one country, or even in many countries: He is a danger to

society, and ought to be locked up.

VII. Translate the following

word combinations from English

. into Russian
RUsSsIAN __J

The problems of modern
society, to polarize/ unite a society, advanced society, affluent society,
pluralistic society, society page, mutual-aid/ friendly society, learned society,
humane society, community development, community work, community
leaders, community center, community college, community life, community
theatre, community care, governmental community, the Jewish community, the
interests of the community, financial/ business community, community of

interests, community of criminal purpose.

. /111, Fill in the gaps using appropriate words
. Taliban success has depended on two things. They
k 4\///; appear to have an unending supply of enthusiastic Afghan
recruits from the madrassas (religious schools) in the refuge
of Pakistan. They also get money, fuel, weapons and training
from Pakistan.

2. Britain now is a multi-racial
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3. Drug abuse is one of the problems confronting modern Western

4, Such attitudes are not going unnoticed, both in the Western news
media and especially by the large and influential Greek-American ___ in the
U.S.

5. Terrorist organizations receive direct and indirect assistance from
different states, enlist support from different ethnic___, and secure financial help
throughout the world.

6. He was respected around the Gettysburg region, where he had
bought his farm, but he was never a member of the .

7. ___ hasaright to expect people to obey the law.

8. Such behavior is unacceptable in a civilized .

Q. Mr. Adams and his deputy, Martin McGuinnes, need to reach
across ___lines to make the peace agreements work, including at times, pushing
their own constituencies to satisfy the demands of the other side.

10. During the Norman period London appears to have been a
collection of small ___, manors, parishes, church-sokens, and guilds.

11. Opinions in America’s intelligence @ are also divided, but a
recent ClA-sponsored national intelligence assessment again predicted that
before 2015, Iran, along with North Korea, could have missiles capable of
hitting the USA.

12.  Many of the Scots had a bit of capital and rose easily through
American ___ (and joined the Republican Party).

13.  The U.S. delegation includes some combination of representatives
from the intelligence and law enforcement __s.

14.  The definition of terrorism will be the basis and the operational tool

for expanding the international ’s ability to combat terrorism.
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Supplementary Reading
l. AL QAIDA

Description
1. Founder of Al Qaida, UsamaBIn Laden, deceased May 2011./
Al Qaida serves as the strategic hub and driver for the global Islamist

terrorist movement. In addition to its own members, Al Qaida's network
includes groups operating in many countries throughout the world.
Ayman Al-Zawahiri took over after its historic leader Usama Bin Laden

was killed in an American raid in Abbottabad, Pakistan.
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1998: Bombings of two American embassies in Kenya and Tanzania: 243
dead and nearly 4,500 injured.

2000: Bombing of the US Navy destroyer USS Cole in Yemen, killing 17
crew members and injuring 39.

2001: Attacks on the World Trade Center
in New York and the Pentagon near Washington
DC on September 11: 2,973 killed.

2004: Train bombings in suburban

Y Madrid: close to 200 persons killed and 1,400
injured.
2009: Foiled plot to bomb the New York subway system

2. AL QAIDA IN THE ARABIAN PENINSULA (AQAP)
Description
1. Anwar Al-Awlaki, a radical Yemeni-American cleric/

2. Militants from Al Qaida in the Arabian Peninsula

Al Qaida in the Arabian Peninsula (AQAP) is a Yemen-based affiliate of
Al Qaida's (AQ) network. Its former leader Nasir Al- Wuhayshi was killed in

June 2015 by an American drone.

Objectives

Cleanse the Arabian Peninsula of foreign
influence — particularly Western military personnel
and civilian contractors — and establish a single
Islamic caliphate in place of the existing regimes in

Yemen and Saudi Arabia.
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Targets
American and Western interests in the Arabian Peninsula.
Also known as
Ansar al-Shari'a (AAS), Al Qaida of Jihad Organization in the Arabian
Peninsula, TanzimQa'idat al-Jihad fi Jazirat al-Arab, Al-Qaida Organization in
the Arabian Peninsula (AQAP), Al- Qaida in the South Arabian Peninsula and
Al-Qaida in Yemen (AQY)

Prominent attacks

AQAP's most prominent attacks have been suicide bombings; however,
the group has also engaged in guerrilla-style raids on military and police targets.

December 25, 2009: AQAP was responsible for a failed attempt to
detonate an explosive concealed by a Nigerien associate aboard a Northwest
Airlines flight as the plane prepared to land in Detroit.

January 2015: Said and ChérifKouachi stormed the offices of Charlie
Hebdo, a French satyrical newspaper, killing 12 people. It is believed that Said
had received training in Yemen. The two brothers claimed they were acting in
the name of AQAP.

Anwar Al-Awlaki, an American ideologist of yemeni origin linked to
AQAP, has played an important role with the group. Being an extremely popular
figure, he helped publicize AQAP's magazine, Inspire. This publication is used
to spread the group's ideology and to provide tactical advice about weapons
training and bomb-making. It is also a way for AQAP to claim attacks or
congratulate those responsible for them, for instance the Boston Marathon

bombing in 2013 09: Foiled plot to bomb the New York subway system
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3. ISLAMIC STATE (1S)

Flag of the Islamic State

Description

The Islamic State was created in 2006 when Al Qaida in Irag formed the
Mujahideen Consultative Council (majlis Al-
Choura) in lIraq. In October 2006, the Council
proclaimed the "Islamic State in Irag™ (ISI). In April

2013, ISI became the "Islamic State in Iraq and the
Levant" (ISIL) or Islamic State of Iraq and al-Sham
(ISIS/Daesh), and finally became the Islamic State (IS) in June 2014. IS is a
Sunni group active mainly in Syria and Iragq.

Objectives

Establish a Caliphate, overthrow the governments in Iraq andSyria, and
establish an Islamic state based on the Sharia(lslamic law).

Targets

Syria and Irag military forces, the coalition forces, civilian

Muslims (Shias and Sunnis), Christians and

other minority religious groups.
Also known as

Islamic State in lIraq and the Levant, ISIL,

Islamic State of Iraq and Syria, Islamic State of Irag
and al-Sham, ISIS, Al-Dawla Al-Islamiya fi al-Irag wa al-Sham, Al Qaida in
Irag, al-Qaida in Iraq, Al-Qaeda in Irag, Al Qaeda in Irag, AQI, AQI-Zargawi,
al- Tawhid, al-Tawhid and al-Jihad, Kateab al-Tawhid, Brigades of Tawhid,
Monotheism and Jihad Group, Al Qaida of the Jihad in the Land of the Two
Rivers, Al-Qaida of Jihad in the Land of the Two Rivers, Al-Qaeda in the Land
of the Two Rivers, Al-Qaida in the Land of the Two Rivers, Al-Qaida of Jihad
Organization in the Land of the Two Rivers, Al-Qaida Group of Jihad in Iraq,
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Al-Qa'ida of Jihad in Irag, Al-Qaida Group of Jihad in the Land of the Two
Rivers, The Organization of Jihad's Base in the Country of the Two Rivers, The
Organization of al-Jihad's Base of Operations in the Land of the Two Rivers,
The Organization of al-Jihad's Base of Operations in Iraq, The Organization of
al-Jihad's Base in Irag, The Organization of al-Jihad's Base in the Land of the
Two Rivers, The Organization Base of Jihad/ Country of the Two Rivers, The
Organization Base of Jihad/

Mesopotamia, Al-Qaida in Mesopotamia, TanzimQa'idat Al-Jihad fi Bilad
al-Rafidayn, Tanzim al-Qaeda al-Jihad fi Bilad al-Rafidain, TanzeemQa'idat al
Jihad/Bilad al Raafidaini, Jama'at Al-TawhidWa'al- Jihad, JTJ, Islamic State of
Iraq, Islamic State in Irag, ISI, Mujahidin Shura Council, Unity and Holy
Struggle, Unity and Holy War, Unity and Jihad Group, al-Zargawi Network,
Daesh, Daech

Prominent attacks

The Islamic State’'s most prominent attacks have been suicide vehicle-
borne improvised explosive devices, improvised explosive devices, armed
attacks, hostage takings, beheadings and executions of prisoners by burning or
shooting.

August 19, 2014: The Islamic State released a video entitled A Messageto
America showing the assassination of journalist James Foley.

September 2, 2014: Release of a video showing the beheading of

American journalist Steven Sotloff.

4. BOKO HARAM
Description
Boko Haram is a Salafist jihadist group

operating in northern Nigeria. The group

desires a political system in Nigeria modeled

after how the Taliban ruled in Afghanistan.
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Boko Haram is suspected of recruiting and
training child soldiers. The name “Boko
Haram” means “Western education is sin”. In
March 2015, the group pledged allegiance to
the Islamic State and changed its name to
Wilayat Al-Sudan Al-Gharbi (West Africa

province).

NIGERIA

Objectives
CAMEROON

p Overthrow the Nigerien government and
implement an Islamic state in northern Nigeria.

Targets

Christian civilians, the Nigerien government, police forces, tourists, the

media and schools

Also known as

Jama'atuAhlisSunnaLidda'awatiWal-Jihad (People of the Tradition

of the Prophet for Preaching and Striving/Group Committed to
Propagating the Prophet's Teachings and Jihad)

Prominent attacks

The group's operations include assassinations of political and religious
officials, small arms attacks, improvised explosive devices and suicide
bombings.

From 2010 to 2012: Boko Haram carried out more than 300 attacks,
which killed 1,000 people.

August 2011: Suicide bomb attack against the United Nations compound
in Abuja, Nigeria, killing 23 and injuring more than 80 people.

September 29, 2013: Attack at the College of Agriculture in Gujba: 40
students killed.

February 16, 2014: lIzghe, Nigeria massacre: 106 villagers killed.
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April 15, 2014: More than 200 students kidnapped from a girls’ school in
Chibok, in northeast Nigeria.

5. AL SHABAAB

Description

Al Shabaab is an organized but shifting Islamist group. It is currently the
strongest, best organized, financed and armed military group in Somalia,
controlling the largest stretch of territory in southern Somalia. The group is

believed to be closely linked with Al Qaida.

Objectives

Implement Sharia law in Somalia, wage war against the enemies of Islam

= Jand remove all foreign forces and Western
influence from Somalia.
Targets

The Somali government and its allies,

including Kenya.

Also known as

HarakatShabaab al Mujahidin, al Shabab, Shabaab, the Youth,

Mujahidin al Shabaab Movement, Mujahideen Youth Movement, MYM,
Mujahidin Youth, HizbulShabaab, Hisb'ulShabaab, al-Shabaab al-Islamiya,
Youth Wing, al Shabaab al- Islaam, al-Shabaab al-Jihad, the Unity of Islamic
Youth, the Popular Resistance Movement in the Land of the Two Migrations

Prominent attacks

Al Shabaab has carried out suicide bombings and attacks using land mines
and remote-controlled roadside bombs, as well as targeted assassinations against
Ethiopian and Somali security forces, other government officials, journalists and
civil society leaders. It has also carried out suicide bombings in Uganda in

retaliation for the presence of Ugandan peacekeeping forces in Somalia. Since
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2007, the group has committed nearly 550 acts of terrorism, killing 1,600 and
injuring 2,100.

July 11, 2010: Attacks in Kampala (Uganda) during the soccer World
Cup final, killing at least 74.

October 1st, 2011: A 66 year old disabled French woman was kidnapped
by an armed gang, at her home on Manda Island, situated off the coast of Kenya.
She died while in custody.

October 4, 2011: A suicide bomber drived a truck carrying explosives
into a government ministry in Mogadishu, Somalia, killing more than 70 people,
including many students.

October 24, 2011: A grenade exploded in a Nairobi, Kenya, dance club,
injuring 14 people.

April 14, 2013: Armed Al Shabaab militants carrying explosives attack
Mogadishu’s main Supreme Court. The suicide bombing resulted in 29 civilians
Killed and 58 injured. It is believed that a Canadian took part in this attack.

September 21, 2013: Al Shabaab militants claim responsibility for an
armed attack at the Westgate shopping mall in Nairobi, resulting in the deaths of
at least 68 civilians.

November 22, 2014: Execution of 28 non-Muslims out of 60 passengers
in a bus in Kenya.

April 2, 2015: Attack in a university in Kenya, killing 147 people.

Fight against the financing of terrorism
Countering the financing of terrorism is a core component of EU’s
strategy in the fight against terrorism. As terrorists and their supporters
constantly modify their ways to collect, move and gain access to funds, the EU

needs to adapt its instruments and measures to deny them resources.
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Background
2020: Counter-Terrorism Agenda

The agenda sets out specific measures to support financial investigators,
proposing the establishment of a network of counter-terrorism financial
investigators. The Commission intends to propose legislation to facilitate law
enforcement access to interconnected bank registers in full compliance with

fundamental rights on privacy and data protection.

Policy timeline
. 20 June 2019: Directive facilitating the use of financial and
other information for the prevention, detection, investigation or prosecution
of certain criminal offences
Rules to strengthen the capacity of law enforcement authorities to fight terrorism

by improving their access to financial information.

. 17 April 2019: Regulation on the introduction and the import of
cultural goods
A new Regulation introducing conditions and procedures for the import of

cultural goods into the customs territory of the EU aims to detect and prevent

illicit trade.
. 14 November 2018: Regulation on the mutual recognition of
freezing orders and confiscation orders

The EU countries mutually recognise the freezing and confiscation orders.

. 23 October 2018: Regulation on controls on cash entering or
leaving the EU
The regulation introduces controls on cash entering or leaving the EU, with
reinforced safeguards against illicit cash movements.

. 19 June 2018: Amendments to the 4th anti-money laundering

Directive


https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A52020DC0795
https://eur-lex.europa.eu/eli/dir/2019/1153/oj
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32019R0880
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32019R0880
https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=CELEX:32018R1805
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32018R1672
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32018L0843
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32015L0849
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32015L0849
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Sets out a series of measures to better counter the financing of terrorism and to
ensure increased transparency of financial transactions.

. 15 March 2017: Directive on Combatting  Terrorism

Provides for a comprehensive definition of the terrorism financing offence.
. 20 May 2015: Anti-Money Laundering Directive

The EU has developed a comprehensive range of measures to combat terrorist

financing, including an Anti-Money Laundering Directive and.

Cooperation to counter terrorist financing

Financial Intelligence Units (FIUs) play a key role in the fight against
money laundering and terrorist financing. They are usually placed within law
enforcement agencies or administrative bodies reporting to Ministries of Finance
in EU Member States.

FIUs are independent and autonomous units responsible for receiving,
requesting, analysing and disseminating information to competent authorities on
potential money laundering or terrorist financing activities.

Reports on suspicious transactions

Several entities and persons fall under counter financing of terrorism
reporting requirements, such as banks, financial institutions, notaries or casinos.
They must file a suspicious transaction report without delay to their national
FIU when they know or suspect that terrorist financing is being or has been
committed or attempted. The reports are then transmitted to competent
authorities, including law enforcement agencies and foreign FIUs. On the basis
of these reports, criminal investigations might be launched.

EU Financial Intelligence Unit’s Platform

The Commission facilitates cooperation between Financial Intelligence
Units (FIUs) through the EU Financial Intelligence Units’ Platform, an

informal expert group that provides advice and expertise, and supports FIU.net,


https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32017L0541
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A02015L0849-20180709
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A02015L0849-20180709
https://www.europol.europa.eu/about-europol/financial-intelligence-units-fiu-net
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the decentralised computer network enabling the exchange of information and
cooperation between the FIUs.

Cooperation on global level

The Commission is a member of the international standard setting body
for combatting the financing of terrorism, Financial Action Task Force
(FEATE), and actively contributes to its work as well as to the implementation of
the FATF Recommendations in the EU.

The Commission is also an observer in the Council of the:

Moneyval - Europe’s Committee of Experts on the Evaluation of
Anti-Money Laundering Measures and the Financing of Terrorism

Egmont Group, a united body of 166 Financial Intelligence Units
(FIUs)

EU-US Terrorist Finance Tracking Programme (TFTP) Agreement

The EU signed an agreement with the US allowing for the transfer of
financial messaging data from the EU to the US for the purpose of the Terrorist
Finance Tracking programme (TFTP). The agreement took effect on 1
August 2020.

The US Treasury Department set up TFTP shortly after the terrorist
attacks of 11 September 2001. Since then, the TFTP has generated significant
intelligence that has been beneficial for both the US and the EU in the fight
against terrorism.

Link to the EU-US TFTP Agreement

Agreement safeguards and respect of fundamental rights

The agreement between the EU and the US includes appropriate
safeguards to accommodate legitimate concerns about security, privacy and
respect of fundamental rights.

More specifically, the agreement:

safeguards data protection rights relating to transparency, rights

regarding access, rectification and deletion of inaccurate data


https://www.fatf-gafi.org/
https://www.coe.int/en/web/moneyval
https://egmontgroup.org/en
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2010.195.01.0003.01.ENG&toc=OJ:L:2010:195:TOC#L_2010195EN.01000501
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. guarantees non-discriminatory rights of administrative redress and
ensures that any person, whose data are processed under the agreement, has the
right to seek redress in front of US judiciary for any adverse administrative
action

. acknowledges the principle of proportionality as a guiding principle
for its application

Data monitoring

Under the agreement, Europol assesses whether the request for
data is necessary for the fight against terrorism and its financing. Europol also
verifies that each request is tailored as narrowly as possible to minimise the
amount of data requested. If a request for data does not meet these conditions,
no data can be transferred.

All searches performed on the provided data are monitored by
independent overseers, including persons appointed by the Commission. In
accordance with the provisions of the agreement, they have the possibility

. to review, in real time and retroactively all searches performed on
the provided data

. to request additional information for justifying the link of these
searches to terrorism and the authority to block any or all searches that appear to

be in breach of the safeguards laid down in the agreement.

Anti-money laundering and counter terrorist financing | European
Commission

combat money laundering and the financing of terrorism are designed to

prevent the financial market from being misused for these purposes.

The European Commission carries out risk assessments in order to
identify and respond to risks affecting the EU internal market. It promotes the

adoption of global solutions to respond to these threats at international level.
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The European Union adopted robust legislation to fight against money
laundering and terrorist financing which contributes to those international
efforts. The Commission ensures effective application of this legislation by
reviewing transposition of EU acquis and working with networks of competent
authorities.

Latest developments

On 24 July 2019, the European Commission adopted a Communication

entitled "Towards better implementation of the EU's anti-money laundering and

countering the financing of terrorism framework" accompanied by four reports.

On 7 May 2020, the European Commission adopted an action plan for a

comprehensive Union policy on preventing money laundering and terrorism

financing built on six pillars. To gather the views of citizens and stakeholder on

these measures, the Commission launched a public consultation in parallel to the

adoption of this action plan. Feedback is welcome until 26 August 2020.
On 16 September 2020, the European Commission adopted a report

assessing whether Member States have duly identified and made subject to the

obligations of Directive (EU) 2015/849 all trusts and similar legal arrangements

governed under their laws. Directive (EU) 2015/849 (the 5" anti-money

laundering Directive) indeed extended to trusts and similar legal arrangements
the transparency rules and obligations applicable to legal entities, requiring
Member States to identify and notify trusts or trust-like arrangements governed

under their legal framework.

EU context

EU legal framework on anti-money laundering and counter terrorist
financing

It is essential that gatekeepers (banks and other obliged entities) apply
measures to prevent money laundering and terrorist financing. Traceability of

financial information has an important deterrent effect. The European Union


https://ec.europa.eu/info/publications/190724-anti-money-laundering-terrorism-financing-communication_en
https://ec.europa.eu/info/publications/190724-anti-money-laundering-terrorism-financing-communication_en
https://ec.europa.eu/info/publications/190724-anti-money-laundering-terrorism-financing-communication_en
https://ec.europa.eu/info/publications/200507-anti-money-laundering-terrorism-financing-action-plan_en
https://ec.europa.eu/info/publications/200507-anti-money-laundering-terrorism-financing-action-plan_en
https://ec.europa.eu/info/publications/200507-anti-money-laundering-terrorism-financing-action-plan_en
https://ec.europa.eu/info/publications/finance-consultations-2020-anti-money-laundering-action-plan_en
https://ec.europa.eu/info/publications/finance-consultations-2020-anti-money-laundering-action-plan_en
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0560
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0560
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0560
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0560
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adopted the first anti-money laundering Directive in 1990 in order to prevent the
misuse of the financial system for the purpose of money laundering. It provides
that obliged entities shall apply customer due diligence requirements when
entering into a business relationship (i.e. identify and verify the identity of
clients, monitor transactions and report suspicious transactions). This legislation
has been constantly revised in order to mitigate risks relating to money

laundering and terrorist financing.

2015 modernised regulatory framework
In 2015, the EU adopted a modernised regulatory framework
encompassing

. Directive (EU) 2015/849 on preventing the use of the financial

system for money laundering or terrorist financing (4" anti-money laundering

Directive);

. Requlation (EU) 2015/847 on information on the payer

accompanying transfers of funds— makes fund transfers more transparent,

thereby helping law enforcement authorities to track down terrorists and
criminals.

Both instruments take into account the 2012 recommendations of the

Financial Action Task Force (FATF), and go further on a number of issues to

promote the highest standards for anti-money laundering and to counter

terrorism financing.

5" anti-money laundering Directive

On 19 June 2018 the 5" anti-money laundering Directive (Directive (EU)
2018/843), which amended the 4" anti-money laundering Directive, was
published in the Official Journal of the European Union. The Member States had

to transpose this Directive by 10 January 2020.


https://ec.europa.eu/info/law/anti-money-laundering-amld-iv-directive-eu-2015-849_en
https://ec.europa.eu/info/law/anti-money-laundering-amld-iv-directive-eu-2015-849_en
http://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32015R0847
http://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32015R0847
https://ec.europa.eu/commission/presscorner/detail/en/MEMO_12_246
https://ec.europa.eu/commission/presscorner/detail/en/MEMO_12_246
https://ec.europa.eu/info/law/anti-money-laundering-amld-v-directive-eu-2018-843_en
https://ec.europa.eu/info/law/anti-money-laundering-amld-v-directive-eu-2018-843_en
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These amendments introduced substantial improvement to better equip the
Union to prevent the financial system from being used for money laundering and
for funding terrorist activities.

These amendments were introduced to

. enhance transparency by setting up publicly available registers for
companies, trusts and other legal arrangements;

. enhance the powers of EU Financial Intelligence Units, and provide
them with access to broad information for the carrying out of their tasks;

. limit the anonymity related to virtual currencies and wallet
providers, but also for pre-paid cards;

. broaden the criteria for the assessment of high-risk third countries
and improve the safeguards for financial transactions to and from such
countries;

. set up central bank account registries or retrieval systems in all
Member States;

. improve the cooperation and enhance of information between anti-
money laundering supervisors between them and between them and prudential

supervisors and the European Central Bank.

Risk assessment

On 26 June 2017 the Commission published its first Supranational Risk
Assessment Report as required by the 4" anti-money laundering Directive. The

Commission assessed the vulnerability of financial products and services to risks
of money laundering and terrorist financing. This risk analysis is conceived as a
key tool to identify, analyse and address money laundering and terrorist
financing risks in the EU. It aims at providing a comprehensive mapping of risks
on all relevant areas, as well as recommendations to Member States, European

Supervisory Authorities and obliged entities to mitigate these risks. This risk


https://ec.europa.eu/newsroom/document.cfm?doc_id=45653
https://ec.europa.eu/newsroom/document.cfm?doc_id=45653
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analysis support Member States and obliged entities when carrying out their
respective risk assessments. On 24 July 2019, the Commission published its

second supranational risk assessment report

EU list on high risk third countries

Based on Directive (EU) 2015/849, Article 9, the Commission is
mandated to identify high-risk third countries having strategic deficiencies in
their regime on anti-money laundering and counter terrorist financing. The aim
IS to protect the integrity of the EU financial system.

One of the pillars of the European Union's legislation to combat money
laundering and terrorist financing is Directive (EU) 2015/849. According to this
Directive, banks and other gatekeepers are required to apply enhanced vigilance
in business relationships and transactions involving high-risk third countries.
The types of enhanced vigilance requirements are basically extra checks and

control measures which are defined in article 18a of the Directive.

Further information:
EU Policy on High-Risk Third Countries

Enhancing access to financial information by law enforcement

Terrorists and criminals have demonstrated their ability to transfer funds
quickly between different banks, often in different countries, but lack of timely
access to financial information means that many investigations come to a dead
end. There is therefore a clear need to enhance cooperation between authorities
responsible for combating terrorism and serious crime when financial
information is a key part of an investigation.

Directive (EU) 2019/1153 enhances the use of financial information by

giving law-enforcement authorities direct access to information about the
identity of bank-account holders contained in national centralised registries. In

addition, it gives law enforcement the possibility to access certain information


https://ec.europa.eu/info/business-economy-euro/banking-and-finance/financial-supervision-and-risk-management/anti-money-laundering-and-counter-terrorist-financing/eu-policy-high-risk-third-countries_en
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32019L1153
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from national Financial Intelligence Units (FIUs) — including data on financial
transactions — and also improves the information exchange between FIUs as
well as their access to law enforcement information necessary for the
performance of their tasks. These measures will speed up criminal investigations
and enable authorities to combat cross-border crime more effectively.

Proposal - laying down rules facilitating the use of financial and other

information for the prevention, detection, investigation or prosecution of certain

criminal offences and repealing Council Decision 2000/642/JHA

Impact assessment - laying down rules facilitating the use of financial and

other information for the prevention, detection, investigation or prosecution of

certain criminal offences and repealing Council Decision 2000/642/JHA

Executive summary of the impact assessment - laying down rules

facilitating the use of financial and other information for the prevention,

detection, investigation or prosecution of certain criminal offences and repealing
Council Decision 2000/642/JHA

. A Staff Working Document on improving cooperation between

EU Financial Intelligence Units was published on 26 June 2017. It summarises

the results of a 2016 mapping exercise that was carried out by the Financial
Intelligence Units under the FIU Platform that identifies obstacles to the access,
exchange and use of information as well as obstacles to the operational
cooperation between FIUs.

. Staff Working Document on Compliance by cross border

banking groups at group level

Supervision and regulatory technical standards
The Commission’s services work closely with the European Supervisory
Authorities in the implementation of the AML/CFT rules. The joint committee

of the European Supervisory Authorities on AML/CFT issues guidelines and


https://ec.europa.eu/info/files/proposal-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/proposal-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/proposal-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/impact-assessment-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/impact-assessment-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/impact-assessment-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/executive-summary-impact-assessment-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/executive-summary-impact-assessment-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/executive-summary-impact-assessment-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/info/files/executive-summary-impact-assessment-laying-down-rules-facilitating-use-financial-and-other-information-prevention-detection-investigation-or-prosecution-certain-criminal-offences-and-repealing-council-decision-2000-642-jha_en
https://ec.europa.eu/newsroom/document.cfm?doc_id=45318
https://ec.europa.eu/newsroom/document.cfm?doc_id=45318
http://register.consilium.europa.eu/doc/srv?l=EN&f=ST%2015288%202011%20INIT
http://register.consilium.europa.eu/doc/srv?l=EN&f=ST%2015288%202011%20INIT
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opinions to help national competent authorities to understand the regulatory
expectations.

Anti-Money Laundering - Objectives and Tasks

As part of its legal obligation stemming from the 4th anti-money
laundering Directive the Commission adopted Delegated Regulations in relation
to the following regulatory technical standards that have been developed by the
European Supervisory Authorities (ESAS)

. Requlatory technical standards for the minimum action and the type

of additional measures credit and financial institutions must take to mitigate

money laundering and terrorist financing risk in certain third countries

. Requlatory technical standards on the criteria for the appointment

of central contact points for electronic money issuers and payment service

providers and with rules on their functions

The European Commission adopted on 8 November 2018 an opinion, in
exercise of its powers under the EBA Regulation, requiring the Maltese anti-
money laundering supervisor (Financial Intelligence Analysis Unit) to continue
taking additional measures to fully comply with its obligations under the fourth
anti-money laundering Directive.

Communication on strengthening the Union framework for prudential and

anti-money laundering supervision

Adoption of targeted changes to the three Requlations establishing the

Supervisory Authorities

The European Commission adopted on 24 July 2019 areport which

assesses recent alleged money laundering cases involving EU credit institutions.

EU-wide cooperation

An Expert Group on Money Laundering and Terrorist Financing meets

regularly to share views and help the Commission define policy and draft new

legislation.


https://esas-joint-committee.europa.eu/Pages/Activities/Anti-Money-Laundering-Objectives-and-Tasks.aspx
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32019R0758
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32019R0758
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32019R0758
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32018R1108
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32018R1108
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32018R1108
https://ec.europa.eu/commission/sites/beta-political/files/soteu2018-anti-money-laundering-communication-645_en.pdf
https://ec.europa.eu/commission/sites/beta-political/files/soteu2018-anti-money-laundering-communication-645_en.pdf
https://ec.europa.eu/commission/sites/beta-political/files/soteu2018-supervisory-authorities-regulation-646_en.pdf
https://ec.europa.eu/commission/sites/beta-political/files/soteu2018-supervisory-authorities-regulation-646_en.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52019DC0373
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52019DC0373
http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetail&groupID=2914&Lang=EN
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. A Committee on the Prevention of Money Laundering and Terrorist

Financing may also be convened to give its opinion on implementing measures
put forward by the Commission.
. The European Commission also organises meetings of an Expert

group (the EU FIU's Platform) that brings Financial Intelligence Units together

in order to facilitate cooperation among national FIUs and to provide advice and
expertise to the Commission.

. The European Commission organises meetings of an Expert Group

on elD and remote Know-Your-Customer (KYC) processes that brings public

and private experts together to explore issues relating to electronic identification

and remote KYC processes to provide advice and expertise to the Commission.

International context

. FATF
The Commission is a member of the Financial Action Task Force (FATF), the
main international body concerned with combating money laundering, the
financing of terrorism and other threats to the integrity of the international
financial system.

. MONEYVAL

The Commission is an observer in Moneyval — the Council of Europe body

assessing compliance with AML/CFT standards.

. EGMONT
The Commission is an observer at the Egmont Group of Financial Intelligence
Units, that provides an international platform for the secure exchange of
expertise and financial intelligence between FIUs to combat money laundering

and terrorist financing.


http://ec.europa.eu/transparency/regcomitology/index.cfm?do=List.list
http://ec.europa.eu/transparency/regcomitology/index.cfm?do=List.list
http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetail&groupID=3251&NewSearch=1&NewSearch=1
http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetail&groupID=3251&NewSearch=1&NewSearch=1
http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetail&groupID=3571&NewSearch=1&NewSearch=1
http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetail&groupID=3571&NewSearch=1&NewSearch=1
http://www.fatf-gafi.org/home/
https://www.coe.int/en/web/moneyval
https://egmontgroup.org/en
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ESSAY WRITING: ANNOTATION

Summarizing English Scientific Literature

A3bik annomayuu

K aHHOTamusiM Kak Ha pPYCCKOM, TaK M Ha aHIVIMMCKOM S3bIKE
OPEIBbSABISAIOTCS ClIEAYIONNE TPeOOBAHUS:

1. JIakOHMYHOCTH $3bIKA, T.€. HMCIOJIB30BAHHE ITPOCTBIX MNPEIIIOKEHUN
(rmarossl ynoTpeOJsitoTCsl BCerja B HACTOSIIIEM BPEMEHHU B JI€MCTBUTEIBHOM
WIM CTPaJaTENbHOM 3asiore. MoaalibHbIE TJ1aroJibl, Kak MPaBUII0, OTCYTCTBYIOT).

2. Crporas JIoru4eckasi CTpyKTypa aHHOTALUH.

3. O0s3aTenbHOE BBEACHUE B TEKCT AHHOTAIIMU OE3TUYHBIX KOHCTPYKITHI
U OTJAENBHBIX cJoB, HampuMmep: «Coobmaercs...», «IlogpodHO onmuckIBaeTcs»,
«Kpatko paccmarpuBaercs...», «M3naratored. ..», «kKomMmeHnTupyrores...» u ap.,
C IOMOUIBIO KOTOPBIX MPOUCXOIUT BBEJICHUE W ONHMCAHKME TEKCTa OpPUTHHAA.

4. HenonyiieHue MOBTOPEHUM B 3arJIaBUM U TEKCTE AaHHOTALIUU.

5. Tounocte B mepemaye 3aryiaBus ~ OpPUTHMHANA,  OTIEIIBHBIX

(bOpMYITHPOBOK U OTIPEICTICHUH.
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6. Mcnonp3oBanue OOLIEMPUHATHIX COKPAILIECHUI CJIOB, TaKWX, KaK Harp.,

U T.J., U T.IL, U 1.

7. EAMHCTBO TEpMUHOB 1 0003HAYCHUM.

TekcT aHHOTAIMU TOHKEH OBITh MaKCUMaJIbHO KpaTtkuM, oT 500 1o 1000

IICYaTHBIX 3HAKOB.

OcHoBHble mTamitel (Key-patterns) annoranuii Ha aHTJIHHCKOM M PYCCKOM

SI3BIKAX:

1. The article (paper, book, etc.) deals
with...

2. As the title implies the article
describes...

3. It is specially noted...

4. A mention should be made...

5. It is spoken in detail...

6. ...are noted

7. It is reported. ..

8. The text gives a valuable information
on...

9. Much attention is given to...

10. The article is of great help to ...
11. The article is of interest to...
12. It (the article) gives a detailed
analysis  of ...

13. It draws our attention to...

14. The difference between the

terms...and...should be stressed

1. Ota craths (paboTa, KHUTA U T.1.)

KacaeTcs. ..

2. CorynacHO Ha3BaHUIO, B CTAThE
OITMCHIBACTCH. ..

3. OcoOeHHO OTMEUaeTCs. ..

4. YioMuHaeTcs. ..

5. I[lonpoOHO onuCkIBaeTCH. ..

6. YImoMuHaroTcs. . .

7. Coobmiaercs. ..

8.Tekct JaeT LEHHYIO

uH(dopMaIumIio. ..

9. bonplioe BHUMAaHUE YAETAETCH. ..

10. DTa cTaThs OKaKeT OOJIBITYIO

ITOMOIIIb. . .

11. DTa cTaTes npeacTaBisieT UHTEPEC

JUIS. ...

12. OHa (cTaths) Aa€T ACTATHHBIN

aHaJIK3. ..

13. Ona (crartbs, paboTa) mpuBJIeKaeT
Hallle BHUMaHHE K. ..

14. Cnenyer noAYEpKHYTh pa3inyune

ME¥XKly TEPMUHAMH ...H...
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15. It should be stressed (emphasized)  15. CnexyeT moa4epkHyTh, 9TO. ..

that. ..

16. ...is proposed 16. Ilpenmnaraercs. ..

17. ...are examined 17. IIpoBepsroTcs
(paccmaTpuBarOTCS)

18. ...are discussed 18. O6cyx)narores. ..

19. An option permits... 19. Bri6op no3BoJser. ..

20. The method proposed ... etc. 20. [Ipenmaraemsprii METOS. .. U T.1I.

HepBBIC ABa MITaMIla B OCHOBHOM HCIIOJIB3YIOTC:A IIPH YCTHOM daHHOTHUPOBAHUU

N KPAaTKOM H3JI0KCHHUUN COACPKAHNA OpUTHMHAJIA.

Clichés for annotation writing

The article introduces/presents/gives/describes...
The article reveals ...

The article contains...

The article points out that ...

The publication deals with...

The study/paper presents/discusses...

The paper shows/presents/regards/examines...
The author considers/outlines/concludes/ points out...
The author concentrates on...

The author views/reviews/ presents...

The author analyses how.../ examines why.../

Oopamume enumanue!

Hayunas cmamos 006biuno cocmoum u3 cneoyiowux yacmei.

1. 3aronosok (Title). 2. Aunorarus (Abstract or Summary). 3. Beeaenue
(Introduction). 4. Oo6mas wacte  (Methods, Materials, Procedures). 5.
PesynbraThl, O0OCYXJIEHHE  pe3yJbTaTOB,  3akjtoueHue  (BBIBOJBI) W
pexomenmaruu  (Results, Discussions, Conclusion, Recommendations). 6.

Hcnonp3oBannas nutepatypa (References, Literature, Bibliography).
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PLAN OF ANNOTATION

A) Headline of the text
I'd like to present the article headlined...

I"m going to speak about the article under the headline...
b) Source

- The article is (comes) from...
- The article was carried (published) by...
- It is of the 1-st of October, 2012

- The author of the article is... The article is by...
c) Theme

- The article is about...
- It deals with... It covers...

- The text traces ( presents, describes, focuses on)...
d) Idea

- The author of the article stresses (urges, makes it clear) that..
- The main idea of the author is that...

- The author’s aim is... The author aims at...
e) Judgment

It seems to me that...

I think (suppose, believe) that...

It is clear to me...It is obvious that..,

To my mind... In my opinion...

v delia Lynch pes 2t
NALD TRUMP PLAYS THE BLAME GAME EZ NEWS Cor
ERI DONALD TRUMP PLA ko |
EMA L FROM AM

Apps rapped
O\I;gr secret
terror texts

# London killer sent encrypted last me%s?bg:
® Rudd demands access powers r poll

i B Aen S

Mass arrests
as anti-Putin
protests sweep
across Russia

. \

e ‘:ﬁ;‘%(‘f&

!tiiw

T Pl Byt s o e v sk 4
'-“‘"-“"'-\-—.u-—

Isns uses terror attack t

0 .
ﬂgn up YouTube recruits -

i | %

Apple Watch with Vitality health insurance.

»

Pay from ib‘?upﬁoﬂﬂovapptht(hISGnﬂZ
and nothing nore if you stay active we ith Vitality.

i the Shoudon comnms



176

Practice yourself in writing an annotation

India must take lead

to counter terror: US L

The Ohama administration has
delivered a very tough message
to Pakistan asking it to disman-
tle safe havens of Lashkar-e-
Taiba, Jaish-e- Mohammed and
Haqoani network operating
fromits soil, outgoing US envoy
to New Delhi Richard Verma
said on Tuesday.

Holding that India faces a
daunting challenge from these
Pakistan-hased terror groups
and hailing New Delhi’s efforts
to deal with the menace, the
envoy said the world needs
India’s leadership in countering
terrorism,

Verma, who demits office ahead
of Donald Trump’s inauguration
on Friday, Verma said the US also
told the Pakistani leadership to
come down hard on perpetrators
of cross-horder terrorism includ-
ing in Afghanistan, Talking
about Indo-US cooperation in

MA“.TOMY ed, 18 January 2017

counter-terror efforts, he said
intelligence sharing between
the two strategic partners has
reached unprecedented level
which helped Indian secutrity
agencies thwart various threats.

Asked about what exactly the
Obama administration told
Pakistan recently regarding
Lashkar-e-Taiba,  Jaish-e-
Mohammed and Haqgani net-
work, Verma told an event
organised by a think tank, “We
have taken a very tough line on
these terrorist groups operating
from Pakistani soil.”

He said the message to the
Pakistani leadership has heen a
very tough and concerted one,
adding Islamabad has been told
to eliminate the safe havens of
the terrorist groups, shut down
their cross border activities and
take action against the perpe-
trators of terror.

Read by thosa who matter CPAPET  Mailtoday. in/c/16174383

Al

Outgoing US envoy Richard
Verma gave a tough message.

Talking about threat of terror
India was facing, he said, “On
the Western front, India faces a
daunting challenge of terrorist
groups operating from inside
Pakistan. Some of these groups
including also targeted the US
and Afghan security forces.”

He said the US continued to
press Pakistan at the highest
level to take effective action
against these groups and cited
extension of terrorist designation
totwomore LeT leaders.  PTI

4

it
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National Terrorism Advisory System

Bulletin

SUMMARY

Since the last NTAS Bulletin issued in June 2016, our hasic assessment of the global

threat environment has not

ecl. We remain concerned about hom violent

extremists who could strike the homeland with little or no notice, Events since the last

NTAS Bulletin reinforce this. Accordin
continue to be of urmost importance.

, increased public vigilance and awareness
is was, for example, a crucial component of

thcsmﬁ%todngunbutmammhkw Yo:tﬁanchw W

ADDITIONAL DETAILS

.

Our concerns that violent extremists could be inspired to condua attacks inside the
U5, have not diminished.

As the US, continues to apply pressure againgt terrorist-affiliated groups overseas,
attennpts by these groups to inspire or even direct attacks inside the U.5, may increase,
Though we know of no intelligence that is both specific and credible at this time of a
plot by terrorist organizations to atack the homeland, the reality is terrorist-inspired
individuals have conducted, or atempred to conduct, atadis in the United States.
DHS is especially concerned that terrorist-inspired individuals and homegrown
violent extremists may be encouraged or inspired to target public events or plicss.
The holidsy season, in particular, provides additional opporunities for violent
extremists to target pubhc events and places where people e,

Terrorit use of the Itemet to inspire individuals to vioknce or join their ranks
remains a major source of concer,

in the current environment, DHS & also concermed about threats and violence
directed at communities and individuals across the country, based on
perceived religion, ethnidty, nationality or sexual orientation.

U.S. GOVERNMENT COUNTERTERRORISM EFFORTS

DHS and the F31 continue to provide guidance to ate, local, tribal and territorial
parmers related to the current threar environment. DHS abso partmers dosely with the

private sector to provide risk assessments and coordinate enhanced security measures with business owners and

DATEAND TIME ISSUED: 11/15/2016
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DURATION
This Bulletin will expire on

May 15,2017

at 11:59 pam, EDT

TYPES OF ADVISORIES

Bulletin
Dese r.’l',-l"
or general

current dey
trends

elopments
regarding
threats of terrorism

Elevated Alert
Warnz of a credible terrorism
threat against the United States.

Imminent Alert
Warn: of a credible, specific and

impending terrorism threat
against the United States.

operators, The

public may continue to observe increased law enforcement and security presence, particularly around certain holiday celebrations

and other large gatherings.

¢ The FBI is investigaing potential terrorism-related acrivities assodated with this broad threat throughout the United States.
Federal, gate, and local authorities are wordinating numerous law enforcement actions and conducting community outreach to

address this evolving threat.

HOW YOU CAN HELP

® Report suspicious activity to local law
eforcenent or public sfety offidals who
are best positioned to respond and offer
specific detadls on teroristic indicators,

* Suspidous activity or information about 2
&xmtnnydwbemoncdwm

Cegtery and the s Beld Offces - part of

tht Nationwide Suspicious  Activity
Reporting Initiative,

¢ Leam

how _to_recopnize signs of e
operational _planning  asodated  with

terroriam o other criminal activity.

BE PREPARED

o Be prepared for security and plan ahead,

* In populated places, be responsble for
your pessonal safety. Make amental note
of emergency exits and locatons of the
nearest security personnel.  Carry
emergency contact details and any
spectal needs information with you atall
times.

¢ Busness ownes are encouraged to
Connest, Ban, Tran, and Report to
prepare businesses & m?k:)m

o For more viit Ready and DHSs
Homerown Seurity Canpaiga.

STAY INFORMED

¢ The U.S. Government will provide additional
information about any emerging threat as
additional information is identified. The
public is encouraged to listen to local law
erforcement and public safety officlals.

 We rge Americans to contimie to travel,
attend public events, and freely asociate
with others but remain vigilant and aware of
suroundings.

o The Department of State iseues intemationa]
tavel akerts and wamings,
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Counter-terrorism from Canada to ISIS:
An Insider’s Discussion of All Things Jihadist.

T

Mubin Shaikh

Mubin Shaikh is a former extremist who de-radicalized after studying Islam in Syria and was
recruited as an undercover counter-terrorism operative for the Canadian Security Intelligence
Service and the Royal Canadian Mounted Police, Integrated National Security Enforcement
Team (INSET). He conducted infiltration operations in human and online networks and has tes-
tified as a fact witness at the Superior Court of Ontario in five legal hearings over four years, ob-
taining a Master of Policing, Intelligence and Counter Terrorism in the meantime. Shaikh con-
tinued his professional research with the rise of ISIS, tracking and engaging with ISIS fighters
and propagandists in real-time online. He is now an international, external Subject Matter
Expert in national security and counter-terrorism to the United Nations Security Council and
the Command Staff of CENTCOM, and trains various intelligence, police, and special operations
forces on countering the terrorist threat.

Wed.March.14th FREE ENG103

630 to 8:30pm ADMISSION s Grurcn s Toromi,
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PART 2. POLICE SERVICES IN THE USA, THE UK.
ANTI-TERRORISM ACTIVITY.

ANTI-
RRURISVA

In line with measures taken by our allies, the
Government of Canada is implementing legislation

Iping our law enforcement and national security agencies stop those who
bmote the commission of terrorism offences in general, such as calling for
acks on Canadians.
The Anti-Terrorism Act, 2015 received Royal Assent on June 18, 2015.
rough this legislation, the Government of Canada is taking action to prevent
() d\/E N\\/d Q1) () = adlld0la 4S8 4 1@ alomoineluinlomrzialomelacAVACin

Terrorism in Great Britain: the statistics
Terrorism related arrests: categorisation

500 +

m Domestic Northern Ireland related Enandal Jicalendsr

= ' - —
Inter national Not classified SPar A e
400 -

300 -
200 -

100 -

° 2;)0‘) 02 2004705 2007/08 2010711 2013714 2016/17 2017
Note: Data for 2001/02 is for 11 September 2001 onwards.
Source: Home Office, Operation of Police powers under the Terrorism Act
2000 and subsequent legislation: 31 March 2017, table A.13; Home Office,
Operation of Police powers under the Terrorism Act 2000 and subsequent
legislation: quarterly update to December 2017, table QA.13
The majority of terrorism related arrests made since 11 September 2001

have been classified by ACTCC as being related to international terrorism
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(79%). In the year ending 31 December 2017, 73% (300) of arrests were

classified by ACTCC as being related to international terrorism.

POLICE SERVICES
The objective of the different community a

implemented by pdllce services is to engage all comm

problem M . process to ensure the ‘afety and secur
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the life span pattern shows 53% of situations ending in one week and about 79%

clearing the table in two weeks.

Control Orders in the UK

In 2004, a House of Lords ruling quashed the derogation order in relation
to Part IV of the Anti-Terrorism, Crime and Security Act 2001, declaring Part IV
Incompatible with articles 5 and 14 of the ECHR.Prevention of Terrorism Act
2005. 37 The Government did not seek to renew the Part IV, powers, and instead
Introduced the system of Control Orders underithe

Control Orders were executive measures which imposed certain
obligations upon an individual considered ‘necessary for purposes connected
with preventing or restricting involvement by that individual in terrorism-related
activity.’38 Examples of such obligations included curfews, restrictions on a
person’s place of residence, restrictions on movement (either within or outside
the UK), restrictions on the possession of certain substances, and a requirement
to surrender passports.

Non-derogating Control Orders (i.e. those which were deemed not to
impact on an individual’s rights under ECHR) were issued by the Home
Secretary. Derogating Control Orders could only be issued on application to a
court, but no such Orders were ever made.39

In total, 52 individuals were subject to Control Orders; all were men who
were suspected of involvement in Islamist terrorism.40 When Control Orders
were introduced in 2005, all the individuals subject to an Order were foreign
nationals. By the time they were replaced by TPIMs in 2011, all were British
Citizens.

Control orders in force by quarter

Under both the Control Orders regime and TPIMs, the Home Secretary is
required to make a statement to Parliament every three months listing the

number of measures in force. Data has been collated from these statements as
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recorded in Hansard and used to create the charts above and below which show
the number of measures in force.

Terrorism Prevention and Investigation Measures (TPIMs) were
introduced by the Coalition Government in 2011 as a replacement for Control
Orders.

Like Control Orders, TPIMs are issued by the Home Secretary. They may
also place certain obligations on an individual but are restricted to 12 measures
listed in Schedule 1 of the 2011 Act. TPIMS in force by quarter

There are currently seven TPIMs in force; considerably fewer than at the
peak when 20 Control Orders were in force in June 2009. One notable trend is

the reduction in the number of measures issued against foreign nationals over

the years with a contrasting increase in those issued against British Citizens.

IMAM HUSSEIN

P 4810
OLICEN

ﬁ

Countering Terrorism in UK
Several people received letters calling on them to attack Muslims

L _
W SN ———

soo
WAVE




183

[[. Measures to prevent and combat
terrorism

1. Refrain from facilitating and financing
or tolerating terrorist activities

2. To ensure that territories are not used
for terrorist training camps or the
preparation of terrorist acts

3. To ensure the apprehension and
prosecution or extradition of
perpetrators of terrorist acts

4. To combat illicit arms trade
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How do we prevent terrorism?

Counter-terrorism is the practices, tactics,
techniques, and strategies that governments,
militaries, police departments and corporations
adopt to prevent or in response to terrorist
threats and/or acts, both real and imputed.

The tactic of terrorism is available to insurgents
and governments. Not all insurgents use terror as
atactic, and some choose not to use it because
other tactics work better for them in a particular
context. Individuals, such as Timothy McVeigh,
may also engage in terrorist acts such as the
Oklahoma City bombing.

If the terrorism is part of a broader insurgency,
counter-terrorism may also form a part of a
counter-insurgency doctrine, but political,
economic, and other measures may focus more
on the insurgency than the specific acts of terror.

Foreign internal defense (FID) is a term used by
several countries for programs either to suppress
insurgency, or reduce the conditions under which
insurgency could develop.

Counter-terrorism includes both the detection of
potential acts and the response to related events
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How do you stop terrorists??

Building a counter-terrorism plan involves all segments
of a society ormany government agencies. In dea!in%
with foreign terrorists, the lead responsibility is usually at
the national level. Because propaganda and
indoctrination fie at the core o(oterronsm understanding
their profile and functions increases the abmty to
counter terrorism more effectively.

See the series of articles beginning with intelligence
cycle management, and, in particular, intelligence
analysis. HUMINT presents techniques of describing the
social networks that make up terrorist groups. Also
relevant are the motivations of the individual terrorist
and the structure of cell systems used by recent non-
national terrorist groups.

Most counter-terrorism strategies involve an increase in
standard police and domestic intelligence. The central
activities are traditional: interception of
communications, and the tracing of persons. New
technology has, however, expanded the range of military
and law enforcement operations.

Domestic intelligence is often directed at specific
groups, defined on the basis of origin or religion, whichis
a source of political controversy. Mass surveillance of an
entire population raises objections on civilliberties
grounds.

Toselect the effective action when terrorism appears
to be more of an isolated event, the appropriate
qovernment organizations need to understand the
source, motivation, methods of preparation, and
tactics of terrorist groups. Good intelligence is at the
heart of such preparation, as well as political and
social understanding of any grievances that might be
solved. Ideally, one ?ets information from inside the
group, a very difficult challenge for HUMINT because
operational terrorist cells are often small, with al
members known to one another, perhaps even
related.

Counterintelligence is a great challenge with the
security of celEbased systems, since t%e ideal, but
nearly Impossible, goal s to obtain a clandestine
source within the cell. Financialtracking can playa
role, as can communications intercept, 9but both of
these approaches need to be balanced against
legitimate expectations of privacy.
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UK Counter-terrorism strategy

CONTES
L

Channel is a local monthly multi-agency meeting which
considers the referrals made to Prevent. A preliminary
assessment is made and a support plan is created. This
is all pre-criminal and requires consent.
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EU SECURITY AND COUNTER TERRORISM

September 2001 -
introduction of EU
Anti-Terrorism
Roadmap November 2005-EU  June 2013 ;, EU leaders February 2016
Counter Terrorism agree onenhancing Counter  February 2015-EU leadersagree  -The EU
Strategy introduced,  Terrorism cooperation such o improve external border council adopts
as prevention, information  controls, common judicial a plan to stop
exchange, justice response ~ frameworks, management of terrorist
and cooperation with third ~ illegal firearms in the EU, financing

parties information sharing.
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Conversation Questions
Terror
. Why do people use terror?

. What terror actions do you remember?

. What should be done to prevent terror?

. Are you afraid of traveling because of terror?

. Why is terror used more in some countries than others?
. Do you know of any forms of terror other than bombs?
. Have you been a victim of terror?

. Do you think terror is justified?

. How has airline travel been affected by terrorism?

. What do you think of airport security?
. Have you ever been patted down?
. Have you ever had a body scan?

What do you think security personnel think when they see you in a body
scanner?

Is violence ever okay?

Are terror tactics ever effective? When?

What is the difference between a ‘freedom fighter' and a 'terrorist'? Is there
a difference?

Is it possible for governments to cause terror? If so, give examples.

In your own words define the word "terrorism."

What is terrorism about?

. Race?
. Religion?
. Nationality?

Can you name any terrorist groups?
Can you name any fugitive terrorists?

How do terrorist groups operate?
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What methods/tactics do terrorists use?

Why do people commit terrorist acts?

How much do you know about the Catholic/Protestant/Islamic religions?

Is religion to blame for the increase in world terrorism? If so, how much?

Which countries have been accused of harboring terrorists?

Which countries have been victims of terrorist plots?

What specific terrorist acts can you recall?

Who's winning the war on terrorism?

What do you believe is the best way to deal with terrorism?

What can governments do to eradicate world terrorism?

What kind of power could be given to special terrorist operations task-
forces?

Would you ever consider committing suicide for the sake of a cause you
believe in?

What cause would you fight for?

Where do terrorists get their money and weapons from?

If the money was right, would you work in a known terrorist-plagued
state?

Are governments listening hard enough to extremists? If not, why not?

How much do you believe extremists are open to dialogue with Governing
bodies?

In your opinion will terrorism spread or decline in the future?

Do you know anything about terrorist activities?

Have you ever seen a terrorist?

Do you have a friend of terrorist?

What do you know about suicide bombers?

Do you think that abusing a group of people can make them into

terrorists?
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(see Appendix 4)

p— 1. Complete the sentences in your own words:
. s%?\reprlfge? 1) The police officer would have gone abroad, if
=X S

2) | would tell the officer about the accident, if

3) We will go to the cinema, if
4) If you have finished the work,
5) If you lose your favourite umbrella,
6) If I get a lot of money,
7) 1 would have bought that expensive painting, if

8) If he earned a lot,
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9) If you spend your holidays abroad,
10) I will leave the door ajar, if
11) You will miss your bus, if
12) If it rains tomorrow,

13) They would go boating after a busy working day, if

14) If you should change your mind,

15) If it was possible,

2. Put the verb into the correct form (Appendix

1) If she __ (to go) abroad, she __ (to be) very

2) I (to visit) him in the hospital, if | ___ (to have) free time.

3) Ifwe ___ (not to like) his suggestion, we ___ (to tell) him about it.

4) If John __ (to want) the advice, he _ (to ask) you.

5) If you  (to have) better qualification, you __ (to be able to)

applyfor better job.

6) If you __ (to want) to find necessary information, you __ (to surf) the

7) If somebody  (to steal) your collection of stamps, you  (to

call)the police.

8) IfI __ (to have) a billion dollars, I __ (to travel) around the world.



9) You

10) You
work.

11) If he

12) If you
baggage.

13) Don’t be nervous if you

(to feel) better, if you

____ (to have) free time, if you

____(not to lose) his ticket, he

(to ask) a militia officer, he

___ (to help)

(to hear) bad news.
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(to go to bed) earlier.

____ (to do) everything in time at

___ (to go) home by train.

you to find your

14) Our group (to go) to Paris, if we (to win) the competition.
15) If | (to know) her phone number, | (to phone) her.
If-clause Main clause use Example
%= *g If + any presentPresent Simple Real - for general truth |If you heat the water, it
2L 3 form boils.
F a8
— _ & |If + any presentFuture/ Real - likely to happenl|If you work hard, you’ll
S8 @ [form Imperative can/ maylin the present or future [be tired.
ko~ / might / must/
N __ o~ |If + Past Simple /Would/ could/[Unreal-unlikely to|lf I were you, I wouldn’t
c < . R -
2 © @ [Past Continuous |might + bare inf.  |happen in the present orjjudge him.
=55 future; also used to give
o — If + Past Perfect/ Would/ could/Unreal situation in the|lf you had locked the car,
@ S 3 Past Perfect |might + have + pastjpast; also used tojit wouldn’t have been
= 5 Continuous  |participle express regrets andstolen.
criticism

&
£

POLICE
DIALOGUES

preventive methods:

3. Work in pairs. Make a dialogue. Student A is a
police officer. Student B is a tourist. Discuss all unpleasant

situations which can happen with a tourist and the

e.g. A: If you go abroad on holiday, you should know the laws of the

country you are going to.

B: Yes, I know, but I'd like to clarify -

What should I do if | lose

A: If you do it, you should go to a militia

and...

my passport?

s

5 |

r\

&y

some points.

station
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4. Transform the sentences, using “I
wish” (Appendix 3):

Transform the sentences

1) I'd love to know five foreign
languages.
2) Why don’t we go to the restaurant

more often?

3) She hates working on Saturdays.
4) He’d love to investigate this case.
5) Id like to live in Great Britain.
6) They hate playing board games after dinner.
7) They didn’t go to the party.
8) He decided to stop working as a detective.
9) He lost all his money.
10) Unfortunately, I didn’t tell you the truth.

5. Imagine that you are a
wizard and you can change your
life.

Tell your group what you’d

like to change. Use “I wish”.

Put into the 6. Put the verb in brackets into the correct
comrectform - (Appendix 3).
1) Iwish | ___ (to hang out with friends) after a
busy working day.

2) He fell and broke his leg pursuing the

criminal. | wish he ___ (to be)more careful.
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3) I wish you __ (to read) more English books in future, because it is
necessary for working abroad.

4) I can’t remember where I’ve put my binoculars. I wish I (to can).

5) Iwish 1 ___ (not to lend) him my new car. He has broken it.

6) My watch has stopped. | wish | __ (to have) a better watch.

7) | feel so tired. I wish I __ (not to stay up) so late last night.

8) Iwish I __ (not to spend) all my money last night.

9) I wish he __ (to present) me his painting.

10) I wish I __ (to watch) comedy show after stressful working day.

“The ideal
working day
of a

police
- officer’”

7. In pairs write a short story on
police officer”. Use “I wish” constructions. Write 80-100

words.
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Choose one correct variant
8.

1. If she is as clever as you say, she ___rich by now.

a) will be b) would be ¢) would have been

2. If he had finished his work yesterday, he _ free now.
a) would be b) would have been c) will be

3. If Il were you, I ___ the facts before | accused them.

a) would check b) will check ¢) would have

checked

4. If she were in your position, she __ him by now.

a) will help b) would help c) would have helped.

5. They  that expedition if they have enough free time.
a) will join b) would join ¢) would have joined

6. If her neighbours are too noisy, she always .

a) complains b) complained c¢) has complained

7. 1 wish cadets _ more fashionable clothes.

a) wear b) wore ¢) worn

8. 1 wish she _ more pleasant to the victims of the robbery.
a) had been b) is c) will be

9. 1 wish they _ me more.

a) pay b) paid c) would pay

10. If they liked that souvenir, they __it.

a) will buy b) would buy c) would have bought
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9. Put the verbs in brackets into the correct tense:

“If you don’t call the police, you 1) (never find) your
collection of badges”. I remember my relatives saying me these words when my
house was robbed. If | 2) (listen) to them, | 3) (get) back
my badges. If | 4) (explain) the situation to a police officer, he
certainly 5) (help) me. If 1 6) (can / change) anything
about that situation, | 7) (get) my badges back. But for me,
everything8) (find) and the thief 9) (punish). If only |
10) (understand) it earlier. ..

D
& 10. Read the dialogue between the interviewer and

the policeofficer. Then rewrite it into Reported Speech

POLICE _
DIALOGUES (Appendix 1):

I:Good afternoon! We are glad to see you!

P:Hello! I'm glad to see you too!

I:You are so brave and strong. How can you connect

[

your job with healthy life style? \ Reported /
. . Speech
P:Actually 1 do not have enough time for cooking
meals and going in for sports, but | try to do my best. | eat fresh fruit and
vegetables and drink a lot of milk.

I:What role does sport play in your life?



196

P:As | have mentioned | do not go in for sports, but | am fond of such
activities that allow me to keep fit at home. | start with running then I take
exercise programmes.

I:Do your colleagues go in for sports?

P:Yes, of course. Some of them prefer swimming, skiing, playing
badminton, others are keen on football, boxing. Unfortunately, public sport
facilities are not always available to my colleagues and they are engaged into
outdoor activities. Most of them prefer running too.

I:What do you know about foreign sport programmes for police?

P:According to the latest figures the most popular sports in Europe and
America are walking, cycling and jogging.

I:So, we see that our officers are very strong and healthy.

P:Certainly! Sport is very important in our life. Keep fit. Be in harmony
with your soul and body!

I:Thank you...

= 11. Read the passage from the
|' | Police

\ Repﬂ“s policeman’s report and rewrite it into
. 4 “Translation @ Reported speech and translate it:

Policeman: “I visited
Sandra Black on Monday (the 6th of November) she was with
her two children: a boy, named Peter, and girl, named Betty.

Peter is five years old and Betty is seven. Reported

Speech
The house of Sandra is not appropriate for children living.

There is no lightening inside. Also, it is cold in the rooms. The rooms are dirty

and there is a lot of rubbish. It would be great if Sandra Black cleans her rooms

and Betty helps her about the house. Another good idea is to pay for central

heating and hot running water or to install a boiler. Also it is necessary for them
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to cover the floor with a carpet. If Sandra Black doesn’t do these
recommendations her children can catch a cold, have a headache, sore throat and
bad cough. Moreover, Sandra Black should pay attention to her children’s way
of life. It is forbidden to eat junk food and drink cola every day. Children need
in vitamins and sport activities.

They ought to eat fresh fruit and vegetables, dairy products, drink green
tea and juice. Furthermore, they must not play computer games and watch TV
all daylong. It is necessary to walk, to go in for sports and to have a rest and lots
of sleep.

If Sandra Black doesn’t follow my advice her children will have lots of

problems with their health.”

Choose one correct variant

13. Choose the correct answer (Appendix 1):

. He asked me if | would be working late this/that night.

. Frank asked her where she bought/had bought that oily fish.

. The doctor told me to keep/kept fit.

. Alice said she was tired and she is going/was going to lie down.

. My friend asked me how long I had been eating/ate junk food.

. She asked us if we would/would we agree to help her.

. Peter said he learnt/had learned the rule and he was doing the exercise.

. George said he doesn’t/didn’t want to catch cold and stay at home.

© 0 N OO O B W DN P

. My aunt said she could hardly stop/stopped from laughing.
10. She asked Tim if his cold is/was any better that day.
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14. First read then report what the colonel told

1. Do not smoke in no-smoking areas.

. Keep fit and go in for sports.

. Don’t be drunk! \ /
. Reported
|
. Wear your uniform! s ’

. Visit a doctor at least two times a year.

. Be smart!
. Don’t sleep during your work.

. Never miss your breakfast.

O 00 9 O O B~ W N

. Don’t be nervous.
10. Follow healthy lifestyle.
1. He told them...

RHOO~NOOAEWN

15. Paraphrase using Direct

Paraphrase
the
sentences

Speech:
1) Steve told me that he had

working sixty hours a week for thelast

months.

2) Alison told me she was

having dinner.

3) She asked me not to open the window.
4) said he had had an accident.
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5) The boy said he was afraid he had broken his leg.

6) Kate told her mother she would not be out for long.

7) He said that he had gone in for boxing before he entered the university.
8) David said he had broken the bicycle.

16. Paraphrase using Reported speech:

Paraphrase
the

sentences 1) “Give me a cup of tea, please”, said the

{v vj_/

captain to a cadet.

\\, (i // 2) “Don’t drink too much alcohol”, said
the lieutenant to an old man.
3) “Don’t make so much noise at night”, said the militia officer to
amusician.
4) “Don’t smoke in public”, said the major.
5) “Get up early and do mourning exercises”, advised the doctor.
6) “Don’t eat for several days”, my doctor told me.
7) Nick’s father said to him: “Please, pass me a cigarette”.
8) “Stay back!” — ordered the militia.

9) “Don’t sell alcohol to children”, — the militiaman told the shop assistant

17. The captain asked the suspect some questions. First read, then
report the captain’s questions:
. What’s your name?
. Where do you work?
. Where were you last night?
. Are you familiar with Mr. Simons?
. Why did you visit him?
. What pills did you give him?
. When did you buy the medicine?
. Where did you buy it?

o N oo o A W N~
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9. Why didn’t you consult the doctor?

1. The captain asked the suspect...
2.

© © N o U A~ w

18 Choose one correct variant

1) “Please sir, can I have some more food?”: Oliver.
a) told b) said c) tell j ‘

2) He insisted that | breakfast.

a) had missed b) missed c) miss .
3) Alan asked the doctor __
a) how could he b) how he c:
4) He offered  me some
a) cooked b) to cook c) cook
5) The doctor didn’t suggest
a) ordering b) ordered c) had ¢
6) The officer informed us that a
a) were still being

checked
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b) is still being

checked

¢) still checked

7) The policeman ordered the driver __ of his car.

a) step out b) to step out c) stepping out

8) The policeman explained that it illegal to sell cigarettes to

children.

a) been b) is ¢) was

9) An old man protested thathe  junk food.

a) had eaten b) was eaten c) ate

10) Christine complained thatshe _ acold.

a) caught b) catch c) to catch

11) Katy asked _ they would be able to visit the gym the following
year.

a) if b) of c) unless

12) He promised that they _ the following night.

a) would have a rest b) will have a rest ¢) had a rest

13) He denied  the truth.

a) tell b) said c) telling

14) That man accused me of actingasif __ quilty.

a) lam b) I were c) | had

15) The militiaman __ whether | saw a wrongdoer.

a) wondered b) told c) said

16) We __ how we could avoid stressful situations.

a) wonder b) asked c) ask
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Appendix
Appendix 1
DIRECT SPEECH / REPORTED SPEECH

Direct speech is the exact words someone said. We use quotation marks in
Direct the speech.
Reported speech is the exact meaning of what someone said but not the

exact words We do not use quotation marks in Reported speech.

Say - Tell

We can use say and tell both in Direct and Reported speech. Tell is always
followed by a personal object (told me). Say is used with or without a personal
object. When it is used with a personal object say is always followed by to (said
to me)

Expressions with say: say good mourning/evening etc, say something, say
one’s prayers, say a few words, say so etc.

Expressions with tell: tell the truth, tell a lie, tell sb the time, tell sb one’s

name, tell a story, tell a secret, tell sb the way, tell one from another etc.

Reported Statements

1. To report statements we use a reporting verb (say, tell, explain etc)
followed by a that- clause. In spoken English that can be omitted: He said,
“[ feel sick.” He said that he felt sick.

2. Pronouns and possessive adjectives change according to the context.
Direct speech: He said, “I’ll lend you my car.”
Reported speech: He said he would lend me his car.

3. Time words and tenses can change as follows depending on the time

reference:
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Direct speech Reported speech

Tonight, today, this That night, that day, that week /

Now Then, at that time, at once,

Now that Since

Yesterday, last The day before, the previous night/

Tomorrow, next The following day/ the day after, the

Two days / months / years ago Two days / month / years before

“Bob escaped yesterday,” he He said Bob had escaped the day

4. When the reporting verb is in the past, the verb tenses change as
follows:

Direct speech Reported speech

Present Simple Past Simple/Present Simple

Present Continuous Past Continuous

Present Perfect Past Perfect

Past Simple Past Perfect

Future Conditional

Present Perfect Continuous Past Perfect Continuous

5.1f the direct verb is already in the Past S., in Reported Speech it can
change into the Past Perfect or remain the same.

6.If the direct verb is in the Past Perfect, it remains the same in Reported
Speech.

7.Certain words change as follows depending on the context.

Direct Speech:  this/ these here come

Reported Speech: that/ those there go

8.There are no changes in the verb tenses in Reported speech when the
direct sentence expresses a general truth, a wish or Conditional type 2/3:

“The Earth is a planet,” he said,. He said that the Earth is a planet.

9.When the introductory verb is in the Present, Future or Present Perfect,

there are no changes in the verb tenses:
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“She can swim", he says.He says that she can swim.

10.The verb tenses can change or remain the same in Reported speech
when a sentence expresses something which is up to date or still true. However,
the verb tenses usually change when something is not true or out of date:

“I like coffee,” he said. He said he likes/liked coffee (still true)

“I am rich," he said. He said he was rich. (we know he isn’t; not true)

Reported Questions

In Reported questions we use affirmative word order and the question
mark is omitted. To report a question we use: a) ask + wh-word (who, what etc)
when the direct question begins with such a word; b) ask + if/whether when the
direct question begins with an auxiliary verb (do, has, can etc). Pronouns,
possessive adjectives, tenses, time expressions etc change as in statements.

Direct speech:  He said, “Why is he sentenced?” He said, “Is he
guilty?”

Reported speech: He asked why he was sentenced. He asked if he was
guilty.

Indirect questions are different from Reported questions. We use Indirect

questions when we ask for information, whereas we use Reported questions to

report someone else’s questions. Indirect questions are introduced with Could

you tell me...?, Do you know...?, | wonder..., | want to know...etc and their verb

is in the affirmative. There are no changes in the verb tenses as in Reported

questions. If the Indirect question starts with 1 wonder.orl want to know, then

the question mark is omitted.

Direct questions Reported questions Indirect questions

He asked me, “How

old is she?”

He asked me how old

she was.

Do you know how

old she is?

He asked me, “Where

does she come from?”

He asked me where

she came from.

I wonder where she

comes from.

Reported Commands / Requests/ Suggestions
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To report commands, requests, suggestions etc we use a reporting verb
(advise, ask, suggest, beg, offer, order, tell etc) followed by a to-infinitive, a not
to-infinitive or an -ing form according to the construction of the introductory
verb: He told me not to lie him. He suggested going out.

Introductory verbs:

Agree, offer, promise, refuse, threaten, advise, ask, beg, command, invite,
order, remind, warn, admit, accuse of, apologise for, boast of/about, complain to
sb of, deny, insist on, suggest, explain, exclaim, remark.

Modals in Reported Speech

There are changes in the verb tenses of some modal verbs in Reported
speech:

Will/shall - would; can - could (present)/would be able to (future); may -
might; shall - should (asking for advice)/would (asking for information); must -

must/had to (obligation)



TOO /ENOUGH

211

Appendix 2

Too + adjective/ adverb (negative

He is too boring to listen to him.

Adjective/ adverb + enough

He is rich enough to buy this car.

Enough + noun

He’s committed enough crimes to

SO /SUCH

«Such a(n) + (adjective) + singular countable: It was such an awful day

that we had to stay at the hotel.

+Such is also used with a lot of: There is such a lot of noise that I can’t

sleep.

- Such + (adjective) + uncountable/ plural noun: It is such a nice weather

that | want to do for a walk.

+So + adjective/ adverb: I am so hungry that I could eat a horse.

« So is also used with much/ many, few/ little: She has got so many

dresses that there is no place to keep them

all.

+So + adjective + a(n) + noun: It was so nice a day!

«So and such can be used without that.

LIKE /AS

Like is used

s is used

To say what sb or sth looks like

To say what sb or sth is really or to talk

about

After verbs (feel, look, smell, sound) +

noun

In certain expressions: as usual, as...as, as

much, such as, the same as

With nouns / pronouns / -ing

After the verbs: accept, be known, class,
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NEITHER...NOR/EITHER...OR

Neither...nor | Either...or
Take both a singular and plural verbs depending on the subject with follows nor, or.

Neither Fiona nor Ann was calling theEither John or his friends are calling the

police. police.

NEITHER/EITHER/SO/TOO

Nick didn’t go for a walk yesterday. [Neither did I. I didn’t either.

Neither + auxiliary + Personal pronoun or

They are investigators. So am I. | am too.

So + auxiliary verb + Personal pronoun or
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| wish + PastSimple

Regret about a present
situation which we want to
be different

| wish | were more

patient.

| wish + subject + could

+ bare infinitive

Wish in the present

concerning lack of ability

I wish | could swim

| wish + subject +

would + bare infinitive

Wish for a future change
unlikely to happen or wish
to express dissatisfaction;
implying
dissatisfaction or lack of

polite  request
hope:
« “wish” and “would”
shouldhavedifferentsubjects
« Wish +

subject + would - is

inanimate

used to  express
speaker’s lack of
hope or

disappointment

he

investigate this case.

I wish would
I wish you would enter
the university.

| wish it would stop

raining.

| wish + PastPerfect

Regret that something
happened or didn’t happen

in the past

| wish | had bought

those boots.
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Appendix 4
CONDITIONALS
If-clause Main clause use Example

o __ |If+anypresent Present Simple | Real - for general |If you heat the water,
[<B] @
l% ¥ form truth it boils.
e If + any present Future / Real - likely to If you work hard,
b}
g form Imperative can/ happen in the you’ll be tired.
E may / might/ | present or future
— must/ should +
(b}
S bare inf.
o — If + Past Would/ could/ | Unreal-unlikely to If I were you, |

©
§ % Simple / Past |might + bare inf.|  happen inthe |wouldn’t judge him.
~ :

Continuous present or future;

= If + Past Would/ could/ | Unreal situation in |If you had locked the
(<5}
% . | Perfect/ Past | might + have + | the past; also used |car, it wouldn’t have

wn
‘é S Perfect past participle | to express regrets been stolen.
i Continuous and criticism

We do not normally use will, would or should in an if-clause.

After if, we can use were instead of was in all persons.

Mixed Conditionals

All types of conditionals can be mixed. Any tense combination is possible if the

context permits it.

If-clause Main clause
Type 2 | If nobody phoned the police, |officers will not come to help| Type 1
Type 2 If he knew her, he would have invited her to] Type 3
Type 3 | If you hadn’t learnt the poem, [you will not get an A-level. Type 1
Type 3 If he had found a job, he wouldn’t be searching for] Type 2
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Unless means if not: Unless they are late, we will not miss the train.
As long as, providing/ provided that can be used instead of if: As long as he is

on time,
we will not be late for the party.



MODAL VERBS

Modal verbs express the speaker's attitude to the action indicated by the
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main verb. They express ability, necessity, obligation, duty, request, permission,

advice, desire, probability, possibility, etc.

Modal verbs are: can, could, may, might, must, ought to, will, would,

shall, should, have to, need. They take no —s in the third singular except for have

to and need. They come before the subject in questions and take “not” after them

in negations. Except for ought to and have to, modal verbs are followed by an

without to: Sorry, I can’t do it.

Auxiliarv

Uses

Present/ Future

Past

Polite request

May | borrow your pen?

May  Formal permission|You may leave the room.
50%  or lessHe may be sleeping now. [He might have been at
certainty the office.
50% or less He might have been at
Might  |certainty He might be at the library. |0 jiprary,
Polite requestMight | take your car?
Advisability | should study tonight. | should have studied
last night.
Should :
90% certainty/She should do well on the{She should have done
(expectation) test tomorrow. well on the test.
Advisability You ought to consult thelYou ought to have
doctor. consulted the doctor.
Ought to
90% certaintyHe ought to pass hisHe ought to have passed

(expectation)

driving test tomorrow.

his driving test.
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Advisability with

You had better be on time,

Had
threat of bad resulty, vy miss the beginning
better _
of the film.
B Expectation The meeting is supposed
e
to begin at 5 p.m.
supposednfyifilled The  meeting  was
to expectation supposed to begin at 5
Strong necessity |l must arrest the offender. | had to arrest the
offender yesterday.
Prohibition You must not smoke here.
Must
(negative)
95% certainty Mary isn’t at work. SheShe must have been
must be sick. sick.
Necessity | have to wear uniform. |l had to wear uniform.
Have to _
Lack of necessity]l don’t have to go to class|l didn’t have to go to
(negative) today. class yesterday.
Have got [Necessity | have got to go to class. |l had to go to class.
to
100% certainty  [He will be at work at 7.00
Will Willingness -The phone is ringing. I’ll
Polite request Will you please help me?
100%  certaintyHe is going to be at work|
(prediction) at 7.00
Be going |Definite plan’m going to interrogate a
to (intention) witness.
Unfulfilled | was going to move the

intention

house.
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Ability/ possibility

| can run fast.

| could run fast when |

was younger.

Informal You can use my car
Can permission  [tomorrow.
Informal polite |Can | borrow you laptop?
raniinct
Impossibility [That can’t be true! That can’t have been
(negative) true!
| could run fast when |
Past ability was a child.
. Could I take your book?
Polite request
You could talk to &
Suggestion You could have talked
Could ) _ lawyer.
(affirmative) to a lawyer.
50% or less  |He could be at the militiaHe could have been at
certainty station. the militia station.
? |
Impossibility He couldn’t know her! He couldn’t have known
(negative) her!
[ am able to help you. I’ll
Be able to .
ability be able to help you. | was able to help you.
Would you please help
Polite request |me?
| would rather go to theI would rather have
Preference park than stay home. gone to the park.
Would

Repeated action in

the past

When | was a child |

would visit my

Polite for “want”

with “like”

Would you like a cup off

tea?
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Unfulfilled wish

| would have liked a
cookie, but there is none
left.

Used to

Repeated action in

the past

| used to visit my|
grandparents, when |

was a child.

Past situation that

no longer exists

| used to be fat, but now
| keep fit.

shall

Polite question to

make a suggestion

Shall | open the door?

Future with “I” or

“we” as a subject

| shall arrive at nine.
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B aHrmickoM s3bIKE, KAK U B PYCCKOM, IJIarojisl MOIyT MMETh JBa 3aJ0ra:

nerctBuTenbHbIN (ActiveVoice) u ctpamaTenbHbli (Passive voice).

PASSIVE VOICE  ©Cuybst:
Simple Continuous Perfect
to be V3 to be being V3 To have been V3
Present lam 1 am | have |
is J V3 is ’* being V3 been V3
are are - has
Past was was
} V3 | being V3 | had been V3
were | were
Future |Shall -
JLbe M3 will have been V3
will
PASSIVE VERB TENSES
ACTIVE VOICE | PASSIVE VOICE
Present Simple He delivers the letters, The letters are delivered,
P
Past Simple He delivered the letters. The letters were delivered.

Future Simple

He will deliver the letters,

The letters will be delivered.

Present Continuous

He is delivering the letters.

The letters are being delivered.

Past Continuous

He was delivering the letters.

The letters were being delivered,

Going to

He is going to deliver the letters,

The letters are going to be delivered.

Present Perfect

He has delivered the letters.

The letters have been delivered.

Past Perfect

He had delivered the letters.

The letters had been delivered.

Infinitive

He has to deliver the letters.

The letters have to be delivered.

Modals

He must deliver the letters,

The letters must be delivered,
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Passive Voice

Present Tense

/uacmomlec Bpems \

Sim&le Continuous Perfect
npocmoe NPOJOAXKEHHOE coBepuérroe
to be +V, to be being +V,  have/has been +V,
Past Tense
/ npomewac Bpems \
Simple Continuous Perfect
npocmoe NPOJOAXKEHHOE coBepuénroe

was/were +V, was/were being +V.  had been +V,

Future Tense

/ dydywee Bpems \

Simple Perfect

npocmoe coBepuiénroe
will be +V, will have been +V,
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Appendix 6
TEXTS FOR ESSAY

Binance Faces Probe by U.S. Money-Laundering and Tax Sleuths
By Tom Schoenberq, 13 mas 2021 2.,

Binance Holdings Ltd. is under investigation by the Justice Department

and Internal Revenue Service, ensnaring the world’s biggest cryptocurrency
exchange in U.S. efforts to root out illicit activity that’s thrived in the red-hot
but mostly unregulated market.

As part of the inquiry, officials who probe money laundering and tax
offenses have sought information from individuals with insight into Binance’s
business, according to people with knowledge of the matter who asked not to be
named because the probe is confidential. Led by Changpeng Zhao, a charismatic
tech executive who relishes promoting tokens on Twitter and in media
interviews, Binance has leap-frogged rivals since he co-founded it in 2017.

The firm, like the industry it operates in, has succeeded largely outside the
scope of government oversight. Binance is incorporated in the Cayman Islands
and has an office in Singapore but says it lacks a single corporate

headquarters. Chainalysis Inc., a blockchain forensics firm whose clients include

U.S. federal agencies, concluded last year that among transactions that it
examined, more funds tied to criminal activity flowed through Binance than any
other crypto exchange.

“We take our legal obligations very seriously and engage with regulators
and law enforcement in a collaborative fashion,” Binance spokeswoman Jessica
Jung said in an emailed statement, while adding that the company doesn’t

comment on specific matters or inquiries. “We have worked hard to build a


https://www.bloomberg.com/authors/AQNBzfFdsT0/tom-schoenberg
https://www.bloomberg.com/quote/1624796D:CH
https://www.bloomberg.com/quote/1316611D:US
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robust compliance program that incorporates anti-money laundering principles
and tools used by financial institutions to detect and address suspicious activity.”

Spokespeople for the Justice Department and IRS declined to comment.

U.S. Concerns

U.S. officials have expressed concerns that cryptocurrencies are being
used to conceal illegal transactions, including theft and drug deals, and that
Americans who’ve made windfalls betting on the market’s meteoric rise are
evading taxes. Such worries have been a hindrance to the industry going
mainstream, even as Wall Street increasingly embraces Bitcoin and other tokens

amid a global investing frenzy.

How Bitcoin Is Edging Toward Financial Mainstream
By Tom Schoenberq, 13 mas 2021 2.,

This month’s cyber-attack against Colonial Pipeline Co. that’s triggered
fuel shortages across the Eastern U.S. is the latest sign of what’s at stake.
Colonial paid Eastern European hackers a nearly $5 million ransom in
untraceable cryptocurrency within hours of the breach, Bloomberg
News reported Thursday, citing two people familiar with the matter.

Bitcoin losses accelerated Thursday after Bloomberg reported the
investigation into Binance.

While the Justice Department and IRS probe potential criminal violations,
the specifics of what the agencies are examining couldn’t be determined, and not
all inquiries lead to allegations of wrongdoing.

The officials involved include prosecutors within the Justice

Department’s bank integrity unit, which probes complex cases targeting

financial firms, and investigators from the U.S. Attorney’s Office in Seattle. The

scrutiny by IRS agents goes back months, with their questions signaling that


https://www.bloomberg.com/news/articles/2021-01-14/does-bitcoin-boom-mean-better-gold-or-bigger-bubble-quicktake
https://www.bloomberg.com/authors/AQNBzfFdsT0/tom-schoenberg
https://www.bloomberg.com/news/articles/2021-05-13/colonial-pipeline-paid-hackers-nearly-5-million-in-ransom
https://www.bloomberg.com/quote/4131761Z:US
https://www.bloomberg.com/quote/4131761Z:US
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they’re reviewing both the conduct of Binance’s customers and its employees,
another person said.

The U.S. Commodity Futures Trading Commission has also been

investigating Binance over whether it permitted Americans to make illegal
trades, Bloomberg reported in March. In that case, authorities have been
examining whether Binance let investors buy derivatives that are linked to
digital tokens. U.S. residents are barred from purchasing such products unless
the firms offering them are registered with the CFTC.

Analyzing Transactions

Zhao has said Binance closely follows U.S. rules, blocks Americans from
its website, and uses advanced technology to analyze transactions for signs of
money laundering and other illicit activity. Last year, the firm warned that U.S.
residents would have their accounts frozen if they were found to be trading,
crypto trade publications have reported.

The inquiries follow a Chainalysis reporton criminal transactions
involving digital tokens. The firm tracked Bitcoin worth $2.8 billion that it
suspects crooks moved on to trading platforms in 2019. Chainalysis determined
that roughly 27%, or $756 million, wound up on Binance. Binance responded by
saying it adheres to all anti-money laundering regulations in the jurisdictions in
which it operates and works with partners like Chainalysis to improve its
systems.

In the U.S., authorities have been cracking down on exchanges for
flouting laws that are meant to prevent financial crimes, with officials citing the
platforms use by terrorists and hackers. Tax violations have also been a priority,
with the government recently winning a court order as it seeks to unmask U.S.

clients of Kraken, a San Francisco-based exchange.


https://www.bloomberg.com/quote/13358Z:US
https://www.bloomberg.com/news/articles/2021-03-12/crypto-exchange-binance-investigated-by-u-s-over-who-s-trading
https://blog.chainalysis.com/reports/money-laundering-cryptocurrency-2019
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Crypto’s Anonymity Has Requlators Circling After Colonial Hack
By Tom Schoenberg, 13 masa 2021 2.,

In October, federal prosecutors in Manhattan announced charges against
the founders of Seychelles-based BitMEX, accusing them of violating the Bank
Secrecy Act by permitting thousands of U.S. customers to trade while publicly
claiming to restrict their access. The claims included failing to register as a
futures merchant with the CFTC and not having adequate anti-money laundering
controls. Three of the BitMex officials pleaded not guilty and a trial has been
scheduled for March 2022. One remains at large.

Washington Presence

With the U.S. circling, Binance has stepped up its presence in Washington
and retained a former Treasury Department official and top white-collar defense
lawyers to represent it in legal cases and matters being reviewed by regulators.
In March, the firm tapped former U.S. Senator Max Baucus, a Montana

Democrat, to advise it on policy and government relations.

Crypto Lobby Forms to Shake Reputation as Criminals’ Currency

By Tom Schoenberg, 13 masa 2021 2.,

In September 2019, Binance partnered with a firm called BAM Trading
Services Inc., which launched Binance.US to cater to American clients. Brian
Brooks, who was a top banking regulator when he led the Office of the
Comptroller of the Currency during the Trump administration, became chief
executive officer of Binance.US this month.

Amid the hiring blitz, the company has popped up in U.S. cases tied to
criminal activity. In February, two Florida men were charged with running an

online fentanyl trafficking operation, with one of them accused of depositing the


https://www.bloomberg.com/news/articles/2021-05-12/crypto-s-anonymity-has-regulators-circling-after-colonial-ransomware-hack
https://www.bloomberg.com/authors/AQNBzfFdsT0/tom-schoenberg
https://www.justice.gov/usao-sdny/pr/founders-and-executives-shore-cryptocurrency-derivatives-exchange-charged-violation
https://www.bloomberg.com/news/articles/2021-04-06/crypto-lobby-forms-to-shake-reputation-as-criminals-currency
https://www.bloomberg.com/authors/AQNBzfFdsT0/tom-schoenberg
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proceeds in a Binance account. That same month, the Justice Department sought
the forfeiture of cryptocurrency worth $450,000 traced from ransomware attacks
that hit several U.S. companies to a Binance account held by a 20-year-old
Ukrainian national. The government didn’t accuse Binance of wrongdoing in
either enforcement action.

Disguising Locations

Along with the CFTC, the Justice Department is likely to examine steps
that Binance has taken to keep U.S. residents off its exchange. One person
familiar with Binance’s operations said that prior to the establishment
of Binance.US, Americans were advised to use a virtual proxy network, or VPN,
to disguise their locations when seeking to access the exchange.

Jung, the Binance spokeswoman, said the exchange has never encouraged
U.S. residents to use VPNs to get around its rules, as doing so would be
something “that has always been contrary to our company’s principles.” In

January, Zhao tweeted that Binance’s security systems block Americans even if

they try to connect through one of the networks.

“We have implemented strong access controls that have been tested via
external audit and are under continuous review and evaluation by Binance to
ensure that the appropriate restrictions are in place and are effective,” Jung said.

— With assistance by Benjamin Bain, and Alyza Sebenius


https://www.binance.us/en/home
https://twitter.com/cz_binance/status/1352835610818433024?s=20
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Breaking the money mule’s back
At RSA Conference 2021, representatives of international financial

institutions spoke about the fight against money mules and launderers.

In any bank fraud scheme, the criminals need to move funds to clean
accounts or cash them out, and that means laundering. To cover their tracks,

they transfer funds, first to money mules and thence somewhere else. At RSA

Conference 2021, representatives of several major US and Australian financial

institutions held a panel discussion on the topic of money mules and the

changing landscape, concluding that the fight against money laundering is a top
priority for the financial sector.

Pandemic-related changes in mule behavior

Historically, operators of fraudulent schemes tended to use the accounts of
existing bank clients for laundering purposes. The scammers gained access to
them in one of three ways:

. By seizing control over legitimate accounts of unsuspecting bank
clients by means of phishing or financial malware;

. By gaining victims’ trust through a sob story, for example about
urgently needing money for medical treatment and not being able to use their
own account because of an overdue payment;

. By recruiting online.

In the latter scenario, mules were complicit and received a cut.

Nowadays, cybercriminals open up to 90% of the accounts they use for
money laundering, and that rate is growing.

In the past two years, we have also witnessed many personal data leaks,

some quite large. The dark web market for data sufficient to open a bank

account is both vast and affordable. Therefore, using the data of an unsuspecting

citizen to transfer even relatively little money may be economically justifiable.


https://www.kaspersky.com/blog/money-laundering-schemes/37175/
https://encyclopedia.kaspersky.com/glossary/money-mule/
https://www.kaspersky.com/blog/tag/rsac/
https://www.kaspersky.com/blog/tag/rsac/
https://www.rsaconference.com/usa/agenda/session/pinata-time-why-we-should-all-start-bashing-mules
https://securelist.com/dox-steal-reveal/99590/#dannye-dostupnye-v-darknete-chto-pochem
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In addition to the above, the COVID-19 pandemic has caused major
damage to many companies around the world. Some have been forced to close.
Various countries are trying to help with grants to both businesses and
individuals. Many banks have made it easier for those in need to get emergency
loans. Many have simplified provisional credit checks, leading to a spike in the
number of mules.

Why you don’t want mules as clients

Some banks pay little attention to incoming cash flows, especially if the
amounts of cash are not very large. Generally speaking, bank security services
have tended to focus on protecting customers and identifying attempts to hijack
accounts. Moreover, a professional money mule who opened an account using
someone else’s documents looks like a legitimate client simply receiving
money.

But even though mules do not harm banks directly, they don’t make good
clients. For one thing, they don’t stay long and don’t tend to bring banks any
substantial profit. That would already be reason enough not to want mules in the
system. Second, associating with mules carries potential for serious reputational
damage. No bank wants to be known for aiding and abetting illicit activity.
Third, at some point, investigations of cybercriminal operations inevitably
attract the attention of law enforcement agencies and regulators. Commissions
from mule-related transfers simply do not come close to balancing the costs
involved.

How to identify mules among clients

Sophisticated money-laundering schemes involve equally sophisticated
tricks including the use of automation tools, proxy servers, remote
administration tools, and the Tor network — all to discourage the linking of new
schemes with previously identified fraud and laundering tricks. Combating such
advanced operations requires specialized tools for timely cross-channel

detection of money-laundering schemes.
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Kaspersky Fraud Prevention provides such capabilities, analyzing the

devices cybercriminals use to connect to mule accounts, as well as login patterns
and many other signs, enabling you to determine whether a client is involved in

an illegal scheme. For more details about the solution, see our Kaspersky Fraud

Prevention page.

422 ARRESTED AND 4031 MONEY MULES IDENTIFIED IN
GLOBAL CRACKDOWN ON MONEY LAUNDERING 02 December 2020

Today, law enforcement authorities from 26 countries and Europol
announce the results of the European Money Mule Action ‘EMMA 6°, a
worldwide operation against money mule schemes. Between September and
November 2020, EMMA 6 was carried out for the sixth consecutive year with

the support of the European Banking Federation (EBF), FinTech FinCrime

Exchange, INTERPOL and Western Union. As a result, 4 031 money mules
were identified alongside 227 money mule recruiters, and 422 individuals were
arrested worldwide.

During the span of the operation, 1529 criminal investigations were
initiated. With the support of the private sector including more than 500 banks
and financial institutions, 4 942 fraudulent money mule transactions were
identified, preventing a total loss estimated at €33.5 million.

Money mules are individuals who, often unwittingly, have been recruited
by criminal organisations as money laundering agents to hide the origin of ill-
gotten money. Unaware that they are engaging in criminal activities, and tricked
by the promise of easy money, mules transfer stolen funds between accounts,
often in different countries, on behalf of others. In exchange, they receive a

commission for their services.


https://kfp.kaspersky.com/?icid=gl_kdailyplacehold_acq_ona_smm__onl_b2b_kasperskydaily_wpplaceholder_______
https://kfp.kaspersky.com/?icid=gl_kdailyplacehold_acq_ona_smm__onl_b2b_kasperskydaily_wpplaceholder_______
https://kfp.kaspersky.com/?icid=gl_kdailyplacehold_acq_ona_smm__onl_b2b_kasperskydaily_wpplaceholder_______
https://www.ebf.eu/
https://www.interpol.int/
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While mules are recruited via numerous routes such as direct contact or
through email, criminals are more and more turning to social media to recruit
new accomplices, through the advertisement of fake jobs offers (e.g. ‘money
transfer agents’), online pop-up ads and instant messaging applications.
Although some COVID-19 related cases have been reported, payment process
compromise and romance scams continue to be the most recurrent schemes. The
use of cryptocurrencies by money mules is also on the rise.

This week, Europol and EU law enforcement authorities together with
international  partners and  financial institutions  will launch

the #DontBeaMule campaign to raise awareness among the public on the risks

of money mule schemes.

The campaign, promoted nationally by competent authorities, will aim to
inform the public about how criminals operate, how they can protect themselves
and what to do if they become involved.

What do you risk as a money mule?

. physical attacks or threats if you don’t continue to cooperate with
the criminals;

. prison sentence, fine or community service;

. a criminal record that could seriously affect the rest of your life

such as never being able to secure a mortgage or open a bank account.

What can you do?

If you think you might be used as a mule, act now before it is too late:
stop transferring money and notify your bank and your national police
immediately.

Operation EMMA is part of an ongoing project conducted under the
umbrella of the EMPACT Cybercrime Payment Fraud Operational Action Plan,
designed to combat online and payment card fraud, led by the Netherlands.
Building on the success of the previous EMMA operations, EMMA 6 saw the

participation of law enforcement authorities from Australia, Austria, Belgium,


https://www.europol.europa.eu/activities-services/public-awareness-and-prevention-guides/money-muling
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Bulgaria, Croatia, Cyprus, Czechia, Estonia, Finland, Greece, Hungary, Ireland,
Italy, Lithuania, Moldova, Netherlands, Poland, Portugal, Romania, Spain,
Sweden, Switzerland, Slovenia, Slovakia, United Kingdom and United States.
During this yearlong operation, Europol supported the coordination and
preparation of operational meetings, delivered analysis and facilitated the
exchange of information between law enforcement authorities and private
partners. Furthermore, Europol coordinated the awareness campaign with the

participating countries.

Headquartered in The Hague, the Netherlands, Europol supports the 27
EU Member States in their fight against terrorism, cybercrime and other serious
and organised forms of crime. We also work with many non-EU partner states
and international organisations. From its various threat assessments to its
intelligence-gathering and operational activities, Europol has the tools and

resources it needs to do its part in making Europe safer.

Multi-billion dollar forestry crime to be treated as white collar crime
— INTERPOL 15 June 2017

. LYON, France — An international gathering of experts convened by
INTERPOL has recommended that law enforcement enhance strategies against
corporate crime in the forestry sector.

. The three-day (12 — 14 June) Global Forestry Crime Conference
gathered some 100 representatives from the timber industry, financial
institutions, investigative non-governmental organizations, and law enforcement
agencies to shape a transnational response against the ‘business’ of forestry

crime.
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To this end the conference at INTERPOL’s General Secretariat
headquarters highlighted the need to engage with its global network to identify
priorities, share best practices and coordinate activities.

“In addition to investigating individuals, law enforcement and prosecutors
are encouraged to consider investigating companies that commit environmental
crimes. INTERPOL can play an important role in strengthening law
enforcement capacity in this regard," said Joseph Poux of the US Department of
Justice.

Renato Madsen of the Brazilian Federal Police said: "The INTERPOL
Global Forestry Conference provided a unique opportunity for law enforcement
from timber importing and exporting countries to meet and exchange
information on the illicit timber trade. The Brazilian Federal Police remains
committed to working with INTERPOL to connect with the international law
enforcement community.”

. Highlighting how the global illicit trade in timber is worth between
USD 51 to 152 billion every year, INTERPOL Executive Director of Police
Services Tim Morris said: “Criminal intelligence held by INTERPOL confirms
that the same routes and modus operandi used for the illegal trade of timber are
also used for the illegal movement of commaodities such as drugs and protected
wildlife.”

. With global corruption in the forestry sector estimated at USD 29
billion annually, conference participants recommended that law enforcement
enhance strategies against corporate crime in the forestry sector by adapting
financial investigations and anti-corruption measures to ensure compliance by
the timber industry and financial institutions.

. “It 1s important that investigations into forestry crime target the
kingpins who control the networks and finance the illegal logging operations as

a business. We must acknowledge the extent to which organized criminal
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networks are involved with corporate crime, and increase transnational, multi-
agency cooperation and investigations,” added Mr Morris.

. Launched five years ago, Project Leaf drives INTERPOL’s efforts
against the organized criminal networks involved in forestry crime. Funded by
Norway, the project supports member countries to strengthen the collaborative
response of law enforcement agencies via INTERPOL’s global network, identify
criminals and their modus operandi, and disrupt transnational criminal activities.

. In November 2014 Project Leaf coordinated Operation Amazonas Il
to investigate, arrest and prosecute the criminals and networks involved in the
illicit timber trade in Central and South America. It saw more than 200 arrests
and the seizure of enough timber to fill 20 Olympic-sized swimming pools.

The conference concluded with the representatives from some 40
INTERPOL member countries in Africa, the Americas, Asia and Europe

establishing a specialized international working crime group on forestry crime.

Wildlife trafficking: organized crime hit hard by joint INTERPOL-
WCO global enforcement operation 10 July 2019

LYON, France - A joint worldwide customs and police operation has
resulted in the seizure of large quantities of protected flora and fauna across
every continent.

From 4 — 30 June, INTERPOL and the World Customs Organization
(WCO) coordinated Operation Thunderball, with police and customs
administrations leading joint enforcement operations against wildlife and timber
crime across 109 countries.

The intelligence-led operation identified trafficking routes and crime
hotspots ahead of time, enabling border, police and environmental officers to

seize protected wildlife products ranging from live big cats and primates to
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timber, marine wildlife and derived merchandise such as clothing, beauty
products, food items, traditional medicines and handicrafts.

A team of customs and police officers together coordinated global
enforcement activities from an Operations Coordination Centre at INTERPOL’s
Global Complex for Innovation in Singapore.

Initial results have led to the identification of almost 600 suspects,
triggering arrests worldwide. Further arrests and prosecutions are anticipated as
ongoing global investigations progress.

“Wildlife crime not only strips our environment of its resources, it also
has an impact through the associated violence, money laundering and fraud,”
said INTERPOL Secretary General Jiirgen Stock.

“Operations like Thunderball are concrete actions targeting the
transnational crime networks profiting from these illicit activities. We will
continue our efforts with our partners to ensure that there are consequences for

criminals who steal from our environment,” added the INTERPOL Chief.

White Collar Crime: Not Your Usual Suspects
By Walter Pavlo, May 31, 2019,
Operation Varsity Blues (aka the College Admission Scandal) has hit

Hollywood and a string of executives who were paying big bucks to get their
children into the best schools. In Massachusetts, State Police are now in the
midst of a scandal where officers receiving pay for times when they were not at

work. At a trial for pharmaceutical executives, the heads of Insys were found

guilty of pushing opioids. Where did all these good people go wrong?
We are accustomed to stock frauds, Ponzi schemes and embezzlements,
many of them influenced by greed alone. However, the trend we see now is one

of entitlement and lack of oversight. The usual white collar model of Pressure (I


https://www.forbes.com/sites/walterpavlo/
https://www.cbsnews.com/news/college-admissions-scandal-list-operation-varsity-blues-every-charge-plea-accusation-facing-parents-2019-05-16/
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https://www.nytimes.com/2019/05/02/health/insys-trial-verdict-kapoor.html
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need more), Rationalization (Everyone else does it) and Opportunity (loose
oversight) still apply but it is amazing that the Opportunities today are so
numerous. One reason is that these newer prosecutions involve the
overseers themselves. People in these positions have a high level of trust.

In the case of universities, coaches were given full authority to grant
someone a position on a team. While universities are victims of this crime, they
are also enablers through policies that provided an easy way for people to
bypass the college acceptance process. That coaches had so much discretion to
allow "Student Athletes” into the university was an invitation to
abuse. Certainly it was more widespread than the cases we have now come to
know.

State Police, like other law enforcement professionals, have some
oversight, but THEY are supposed to be the oversight!

In the case of pharmaceutical executives pushing bad products, they too
are the ones who are supposed to be looking out for the best interest of
patients. With these opportunities for fraud to occur, even the best characters
were tested beyond what they could handle.

Today's defendants look like who we would want to be like. They are
people who were in positions of authority, influence and power. Their words of
wisdom were the ones we followed. Even Anthony Robbins, who has not been
charged with any crime, is scrambling in the wake of sexual harassment charges

that made his publisher scrap his most recent book. It makes me wonder "who

should we be following today?"

The white collar prosecutions of today involve cases that have:

. Lack of oversight

. Defendants who had a High level of trust

. Defendants who were already wealthy (or had some level of
comfortable living)

5 A risk for so much to achieve so little


https://www.dailymail.co.uk/news/article-7087925/Tony-Robbins-new-book-scrapped-publisher-amid-allegations-sexual-misconduct.html
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These types of crimes defy the characteristics of traditional white collar
defendants. During this era of enforcement, where white collar prosecutions

have trended downward, we are seeing a new type of defendant. Unlike those

detailed in Harvard Professor Eugene Soltes' book, Why They Do It, these new
defendants look much different. When Soltes asked his Harvard MBA's if they
could ever see themselves succumbing to the temptation of an unethical or
illegal act, they consistently said they could not. His conclusion is that students,
future leaders, should "consider the situation surrounded by their norms and
incentives as well as growing up in a culture in which you were encouraged to
behave in a particular way."

When people ask if the opportunities for fraud are more today as
compared to years ago (Enron, WorldCom) one just needs to look at the
headlines and see we have a new white collar crime wave occurring today ... and

it involves our most trusted citizens.


https://www.bloomberg.com/news/articles/2018-05-25/white-collar-prosecutions-fall-to-20-year-low-under-trump
https://www.fraud-magazine.com/article.aspx?id=4294998521
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