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Introduction

BBenenue
Meroauueckasi opraHuzanus Y4eOHOro MocoOusi, NpeaycMaTpUBaET
BBITIOJITHCHUE IIEJICBBIX YCTAHOBOK TPOTPAaMMBl — HAYIUTh  Oyaymux
npoecCUOHaNOB — COTPYAHUKOB  TOJUIMKA TOHMMaTh U 00OCYXJaTh
JUTEPATYPY, CBSI3aHHYIO CO BCEMH acleKTaMHu MH(OPMAIIMOHHBIX TEXHOJIOTHUH,
W HampaBJ€HHYI0O Ha OOpb0y C TEeppopu3MOM B KHOEPIPOCTPAHCTRBE,
BOCIIPUHUMATh HA CIIyX WHOS3BIYHYIO p€Ub U OOBSICHATHCA B OIpPEACIICHHBIX
CUTyalusiX MpoeCCHOHATBLHOTO XapaKTepa Ha M3y4aeMOM S3bIKE IO JaHHOU

TEMC.

Ha onnom TemarnueckoMm mMaTepualie, KOMIUIEKCHO-TU(PdEpeHITUPOBAHHO
OCYILECTBIISIETCS PA3BUTUE YMEHUW UM HABBIKOB YCTHOM pEYM, YTEHUS U MHUChMA.
Metonnueckass cucremMa y4eOHOro MNOCOOMsS MPEAOCTaBISAET BO3MOMXHOCTb
OCBOUTH yUEOHBIM MaTepHasl MOITAIHO — OT MPOCTO K CIoKHOMY. M3ydarorcs
TEeMaTUYECKUE JICKCUUECKUE €IMHUIIbI, KOTOPbIE HAXOASAT OTPaXKEHUE B 0A30BBIX
tekctax. l[locie paboThl Haa TEKCTOM MAAlOTCS TpaMMaTHYECKHE TMpaBuIa,
OCBOCHHE U 3aKPEIUICHUE KOTOPBIX OCYILIECTBISIETCS OCPEACTBOM YIIPAKHEHUN
uist oOydaromxcs pasHoro ypoBHs. Kaxaplil pasgen mocoOusi 3aBepuiaeT
COOpPHUK TEKCTOB U3 OPUTMHAIBHBIX UICTOYHUKOB JIJII CAMOCTOSITEILHOTO, O0JIee
rIIyOOKOro wu3ydeHus MpodecCuoHaATbHO-OPUEHTHPOBAHHOTO Marepuana. B
MPUJIOAKEHHST BKJIIOUCHBI TECThI JJII CAMOKOHTPOJIS, KPATKUKA TEeMaTUYECKUN
AHTJIO-PYCCKUU CJI0Bapb, AHTJI0-aHTJIMACKAN CJIOBaphb TEPMUHOB
KHOEpIpPOCTPAaHCTBA, a TaKXKe IepedYeHb BOMPOCOB, KOTOPBI MOXKET OBIThH
MCMOJIb30BaH KaK MPU COCTABICHUM IUAJIOTOB, TAK W MPHU IMOJATOTOBKE CIAYU

IIPOMEKYTOUYHOM aTTECTALNH.

VYyebnoe mocobme «KOMIBIOTEpHBIE TEXHOJIOTHH W KHOEPTEPPOPU3IM»
npernosiaract B3aMMOCBSI3aHHOC MPOXOXKICHHUE JICKCHYECKOTO u
rpaMMaTHYEeCKOrO0 MaTepuajia W pa3BUTHE PEYCBBIX YMCHWA W HAaBBIKOB.

Kaxxapiii pa3aen mocoOusi BKIIOYAET, KaK ayTeHTUYHBIE, TaK U aJlallTUPOBAHHBIC



yueOHble,  Mpo(ecCHOHATIbHO  OpPUEHTHPOBAaHHBIE  TEKCTHI,  JIEKCHKO-
rpaMMaTHYecKie KOMMEHTapuu W yrpaxHeHus. s Oyaymux cOTpyAHHUKOB
OB/l B cdepe 6e3omacHOCTH MHGOPMAIIMOHHBIX TEXHOJIOTHI MpEACTaBISIeTCS
HEOOXOJMMBIM  OBJIQJICHUE BCEMH BHJAMHU YTCHUS JIATEPATyphl IO
CIICIUATILHOCTY HA aHTJIMHCKOM SI3BIKE C LEJIBI0 MOJTY4eHUs MPOPECCHOHATBHO
3HAYUMON HH(OpPMALUH, T. K. TIPU PEIICHHU psaa NpoQecCHOHATBHBIX 3a1a4

KaK BHU/J quCBOﬁ ACATCIIbHOCTH YTCHUC IIUPOKO BOCTp€6OBaHO.

Ocoboe BHUMaHHE YJEICHO pasjeliaM, KOTOpPHIE COJIEpKaT JIEKCHUKO-
rpaMMaTHYECKHE SMHUIIBI, BBEIEHHBIC B MIPEIBIAYIINUX pa3jeiiaX, YTO CHUMaET
CJIO)KHOCTH B aKTHBH3AIIMHA HOBBIX CIMHHUIL. YTPAKHCHUN M Pa3IUIHbBIC 33 aHHSI
CTEMYJIHPYIOT OCBOSHHE HABBIKOB PEUEBON KOMMYHHUKAIIUU, KaK B YCTHOM, TaK

U IMMMCHMEHHOM.

Mamepuan npunosicenuit (mecmol 011 CAMOKOHMPOJIS, BONPOCHL K
9K3aMeHy, a makxdce KpamkKue memamuyeckue Ccr08apu, HOBOCMU NO
NPOONEMHBIM MeMaAM U KpPOCCe0pObl) TIPeIHA3HAYEH JUII CaMOKOHTPOJIS H

CaMOpa3BUTHUA cnymaTeJIeﬁ.

[IpencraBneHHbIE B TOCOOMH ayTEHTHUYHBIE TEKCTHI HA AHTJIMICKOM SI3BIKE
yrayOonsitoT ~ 3HaHMg ~ oOydaroluxcs — CHeluaJbHOCTH  be3zomacHoOCTh
MH(POPMAIIMOHHBIX TEXHOJIOTHM B MPAaBOOXPAHUTENBHON cepe, 3HAKOMST HUX C
COBpPEMEHHBIM  QHTJMICKUM  SI3BIKOM,  PACHIMPSAIOT  MPEJICTaBICHHUS O
KOMIBIOTEPHBIX TEXHOJIOTHAX TMPOILUIOr0, HACTOSILIEr0 M IUIAHUPYEMOTO
Oyayiuero, a Takxke UHPOPMUPYIOT 00 MMEUIMXCs KubepaTrakax U crnocodax
UX TPENOTBpAllEeHUs W MOTYT OBITh HCIOJB30BaHBl  MPOodheccopcKo-
IPENoAaBaTeIbCKUM COCTaBOM, aJbIOHKTaMU, KypCaHTaMHU M CIIyILATEISIMU
oOpa3oBarenbHbIX opranuzauuii MBJ[ Poccum kak st paboThl B ayJUTOpUH,

TaK U JJIs1 CAMOKOHTPOJIA.



UNIT | COMPUTER SYSTEMS:
definition, history, types, application

* Computer Systems

System Unit

Output device

Output device

Input device

Input device

Unit | COMPUTER SYSTEMS

Vocabulary

Vocabulary

Study the vocabulary and learn the words
1. authenticate O [C] mnoaTBepauTh JIUYHOCTH (ITOATMHHOCTB)
noJsib30BareNst kommeiorepa; E.g.. Admittance was denied when
the computer could not authenticate him. C rpeu. authentikos
(o ATMHHBIH).

2. boot O [D] 3anyctuts kommsiotep. Coxpawenue om bootstrap.

7



. browser O [A] 6pay3ep - [IporpamMmmHOe obecriedeHHEe, KOTOPOe
MO3BOJISICT BaM HMCCIICAOBaTh WM IpOCMaTpuBaTh MHTEpHET. OT
¢bp. brouter (icTrch, KOPMHUTHCS).

. compress O [A] oxumarh; XpaHUTh JJaHHBIC B MCHBIIEM
konmuecTBe Mecta ; E.g.. The manuscript was compressed on a
single floppy disk. Co crapo-dp. compresser.

. cracker O [B] B3mommuk; 3IOyMBINUICHHUK; KTO-TO, KTO
B3JIOMAJI WJIM B3JIOMaJl KOMIIbIOTepHBIC cucteMbl; E.Q.; In the film
Mission: Impossible, Tom Cruise enters a high-security area with
the aid of a cracker. C mem. krachen

. cursor O [B] kypcop; MOIBMXHBI HHIMKATOp Ha SKpaHe
kommbioTepa; E.g.: He put the cursor after the last typed word. C
nar. (berats).

. download O [A] ckauaTh; ckonmupoBaTh (haiija WIK MPOrpaMmy Ha
nepcoHa bHBIN KoMmbioTep;E.J.:, She downloaded the transcript
of the trial. C mp.anrn. adune (c xonma) and lad (aecyruii).

. emoticon O [D] cwmaiimk; Wmmoctpamus, mepenaromas
Hactpoenue;; E.g.. When viewed sideways, the emoticon :-)
signifies happiness. Also called smiley. Derived from emotion and
icon.

. gigabyte O [B] rura6aiit; Enununa xpanenus; E.g.: A gigabyte of
work was saved on her home computer. C rpeu. gigas (rurasr) u

BapuaHta Owurta (cokpamenue ot for binary digit- nBomuHOM

U poI).

10.glitch O [C] mmok; Omubka, HeucmpaBHocTh; E.g.0 A

telecommunications glitch nearly wi ped out the stockbroker’s on-

line trading.

11.hit O [D] Ilocetuts BeO-caiit. C apeBHe-ckaHAuHAaBCKOro hitta

(BcTpeuaTbes ¢ KeM-TH00).



12.link O [C] ccputka; oTHOCSIIUICS K caiiTy B mHTepHeTe; E.g.: One
link sent him from Caruso to Pavarotti. C mnem. Gelenk
(mpucoeMHEHHBIN).

13.log on O [B] BoiitTH B cucTeMy; TOJXY4YHTh JOCTYIl K
kommbioTepHoii cetu; E.g.: A user ID and password will help you
log on. Origin unknown.

14.modem O [D] wmogmewm, Iloakirodaromiee yCTPOMCTBO MEXITY
KoMIplOTepamMu 1o TeiaehonHor nuuuu; E.g.. The journalist
submitted her article by modem. Condensed form of modulator
and demodulator.

15.network O [C] cetp, Cucrema 3JIEKTPOHHO-00BEIUHEHHBIX
kommbiorepoB; E.g.. A network offers many opportunities for
sharing information. C gp.-aura. nett (ysen) and weorc
(neiicTBHE).

16.pixel O [A] mukcens, 21eMEHT N300paKCHHsI; OCHOBHAS CMHHIIA
9KpaHHOTrOo M300pakeHus . CokpaiieHue ot Pix u element.

17.scanner O [A] Machine that reproduces images onto a computer.
Latin scandere (to climb).

18.server O [A] cepBep, MamuHa, KoTOpas BOCIHPOM3BOIUT
n3o0paxeHuss Ha kommbproTep Central computer sharing resources
and data with other computers on a network. C nar. servire (ObITh
B UCIIOJIb30BaHMUH).

19.shareware O [D] becrmnatHoe mpoOHOE  MPOrpPaMMHOE
obecricueHue, dYacTto TpeOyromiee Oolee IO3JHEH  OIUIaThI.
Combination of share and software.

20.virus O [D] Bupyc, undposas undexius; as, The virus wreaked

havoc with the bank’s accounting. C nar..



Read and translate

DEFINITION COMPUTER SYSTEM

m HARDWARE = A computer system
is defined as

Vv combination of
components
designed to
process data and
store files.

= A computer system
requires hardware,
software and a user
to fully function.

1. COMPUTER SYSTEMS

Computers can be divided into 3 main types, depending on their size and
power.

The largest and most powerful are Mainframe computers. They can
handle large amounts of information very quickly and can be used by many
people at the same time. They usually fill a whole room and are sometimes
referred to as mainframes or computer installations. They are found in large
institutions like universities and government departments.

Minicomputers, commonly known as minis, are smaller and less
powerful than mainframes. They are about the size of an office desk and are
usually found in banks and offices. They are becoming less popular as
microcomputers improve.

Microcomputers, commonly known as micros, are the smallest and least
powerful. They are about the size of a typewriter. They can handle smaller
amounts of information at a time and are slower than the other two types. They
are ideal for use as home computers and are also used in education and business.
More powerful microcomputers are gradually being produced; therefore, they
are becoming the most commonly used type of computers.

A computer can do very little until it is given some information. This is

known as the input and usually consists of a program and some data.
10



A program is a set of instructions, written in a special computer language,
telling the computer what operations and processes have to be carried out and in
what order they should be done. Data, however, is the particular information that
has to be processed by the computer, e.g. numbers, names, measurements. Data
brought out of the computer is known as the output.

PROGRAM Add two numbers then display the result.

OUTPUT DATA 7

INPUT DATA 3, 4

EXAMPLE: A computer calculating 3 + 4 = 7 uses the following program
and data:

When a program is run, i.e. put into operation, the computer executes the
program step by step to process the data. The same program can be used with
different sets of data.

Information in the form of programs and data is called software, but the
pieces of equipment making up the computer system are known as hardware.

The most important item of hardware is the CPU (Central Processing
Unit). This is the electronic unit at the center of the computer system. It contains
the processor and the main memory The processor is the brain of the computer.
It does all the processing and controls all the other devices in the computer
system The main memory is the part of the computer where programs and data
being used by the processor can be stored. However, it only stores information
while the computer is switched on and it has a limited capacity.

All the other devices in the computer system, which can be connected to
the CPU, are known as peripherals. These include input devices, output devices
and storage devices.

An input device is a peri pheral, which enables information to be fed into
the computer. The most commonly used input device is a keyboard, similar to a
typewriter keyboard.

An output device is a peri pheral, which enables information to be

brought out of the computer, usually to display the processed data. The most
11



commonly used output device is a specially adapted television known as a
monitor or VDU (Visual Display Unit). Another common output device is a
printer. This prints the output of the CPU onto paper.

A storage device is a peripheral used for the permanent storage of
information. It has a much greater capacity than the main memory and
commonly uses magnetic tape or magnetic disks as the storage medium.

These are the main pieces of hardware of any computer system whether a

small “micro” or a large mainframe system.

Computer Systems

* A computer program is...
— A set of instructions for a computer to follow.

+ Computer software s ...
~ The collection of programs used by a computer

+ Computer hardwareis ...

~ The actual physical machines that make up a
computer installation.

*Things that can be touched are called *The parts that can’t be touched are called
“Hardware”. “Software”.

*Characteristics: They have physical Characteristics: It has no physical existence.
existence, weight, color & they can be *They can be realized through mind and
damaged or broken. feeling only .

*E.g. monitor, mouse, printer. *E.g. translators, editors, programs.

12




EXERCISES

l. Answer the following questions:

Sy

‘ ]

Questions AnNswers

1. What type of computer is most suitable for home use?

2. What is a program?

3. What are the functions of main memory, input device, storage device?
4. What is data?

5. What are the functions of processor, output device, monitor?

I1. Match each component in column A with its function in column B:

A

B

1. Storage device
2. Input device

3. Output device
4. Main memory

5. Processor

a. It displays the processed data

b. It holds the programs and data being used by the
processor

c. It does all the processing and controls the peripherals
d. It allows data to be entered

e. It provides permanent storage for programs and data

I11. Complete the table:

Mainframe Minicomputer Microcomputer

Size

Power

Use

V. Label the diagram of a computer system using these terms:

13




Data Flow

14

a) Main memory
b) Input device
c) Output device
d) Processor

e) Storage device




1. authenticate, v O
A: to fade. B: complicate. C: confirm. D: test.
2. boot,vO
A: to fail gradually. B: enlarge. C: adjust.D: start up.
3. browser, n O software that allows you to
A: explore the Internet.B: eavesdrop. C: send a fax. D: save a
file.
4. compress, v O
A: to shrink. B: understand. C: fix. D: soften.
5. cracker,n O
A: fanatic.B: intruder. C: burglar. D: expert.
6. cursor,nO
A: coarse speaker. B: indicator. C: moneychanger. D:
technician.
7. download, v O
A: to copy. B: scramble. C: erase.D: belittle.
8. emoticon, n O
A: robot. B: radiation. C: trick. D: illustration.
9. gigabyte,n O
A: sudden shutdown. B: unit of storage. C: wide gap. D: high
pressure.
10.glitch,n O
A: flash. B: excitement. C: error. D: stroke of luck.
11.hit,n O

15



A: accident. B: stumbling block.C: unit of measurement. D:
visit.

12.link, n O
A: missing piece. B: space station. C: related site. D: warning
signal.

13.log on,v O
A: to pile. B: gain access. C: waste time.

14.modem,n O
A: digital code. B: keyboard. C: visual display.D: connecting
device.

15.network, n O
A: TV channel. B: digital design. C: system of computers. D:
filter.

16.pixel, n O
A: picture element. B: programming oddity. C: brief blur. D:
long delay.

17.scanner, n O machine that
A: reproduces images. B: translates files. C: searches a
document. D: adds color.

18.server,n O
A: central computer. B: speed control.C: power supply. D:
trouble-shooter.

19.shareware, n O
A: hand-me-down clothing. B: free hardware. C: relic. D: trial
software.

20.virus, n O
A: flaw. B: poison. C: fatigue. D: infection.

16



2. COMPUTER HARDWARE

Computer System

# |s a collection .
of related : .
components @7 / ;Tap:,}q
that have all / w—

been designed
to work

£ 5
Floppy disk
Hard 7 .
St

together t s drive . -
Smoothly v Pemgp‘e:?'t stﬁraSe o
Vocabulary:

Vocabulary

Study the vocabulary and learn the words

Keyboard KJIaBHATYpa
Mouse MBI

to load 3arpyxarb
Instruction KOMaH/Ia

Error message  cooOrieHue 00 ommoOKu
Input BBO/JI
Output BBIBOJ HH(OPMAITHH

Button KHOIIKA
17



Memory aMATh

to create CO3/1aBaTh

Soft copy MSTKasl KOTHS, H300pakeHNE Ha dKpaHe
Hard copy TBEp/iasi KOs, MalllnHHAas (TeyaTHas )
to attach HOJCOCANHATHCS, NOAKIIOYATh

Read and translate the text 2

HARDWARE

® Hardwareis the
collection of physical

. System Unit S Monit
devices that make up | o o
your computer -~ ] |
system. These | ¥ | Speaker

devices are also
called components.

Speaker

What is the hardware?
The devices composing a computer system is called the hardware.
It can be divided into 4 categories:
o storage hardware.
o processing hardware.
o output hardware.
o input hardware.

e Storage hardware

18



e The purpose of storage hardware is to store computer instructions and
date hardware.

e There are two types of output; soft copy and hard copy. Soft copy is
information that is seen on a television-like screen, of monitor, attached to
most computers. It is temporary; as soon as the monitor is turned off or
new information is required, the old information vanishes. Hard copy is
output printed in a tangible form such as on paper. It can be read without
using the computer and can be conveniently carried around, written on, or
passed to other readers.

Processing hardware
Processing hardware directs the execution of software instructions
in the computer. The most common components of processing hardware are the
central processing unit and main memory.
The central processing unit (CPU) is the brain of the computer. It reads
and interprets software instructions and coordinates the processing.
Memory is the component of the computer in which information is
stored. There are two types of computer memory: RAM and ROM.
RAM (random access memory) is the memory, used for creating, loading
and running programs.
ROM (read only memory) is computer memory used to hold programmed
instructions to the system.
The more memory you have in your computer, the more operations you
can perform.
Input hardware
Input hardware collects data and converts them into a form suitable
for computer processing. The most common input device is a keyboard. It looks
very much like a typewriter. The mouse is hand-held device connected to the
computer by a small cable. As the mouse is rolled across the desktop, the cursor

moves across the screen. When the cursor reaches the desired location, the user

19



usually pushes a button on the mouse once or twice to give a command to the

computer.

Review of computer systems

Hardware:

Computer Equipment

Software:

Computer Programs

Databases:

An organized collections of facts

l. Answer the following questions.

Questions

1. What is hardware?

2. What does input hardware do?

3. What is the most common input device?

4. What are the main components of processing hardware?
5. What is the purpose of storage hardware?

6. What do you think is a hard copy?

20



. Agree or disagree with the statements.

Agree Disagree

1. Hard copy vanishes when we turn the computer off.

2. There are two types of input: soft copy and hard copy.

3. Processing occurs in the part of the computer called the mouse.

4. Information is stored in memory.

5. Hard copy can be read without using the computer.

I11. Fill in the table. Use the picture.

: DISPLAY.
' (1) SCREEN_[F (10)
PRINTER (9) ' ? -
- (13)CURSOR (12)
= MEMORY(J) [B§< RIS B
N == | ‘ = porT (2
‘ 'én DSk ]
KEYBOARD (4] [';]
= 8)
KEY(5) @ (6)DRIVE MOUS
Ne English terms
1
2 [Tamsate
3 Hard disk
4 Keyboard
5
6 JluckoBog
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7 ['He3no, mopt

8 Mouse

9 Print

10 Display

11 Okpan

12 Jluckera, THOKUM TUCK
13 Cursor

V. Translate the sentences from Russian into English.

1. OnHUM K3 BXOJHBIX YCTPOMCTB SBISIETCS KJIaBUATypa.

2. K ycrpoiicTBaM BBOJia OTHOCSATCS MBIIIKA, CKaHEP, MUKPOPOH U
MHOI'0€ JIpyTO€.

3. Camas ry1aBHasi 4aCTh KOMITBIOTEPA — LEHTPAJIBHBIN IIPOLIECCOP.

4. ITamsTh IOMOTaeT KOMIBIOTEPY XPAHUTh UH(OPMALHIO.

5. Uem Oosblile TaMATh B KOMIIBIOTEPE, TEM OOJIbLIE ONEPALUNA MOKHO

BBIITOJIHATD.

6. CyiiecTByIOT 2 THUIIa BXOAHBIX YCTPOMCTB: MATKasl KOIUS U TBEPas

KOIIH:I.
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3.Passive Voice: grammar rules and exercises

Passive Voice

Present Simple Present Present Perfect | Present Perfect
Progressive Progressive

has
Jis/are 1S 2 JJ.‘VA@.,// las. . . :
! amjERIeY-3 M@ V-3 Tpeen V-3 | ng .
. Past Simple Past Past Perfect Past Perfect
Progressive Progressive
V-3 being V=3 been V-3
Future Simple Future Future Perfect Future Perfect
Progressive Progressive
will be will have
\ /-‘.'. b \V/-g
Future in the = vt in the utureint

Past Simple Past Past Perfect Past Perfect
Progressive Progressive

would have

b,@@ﬂ \\.//=3 \./"u

would be

[Ipu cupsbKeHUU r1arojia B CTpagaTeIbHOM 3aJI0re U3MEHSIETCS TOJIBKO
riaros to be , cMBICIIOBOI I1aroa UMEeT BO BeeX BpeMeHax oaHy Gopmy — Past
Participle. CrienoBarensHo , Bpemsi ompezensercs GopMoi , B KOTOPOM CTOMT
[JIaroj B CTpajgaTelbHOM 3ajiore , ompezensercs (GOpMoil , B KOTOPOH CTOUT
BCIIOMOTraTeIbHBIN ri1aroi to be.

BcemomoraTenbHBI  I1aroyl  CTaBUTCS — MEpPEed  MOMJICIKAIIUM  IIPHU
00pa30BaHUM BOIPOCHTEIBHON POPMEI :

Am | asked?

Mens cnpawusarom?

Shall | be asked? Mens cnpocsam?

Have | been asked?

Memns cnpocunu?
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When was the book written?

Kozoa 6vina nanucana knuea?

[Tpu oOpa3oBanuu orpuuareiabHOl GopMmbl Passive Voice wyactuia not
CTaBUTCS MTOCJIC BCTIOMOTATEJILHOTO TJIaroa;

| am not asked.

| shall not be asked.

C TakuMu MoJajdbHBIMU TiarojiiaMu kak have to, should, be to can
(could), must, may (might) , ought to, cTpamaTenbHbIi 3a10r 00pa3yeTcs ¢
nomoIneko to be u Past Participle ocnoBroro riaroima.

This work must be finished today.

This report ought to be finished tonight.

That room cannot be used as a classroom.

1.) Rewrite these sentences in the Passive using Present Simple Tense:
. Students write tests every month.

. They make beautiful toys at this factory.

. They export millions of cars from Japan every year.

. Watchmakers repair watches.

. The bill includes service.

. They close the shop. at 8.

. He translates articles every day.

coO N oo o1 B~ W N P

. She doesn't send telegrams before every holiday.

2.) Supply the Passive forms of the verbs in the box, using the Past

Simple Tense: invent, plant, kill, write, discover, design, paint, build, name:

1. When America ?

2. Five fruit-trees in our garden last
year.

3. The picture Mona Liza by Leonardo da Vinci.

4. Marat in his bath.
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5. Radio by A.Popov.

6. The first pyramid of Egypt around 3000 BC.
7. The Winter Palace by Rastrelli.

8. "War and Peace" by L.Tolstoy.

9. Rossi street after a famous Russian architect.

3.) Make the following sentences active:

o 3 o o1 A W N B

. Peripheral devices can be attached to the computer.

. Computer instructions are also called programs.

. This work is usually performed manually.

. Computers are used to monitor environmental problems.

. Today the lives of most of us are affected by a computer every day.

. This program was damaged by a computer virus.

. The ’crash behavior’ of the airplane was determined by the scientists.

. This monitor was designed by Dell Corp.

4.) Make the following sentences passive:

o N oo o1 A W N B

. Hardware also includes peripheral devices.

. Educators use computers in the classroom.

. Scientists can build computer models of airplane crashes.

. Today many businesses and organizations own computers.

. These organizations use computers for different purposes.

. Computers can process data in a fraction of time.

. Engineers use computers to design replacement for the damaged bone.

. Computers are changing our life.
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SUPPLEMENTARY READING

Text 1. Global IoT Operating Systems Market: Snapshot

Exercise 1. Learn the words.

shell — oGomouka

kernel — spo

keep track — BrIcIE)KHMBaATH
stagehand — pabGoOTHUK CIICHBI

Props — peKBU3UT

Cue — meamp. perInKa

platter — Gonpias maockas Tapesika

single-tasking operating system — oaHo3a1a4Has onepanroHHas CHCTeMa

Exercise 2. Read and translate

The market for internet of things (loT) has already taken off and is
experiencing bold strides across various end-use industries. However, the
market for 10T devices are characterized by several design and performance
constraints, most notable of them being low memory, limited power, and low
processing capacity. The need for a dedicated operating framework for loT
system stems from this need. This has generated vast industry interest in open
source real-time operating system (RTOS) specifically designed for loT
framework. There are already a large number of open source operating systems
(OSes) designed keeping in mind the various constraints in mind. Each
commercially available operating system serves a set of needs in various 10T

systems, with the existence of any one-size-fits-all OS not feasible.
26



In addition, the IoT operating systems also adapts to the changing
requirement when application is transferred from one host to another. Some of
the prominent IoT OS are Ubuntu Core (developed by Google LLC) and Fuchsia
(developed by Canonical Ltd.)

The early adopters of these loT operating systems mostly comprise
industries such as aviation, healthcare, and industrial sectors, where the demands
from loT deployment are multifaceted and the needs are sophisticated. 0T
operating systems broadly serves the following key purposes: help in
multitasking, decides the scheduling and prioritizing tasks in the presence of
limited resources, sets communication protocols, and notably avoids any
overheads. The growing adoption of power-friendly compute resources in the
loT framework underpins the rapidly evolving demand for IoT operating
systems. The proliferating deployment of smart embedded loT devices in
various application areas in developing and developed countries also augurs well
for the demand for 10T operating system. With the dynamically changing
requirements from the use of networked devices under 10T, the market may see
the emergence of Linux operating system for 10T in the not-so-distant future.
(1725 n.31.)

Exercise 3. Write down unknown words and word-combinations with
transcription and translation

Exercise 4. Discuss with your group-mates the role of operating systems
in computer system and its primary purpose.

Exercise 5 Put 10 special questions to the text
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GLOBAL IOT OPERATING SYSTEMS MARKET: OVERVIEW

Internet of Things (loT) operating framework is an operating framework
intended for arranged and associated gadgets through Internet of Things. An
operating framework oversees equipment and programming assets of the
framework and gives normal administrations to them. The loT Operating
Systems is a propelled robotization and examination procedure which makes
utilization of systems administration, detecting, huge information, and manmade
brainpower innovation to convey end systems for a service. The 10T Operating
Systems is the development of the implanted OS having different focal points,
for example, little memory impression, bolster for heterogeneous equipment,
service availability, continuous capacities, and security among others.

loT operating systems gives memory and energy productivity to fit 1oT
gadgets. 10T operating systems intended for extensive variety of low-control
gadgets with ongoing offices utilized as a part of sensor systems, brilliant
structures, and individual zone organization and pervasive processing, and so
on. 10T operating systems gives memory and vitality proficiency to fit loT
gadgets. Advantages of IoT operations systems are an insignificant memory,
ongoing correspondence, adaptability, control administration, security and
supporting diverse process models and availability conventions. (1195 nieu.3n.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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Text 2. WHAT YOU SHOULD KNOW
ABOUT OPERATING SYSTEMS

Exercise 1. Learn the words

pull-down menu — Hucnagaroriee (pacKphIBAIOIICECs) MEHIO

scroll bar — nuHelka IPOKPYTKH

volume — GoJIbIIIoe KOJIMYECTBO, PETYIIATOP TPOMKOCTH

pOWer User — KOMIICTCHTHBIN KJIMEHT, IPOBUHYTHIN 0JIh30BATEIIb

DLL (Dynamic-Link Library) — 6ubmmoreka TuHAMUAYECKON
KOMITOHOBKH (CBSI3H)

plague — HagoenaTh, MPUHOCUTH BPEJT

not to sit well with sb — re noupaBurcs, ObITH HE O AyIIIE KOMY-HUOYIb

security vulnerabilities — ys3BuMocTH (cmabbie MecTa) CHCTEMBI
0e301acHOCTH

default user interface — uHTEpdeiic mop30BaTENsA IO YMOIUYAHUIO

concern — Bompoc, TPEOYIOIINI pa3peIIeHus

peer-to-peer technology — oxHOpaHTOBast TEXHOIOTHS

garner — coOupaTh, KOITUTh

Exercise 2. Read and translate the text
What You Should Know About Operating Systems

An operating system, or OS, is system software that manages computer
hardware and software resources and provides common services for computer
programs. Your computer applications, from document creation software and
browser software to the most specialized applications, rely on your OS as a
foundation for their storage and execution. Your desktop is like your mission
control, in short. So investing in an interface you can trust and thrive on is as
critical a choice as any in the software realm.

The majority of store-bought personal computers come with modern

operating systems already installed. Mobile devices also have their own form of
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OS (for example, an iPhone comes with Apple i10S). In many cases, you can
install a different OS on top of the embedded systems that come with your
computer. The operating system market has grown by leaps and bounds in the
past two decades, and each offering has a unique user interface and set of
features and specifications. If your job demands a certain level of performance
or particular tools and strengths in your hardware, there is likely an OS that is
perfect for you.

Key Benefits of Operating System Software

Help your computer or smartphone operate

Store your diverse set of applications and allow them to run as needed

Provide a smooth, customizable, graphical user interface (GUI) to manage
your applications. (1183 meu.3H.)

Exercise 3. Write down unknown words and word-combinations with
transcription and translation

Exercise 4. Discuss with your group-mates the role of operating systems
in computer system and its primary purpose.

Exercise 5 Put 10 special questions to the text

WHY USE OPERATING SYSTEMS?
Learn the words.
aware of sth — ocBegomiieH o, 3HaTh;
fortunate — ycrienrHbIi, TaTaHTIMBBIN
program entry — BXoJ4 porpaMmbl
hexadecimal — mecTHaamaTHpUYHAS CHCTEMA HCYMCIICHUS
clumsy — Heya00HbBIH, HerHOKHi
source language — sI3bIK KCXOIHOI'O TEKCTa
target language — BBIXOHO¥ SI3BIK TPOTPAMMHPOBAHHUS
fail to do sth — oxa3zarbcst HecmocOOHBIM cieNIaTh YTO-JIMO0
trap — soBy1IKa, anmapaTHoOe TpephIBaHNE

blur — nenate HESICHBIM, 3aTyMaHHUBATh
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implication — mpu4acTHOCTH, CKPBITHIA CMBICI
glibly — npaBnomomno6H0

implementation language — s13bIK peaau3aluu
from scratch — ¢ HyJ1s, ¢ camoro Havasna

outset — HavabHBIN dTAI

come to terms with sth — cmupuThes ¢ yem-n1160

bootstrapping — camo3arpy3ka, caMOHacTpOlKa

If you use computers in any capacity—including your work, school, or
personal life—a reliable desktop interface is at the core of the equation. These
tools are the software that manages your programs, and your hardware would
not function the way it was intended without one. Additionally, mobile
operating systems have helped handheld devices evolve from simply phones to
the robust computers they are today.

Unless you live a computer-free life, you should understand the
importance of operating systems and how they apply to you, your job, and your
team. If you are not entirely satisfied as the user of your current device driver,
you can consider the following factors and how a different system may be right
for you.

Programming Language — The average user may never pay any mind
to the programming languages underneath the hood of their operating system.
But for certain people, such as developers themselves, this is an increasingly
weighted part of their satisfaction with and potential for using an operating
system. The code that makes up an OS—whether assembly language, C++, or
one of the many niche languages to come out in recent years—affects the user’s
ability to customize their device and use it for their specific needs. For many,
there is a symbiotic relationship between their OS and the work they do. So
while this may be irrelevant to some, it is a crucial aspect to others in choosing

one platform over another.
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User Interface — The user interface where you navigate between your
program windows can define the overall OS experience. In the most well-known
CPU platforms, the interface is an intuitive, attractive display with point-and-
click desktop icons and menus. In the more niche platforms, this may be an
entirely different experience, with a heavier emphasis on search queries and
ergonomics than pleasing visualization software. This may be preferred for users
who are running hundreds of windows a day and desire performance power over
visual design. The question of interface may be a purely aesthetic one for some,
but for others it is the deciding factor in choosing an OS.

Specifications — Not all operating systems are created equally. Just like
certain powerful programs or games require a specific type of hardware, so do
the different types of operating systems. These platforms can rely heavily on
virtual memory, hard drive or disk drive power, and the quality of peripheral
devices. Without the appropriate physical resources to match the specifications,
not only will your applications not run properly, but the OS may fail to load in
general. If you prefer out-of-the-box laptop computers with basic capabilities,
this may rule out some of the more hearty operating systems. On the other hand,
if your desktop devices are top-shelf machines customized for high
performance, you may require a certain OS built for these scenarios. (2409
TICY.3H. )

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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WHO USES OPERATING SYSTEMS?

As mentioned above, operating systems are perhaps the most commonly
used type of software—because other software won’t run without it! If you use
modern computers for any reason, you use operating systems in the process.
(This also includes smartphone operating systems.)

With that being said, there are certain departments or groups of people
who may benefit from certain products over others in this category or put more
thought into the decision based on the tasks they need to perform.

Developers — The choice between operating systems can be a point of
contention in the development community, almost like rival gangs or schools.
The number of coding languages increases every year, and with it, so does the
number of careers built around development. Anyone who claims coding as a
hobby or a part of their job will not only put extensive care into choosing a
primary OS, they may switch between several interfaces in the course of their
day. These programs are the foundation off which they might just develop the
next million-dollar software solution or mobile app. So finding the system that
caters to their coding specializations and gives them the tools they need is
paramount.

Designers — Graphic designers and other design-minded individuals
have a similar relationship to their OS as that of developers. These users run and
work with the most modern applications available and require a platform that is
not only reliable but can handle the immense amount of activity they will
perform in an average day. It all begins with the right choice of hardware—with
extensive speed, power, and memory—Dbut this would mean nothing without the
right operating system to tie it all together.

Gamers — At the intersection of development and design is the desktop
gaming community, which has swelled into a worldwide phenomenon in tandem
with the technology and the offerings. It has become a multi-billion dollar
industry and a respected sport in its own right, with competitive gaming now

being a big draw on streaming platforms and certain television stations around
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the world. For serious gamers, investing in the right operating system can go
hand-in-hand with their games of choice. Just like other large applications,
games often demand the right specifications to run. Gamers may also run
multiple games at once, stream their gaming activity, or leave games running
while they do other things. Features like preemptive multitasking on certain
systems can help balance this activity so the hardware does not get overworked
and run the risk of crashing. (2167 nieu.3H.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

KINDS OF OPERATING SYSTEMS

When searching for any type of operating system, there are a few things
that are important to keep in mind. First, you should assess your needs as a user
prior to making any decision. If you are primarily going to be using an operating
system for business as opposed to personal use, it can narrow your selection
options. Certain operating systems are more ideal for their gaming or
development capabilities, which could impact your decision depending on these
needs. Proprietary operating systems almost always come preinstalled on
particular hardware devices, so if you have an affinity for a particular brand of
hardware, it could dictate your choice. Open-source operating systems are often
highly customizable, where proprietary platforms are more rigid and controlled,
at the liberty of the vendors regarding changes and updates. Due to the
customization options, open-source operating systems may require a higher level
of technical knowledge.

No matter the operating system, stability should always be at the forefront

of your judgment because of the immense repercussions that can come from a
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crashed operating system. Keeping your data safe and accessible is invaluable.
You should also take into account what system you are already running, if you
are debating a change in operating systems, because files or software programs
can be incompatible if you are attempting to transfer them from one to another.
Therefore, it can be advantageous to maintain the same brand of operating
system if you are deciding on an upgrade.

Oftentimes the decision-making process of selecting an operating system
will boil down to personal preference. The selection can be intimidating and the
volume of options grows each year, but below we’ll explore some of the more
popular operating systems and factors to consider with each.

macOS — macOS is proprietary, comes preinstalled on Apple computers,
and is not highly customizable. You should be accustomed to, or prepared to
learn, the general layout of Mac computers if you are interested in macOS. The
operating system integrates with other Apple products, including the mobile

operating system, i0OS, and the Apple iCloud for storage purposes. It also

provides access to Apple’s App Store, which is proprietary to Apple products as
well. macOS is very popular for personal users but can also be used for business
purposes.

Microsoft Windows — Microsoft’s Windows operating system is
available for use on a variety of PC brands, tablets, and even video game
consoles, but because of its proprietary nature, it is not very flexible. There have
been a number of releases over the years in the Windows NT family of operating
systems that have helped define the evolution of PC computers, including

Windows XP, Windows Vista, and Windows 10. Windows is compatible with a

number of programs but is convenient if you are used to using other Microsoft

products, such as Microsoft Office. The integration with Microsoft Office also

makes it a popular choice if you are searching for an operating system for your
business. That being said, it is also a viable option if you are looking for an

operating system for personal use.
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Linux — Linux distributions, or distros, are open-source operating
systems that run on the Linux kernel, meaning they are flexible operating
systems and often free, which is beneficial if you are on a budget. However,
Linux can be challenging if you are less tech-savvy, due to the focus on the
command line to control all functions of the system. If you are an experienced
user, the command line can become a very easy-to-use and resourceful tool.
Because the Linux kernel is open source, it is highly customizable, and there are
a variety of user interfaces available that you can choose from on any device. If
you are a developer, Linux distros are worth looking into because of the
flexibility, but for business purposes, or even just the common personal user, it
can be complicated and oftentimes it does not allow access to proprietary
software, which can be inefficient for businesses requiring that functionality.
Linux is based on Unix, an operating system dating back to the 1970s.

Mobile Operating Systems — While there are some open-source mobile
operating systems, oftentimes they are proprietary and offered on specific pieces
of hardware. For example, Apple’s 10S is preinstalled and unique to Apple’s
iPhones and iPad tablets. Android is an open-source option and runs on a range
of mobile devices but also comes preinstalled on some hardware. If you are
comfortable with specific devices, that will most likely dictate which operating
system you choose. These operating systems are also attached to specific
application stores. If you are interested in certain applications, they may not be
available or contain the same level of functionality due to proprietary
restrictions. You can use mobile OS interfaces for both business and personal
adoption. (1158 meu.3n.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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OPERATING SYSTEM FEATURES

There are countless configurations of hardware, peripheral devices, and
operating systems that will empower the user with the functionality that is best
for them. As we previously discussed, the operating system market has options
along the spectrum of features and user-friendliness, depending on your
specialization and personal preferences. But there are some primary features you
should keep in mind when researching your operating system decision that can
greatly impact your experience.

Software Updates — Technology moves quickly. Not only are
advancements made faster than we can keep up with, but developers work
overtime on improvements based on trends, user feedback, emerging threats,
and other factors. Once a new OS is released, it will typically see dozens if not
hundreds of small tweaks before the next official release. You will see alerts or
notifications about these software updates over the course of using your current
version. System updates will be offered in the form of patches or automatic
installations. Overall, these are a significant indicator of care and commitment
from the developers. These robust, complicated platforms are released as fully
formed as they can be, but it’s important to understand that they are works in
progress based on the speed at which technology grows and feedback is
received. Updates can touch on everything from minor aesthetic improvements
to critical security holes that are exposed in conjunction with new viruses.

Vendor Support — Similar to system updates, the ability to connect with
your OS’ developers with feedback or performance issues is a central feature of
the overall experience. While this might still be doable with phone calls in
certain cases, modern operating systems have streamlined the process with built-
in vendor support through online communication channels. This is in addition to
thorough tutorials and help articles that should come included on your hard drive
or are accessible on the developer’s website. When your OS suffers a crash or an
application fails, this information will be sent to the support team. With certain

platforms, the support team will be able to communicate with you directly, walk
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you through a fix, or take control of your device entirely to investigate the
situation. Depending on your line of work—and how much strain you put on
your devices—this seamless support experience can be invaluable.

Applications — Operating systems are not just homes for your third-
party apps and tools. In many cases, they offer proprietary programs that can be
just as useful (if not more so) in your daily routine. Windows and Mac operating
systems are famous for their built-in application programs, which range

from note-taking management software to media players, in addition to games

and tools like calculators. As you research operating systems for yourself or
your business, take note of the included applications and if you prefer some over
others. These various programs are a calling card of the biggest operating
systems and can add up to a make-or-break feature for certain buyers.

Permissions — You may desire multiple accounts on the same computer
or the ability to share devices across your business depending on the situation.
The permissions feature allows you to manage this in great detail. You can
delegate user access for however many people you need, which allows users to
save and access their own files and programs and wall off their account with a
unique password. This is especially handy if you have confidential information
on your primary account but want others to be able to use the device at certain
times.

Security — We unfortunately live in a time when cyberthreats run
rampant, endangering personal information, finances, and the overall integrity
and health of expensive computers. As the gatekeeper of your files, data, and
critical applications, your operating system is also the most at-risk software you
use, with the widest range of dangers presented against it. You can, and should,

fortify your system with various kinds of security software to protect it at every

level. With that said, your OS should come with its own security offerings that
are designed to identify, block, and fight against threats, in addition to some
form of recovery tool that helps save critical information and restore it in the

event of hacks, viruses, or system failures. This is a feature that was once a
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luxury but is now one of the most important considerations when it comes to
operating systems, including network operating systems for network devices
such as firewalls, switches, and routers. (3906 meu.3H.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

POTENTIAL ISSUES WITH OPERATING SYSTEMS

Complexity — QOutside of the most popular, consumer-minded operating
systems, the other products in this category can involve a degree of difficulty in
relation to their programming, installation, and general use. Even the most user-
friendly platforms can present hurdles for the average user throughout the
lifecycle of usage. If you are considering a new operating system, read some
verified reviews to get a sense of the usability and what the expectations are for
new users.

Integrations and Application Support — In a perfect world, every piece
of software would play nice with the myriad hardware systems on the market.
But due to the wide range of performance needs and specifications, your
preferred OS may not integrate smoothly with your current hardware setup or
applications. This can also pose an issue longer after setup, if you deal with new
applications or files that conflict with your desktop’s abilities. Fortunately, cloud
computing allows you to manage certain files or applications without bothering
your hard drive. But integrations or lack thereof are crucial to be aware of from
the get-go.

Performance — Putting a strain on your car can cause the engine to
overheat, no matter how flashy it may seem when you buy it. The same goes for

your OS. As you stack programs onto your devices, juggle various tasks at once,
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and your hardware ages in general, it can translate to performance issues such as
lagging and overall diminishing speed. This can also lead to programs randomly
being dropped or the operating system crashing entirely. Just like your car, the
better you take care of your computer, the longer it will remain healthy. This
should entail regular cleanings, such as deleting old files, and only running one
or two programs at a time. Web activity can also be a drain on your operating
system, so keep an eye on how many tabs you have open, downloads you
perform, and how much content you stream at a given time. You should also be
vigilant in your security efforts, block pop-ups, and not download files you don’t
trust to minimize the risk of performance problems.

OS performance overall has a lot to do with hardware quality. Some
devices are more customizable than others, and this is important to keep in mind
when planning a hardware upgrade for yourself or your organization. You
should not try to install and run certain operating systems before looking into
your hardware’s specifications and capabilities in relation to what the OS
requires. Even if your hardware has the right specifications, issues can still arise
if your computer is struggling with memory or processing issues. So be sure to
thoroughly vet your devices before upgrading to a new OS. (2284 neu.3H.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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UNIT Il STAGES OF COMPUTER CREATING
ITAIIBI CO3JAHUSA KOMIIBIOTEPOB

Mainframe

mm-scale
Sensors

Computer
; Personal
10 Computer

Smart Phone

1960 1970 1980 1990 2000 2010 2020
Year
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TEXT 1 COMPUTERS ORIGINS

History of Computers

Abacus—1100 BC

Sliderule- 1617

Mechanical calculator - 1642
Automaticloom (punched cards)
- 1804

Babbage's computer— 1830s
Boolean logic—1850s

Hollerith’s electric tabulator - 1880
Analog computer— 1927

EDVAC - 1946

ENIAC - 1947

Integrated circuit— late 1950s
UNIVAC - 1951
Microprocessor — 1971
Altair 8880 — 1975

Apple Il = 1977

IBM PC - 1981

World Wide Web - 1990s

~

The first suggestion that a machine for mathematical computation could
be built was made more than a hundred years ago by the mathematician Charles
Babbage. We now realize that he understood clearly all the fundamental
principles of modern computers. Babbage was born in Devonshire, England,
1792. He did not receive a good education, but he taught himself mathematics so
well that when he went in Cambridge, he found that he knew more algebra than

his tutor.
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At that time mathematics in Cambridge was still under the influence
of Newton and was quite unaffected by the contemporary developments on the
continent.

Charles Babbage was outstanding among his contemporaries
because he insisted on practical application of science and mathematics. For
example, he wrote widely on the economic advantages of mass productions and
on the development of machine tools.

In 1812 he was sitting in his room looking at a table of logarithms
which he knew to be full of mistakes, when an idea occurred to him of
computing all tabular functions by machinery. Babbage constructed a small
working model which he demonstrated in 1822.

The Royal Society supported the project and Babbage was
promised a subsidy.

In 1833 he began to think of building a machine which was in fact
the first universal digital computer, as the expression is understood today.

Babbage devoted the rest of his life to an attempt to develop it. He
had to finance all of the work himself and he was only able to finish part of the
machine though he prepared thousands of detailed drawings from which it could
be made.

Babbage wrote more than 80 books and papers, bur he was
misunderstood by his contemporaries and died a disappointed man in 1871.

He tried to solve by himself and with his own resources a series of
problems which in the end required the united efforts of two generations of
engineers.

After his death his son continued his work and built part of an

arithmetic’s unit, which printed out its results directly on paper.
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I. Translate the words from Russian into English

1) MaTtemaTruueckue BbIYUCICHUS

2) OCHOBHBIE TPUHIIUIIBI

3) Xoporee oOpazoBaHue

4) IlpakTrueckoe MPUMEHEHNE HAYKU U MAaTEMATUKH

5) DKoHOMHUYECKHE MPEUMYIIIECTBA MPOU3BOJICTBA

6) Jlorapudm

7) lloacuet GyHKIUN TPY TTOMOIIY MaIlTUHbI

8) KoncrpyupoBathb

9) PaGouas mojienb

10) Ludbposoit kommbIOTEP

11) Apudpmernyeckuii HEHTP

12) PacnieyaTaTh pe3yIbTaThl

13) OcHOBHBIE PUHITUIIBI COBPEMEHHBIX KOMITBIOTEPOB

14) MaTtemaTHK

15) dunaHcupoBaTh

I1. Complete the sentences.

1) Babbage was born ...

2) Charles Babbage was outstanding because ...

3) Babbage constructed ...

4) In 1833 he began ...

5) When he went to Cambridge

6) Babbage devoted ...

7) Babbage wrote ...

8) He was misunderstood ...

9) Babbage was promised ...

10) His son built ...
11) Babbage did not receive ...

12) He understood clearly ...
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1. Agree or disagree.

Agree Disagree

1) Babbage knew more algebra than his tutor in Cambridge.

2) He received a good education.

3) Babbage was born in Cambridge.

4) Babbage depend on the practical mathematics and application of

science. -

5) Babbage constructed a small working model and demonstrated it in
1833.

6) The Royal Society financed all of the work.

7) Babbage finished his machine in 1871.

8) He was misunderstood by contemporaries.

9) Babbage taught himself mathematics very well.

10) Mathematics in Cambridge was under the influence of Babbage.

11) Babbage wrote on the economic advantages of mass productions.

12) Babbage died a disappointed man in 1833.
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IVV. Answer the questions to the text.

= &
&

e

Questions AnNnswers

1) When was the first suggestion about computers made?

2) When did Babbage demonstrate a small working model?

3) Did anybody finance all of the work?

4) When did Babbage die?

5) Who continued his work?

6) He did not receive good education, did he?

7) Why was Babbage outstanding among his contemporaries?

8) Who wrote on the economic advantages of mass productions?

9) Who built a part of an arithmetic unit after his death?

10) When did he begin to think of building a machine?

11) At that time mathematics in Cambridge was under the influence of

Newton, wasn't it?
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12) Did Babbage finish his work?

V. Translate the sentences.

1) [epBsiit koMObIOTEP OBLT pa3paboTan Yapnszom bebOumxem Oonee

100 set Hazam.

2) B 1822 r. be60umx CKOHCTpyHpOBaI HEOOIBITYIO pab09IyI0 MOJICTTh.

3) U.beOOux Hanucan 6oiee 80-u KHHT.

4) B 1833 r. on Hauan pa3pabaTbiBaTh MEPBbIN YHUBEPCAIbHbIN

U (POBOM KOMIBIOTED.

5) [locne ero cMepTH CHIH MPOIOHKUIL €ro padboTy.
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TEXT 2 COMPUTERS TODAY

Vocabulary

Vocabulary

Study the vocabulary and learn the words
tool WHCTPYMECHT;

Peripheral devices (peripherals)  mepudepuiinbie ycTpoiicTsa,;

Instruction KOMaH/1a, MHCTPYKITUS, YKa3aHUE,
enable paspemarb, 03BOJISITh, JIeTIaTh
BO3MOJKHBIM,

fraction of the time 32 KOPOTKOE BpeMs;

to lurk CKPBIBATbCS, OCTaBATHCS
HE3aMCUCHHBIM;

transaction CHIeJIKa, TPYIIIa OIepallHii;

to monitor HaOJ10/1aTh, KOHTPOJUPOBATh, CIEIUTH;

to process 00pabaTbIBaTh;

solution peleHue

application MPUMEHEHUE, UCIIOJIb30BaHHEC

to interact B3aUMOJCHCTBOBATD;

to control YIIPABIATH, PETYIUPOBATH;

to reduce costs COKpaIlaTh 3aTpaThl;

otherwise WHaYe, HHBIM 00pa3oMm;

to affect BIIUATDH, BO3/IEHCTBOBATD.
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Read and translate the text 2

COMPUTERS TODAY

Yesterday’s computers were tools for scientists, mathematicians, and
engineers. Today many businesses and organizations own computers although
they have different types of computers and use them for different purposes.
Hardly a day goes by when do not make a controlled business transaction. Each
time we visit the bank, use a credit card, pay a bill or a ticket a computer lurks
behind the scene, recording each transaction. Computers can process data in a
fraction of the time it would take to perform the same jobs manually. They
reduce the paperwork involved in these transactions and also reduce costs. No
area of enterprise seems without computers nowadays. Scientists build computer
models of airplane crashes in order to determine the ‘crash behavior’ of
airplanes, which in turn helps aircraft designers plan safer seats, windows, and
fabrics to decrease fire hazards during a crash. Ecologists use computers to
monitor environmental problems like acid rain and suggest solutions. Engineers
use computers to design replacement for the damaged bones. Educators use
computers in the classroom to perform chemistry experiments that might
otherwise be dangerous. There seems to be no limit to computer applications.
Hard copy, modem, database, peripherals: all these words refer to a relatively
new and rapidly changing technology — that of the computer. Computers are
changing our language, and they are also changing us. No longer are computer
expert the only people who interact with computers. Today the lives of most of

us are affected by computers every day.

l. Answer the following questions:
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Questions

1. Who interacted with yesterday’s computers?

2. What service do computers in business provide?
3. How do ecologists use computers?

4. How do engineers use them?

5. How do educators use them?

6. Where can we find computes in our life?

7. What computer manufacturers do you know?

Il.  Agree or disagree with the statements.

Agree Disaggree
1. Today computers are operated only by scientists, mathematicians and
engineers.

2. Businesses and organizations own and use only personnel computers.
3. All computers are produced of the same size and power.

4. In offices computers are used only as typewriters.

5. Any kind of job can be performed with the help of the computer.

6. Our lives are affected by computers every day.

7. All country schools have computer classes.

I11. Translate from Russian into English.
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1. B HacTosiee BpeMs Helb3s 000MTHCH 0€3 KOMIIBIOTEpa.

2. Kaxxnprit 1eHh MBI XOJIUM B OaHK, MOJIB3yEeMCSI KPETUTHOU KapTOH,
OIIAYMBaEM CUET, 2 KOMIIBIOTEP OCTAETCS HE3aMEUCHHBIM.

3. KommbroTepsr MOTYT 32 KOPOTKOE BpeMsi 00paboTaTh HH(POpMAITHIO.

4. Her npenena npuMEHEHUIO KOMITbIOTEPA.

5. DKOJIOTH UCTOJIB3YIOT KOMITBIOTEPHI, YTOOBI HAOIIOIATh 32
poOIeMaMu OKPYKAIOIIEH CPEJIbl.

6. YuéHble CTPOAT KOMITBIOTEPHBIE MOJICIIA CAMOJIETOB.

7. KoMnproTephI NCMIOIB3YIOTCS B Pa3HBIX LEIAX.

V. Read the text

Without my computer | would not have the pleasure of the getting to my
favourite sites, | would have difficulty in communication with my friends, and |
would not be able to do my work for college. | often wonder how we all
managed before computers were a common place in the home. I just don’t have
the time to be always running to the post box to send letters. E — mail is very
important when you have a tough schedule. Most of my relaxed time is spent at
the computer as by the time I finish doing homework. | am too tired and it is
often too late to go out. It is reference aid and educational tool. If all else fails,

you can play cards on it, although | am for action games!

V. Write an essay giving your opinion on the following topic:
,imagine that you could only use one of the following: a computer, a

mobile phone or a car. Which one would you use and why?*

V1. Speak on the following:
,,Computers change our life«

Use questions:
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Do you have your own computer?
What purposes do you use it for?
How long have you had PC?

What devices is it supplied with?
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GRAMMAR: Perfect Tenses

3.The Present Perfect Tense (HacTosiiiee coBepiieHHOE BpeMsi):

grammar rules and exercises

to ask B the Present Perfect Tense

Yr1BepaureabHasn BonpocurenbHas OTpunarenbHas

| have asked Have | asked? I have not asked

He he He

She has asked she has asked She has not asked

It It It

We we We

You have asked Will you asked? You have not asked
They They They

GRAMMAR: Present Perfect ynorpeoasiercsi:

1) ]_—[HH BBIPAKCHUA I[GﬁCTBHfI, 3dKOHYCHHOI'0O K MOMCHTY pC4YH, HO

CBA3aHHOI'O C HACTOAIIHUM. JTa CBI3b C HaCTOAIIUM MOXCET OBITH BbIpa’XCHa:

a) UMEIOIIMMCS HAJIUIIO PE3YJIbTATOM PaHEe COBEPUIUBIIETOCS JEHCTBUS:

| have received a letter, Look! Here it is! - S momyuun nmcbMmo.

[TocmoTpuTe! BoT oHO.

0) BpeMEHEM COBEpIICHUS JCUCTBUA,

00CTOATEILCTBEHHBIMHU CIIOBAMM:

BBIPpA’KCHHBIM  CJICAYIOITMMHU

today, this week, this month, this year u 1. 1., KoTOpBhIe 0003HAYAIOT HE

VCTEKILINMN NIEPUOJ BPEMEHH

| have seen this film today. - I Bugena 3ToT GpuIbM ceroHs.

2) C HapeunsiMH HEONPENEIEHHOTO BPEMEHU, TAKUMHU Kak eVel Korja-

1100, Never HUKOT 1A, JUst ToyibKo 4TO, Yet Bcé ere, often vacto, already yxe:

Have you ever been to Leningrad? - beumn nu Bel KOrjga-HHOyab B

Jlenunrpane?
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No, | have never been there. | have just seen him. - Her, s Hukoraa tam He
ObUI. S TOJBKO YTO €r0 BUJIENA.

3) Huorma Present Perfect ymorpeOmsiercst masi BeIpakeHHs ICHCTBHS,
kotopoe Hayanoch B [IPOIIJIOM u He 3aKOHUEHO K HACTOSIIIIEMY MOMEHTY (CO
clioBaMu SINCe ¢ Tex mop, ¢, u for B Teuenue):

| have not seen you since spring. - I He Bueaa Bac ¢ BECHBI.

He fell ill and left Moscow and | have not seen him since. - On 3a6onen u
yexai u3 MOCKBEI, B C TeX TOp 5 €T0 He BHIENA.

We have known him for 7years. - MbI 3HaeM ero 7 JeT.

Present Perfect oOblYHO mepeBOAMTCS HAa PYCCKHH SI3BIK TJIarojoM B
MPOIIEIIEM BPEMEHH COBEPIICHHOTO WJIM HecOoBeplleHHoro Bujaa. Ecim ke
neicTeue, BeIpakeHHoe Present Perfect , He 3akOHYEHO K JaHHOMY MOMEHTY, TO
Present Perfect mepeBoanTCs I71arojioM HACTOSIIIEIO BPEMEHH:

| have known him for many years. - £ 3Har0 ero MHOTO JIeT.

1. Make questions from the words in brackets.

(always/ live/ in that city)

(ever/ be/ Taxes)

(ever/ ride/ bike) Have you ever ridden a bike?

(ever/ run/ marathon)

(ever/ read/ famous writer)

o 0k~ w DdE

(most beautiful city/ ever/ visit) What

2. Complete these sentences using today/ this year/ this term etc.

1. | saw Mary last week but [ haven 't seen him today.

2. | read a newspaper yesterday but |

3. Last month the company made a profit but this month

4. Tracy worked hard at college last term but

5. It rained a lot last autumn but

6. Our handball team won a lot of games last year but we
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3. Supply either the Present Simple or the Present Perfect in the

following sentences.

1. I can’t speak about the book. I (not read) it yet.
2. Every Monday | (wind up) my clock at 8 a.m in the morning.
3. Itis Friday. ... you (see) him this week?
4. Students usually (buy) books at the House of Books.
5. It’s a pity, but I (not buy) this dictionary yet.

6. As a rule we (do) many exercises in class.

7. Re (tell) this joke many times.
8. Something (go)___ wrong with my watch.

9. | already (translate) these sentences into French.
10. They (have) their English many hours a week.
11. She (work) much and usually (get) many’ good marks.
1 2. We (buy) a new TV set this year.

4. Rewrite the sentences using the Present Perfect or the Past Simple:
Examples: | am writing a letter to my cousin (already. yesterday).

| have already written a letter to my cousin.

| wrote a letter to my cousin yesterday.

1. The waitress is bringing our tea. (a few minutes ago. not yet)

2. The bell is ringing, (just; some minutes ago)

3. He is going to London in a few days. (already; last week)

4. The girls are playing violins in the concert hall now. (yesterday; many

times)

5. My mother is reading a new novel. (this month; last year)
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6. Students are cleaning their classrooms. (already, last Saturday)

7. The teacher is explaining a new rule. (Just; at the previous lesson)

8. Ann is doing her homework now. (just; on Friday)

9. They are discussing this problem again. (many times; a few days ago)

10. Granny is making a birthday cake. (just, yesterday)

11. The birds are flying to the South, (already; at the end of August)

1 2. The train is coming. (just; an hour ago)

13. Who is your friend speaking to? (yesterday, just)

14. We are writing the words of Lesson 7. (Already, at the last lesson)
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Supplementary Reading

COGS AND CALCULATORS

. Learn the words.
abacus — cdersr
difference engine — pa3HocTHas MarmMHa
punch card — mepdoxkapra
predecessor — mpeAmmecTBEHHUK
gradually — mocTtemnenHo; momaroso
release — BeITTyCKaTh
frustrating — pasouapoBbIBarnii
solely — onuH nuIb; HCKIIOYUTEIBHBINA
decryption — pacuudpoBka
traffic — morok uadopmanun
contribution — Bknan
contribute — menare BKIAI;, CIOCOOCTBOBATH
distributed computing — pacnpezeneHHOE BBIYHCICHNE
algorithmic trading — anroputmuueckas TOproiis
liquidity — nukBHIHOCTH
underlie — nenartp akueHT HA

It is a measure of the brilliance of the abacus, invented in the Middle East
circa 500 BC, that it remained the fastest form of calculator until the middle of
the 17th century. Then, in 1642, aged only 18, French scientist and
philosopher Blaise Pascal (1623-1666) invented the first practical mechanical
calculater, the Pascaline, to help his tax-collector father do his sums. The
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machine had a series of interlocking cogs (gear wheels with teeth around their
outer edges) that could add and subtract decimal numbers. Several decades later,
in 1671, German mathematician and philosopher Gottfried Wilhelm
Leibniz (1646-1716) came up with a similar but more advanced machine.
Instead of using cogs, it had a "stepped drum" (a cylinder with teeth of
increasing length around its edge), an innovation that survived in mechanical
calculators for 300 hundred years. The Leibniz machine could do much more
than Pascal's: as well as adding and subtracting, it could multiply, divide, and
work out square roots. Another pioneering feature was the first memory store or
"register."

Apart from developing one of the world's earliest mechanical calculators,
Leibniz is remembered for another important contribution to computing: he was
the man who invented binary code, a way of representing any decimal number
using only the two digits zero and one. Although Leibniz made no use of binary
in his own calculator, it set others thinking. In 1854, a little over a century after
Leibniz had died, Englishman George Boole (1815-1864) used the idea to
invent a new branch of mathematics called Boolean algebra. In modern
computers, binary code and Boolean algebra allow computers to make simple
decisions by comparing long strings of zeros and ones. But, in the 19th century,
these ideas were still far ahead of their time. It would take another 50-100 years
for mathematicians and computer scientists to figure out how to use them. (1608
TICY.3H. )

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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ENGINES OF CALCULATION

(ro Mot o goreppirr. e~ Neither  the abacus, nor the
ART OF GONFILING STATISTICS. mechanical calculators constructed by
No. 395.782, Futonted Jun- B 1585 pascal and Leibniz really qualified as

computers. A calculator is a device
that makes it quicker and easier for
people to do sums—>but it needs a
human operator. A computer, on the
other hand, is a machine that can
operate automatically, without any
human help, by following a series of
stored instructions called a program (a
kind of mathematical recipe).
Calculators evolved into computers
when people devised ways of making
entirely automatic, programmable
calculators.

Photo: Punched cards: Herman Hollerith
perfected the way of using punched cards and
paper tape to store information and feed it into a
machine. Here's a drawing from his 1889
patent Art of Compiling Statistics (US
Patent#395,782), showing how a strip of paper
(yellow) is punched with different patterns of
www.explainthatstuff.com holes (orange) that correspond to statistics
gathered about people in the US census. Picture courtesy of US Patent and Trademark Office.

'Ii'.:hinmla- )
Bl oF Bt

eﬁ%ﬁfn—-&q—l‘_'—

The first person to attempt this was a rather obsessive, notoriously
grumpy English mathematician named Charles Babbage (1791-1871). Many
regard Babbage as the "father of the computer” because his machines had an
input (a way of feeding in numbers), a memory (something to store these
numbers while complex calculations were taking place), a processor (the
number-cruncher that carried out the calculations), and an output (a printing
mechanism)—the same basic components shared by all modern computers.
During his lifetime, Babbage never completed a single one of the hugely
ambitious machines that he tried to build. That was no surprise. Each of his

programmable "engines" was designed to use tens of thousands of precision-

made gears. It was like a pocket watch scaled up to the size of a steam engine, a
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Pascal or Leibniz machine magnified a thousand-fold in dimensions, ambition,
and complexity. For a time, the British government financed Babbage—to the
tune of £17,000, then an enormous sum. But when Babbage pressed the
government for more money to build an even more advanced machine, they lost
patience and pulled out. Babbage was more fortunate in receiving help
from Augusta Ada Byron (1815-1852), Countess of Lovelace, daughter of the
poet Lord Byron. An enthusiastic mathematician, she helped to refine Babbage's
ideas for making his machine programmable—and this is why she is still,
sometimes, referred to as the world's first computer programmer. [2] Little of
Babbage's work survived after his death. But when, by chance, his notebooks
were rediscovered in the 1930s, computer scientists finally appreciated the
brilliance of his ideas. Unfortunately, by then, most of these ideas had already
been reinvented by others.

Babbage had intended that his machine would take the drudgery out of
repetitive calculations. Originally, he imagined it would be used by the army to
compile the tables that helped their gunners to fire cannons more accurately.
Toward the end of the 19th century, other inventors were more successful in
their effort to construct "engines™ of calculation. American statistician Herman
Hollerith (1860-1929) built one of the world's first practical calculating
machines, which he called a tabulator, to help compile census data. Then, as
now, a census was taken each decade but, by the 1880s, the population of the
United States had grown so much through immigration that a full-scale analysis
of the data by hand was taking seven and a half years. The statisticians soon
figured out that, if trends continued, they would run out of time to compile one
census before the next one fell due. Fortunately, Hollerith's tabulator was an
amazing success: it tallied the entire census in only six weeks and completed the
full analysis in just two and a half years. Soon afterward, Hollerith realized his
machine had other applications, so he set up the Tabulating Machine Company
in 1896 to manufacture it commercially. A few years later, it changed its name

to the Computing-Tabulating-Recording (C-T-R) company and then, in 1924,
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acquired its present name: International Business Machines (IBM). (3483
TIeY.3H. )

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

BUSH AND THE BOMB
The history of computing remembers colorful characters like Babbage,

but others who played important—if supporting—roles are less well known. At
the time when C-T-R was becoming IBM, the world's most powerful calculators
were being developed by US government scientist Vannevar Bush (1890-
1974). In 1925, Bush made the first of a series of unwieldy contraptions with
equally cumbersome names: the New Recording Product Integraph Multiplier.
Later, he built a machine called the Differential Analyzer, which used gears,
belts, levers, and shafts to represent numbers and carry out calculations in a very
physical way, like a gigantic mechanical slide rule. Bush's ultimate calculator
was an improved machine named the Rockefeller Differential Analyzer,

assembled in 1935 from 320 km (200 miles) of wire and 150 electric motors.

Machines like these were known as analog calculators—analog because they
stored numbers in a physical form (as so many turns on a wheel or twists of a
belt) rather than as digits. Although they could carry out incredibly complex
calculations, it took several days of
wheel cranking and belt turning before

the results finally emerged.

Photo: A Differential Analyzer. The
black part in the background is the
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main part of the machine. The operator sits at a smaller console in the
foreground. Picture courtesy of NASA on the Commons (where you can
download a larger version of this photo).

Impressive machines like the Differential Analyzer were only one of
several outstanding contributions Bush made to 20th-century technology.
Another came as the teacher of Claude Shannon (1916-2001), a brilliant
mathematician who figured out how electrical circuits could be linked together
to process binary code with Boolean algebra (a way of comparing binary
numbers using logic) and thus make simple decisions. During World War 11,
President Franklin D. Roosevelt appointed Bush chairman first of the US
National Defense Research Committee and then director of the Office of
Scientific Research and Development (OSRD). In this capacity, he was in
charge of the Manhattan Project, the secret $2-billion initiative that led to the
creation of the atomic bomb. One of Bush's final wartime contributions was to
sketch out, in 1945, an idea for a memory-storing and sharing device called
Memex that would later inspire Tim Berners-Lee to invent the WWW. Few
outside the world of computing remember Vannevar Bush today—but what a
legacy! As a father of the digital computer, an overseer of the atom bomb, and
an inspiration for the Web, Bush played a pivotal role in three of the 20th-
century's most far-reaching technologies. (2238 neu.3n.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

TURING—TESTED
Many of the pioneers of computing were hands-on experimenters—but by

no means all of them. One of the key figures in the history of 20th-century
computing, Alan Turing (1912-1954) was a brilliant Cambridge mathematician
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whose major contributions were to the theory of how computers processed
information. In 1936, at the age of just 23, Turing wrote a groundbreaking
mathematical paper called "On computable numbers, with an application to the
Entscheidungsproblem,” in which he described a theoretical computer now
known as a Turing machine (a simple information processor that works through
a series of instructions, reading data, writing results, and then moving on to the
next instruction). Turing's ideas were hugely influential in the years that
followed and many people regard him as the father of modern computing—the
20th-century's equivalent of Babbage.

Although essentially a theoretician, Turing did get involved with real,
practical machinery, unlike many mathematicians of his time. During World
War |1, he played a pivotal role in the development of code-breaking machinery
that, itself, played a key part in Britain's wartime victory; later, he played a
lesser role in the creation of several large-scale experimental computers
including ACE (Automatic Computing Engine), Colossus, and the
Manchester/Ferranti Mark | (described below). Today, Alan Turing is best
known for conceiving what's become known as the Turing test, a simple way to
find out whether a computer can be considered intelligent by seeing whether it
can sustain a plausible conversation with a real human being. (1367 neu4.3H.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

THE FIRST MODERN COMPUTERS
The World War 1l years were a crucial period in the history of computing,

when powerful gargantuan computers began to appear. Just before the outbreak

of the war, in 1938, German engineer Konrad Zuse (1910-1995) constructed
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his Z1, the world's first programmable binary computer, in his parents' living
room The following year, American physicist John Atanasoff (1903-1995) and
his assistant, electrical engineer Clifford Berry (1918-1963), built a more
elaborate binary machine that they named the Atanasoff Berry Computer
(ABC). It was a great advance—1000 times more accurate than Bush's
Differential Analyzer. These were the first machines that used electrical
switches to store numbers: when a switch was "off", it stored the number zero;
flipped over to its other, "on", position, it stored the number one. Hundreds or
thousands of switches could thus store a great many binary digits (although
binary is much less efficient in this respect than decimal, since it takes up to
eight binary digits to store a three-digit decimal number). These machines were
digital computers: unlike analog machines, which stored numbers using the
positions of wheels and rods, they stored numbers as digits.

The first large-scale digital computer of this kind appeared in 1944 at
Harvard University, built by mathematician Howard Aiken (1900-1973).
Sponsored by IBM, it was variously known as the Harvard Mark | or the IBM
Automatic Sequence Controlled Calculator (ASCC). A giant of a machine,
stretching 15m (50ft) in length, it was like a huge mechanical calculator built
into a wall. It must have sounded impressive, because it stored and processed
numbers using "clickety-clack™ electromagnetic relays no fewer than 3304 of
them. Impressive they may have been, but relays suffered from several
problems: they were large (that's why the Harvard Mark | had to be so big); they
needed quite hefty pulses of power to make them switch; and they were slow (it

took time for a relay to flip from "off" to "on" or from 0 to 1).
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Photo: An analog computer being used in military research in 1949.

Picture courtesy of NASA on the Commons (where you can download a larger

version,

Most of the machines developed around this time were intended for
military purposes. Like Babbage's never-built mechanical engines, they were
designed to calculate artillery firing tables and chew through the other complex
chores that were then the lot of military mathematicians. During World War 11,
the military co-opted thousands of the best scientific minds: recognizing that
science would win the war, Vannevar Bush's Office of Scientific Research and
Development employed 10,000 scientists from the United States alone. Things
were very different in Germany. When Konrad Zuse offered to build his Z2
computer to help the army, they couldn't see the need—and turned him down.

On the Allied side, great minds began to make great breakthroughs. In
1943, a team of mathematicians based at Bletchley Park near London, England
(including Alan Turing) built a computer called Colossus to help them crack
secret German codes. Colossus was the first fully electronic computer. Instead
of relays, it used a better form of switch known as a vacuum tube (also known,
especially in Britain, as a valve). The vacuum tube, each one about as big as a
person's thumb and glowing red hot like a tiny electric light bulb, had been
invented in 1906 by Lee de Forest (1873-1961), who named it the Audion. This

breakthrough earned de Forest his nickname as "the father of radio" because
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their first major use was in radio receivers, where they amplified weak incoming

signals so people could hear them more clearly. In computers such as the ABC
and Colossus, vacuum tubes found an alternative use as faster and more compact
switches.

Just like the codes it was trying to crack, Colossus was top-secret and its
existence wasn't confirmed until after the war ended. As far as most people were
concerned, vacuum tubes were pioneered by a more visible computer that
appeared in 1946: the Electronic Numerical Integrator And Calculator (ENIAC).
The ENIAC's inventors, two scientists from the University of
Pennsylvania, John Mauchly (1907-1980) and J. Presper Eckert (1919-
1995), were originally inspired by Bush's Differential Analyzer; years later
Eckert recalled that ENIAC was the "descendant of Dr Bush's machine." But the
machine they constructed was far more ambitious. It contained nearly 18,000
vacuum tubes (nine times more than Colossus), was around 24 m (80 ft) long,
and weighed almost 30 tons. ENIAC is generally recognized as the world's first
fully electronic, general-purpose, digital computer. Colossus might have
qualified for this title too, but it was designed purely for one job (code-
breaking); since it couldn't store a program, it couldn't easily be reprogrammed
to do other things.

ENIAC was just the beginning. Its two inventors formed the Eckert
Mauchly Computer Corporation in the late 1940s. Working with a brilliant
Hungarian mathematician, John von Neumann (1903-1957), who was based at
Princeton University, they then designed a better machine called EDVAC
(Electronic Discrete Variable Automatic Computer). In a key piece of work, von
Neumann helped to define how the machine stored and processed its programs,
laying the foundations for how all modern computers operate. After EDVAC,
Eckert and Mauchly developed UNIVAC 1 (UNIVersal Automatic Computer)
in 1951. They were helped in this task by a young, largely unknown American
mathematician and Naval reserve named Grace Murray Hopper (1906-1992),

who had originally been employed by Howard Aiken on the Harvard Mark 1.
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Like Herman Hollerith's tabulator over 50 years before, UNIVAC 1 was used
for processing data from the US census. It was then manufactured for other
users—and became the world's first large-scale commercial computer.

Machines like Colossus, the ENIAC, and the Harvard Mark | compete for
significance and recognition in the minds of computer historians. Which one
was truly the first great modern computer? All of them and none: these—and
several other important machines—evolved our idea of the modern electronic
computer during the key period between the late 1930s and the early 1950s.
Among those other machines were pioneering computers put together by
English academics, notably the Manchester/Ferranti Mark |, built at Manchester
University by Frederic Williams (1911-1977) and Thomas Kilburn (1921
2001), and the EDSAC (Electronic Delay Storage Automatic Calculator), built
by Maurice Wilkes (1913-2010) at Cambridge University. (5571 neu.3H.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation. Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

THE MICROELECTRONIC REVOLUTION

Vacuum tubes were a considerable advance on relay switches, but
machines like the ENIAC were notoriously unreliable. The modern term for a
problem that holds up a computer program is a "bug." Popular legend has it that
this word entered the vocabulary of computer programmers sometime in the
1950s when moths, attracted by the glowing lights of vacuum tubes, flew inside
machines like the ENIAC, caused a short circuit, and brought work to a
juddering halt. But there were other problems with vacuum tubes too. They

consumed enormous amounts of power: the ENIAC used about 2000 times as
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much electricity as a modern laptop. And they took up huge amounts of space.
Military needs were driving the development of machines like the ENIAC, but
the sheer size of vacuum tubes had now become a real problem. ABC had used
300 vacuum tubes, Colossus had 2000, and the ENIAC had 18,000. The
ENIAC's designers had boasted that its calculating speed was "at least 500 times
as great as that of any other existing computing machine."” But developing
computers that were an order of magnitude more powerful still would have
needed hundreds of thousands or even millions of vacuum tubes—which would

have been far too costly, unwieldy, and unreliable. So a new technology was

urgently required.

Photo: A typical
transistor on an

electronic circuit board.

Telephone Laboratories (Bell Labs). John Bardeen (1908-1991), Walter
Brattain (1902-1987), and William Shockley (1910-1989) were then helping
Bell to develop new technology for the American public telephone system, so
the electrical signals that carried phone calls could be amplified more easily and
carried further. Shockley, who was leading the team, believed he could use
semiconductors (materials such as germanium and silicon that allow electricity
to flow through them only when they've been treated in special ways) to make a
better form of amplifier than the vacuum tube. When his early experiments
failed, he set Bardeen and Brattain to work on the task for him. Eventually, in
December 1947, they created a new form of amplifier that became known as the

point-contact transistor. Bell Labs credited Bardeen and Brattain with the
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transistor and awarded them a patent. This enraged Shockley and prompted him
to invent an even better design, the junction transistor, which has formed the
basis of most transistors ever since.

Like vacuum tubes, transistors could be used as amplifiers or as switches.
But they had several major advantages. They were a fraction the size of vacuum
tubes (typically about as big as a pea), used no power at all unless they were in
operation, and were virtually 100 percent reliable. The transistor was one of the
most important breakthroughs in the history of computing and it earned its

inventors the world's greatest science prize, the 1956 Nobel Prize in Physics. By

that time, however, the three men had already gone their separate ways. John

Bardeen had begun pioneering research into superconductivity, which would

earn him a second Nobel Prize in 1972. Walter Brattain moved to another part of
Bell Labs.

William Shockley decided to stick with the transistor, eventually forming
his own corporation to develop it further. His decision would have extraordinary
consequences for the computer industry. With a small amount of capital,
Shockley set about hiring the best brains he could find in American universities,
including young electrical engineer Robert Noyce (1927-1990) and research
chemist Gordon Moore (1929-). It wasn't long before Shockley's idiosyncratic
and bullying management style upset his workers. In 1956, eight of them—
including Noyce and Moore—Ileft Shockley Transistor to found a company of
their own, Fairchild Semiconductor, just down the road. Thus began the growth
of "Silicon Valley," the part of California centered on Palo Alto, where many of
the world's leading computer and electronics companies have been based ever
since.

It was in Fairchild's California building that the next breakthrough
occurred—although, somewhat curiously, it also happened at exactly the same
time in the Dallas laboratories of Texas Instruments. In Dallas, a young engineer
from Kansas named Jack Kilby (1923-2005) was considering how to improve

the transistor. Although transistors were a great advance on vacuum tubes, one
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key problem remained. Machines that used thousands of transistors still had to
be hand wired to connect all these components together. That process was
laborious, costly, and error prone. Wouldn't it be better, Kilby reflected, if many
transistors could be made in a single package? This prompted him to invent the

"monolithic"” integrated circuit (IC), a collection of transistors and other

components that could be manufactured all at once, in a block, on the surface of
a semiconductor. Kilby's invention was another step forward, but it also had a
drawback: the components in his integrated circuit still had to be connected by
hand. While Kilby was making his breakthrough in Dallas, unknown to him,
Robert Noyce was perfecting almost exactly the same idea at Fairchild in
California. Noyce went one better, however: he found a way to include the
connections between components in an integrated circuit, thus automating the

entire process.

Photo: An integrated circuit seen from
the inside. Photo by courtesy of NASA Glenn
Research Center (NASA-GRC).
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Integrated circuits, as much as transistors, helped to shrink computers
during the 1960s. In 1943, IBM boss Thomas Watson had reputedly quipped: "I
think there is a world market for about five computers.” Just two decades later,
the company and its competitors had installed around 25,000 large computer
systems across the United States. As the 1960s wore on, integrated circuits
became increasingly sophisticated and compact. Soon, engineers were speaking
of large-scale integration (LSI), in which hundreds of components could be
crammed onto a single chip, and then very large-scale integrated (VLSI), when
the same chip could contain thousands of components.

The logical conclusion of all this miniaturization was that, someday,

someone would be able to squeeze an entire computer onto a chip. In 1968,
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Robert Noyce and Gordon Moore had left Fairchild to establish a new company
of their own. With integration very much in their minds, they called it Integrated
Electronics or Intel for short. Originally they had planned to make memory
chips, but when the company landed an order to make chips for a range of
pocket calculators, history headed in a different direction. A couple of their
engineers, Federico Faggin (1941-) and Marcian Edward (Ted) Hoff (1937—
), realized that instead of making a range of specialist chips for a range of
calculators, they could make a universal chip that could be programmed to work
in them all. Thus was born the general-purpose, single chip computer or
microprocessor—and that brought about the next phase of the computer

revolution.

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation. Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

PERSONAL COMPUTERS

By 1974, Intel had launched a popular microprocessor known as the 8080
and computer hobbyists were soon building home computers around it. The first
was the MITS Altair 8800, built by Ed Roberts. With its front panel covered in
red LED lights and toggle switches, it was a far cry from modern PCs and
laptops. Even so, it sold by the thousand and earned Roberts a fortune. The
Altair inspired a Californian electronics wizard name Steve Wozniak (1950-) to
develop a computer of his own. "Woz" is often described as the hacker's
"hacker"—a technically brilliant and highly creative engineer who pushed the

boundaries of computing largely for his own amusement. In the mid-1970s, he
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was working at the Hewlett-Packard computer company in California, and
spending his free time tinkering away as a member of the Homebrew Computer
Club in the Bay Area.

After seeing the Altair, Woz used a 6502 microprocessor (made by an
Intel rival, Mos Technology) to build a better home computer of his own: the
Apple 1. When he showed off his machine to his colleagues at the club, they all
wanted one too. One of his friends, Steve Jobs (1955-2011), persuaded Woz
that they should go into business making the machine. Woz agreed so, famously,
they set up Apple Computer Corporation in a garage belonging to Jobs' parents.
After selling 175 of the Apple | for the devilish price of $666.66, Woz built a
much better machine called the Apple ][ (pronounced "Apple Two"). While the
Altair 8800 looked like something out of a science lab, and the Apple I was little
more than a bare circuit board, the Apple ][ took its inspiration from such things
as Sony televisions and stereos: it had a neat and friendly looking cream plastic
case. Launched in April 1977, it was the world's first easy-to-use home
"microcomputer.” Soon home users, schools, and small businesses were buying
the machine in their tens of thousands—at $1298 a time. Two things turned the
Apple ][ into a really credible machine for small firms: a disk drive unit,
launched in 1978, which made it easy to store data; and a spreadsheet program
called VisiCalc, which gave Apple users the ability to analyze that data. In just
two and a half years, Apple sold around 50,000 of the machine, quickly
accelerating out of Jobs' garage to become one of the world's biggest companies.
Dozens of other microcomputers were launched around this time, including the
TRS-80 from Radio Shack (Tandy in the UK) and the Commodore PET.
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Photos: Microcomputers—the first PCs. The Apple ][ and The Sinclair ZX81, a

build-it-yourself microcomputer that became hugely popular in the UK when it
was launched in 1981. Both of these machines live in glass cases at Think Tank,

the science museum in Birmingham, England.

Apple's success selling to businesses came as a great shock to IBM and
the other big companies that dominated the computer industry. It didn't take a
VisiCalc spreadsheet to figure out that, if the trend continued, upstarts like
Apple would undermine IBM's immensely lucrative business market selling
"Big Blue" computers. In 1980, IBM finally realized it had to do something and
launched a highly streamlined project to save its business. One year later, it
released the IBM Personal Computer (PC), based on an Intel 8080
microprocessor, which rapidly reversed the company's fortunes and stole the
market back from Apple.

The PC was successful essentially for one reason. All the dozens of
microcomputers that had been launched in the 1970s—including the Apple J[—
were incompatible. All used different hardware and worked in different ways.
Most were programmed using a simple, English-like language called BASIC,
but each one used its own flavor of BASIC, which was tied closely to the
machine's hardware design. As a result, programs written for one machine
would generally not run on another one without a great deal of conversion.
Companies who wrote software professionally typically wrote it just for one

machine and, consequently, there was no software industry to speak of.
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In 1976, Gary Kildall (1942-1994), a teacher and computer scientist, and
one of the founders of the Homebrew Computer Club, had figured out a solution
to this problem. Kildall wrote an operating system (a computer's fundamental
control software) called CP/M that acted as an intermediary between the user's
programs and the machine's hardware. With a stroke of genius, Kildall realized
that all he had to do was rewrite CP/M so it worked on each different machine.
Then all those machines could run identical user programs—without any
modification at all—inside CP/M. That would make all the different
microcomputers compatible at a stroke. By the early 1980s, Kildall had become
a multimillionaire through the success of his invention: the first personal
computer operating system. Naturally, when IBM was developing its personal
computer, it approached him hoping to put CP/M on its own machine. Legend
has it that Kildall was out flying his personal plane when IBM called, so missed
out on one of the world's greatest deals. But the truth seems to have been that
IBM wanted to buy CP/M outright for just $200,000, while Kildall recognized
his product was worth millions more and refused to sell. Instead, IBM turned to
a young programmer named Bill Gates (1955-). His then tiny company,
Microsoft, rapidly put together an operating system called DOS, based on a
product called QDOS (Quick and Dirty Operating System), which they acquired
from Seattle Computer Products. Some believe Microsoft and IBM cheated
Kildall out of his place in computer history; Kildall himself accused them of
copying his ideas. Others think Gates was simply the shrewder businessman.
Either way, the IBM PC, powered by Microsoft's operating system, was a
runaway Success.

Yet IBM's victory was short-lived. Cannily, Bill Gates had sold IBM the
rights to one flavor of DOS (PC-DOS) and retained the rights to a very similar
version (MS-DOS) for his own use. When other computer manufacturers,
notably Compaq and Dell, starting making IBM-compatible (or "cloned")
hardware, they too came to Gates for the software. IBM charged a premium for

machines that carried its badge, but consumers soon realized that PCs were
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commodities: they contained almost identical components—an Intel
microprocessor, for example—no matter whose name they had on the case. As
IBM lost market share, the ultimate victors were Microsoft and Intel, who were
soon supplying the software and hardware for almost every PC on the planet.

Apple, IBM, and Kildall made a great deal of money—»but all failed to capitalize

decisively on their early success.
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~ Photo:  Personal compﬂters threatened companies making' large

"mainframes” like this one. Picture courtesy of NASA on the Commons (where

you can download a larger version).

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation. Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

THE USER REVOLUTION
Fortunately for Apple, it had another great idea. One of the Apple Il's
strongest suits was its sheer "user-friendliness." For Steve Jobs, developing truly
easy-to-use computers became a personal mission in the early 1980s. What truly
inspired him was a visit to PARC (Palo Alto Research Center), a cutting-edge
computer laboratory then run as a division of the Xerox Corporation. Xerox had

started developing computers in the early 1970s, believing they would
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make paper (and the highly lucrative photocopiers Xerox made) obsolete. One

of PARC's research projects was an advanced $40,000 computer called the
Xerox Alto. Unlike most microcomputers launched in the 1970s, which were
programmed by typing in text commands, the Alto had a desktop-like screen
with little picture icons that could be moved around with a mouse: it was the
very first graphical user interface (GUI, pronounced "gooey")—an idea
conceived by Alan Kay (1940-) and now used in virtually every modern
computer. The Alto borrowed some of its ideas, including the mouse, from
1960s computer pioneer Douglas Engelbart (1925-2013).

Back at Apple, Jobs launched his own version of the Alto project to
develop an easy-to-use computer called PITS (Person In The Street). This
machine became the Apple Lisa, launched in January 1983—the first widely
available computer with a GUI desktop. With a retail price of $10,000, over
three times the cost of an IBM PC, the Lisa was a commercial flop. But it paved
the way for a better, cheaper machine called the Macintosh that Jobs unveiled a
year later, in January 1984. With its memorable launch ad for the Macintosh
inspired by George Orwell's novel 1984, and directed by Ridley Scott (director
of the dystopic movie Blade Runner), Apple took a swipe at IBM's monopoly,
criticizing what it portrayed as the firm's domineering—even totalitarian—
approach: Big Blue was really Big Brother. Apple's ad promised a very different
vision: "On January 24, Apple Computer will introduce Macintosh. And you'll
see why 1984 won't be like '1984"." The Macintosh was a critical success and
helped to invent the new field of desktop publishing in the mid-1980s, yet it
never came close to challenging IBM's position.

Ironically, Jobs' easy-to-use machine also helped Microsoft to dislodge
IBM as the world's leading force in computing. When Bill Gates saw how the
Macintosh worked, with its easy-to-use picture-icon desktop, he launched
Windows, an upgraded version of his MS-DOS software. Apple saw this as
blatant plagiarism and filed a $5.5 billion copyright lawsuit in 1988. Four years

later, the case collapsed with Microsoft effectively securing the right to use the
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Macintosh "look and feel” in all present and future versions of Windows.
Microsoft's Windows 95 system, launched three years later, had an easy-to-use,
Macintosh-like desktop and MS-DOS running behind the scenes.

Photo: The IBM Blue

-~ GenelP supercomputer at Argonne

National Laboratory: one of the
world's most powerful computers.

Picture courtesy of Argonne National

Laboratory published on Flickr in 2009 under a Creative Commons Licence.

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation. Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

FROM NETS TO THE INTERNET

Standardized PCs running standardized software brought a big benefit for
businesses: computers could be linked together into networksto share
information. At Xerox PARC in 1973, electrical engineer Bob Metcalfe (1946-)
developed a new way of linking computers "through the ether" (empty space)
that he called Ethernet. A few years later, Metcalfe left Xerox to form his own
company, 3Com, to help companies realize "Metcalfe's Law": computers
become useful the more closely connected they are to other people's computers.
As more and more companies explored the power of local area networks
(LANS), so, as the 1980s progressed, it became clear that there were great
benefits to be gained by connecting computers over even greater distances—into

so-called wide area networks (WANS).
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Photo: Computers aren't what they
used to be: they're much less noticeable
because they're much more seamlessly
integrated into everyday life. Some are
"embedded" into household gadgets like
coffee makers or televisions. Others travel

round in our pockets in our smartphones—

essentially pocket computers that we can
program simply by downloading "apps" (applications).

Today, the best known WAN is the Internet—a global network of
individual computers and LANs that links up hundreds of millions of people.
The history of the Internet is another story, but it began in the 1960s when four
American universities launched a project to connect their computer systems
together to make the first WAN. Later, with funding for the Department of
Defense, that network became a bigger project called ARPANET (Advanced
Research Projects Agency Network). In the mid-1980s, the US National Science
Foundation (NSF) launched its own WAN called NSFNET. The convergence of
all these networks produced what we now call the Internet later in the 1980s.
Shortly afterward, the power of networking gave British computer
programmer Tim Berners-Lee (1955-) his big idea: to combine the power of
computer networks with the information-sharing idea Vannevar Bush had

proposed in 1945. Thus, was born the World Wide Web—an easy way of

sharing information over a computer network, which made possible the modern

age of cloud computing (where anyone can access vast computing power over

the Internet without having to worry about where or how their data is
processed). It's Tim Berners-Lee's invention that brings you this potted history

of computing today!
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Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation. Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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UNIT I11. DIGITAL COMPUTERS

Voccabasicanrsyr

Study the vocabulary

addition — no0OaBiIeHUS

subtraction — BBIYUTAHHE

multiplication — YMHOXEHUS

division — JICTICHUC

operate on smth — BBITIOJTHSTD OIEpaIliio Hajl YeM-HUOY b
series — MOCJIC0BATEILHOCTD, PSIJI

consecutive — IOCJIEIOBATEILHBIH

arrangement — , pacIooKeHue, OpraHu3alus

SBCS (Single-Byte Character Set) | Habop 0qH00alHTOBBIX CHMBOJIOB
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DBCS (Double-Byte Character Set)
ASCII (American Standard Code
for Information Interchange) —

Unicode —

specify —

magnitude —

redundant bit —

reservation —

desktop publishing —
control unit —
communications network —

random-access memory —

fetch —
effect —
feed (into) —
drive —
disk drive —
removable —

read-only memory —

cache —

highly —
accomplish —
oscillator —

clock rate —

cycle per second —

Ha0Op IBYXOaNWTHBIX CUMBOJIOB
AMEpUKAHCKUN CTaHAAPTHBIA KO JIJIst
obmeHa nHpopmarmein

CTaHJapT KOJUPOBAHUS CUMBOJIOB BCEX
HaIIMOHAJIBHBIX SI3BIKOB

30echb yKa3bIBaTh

3HAYCHUE

M30BITOYHBIN pa3psi

OpoHUpOBaHUeE, IPEABAPUTEIIbHBIN 3aKa3
KOMIIBIOTEpHAs BEpCTKa (MEYaTHBIX U3AaHUM)
YCTPOMCTBO YIIPABICHUS

CETh CBSI3U

MaMsTh C TPOU3BOJIBHBIM JOCTYTIOM
(omepaTuBHOE 3alIOMUHAIOIIEE YCTPONUCTBO)
BBIOMPATH (MH(DOPMALMIO U3 AMSITH)

3/1ech 00eCTieunBaTh BHITIOJHEHUE
1oJaBaTh, BBOAUTH (MH(OPMALIMIO, CUTHAIN)
1) mpuBoA; 2) HAKONUTENb

1) nuckoBOM; 2) TMCKOBBIM HAKOIIUTEIIh
ChEMHBIN

MaMATh TOJIBKO JIJIs1 YTEHUS (TIOCTOSTHHOE
3alIOMHUHAIOIIEE YCTPONCTRBO)

KDIII-TTaMSITh

OYE€Hb; OUECHb

JIOCTUTATh

reHepaTop

TaKTOBas 4acToTa

repiy
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Ex.4.2. Haiioume 6 mekcme unmepHayuonanumsl. Qopamume

GHUMAHUE HA PA3HUUY 6 UX RPOUSHOUICHUU 6 DYCCKOM U AH2IIUTILCKOM

EX.4.3. Botnuwume u3z mexkcma paznvle yacmu pequ.

Ex.4.4. H3yuume u evtyuume cieoyroujue peuegvle 00pasuybl.

A

Hangars are designed for aircraft storage and maintenance.
information technologies.

The book is designed for the Russian reader.

The engine is designed to operate in the Arctic region.

This course of study is designed to help those wishing to master

B

Young men aged up to 25 may be called up for military service in Russia.
This sea is up to 300 meters deep.

This computerized room can accommodate up to 30 students.

Fermat’s theorem has not been proved up to now.

C

None of the existing theories can adequately explain the phenomenon in
guestion.

The paper in question seems to be far more interesting than that
submitted to the conference.

The resolution of the expert commission regarding the project in question
was completely negative.

This is no longer in question.
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D

A central processing unit arranged on a single chip is referred to as a
MIiCcroprocessor.

A device that converts alternating current into direct current is referred to
as a rectifier.

Newton’s first law is often referred to as the law of inertia.

The force that causes free electrons to move through a conductor in an

orderly way is referred to as the electromotive force.

E

The function of such signals is certain to depend on the particular
system.

They are likely to know each other well.

They are unlikely to solve this problem in time.

This team is sure to win the match.

F
Humidity in this part of the country ranges from 55 to 80 %.
Joysticks range in price from 20 to 100 dollars now.
The number of spectators coming to see the matches of this football team
ranges from 10000 to 45000 per year.
The storage capacity of modern magneto-optical disks ranges normally

from 512 to 640 megabytes per cartridge.

EXx.4.5. /lononnume npeonosicenusn ucnonn3ysn ciedyowee: be designed

to/for, up to, in question, be referred to as, be unlikely, be certain, range from

.. 1o .

1. This error ... to be due to the programmer’s lack of experience.
2. The term analog- to-digital converter is used to indicate that the device ...

converts continuous information into discrete one.
83



3. The shark can live at a depth of ... 3000 meters.

4.  The performance of modern supercomputer systems ... 5 GFLOPS ... 2
TFLOPS.

5.  The part of mathematics that supplies formalism for digital computer
design ... Boolean algebra.

6 The new method is due to increase the performance of the system ... .

7. The monitor ... display information on a television-like screen.

8.  The car showed little wear; it ... to have served for seven years.

9.  The book ... a wide circle of readers.

10. For the Pentium III the speeds of the chip ... 450 ... 550 MHz.

11. Floptical disks, capable of storing ... 25 MB, are very similar to
highdensity floppy disks in design.

12. A skillful worker can handle ... five machines at a time.

13. A dual layer, dual sided version of the DVD can hold ... 17 gigabytes.

14. A device combining an arithmetic-logic unit and a control unit ... a
central processing unit.

15. A department-server can serve ... 150 users.

Ex.4.6. TlepeBennTe HA AHTJIMICKHUIL, UCNOJb3Ysl pedeBblie 00pPa3bI
(speech patterns A-F (ex.4.4).
1. Bompoc, 0 KOTOpOM HJET peub, BHI3BAJIO 3HAYUTEIBHBIMN MHTEPEC CPEIr
CIIEIUAIIMUCTOB B 00JIACTU CXEMOTEXHUKH.
2.  Kpeiicepckas cCKOpOCTh 3TOTO TPAHCIOPTHOTO camodieTa ctaHoBUutTcs 800-
900 kM / 4 B 3aBUCUMOCTH OT 3arpy3KH.
3.  Kom-mamsaTe mpemHasHaueHa I8 XpaHEHUs WHQGOPMAIWH, B KOTOPOM
YaCTO BO3HUKAET HEOOXOIUMOCTb.
4.  MoHuTOp, O KOTOPOM HJET peyb, 3HAYUTEIHHO JyUIlle, YeM TOT, YTO MBI
JI0 CUX TOP UCIOJIb30BaJIH.
5. IlopratuBHBIE KOMIBIOTEPHI, BbIMycKamuch B 1980-x romax, umenu

ONEPATUBHYIO MaMATh 10 256 KUao00alT U BeCuiu 10 5,5 Kr.
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6. IIpou3BOoaUTETHLHOCTH COBPEMEHHBIX CYNEPKOMIBIOTEpOB mocturaet 800
MFLOPS.

7. CoOblTHE, KOTOPOE€ MOXXET CTAaHOBUTCS, a MOXXET W HET, Ha3bIBAIOT
CIIy4allHbIM COOBITHEM.

8.  CoBpeMeHHbIE HOYTOYKH BBIITYCKatOTCs BecoM OT 1,5 110 4 Kr.

9. Yacrtora, ¢ KOTOpOHl CHHXpOHHU3MpYyeTcs oOpaboTka uHOOpPMaUK B
KOMIIBIOTEPE, HA3BIBAETCS TAKTOBOM YaCTOTOM.

10. DT0 3amava He Takoe yXk U cioxkHoe. [loxoske, Mbl CIpaBUMCS C HUM
JIOBOJIEHO OBICTO.

11. DtoMy KOMIBIOTEpY YK€ BOCEMb JIET, OH BpSAJA JIK COBMECTHUM C
COBPEMEHHBIMH YCTPONUCTBAMH.

12. Drot /IBopen cmopTa mpeaHa3HAUYEH Kak AJIsi MPOBEICHHS CIIOPTUBHBIX
COpPEBHOBAHMM, TaK U JIJIsl KOHIEPTHBIX BBICTYILJICHUH.

13. DTOT HOBBIA CamoJIET, CIIPOCKTUPOBAH U H3TOTOBJIEH OTEUECTBEHHBIMU
CTHEIMATUCTAMH, YTOOBI CACNATh CEHCAIINIO HAa MEXKTYHAPOIHOM aBHACAJIOHE.

14. DTOT caMOJeT MOXKET pa3BUBATh CKOPOCTH A0 950 kM / u.
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Exercise 4.7. Read and translate texts.
TEXT 1 ADIGITAL COMPUTER DATA REPRESENTATION.

Data Representation

Digital data - is a
discrete representatior
breaking the
information up into
separate elements
(digits, that is 0 and 1)

Bit

Real programmers code in binary.

One of the types of electronic computers is the digital computer. It is
designed to process data in numerical (digitized) form; its circuits perform
directly the mathematical operations of addition, subtraction, multiplication, and
division. That’s why the digital computer is called so. The numbers operated on
by a digital computer are expressed in the binary system; binary digits, or bits,
are 0 and 1, so that 0, 1, 10, 11, 100, 101, etc., correspond to 0, 1, 2, 3, 4, 5, etc.
Binary digits are easily expressed in the computer circuitry by the presence (1)
or absence (0) of a current or voltage.A series of eight consecutive bits is called
a “byte”; the eight-bit byte permits 256 different “on-off” combinations. Each
byte can thus represent one of up to 256 alphanumeric characters, and such an
arrangement is called a “single-byte character set” (SBCS); the de facto standard
for this representation is the extended ASCII character set.

Such languages, as Japanese, Chinese, and Korean, demand more than
256 unique symbols. The use of two bytes, or 16 bits, for each symbol, however,

permits the representation of up to 65,536 characters or ideographs. Such an
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arrangement is called a “double-byte character set” (DBCS). Unicode is the
international standard for such a character set.

A digital word is sometimes the name of one or more bytes, depending on
the computer’s architecture. It may specify not only the magnitude of the
number in question, but also its sign (positive or negative), and may also contain
redundant bits that allow automatic detection, and in some cases correction, of
certain errors.

A digital computer can compare results with other data, and on the basis
of such comparisons can change the series of operations it performs, can store
the results of its calculations for later use,. Digital computers are used for
reservations systems, scientific investigation, data-processing and word-
processing applications, desktop publishing, electronic games, and many other

purposes.

TEXT 2 IMPORTANT COMPONENTS
OF ADIGITAL COMPUTER.

A digital computer usually consists of an arithmetic-logic unit, a control
unit a memory unit, input/output units, and a communications network. The
arithmetic- logic unit (ALU) performs simple addition, subtraction,
multiplication, division, and logic operations — such as OR and AND. The
main computer memory, usually high-speed random-access memory (RAM),
stores instructions and data. The control unit fetches data and instructions from
memory and effects the operations of the ALU.

The control unit and the arithmetic-logic unit typically are referred to as a
processor, or central processing unit (CPU). The operational speed of the CPU
primarily determines the speed of the computer as a whole. The basic operation
of the CPU is analogous to a computation carried out by a person using an

arithmetic calculator. The control unit corresponds to the human brain and the
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memory to a notebook that stores the program, initial data, and intermediate and
final computational results. In the case of an electronic computer, the CPU and
fast memories are realized with transistor circuits.

I/0 units, or devices, are commonly referred to as computer peripherals
and consist of input units (such as keyboards and optical scanners) for feeding
instructions and data into the computer and output units (such as printers and
monitors) for displaying results.

In addition to random-access memory, a computer usually contains some
slower, but larger and permanent, secondary memory storage. Almost all
computers contain a magnetic storage device known as a hard disk, as well as a
disk drive to read from or write to removable magnetic media known as floppy
disks. Various optical and magnetic-optical hybrid removable storage media are
also quite common, such as CD-ROMs (compact disk read-only memory) and
DVD-ROMs (digital video [or versatile] disk read-only memory).

Computers also often contain a cache — a small, extremely fast
(compared to RAM) memory unit that can be used to store information that will
be urgently or frequently needed. Current research includes cache design and
algorithms that can predict what data is likely to be needed next and preload it
into the cache for improved performance.

Processing of Data. The operations of a digital computer are carried is
determined by the conditions of the inputs, usually two or more. The various
circuits processing data in the computer’s interior must operate in a highly
synchronized manner; this is accomplished by controlling them with a very
stable oscillator, which acts as the computer’s “clock™. Typical computer clock
rates range from several million cycles per second to several hundred million,
with some of the fastest computers having clock rates of about a billion cycles
per second. Operating at these speeds, digital computer circuits are capable of
performing thousands to trillions of arithmetic or logic operations per second,
thus permitting the rapid solution of problems that would be impossible for a

human to solve by hand. In addition to the arithmetic and logic circuitry and a
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small number of registers (storage locations that can be accessed faster than
main storage and are used to hold the intermediate results of calculations), the
heart of the computer — called the central processing unit, or CPU — contains
the circuitry that decodes the set of instructions, or program, and causes it to be

executed.

Ex.4.8. Haiioume coomeemcmeyroujue evlparxceHus 6 mekcme:

apu(PMETUKO-IOTMUECKOE YCTPOWCTBO; LU(POBOE CIOBO; CETh CBA3U
(KOMMYHUKaLIMOHHAsI CeTh) 00paboTka TekcTa; IUPPOOYKBEHHBIE CHMBOJIBL;
CXEMbl KOMIIBIOTEPA; YCTPOMCTBO YIPABIEHUS; ONEPATUBHOE 3aIIOMUHAIOIIEE
YCTPOMCTBO; JBOMYHAS CHCTEMa; W30BITOUYHBIA pa3psl; LEHTPaJIbHBIMI
Ipoleccop; KOMIBIOTEpHAs  BEpPCTKA;  HMCXOAHbIE  JaHHbIC, HAY4YHOE
UCCIIEIOBAaHKE; MPOMEXKYTOUHbIE (OKOHYATEIbHBIE) PE3yJbTaThl BBIYMCIICHUI;
pemiaTe 3ajady BpPYYHYIO; YHMCIO, O KOTOPOM MJET pedb; pEan30BaH Ha
TPaH3UCTOPHBIX CXeMax; NepuQepuitHble yCTPOKUCTBa; B ou(poBaHHO (hopMme;
CHUCTEMA MPEABAPUTENIBHOIO 3aKa3a; YCTpPOWCTBAa BBOJA-BBIBOJA; BBOAMTH
KOMaH/Jbl B KOMIIBIOTEP; BBIIOJHATh (PYHKIUIO 4Yero-nubo; OTpaxarb
pe3ynbTaThl; paboTaTh CUHXPOHU3UPOBAHO; TAKTOBBIA T'€HEPATOP KOMIIBIOTEPA;

IIOCTOSIHHOE 3alIOMUHAIOLIEE YCTPOUCTBO; TYEHKA MTAMSITH.

Ex.4.9. Ilepeseoume, obpawas e6Humanue Ha Cc1064, 6blOCIEHHbIE
Kypcueom

1. Apugmemuro-nocuueckoe ycmpoucmeo ¢ ycmpoucmeom ynpasieHus
obpaszylom  YeHmpaibHulll  npoyeccop - YCTPOMCTBO, HEMOCPEICTBEHHO
BBITIOJIHSET MAIIMHHBIE KOMAaHJbl, W3 KOTOPHIX COCTOMUT KOMITbIOTEpHAs
nporpamMma.

2. bnaromapsi BBICOKOW BBIYMCIMTEIBHOW MOIIHOCTH COBPEMEHHBIC
KOMIBIOTEPHl YCIEIIHO HMCIOJB3YIOTCSA ISl 3a7ad, KOTOpbIE Ba)XKHO peutams

8PYYHYI0, HATIPUMED, 8 CUCMEMAX NPed8apumebHo20 3anpocd.
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3. OnepamusHoe 3anomunaroujee ycmpoucmeo eile U TaKKe Ha3bIBalOT
paboueli MmaMsAThIO, TIOCKOJBKY OH HCIIOJNB3yeTCsl B Ipoiecce paboThI
KOMITBIOTEPA, B YACTHOCTH O XPAHEHUS NPOMENCYMOYHBIX pe3ylbmamos
BbIYUCTCHUU.

4. UN36vimounvie paspsaobl 8 yugposom cioge MOTYT COAEpKaTh
CHelUalbHble  CHUTHAJbHBIE  DJIEMEHTHI, Hampumep, JUIsl  BBISIBICHUS
OTIpEIETCHHBIX OMIMOOK.

5. HayuHnoe uccnedosanue, o Komopom uoem peub, OXBATBIBAET Cpazy
HECKOJIbKO CMEXHbIX oOyiacteld 3HaHui. 6. C MOMONIIBIO KJIABUATYpPhl YEJIOBEK
8600UM 8 KOMNbIOMEP KOMAHObL U UCXOOHbIE OaHHbLE 8 OYUDPOBAHHOU hopme.

7. Lugpobykeennvie cumeonvl 6 080UUHOU cucmeme TPEICTABICHBI 6
oyugposannoii popme, TO €CTh B BUJIE TIOCTICTOBATEIHHOCTH HYJICH U €IHHHII.

8. KommyHnuxayuonHas cemv CBA3BIBAET BCE DJIEMEHTHI KOMIBIOTEPHOM
CUCTEMBI U COCAMHSET €€ C BHEIIIHUM MHPOM.

9. Ceifuac HM OJHO M3JATEIHLCTBO HE OOXOAUTCS 0€3 KOMNbIOMEPHOLU
eepcmku, HEOOXOUMOM 111 OBICTPON M KaueCTBEHHOU 0Opabomiku mexcma, a
TaK)Ke PA3IUIHBIX nepugheputinbix yCmpoucms.

10. IlamsATh  COBPEMEHHBIX  KOMIBIOTEPOB  peanu308aHa  Ha
MPAH3UCMOPHBIX CXemax, KOTOpbie B OOJBIIIOM KOJIHMYECTBE COCPEIOTOUCHBI HA
KpHUCTaJUIe, Ha3bIBACTCSI HHTETPUPOBAHHON CXEME.

11.  Vempoiicmeéo  ynpaenewuss  perynupyer Bce — ONEpalvdl B
KOMIBIOTEPHON CHCTEME C TeM, YTOOBI OHA pabomana CUHXPOHUZOBAHO.

12. Yunwvr onepamugrnoco u nOCMOSHHO20 3aNOMUHAIOULE20 YCMPOUCMEa

COCAUHAIOTCA cxemam Komnviomepa ¢ YeHmpajilbHbIM NPpoueccopom.
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E.4.13. Answer the following questions.

Questions AnNnswers

. By what kind of circuits are digital computer operations carried out?

. How are binary digits expressed in the computer circuitry?

How wide is the range of computer clock rates? What do these speeds
permit?

What accounts for the term digital computer?

What are the main components of a digital computer? What functions do

they perform?

6. What does the use of two bytes allow?
7. What is a byte? What does it permit?

8.
9

. What is a processor? What is its basic operation analogous to?

What is a digital word? What kinds of information may it contain?

10.What is referred to as computer peripherals?

11.What is the function of a computer’s clock?

12.What kind of circuitry, apart from the arithmetic and logic ones, does the

CPU contain?

13.What sorts of systems are digital computers used for?

14.\What storage devices does a computer contain in addition to RAM? Dwell

on them.

Ex.4.14. Give derivatives of the following words and explain their

meanings.
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add, communicate, simple, condition, depend, detect, correct, determine,

differ, extend, divide, effect, move, err, compare, frequent, multiply, Numerate,

specify, sign,

Ex. 4.15. Give the antonyms of the following words taken from text 4.1.
Make up sentences of your own using them.

addition, automatic, by hand., directly, easily, extended, frequently,
improved, initial, multiplication, needed, permanent, permit, presence,
primarily, redundant, secondary, single, interior, synchronized, typically,

unique,

Ex.4.16. Haitioume 6 mekcme 4.1 u nepegeoume cnedyrujue
8blpa0iC€Hu}l:

value; symbol; similar; necessitate (demand; call for); being discussed
(spoken about; given); allow (make (it) possible; let; enable).be termed (be
referred to as; be said to be; be spoken of as); be intended for/to (be meant
for/to); achieve (attain); lie in the range between ... and ... (be in the range

between ... and ...; vary from ... to ...);

Ex.4.17. Paraphrase the following sentences replacing the italicized

words by their equivalents from text 4.1.

Model : A rectangular arrangement of data is referred to as a matrix.

— A rectangular arrangement of data is called a matrix

1. Typically, in summer the temperature in this part of the country lies in
the range between 22 and 35 °C.

2. Together, a control unit and an arithmetic-logic unit are termed a
processor.

3. The values of the function y = cosx vary from —1 to +1.
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4. The value of electromotive force depends on the conditions at the
source, such as the number of magnetic lines of force per time unit.

5. The use of a low-noise amplifier allows achieving a high signal/ noise
ratio.

6. The term altimeter means that the given device is intended for
measuring altitude.

7. The suggested approach enables us to significantly increase the fault-
tolerance of computer hardware.

8. The subject being discussed is of the greatest importance for specialists
In computer security.

9. The situation called for prompt action.

10.The new approach makes it possible to find the value of the output
signal at any point in time.

11.No improvement was achieved by applying this method.

12.Most terminals are desktop size and are not meant to be carried around.

13.Modern digital computers handle numbers, letters as well as other
symbols.

14.Changes to the system, such as using a new hardware platform or adding
new sensors, may necessitate modifications in the entire data transfer
protocol.

15.An ammeter is meant for measuring electric current.

16.A great number of colours in computer graphics were attained by
assigning more than one binary bit per pixel.

17.A cooler is intended to prevent the computer from overheating.

18.A communications network that links all the elements of a computer
system and connects it to the external world is spoken of as a bus.

19.A CD-ROM is similar in size and shape to a musical compact disk.
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Ex. 4.19.
1.
2.
3.

Ex. 4.20.

o k w0 Ddp

Discuss the following points.
The main components of a digital computer.
Data representation in a digital computer.

Data processing in a digital computer.

Choose the correct word.

A

operate — operate on

This engine ... diesel fuel.
This device is ... by alternating current.
The patient has been ... for appendicitis.
The company ... three factories and a coal-mine.
Canyou ... a truck?

B

present — represent
presentation — representation

The film ... one of the versions of the downfall of the Roman
Empire.
The ... of the new book on computer technologies is to be held at
the Mc Grow Hill Publishing House next Thursday.
Linear functions such as y = ax + b are ... by straight lines.
Graphical ... of a function allows us to see its character more
clearly compared with its analytical expression.
A computer ... an important item of nearly all manufacturing
process control systems.

C

consecutive — subsequent (succeeding) — series

The explanations were arranged in a ... order.
The operation of the system was checked during three ... two-

hour runs.
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3. The total resistance in a ... circuit is equal to the sum of the
individual resistances.
4. The treaty will come into effect after its ... ratification by the
parliaments of both countries.
5. This problem is likely to be solved by ... generations.
D
character — symbol — sign
1. A character generator is a device that converts a ... code into
graphical form.
2. Auisa ... for gold.
3. Inthis expression | is a ... of a unitary matrix.
4. Newton’s third law states that two opposing forces are equal in
magnitude but opposite in ....
5. Violence is a ... of weakness or fear, not a ... of strength or
confidence.
E
extend — expand
extension — expansion
1. For the ... of the voltmeter measurement range, a series resistor
Is applied.
2. Function f(x) can be ... in a Tailor series.
3. Metals ... when they are heated.
4. The ... of the railway line to the sea port facilitated significantly
the delivery of goods to remote parts of the country.
5. The flag ... in the breeze.
6. This rule can be ... step by step to give the sum of any finite
number of matrices.
F
effect (v, n) — affect (v, n)

1. All our arguments had no ... on them.
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2. Broadcasting is ... by emitting electro-magnetic waves of high

frequency.
3. Some plants are quickly ... by cold.
4. System designers are to incorporate remote, distributed, or highly

reliable features without adversely ... system performance.
5. The new tax regulations came into ... at the beginning of the year.

G
research (n) — investigation (study) (n)
research (v) — investigate (study) (v)

... students usually supplement their income by teaching.
Professor Blake is ... for a new book now.
The object to be ... was placed in a magnetic field.

The professors of our university often participate in ... conferences.

AR A o

Their proposal is being ....

Topics for Essays,

Oral or Written Reports

1. To be or not to be computer literate?

2. Advantages and disadvantages of computers.

3. How will computers influence on our lives in future?

4. Discoveries, inventions, new products, and their effects (good and evil).
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FUN TIME

OOMPUTER PARTS

Uwscmva the compuleyr parts vocabulary and wuwber the pictures

—
.

rtmooni
. ctoprume scae
. kradoyeb
. Mmeosu
. emcawb
. cnpoehirom
. rkeespas
. osehphndae

O @ N O 0 & W N

. rnrteip

10. beeasl

11. hflas ievdr
12. cannres

13. VDD beurm
i4. DDV

15. hrda skdi
16. ecrwp upsipy

Copynght © 26/10/2017 engistwsheets com. Al nghts reserved. - =
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COMPUTER PART$ CROGGWORD PUZZLE

wumbers on the picTures am{ wrile the computer par(s vocabulany in The

Copyright © 28/10/2017 angizishests com. Al nghts resecved.
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3.WORD ORDER: GRAMMAR RULES AND EXERCISE

MopAaAoOK C/1I0B aHIIMUCKOro secs

npeanoXXeHus :

® [lepBbIM NpaBU/I10OM AHTJIMCKOro fA3blKa MOXXHO cCUMTaTb
npaeBwuiao o TeBepao yCTaHOBJ/IEHHOM NMopsake C/ioB .

1)Mopnexaiuiee
2)Cka3yemoe
3)dononHeHUA

4)O6cTOoATeIbLCTBA BpeMeHU/ MecTa.
Takoi nopsgok cnoB HasbiBaeTcsa NMPAMbIM.
B aHmniAckoMm sA3blke BCTpPeEYaTCA N OTCTYTIJIEHNA OT 06bIYHOTO

nopAdkKa C/oB B npeasioxeHun.
® - BonpocutesnbHble NpeasioXXeHus.
® - [1peanoxeHunsa c ooopotom there+to be.

Subject Helping Frequency ~Main  Object Adverbsof Adverbsof Adverbs of time

You
He
She
It

We

They

verbs  adverbs verlzs manner place

am sometimes &0 me badly atschool  yesterday
is always ~ cat you quickly  athome every day
are usually  play him  rapidly  inclass tomorrow
was  often live her beautifully on farm in Aban
were  never read it carefully  at university in winter
can hardly ~ write us carelessly inthefield on Monday
could  rarely drive them  hard on land last night
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Word order

Jlopsdox_ cr06
Korpgpa? KTto? Kak UTo
yacTto? genaet
?
She Always dances
N Often
Usually
someti
mes
Every day,
In the evening
On Sunday

In the morning

Word Order in the Declarative Sentence

Subject + Predicate + Objects + Adverbial Modifiers

(TIo/UTeKAIIEeE )

1

(ckazyemoe)

(JTIOTTOITHEHMSI )

3

(oOcTosITEILCTRA )

4

Our teacher is explaining the students a new grammar rule now.

1

3

3 +

Word order is fixed in English

Compare:

* e.g.: Mrs. Winter (the subject) sent the little boy (the
object) with a message to the next village one

December day.

* e.g.: The little boy (the subject) sent Mrs. Winter (the

object)

with a message to the next village one
December day.

These examples show the meaning of the fixed word
order in the English language.
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EXERCISES

Word Order in affirmative Sentences

Exercise 1 Arrange the words to make affirmative sentences.

1.to/ like/talk / 1 / you/ to/

2. bad/French / 1 / speak/extremely/really

3. hates/they/noise/ when/people/he/make

4. they/ night / song / a / sing/every

5. 8’0 clock/sell / flowers / we/till

6.anytime/ see / me / you / can/want/you

7. the/buy / milk / he/for / wants/to/baby

8. feed /you / my/ cat/ can

9. sister /has /my /got /a dog/ugly/dangerous
10. now/must / the book / read / you/carefully

Exercise 2 CocraBbTe YTBEPANTEC/IIBHBIC MTPEAJI0KECHU, oﬁpamaﬁ BHHUMAaHHUe
HA MeCTO 00CTOSTEeJILCTBA BPE€MCHH B IIPCAJO0KCHUHU

.go/now /home /will /|

. give /the present /tomorrow /we /him / will

. her / met / last night / at / we / the station

. was / last week / he / in hospital

. In /Greece / spend / | / will / next year / my holiday
. must /at five o'clock / leave / we / the house

. the library /take / | /the book /will /today / to

. my mum / breakfast / in the morning / made
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. tonight / want / to the cinema / to go / we
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OTpuuart

‘enbHOe npean

B orpmiiaresisHOHM doopme gacTHUKA not

IomoyiHeHH e O0crosiTeNIbCTBO
Bcnomorar
ITopnexa-| enbHbii | Ckasye- | KoceH- KocBen-
miee rjaroJ + Moe Hoe De3 npsiMoe [Hoe c pel-| MecTa Bpemenn
not npejpjora JIOTOM
We don't study medicine
to the
I don't go every day
college T
The to the
doesn't deliver lectures
professor students
all the
The , . :
doesn't give us important
teacher
themes

ITPHCOEe I THHSITCSI K BCIToMoOoraTe JILbHOMY TI'JIaroJiy

I (you, we, they) don’t write a letter

He (she) doesn’t write a letter

Word Order in Negative Sentences

CocraBbTe OTpHLIATEIbHBIE MPEIJI0KEHUS, 00palas BHUMaHHUE HA MeCTO
00CTOSITEJILCTBA BPEMEHHU B MPEAJI0KEHUN

1. will/our holiday/ at home/we/not/ spend/ next year
2. at/did/l/him/see/not/last/nigh/ disco/the

3. a/ going/ are/tonight/party/ not/to/we

4. will/a/ letter/week/ not/ next/send/ you/she

5.the/did/you/tell/he/not/this/truth/morning
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Tunbl BonpocoB ceese

[ £ & 2
2800
®0w
®e

® 1.06wwmn Bonpoc.
General question (Yes/No question)
L 2 Anbrepu ‘TMBHbIlII BOMpoc un

TUNEI BONPOCHTENBHEIX NPEANKEHUHA

TUMNbI BONPOCOB

Are you at school? | Do you go to school?

| Are you at school | Do you go to school
" | or athome? or to the park ?

PaspenurensHbie

Yon are at school, You go to school,

CneuunansHsie

Bonpocei
K nognexauwemy
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Special question

ICcnoMoraTen bHbiN
BonpocurenbHoe =
(MopanbHbIN) nognexallee ckadyemoe ~
CNOBO
rmaron
When

To be |Where am 1?
Wihere What is she?

a::?cth Where are you?

Why Prese What rules do you discuss at school?
w:zf;: nt What do.es she_talfe care of?

How Simple Whom did you invite to the party?
::‘:y Past |When did you take a picture of a lizard in
How | Simple |the zoo?
::vcvhlong Future Why will Mary arrange a picnic for her

Simple friends tomorrow?

Can |Whose book can | take?
May Where may | close the window?
Must Why must | do this exercise?

Ex. 1. Fill in the words to form questions and translate them. Point the type of

guestion in brackets.

Fill in the

did, are, do, have, was, haven't, is, isn't

¥vords to

questions 1. What types of books you like to read?
and

translate 2. she reading love story or an adventure

= them

story?
3. vyouseen «Titanicy»?
4. Who __ watching TV at eight o'clock last
il night?
5. It's an exciting book, it?
6. ______yougoing to watch a romantic film or a musical?
7. You have seen this film, you.

8. you go to the cinema last night?

104




EXx. 2. Form questions.

birthday / is / when / your?

many / How / cards / did / get / you?
do / What / like / you / presents?

mum / What / make / did / cake / your?
at the party / you / did / what / do?

like / you / parties / do / Why?

summer / are / this / where / you / going?
8. there / going / How / you / are?

9. take /going/to/what/you / are?

10.with / are / you / Who / going?

11.do / going / to / you / there / What / are?

12.you / stay / going / to / are / Where?

13.what / playing / dad / sports / your / games / is / of / fond?
14.roller-skate / when / learn / you / to / did?

15.0f / afraid / are / swimming / you?

Ex. 3. Correct the mistakes.

1. What Tony is writing?

2. What is writing?

3. What Julia want to do?

4. Who does wants a cup of tea?

5. Who President John F. Kennedy killed?
6. Who did invented the telephone?

7. Whose your favorite actor?

8. Who's is this coat?

9. What hand do you write with?
10. Arthur is 21, hasn't he?
11. You're a student, isn't it?

12. They live in Milan, doesn't it?
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4.SUPPLEMENTARY READING

The Invention of the Floppy Disk Drive
I. Pre-reading task
Answer the following questions:
1. What kind of disk is called “floppy”?
2. How did the word “floppy” come into being?
3. When did the first floppies appear?

4. What devices are floppies being replaced now?

I1. Read the text and check your answers.

The floppy disk was invented by IBM engineers led by Alan Shugart.

In 1971, IBM introduced the first "memory disk", as it was called then, or
the "floppy disk™ as it is known today.

8-inch Floppy Disk

The first floppy was an 8-inch flexible plastic disk coated with magnetic
iron oxide; computer data was written to and read from the disk's surface.

The nickname "floppy" came from the disk's flexibility. The floppy disk
was considered a revolutionary device in the "History of Computers" for its
portability which provided a new and easy physical means of transporting data
from computer to computer.

Inventor Alan Shugart

The "floppy" was invented by IBM engineers led by Alan Shugart. The
first disks were designed for loading microcodes into the controller of the Merlin
(IBM 3330) disk pack file (a 100 MB storage device). So, in effect, the first

floppies were used to fill another type of data storage device. Overnight,
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additional uses for the floppy were discovered, making it the hot new program
and file storage medium.

How Does a Floppy Work?

A floppy is a circle of magnetic material similar to other kinds of
recording tape such as cassette tape; one or two sides of the disk are used for
recording. The disk drive grabs the floppy by its center and spins it like a record
inside its housing. The read/write head, much like the head on a tape deck,
contacts the surface through an opening in the plastic shell, or envelope. The
first Shugart floppy held 100 KBs of data. First-hand account of how the
operating system for the 8-inch disk was written.

5 1/4-inch Floppy Disk

In 1976, the 5 1/4" flexible disk drive and diskette was developed by Alan
Shugart for Wang Laboratories. Wang wanted a smaller floppy disk and drive to
use with their desktop computers. By 1978, more than 10 manufacturers were
producing 5 1/4" floppy drives that stored up to 1.2MB (megabytes) of data.

One interesting story about the 5 1/4-inch floppy disk is how the size was
decided. Engineers, Jim Adkisson and Don Massaro were discussing the size
with An Wang of Wang Laboratories. The trio just happened to be doing their
discussing at a bar. An Wang motioned to a drink napkin and stated "about that
size" which happened to be 5 1/4-inches wide.

3 1/2-inch Floppy Disk

In 1981, Sony introduced the first 3 1/2" floppy drives and diskettes.
These floppies were encased in hard plastic, however, the name stayed the same.
They stored 400kb of data, and later 720K (double-density) and 1.44MB (high-
density).

Post Floppy Disk

For the most part, recordable CDs and DVDs, and flash drives have
replaced floppies as the means of transporting files from one computer to

another computer.
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I11. Translate into Russian the following:

1. an opening in the plastic shell;
coated with magnetic iron oxide;
desktop computers;
file storage medium;
portability;

Recordable;
the means of transporting files.

the read/write head:;
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to be designed for;
10.to be encased in hard plastic;
11.to spins it like a record,;
IV. Translate the following words and from derivatives that can be
found in the text:
1) flexible; 2) revolution; 3) portable; 4) to add; 5) to record; 6) to

manufacturer; 7) case.

INTRODUCTION TO ANALOG AND DIGITAL ELECTRONICS
The physical environment in which we live is characterized by analog
quantities, that is, quantities that change in a continuous fashion and are not
restricted to a small number of discrete values. Temperature, position, light
intensity, sound waves, colors, textures—our world is filled with gradations and
displacements and variations that do not fit into restricted measurement systems

99 ¢¢

such as “on vs. off,” “small vs. big,” “black vs. white,” or “soft vs. hard.” When
we use a plot to visually represent the values of these analog quantities, the

curve will be smooth.
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Digital Systems

If the world is an analog place, why do we hear so much about digital
technology these days? How can we speak of a “digital revolution” if the human
experience is still fundamentally analog? It turns out that engineered systems
can provide vastly superior performance and functionality when electrical
portions of these systems store, transmit, and process information using signals
that are restricted to two values: on and off, otherwise known as one and zero.

Though the word “digital” refers in a general way to systems involving a
limited set of discrete values, in the context of modern electronics, “digital”
implies binary. In binary calculations, the only available digits are one and zero,
and this mathematical construct is translated into the electronic domain through
the use of digital circuitry in which voltages are always “high” or “low.”

In typical single-ended digital circuits, a logic-high signal has a voltage
that is close to (ideally, equal to) the circuit’s supply voltage, and a logic-
low signal has a voltage that is close to (ideally, equal to) the circuit’s ground
voltage. Since the ground node is the reference for all voltages in the system, we
say that logic low is 0 V.

In many applications, digital storage, transmission, and processing are so
advantageous that electrical engineers employ digital techniques even when this
creates a need for additional circuitry that converts analog quantities to digital
quantities and then digital quantities back to analog quantities. We’ll learn more
about analog-to-digital converters and digital-to-analog converters in a later
chapter.

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation.

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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Analog and Digital 1Cs

Nowadays, a large proportion of the activity performed by an electronic
device occurs inside integrated circuits. Consequently, the difference between
analog and digital circuits is rooted in the difference between analog and
digital integrated circuits.

Analog and digital ICs contain the same
basic components: primarily transistors, but also
diodes and passive elements. However, in analog
ICs, transistors are intended to amplify or produce

continuously varying signals. When we bias a

transistor, we create circuit conditions that allow it
to properly respond to small changes in voltage. For example, an input stage of

an amplifier IC might employ the MOSFET differential-pair configuration

shown below; note that the current source (lgas) is biasing the Q1 and Q2
transistors.
The next circuit, called a Colpitts oscillator, uses a biased bipolar

junction transistor to generate a sinusoidal signal.

é_‘_% Digital ICs, in contrast, are designed in a

_L_Ii ; i way that allows input signals to turn transistors
= -

fully on or fully off. Whereas both MOSFETSs
i and BJTs are found in analog ICs, the vast

majority of transistors in digital 1Cs are
MOSFETS. Designers interconnect MOSFETS in order to form relatively simple

circuits that implement basic Boolean logic functions, and these logic gates can

then serve as the building blocks for higher-level digital circuits such as flip-

flops and even for exceedingly complex circuits such as microprocessors.
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This diagram shows a MOSFET implementation of the Boolean AND function.

Recap
The physical world is analog, but digital techniques are often far superior
than analog techniques in the context of electronic design.
. Digital circuits have signals that transition between logic high,
which represents binary 1, and logic low, which represents binary 0.
. Analog ICs use BJTs and MOSFETS that are biased so that they can
respond to small, smoothly varying input signals.
. Digital 1Cs use MOSFETSs that are driven fully on or fully off and
that are interconnected into a wide variety of simple and complex circuits.
Exercise 1. Read and translate the text
Exercise 2. Write down unknown words and word-combinations with
transcription and translation.
Exercise 3 Put 10 special questions to the text
Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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IV. PERSONAL COMPUTERS

IlepcoHanbHbIe KOMIIBIOTEPHI.

+ 1972 — Atari

« 1976 — Apple |

« 1977 — Apple Il

« 1981 - 1BM PC

« 1982 - ZX Spectrum
« 1984 — Amiga

*+ 1984 — Macintosh

*+ 1986 — HoyTOYK IBM

=
[;1“,‘3,' e n), [T

Vocabulary

Ex. 1. Read new words and word combinations and memorize them.

appliance-yctpoiictBo; npubdop

application software/nmpukiaaHbie TpOrpaMMbI

CAIl - aBTromMaTH3upOBaHHOE 00YUCHHE

CMI - xomnbroTepHOE O0yUEHUE

competitive operating systems - KOHKYpHUpYIOIIasi OrepalroHHas CHCTeMa
computer of choice - nyummii koMobrOTEp

leisure- mocyr

maintenance-coxpaHeHue; SKCILTyaTalus
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PC(personal computers)/miepconanbHble KOMITBIOTEPHI
record Keeping — perucrpanus

scheduling- cocraBnenue pacrnucanus, rpapuka
security/6e3onacHOCTh; OXpaHa

telephone dialing - naGop Homepa Tenedona

to delete/ynansaTh; cTHpaTh; OYUIIATD MTAMATH

to enter the fray/ BBsizaThcst B qpaky

to fall by the wayside - ycrynuTs gopory

to give an impetus — crumynupoBath (4To-I1.)

to meet the demands - yoBireTBOpsIThH MOTPEOHOCTH
to move paragraphs around/mMeHsTh MecTaMu a03allbI

to survive onslaught - BeiIep)aTh KOHKYPEHIIUIO

Ex. 2. The following terms you should learn.
computer-assisted instructions - KoMIbIOTEpHBIE KOMaHIbI
CRT - sanextponHo-itydeBas TpyOka, DJIT

grading - ornieHrBaHwMe; Ki1accuDUKAIHS

hard-copy output-BeiBoj "TBep10i" MEYaTHOM KOIHH
input media - HOCHTENb AJI BXOJHBIX JaHHBIX

LCD - )uIKOKpUCTAUNTMYECKUHA TUCTIICH

offline storage-BroHOMHOE XpaHEHHUE TaHHBIX OTJCIBLHO OT KOMIIbIOTEpa
online storage-HeaBTOHOMHOE XpaHECHHE JaHHBIX B 3Y
output media - HocHuTeb AT BBIXOIHBIX JaHHBIX

word processing - oopaboTka TekcTa

word size - pa3Mep ci1oBa; pa3psAHOCTh JBOUYHOTO CIIOBA

worksheet- siaexTponHas Tabuma
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1.A PERSONAL COMPUTER: DEFINITION, ORIGIN

READ AND TRANSLATE THE TEXT

TEXT 1 WHAT IS APC?

PC are supposed to appear in the late 1970s. One of the first and most
popular personal computers was the Apple Il, introduced in 1977 by Apple
Computer. During the late 1970s and early 1980s, new models and competitive
operating systems seemed to appear daily. Then, in 1981, IBM entered the fray
with its first personal computer, known as the IBM PC. The IBM PC quickly
became the personal computer of choice, and most other personal computer
manufacturers fell by the wayside. One of the few companies to survive IBM's
onslaught was Apple Computer, which is sure to remain a major player in the
personal computer marketplace. In less than a decade the microcomputer has
been transformed from a calculator and hobbyist's toy into a personal computer
for almost everyone.

What is a personal computer? How can this device be characterized?

- Firstly, a personal computer being microprocessor-based, its central
processing unit, called a microprocessor unit, or MPU, is concentrated on a
single silicon chip.

- Secondly, a personal computer uses smaller, less expensive, and less
powerful input, output and storage components than do large computer systems.
Most often, input is by means of a keyboard, soft-copy output being displayed
on a cathode-ray tube (CRT) screen or liquid crystal display (LCD). Hard-copy
output is produced on a low-speed character printer.

- A Personal Computer employs disks (or flash memory drives) as the
principal online and offline storage devices and also as input and output media.

- At last, a Personal Computer is a general-purpose, stand-alone system
that can begin to work when plugged in and be moved from place to place.

Perhaps the most distinguishing feature of a personal computer is that it

is used by an individual, usually in an interactive mode. Regardless of the

114



purpose for which it is used, either for leisure activities in the home or for

business applications in the office, we can consider it to be a personal computer.

Ex. 3. Give answer to the following:

Questions Answers

How can computers be used in education?

How is input carried out in personal computers?

What are the four main characteristics of a PC?

What are the main spheres of PC application?

What are the typical word sizes of a PC?

What changes in the typed text can you make using a display?
What differs personal computers from large computer systems?

What does the term "microprocessor-based” mean?

© 00 N o g R~ wWDdPRE

What is "a word processing program™?

10.What is a personal computer?

11.What kind of a system is a PC?

12.What other home and hobby applications, except computer games,
can you name?

13.What principle storage devices do PC use?
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VOCABULARY EXERCISES

EXx. 4. Find the English equivalents.

BBIBCCTHU HA 3KpaH; aBTOHOMHAS CUCTEMA,

TJIaBHBIN IMOCTAaBIIMK Ha KOMIIBIOTCPHOM PBIHKC,
UTPYIIKA JIs JIFOOUTEIIST; MUKPOITPOIIECCOPHBIA;
I/IHTepaKTI/IBHHﬁ PCKUM; 00J1aCTh IMPUMCHCHUA,
HUCIIPABIIATH OILIINOKHU U CTUPATh MPCIIIOKCHUA,
KOMITOHEHTBI MEHBIIICH MOIITHOCTH,

KOMIIBIOTCPHOC MOACIIMPOBAHUC, SJICKTPOHHLIC Ta6J'II/ILIBI.

Konkypupyroias onepaiioHHasi CHCTEMa,

© © N o g B~ w b E

00paboTKa TEKCTOB;
10.puKIIaHBIC TIPOTPAMMBIL;

11.crnocoOHOCTH KOMIIBIOTEPA;

Ex. 5. Find in the two given texts words:

A) synonyms

Adjectives: flexible; main; little; general.

Nouns: rate; use; plays; control; mode; producer; amateur; device; crystal;
error; storage; primary (memory); monitor; characteristic; aim.

Verbs: to print; to produce; to convert; to keep; to found; to erase; to
name; to change; to use; to start; to switch on; to supply; to give possibility; to
involve.

B) antonyms

Adjectives: cheep, weak; common; general; large; soft; high; easy.

Nouns: online, input, work.

Verbs: to finish; to switch on; to take; to delete.
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EX. 6. Insert the necessary words.

1. Very soon a microcomputer was from a calculator into a

PC for everyone.

2. Using a display you can mistakes, words and

replace sentences.

3. Personal computers have a lot of , scientific, engineering,

educational being among them.
4. PCs have a great upon pupils, educators, and many other

people no matter what their occupation is.

5. One of the first and most popular PC was in 1977.

6. Input in PC is usually performed by means of a

7. All PCs are based on technology, its CPU being called
MPU.

8. A word processing program called application enables

you to modify any document in a manner you wish.
9. A personal computer uses disks as input and output media.
10.A personal computer is a small relatively inexpensive device for an

individual
Ex. 7. Give definitions to these abbreviations using the vocabulary.
ALU; CAIL.CD; CMI; CPU; CRT; CU; DOS; I/0; IBM; IC; IOP;LSI; MP;

MPU:; MSI; PC:; PU; RAM; ROM:; SSI..

Exercise 8. CocraBpTe quaor.

Your friend asks you to tell about Personal computers.

Ex. 9. Speak on Personal computers and its influence.
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1984 1986 1987 1987 1989
Macintosh Macintosh Il Macintosh SE Macintosh llci

1989 1990 1990 1990 1993
Macintosh llfx Macintosh Classic Macintosh llsi Macintosh LC Macintosh Centris

e
‘ ‘ L
',h, ." "

1993 1995 1998 1999 2001
Macintosh TV Macintosh LC iMac iMac DV iMac Patterns

1]

2002 2004 2006 2007
iMac iMac G5 iMac Slimmer Intel Novo iMac
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Vocabulary

1. Memorize the words

chassis — maccu; pama; Xo10Bast 4acTh

to pin down — 30. npUMEHATHCS; TOAXOIUTh

general purpose — yHuBepcalibHbBII; 00IIEro Ha3HAYCHHS
slot — rue3m0; pa3beM

expansion slot — pazbem 17151 MOYJIST pacIIHPEHHUSI
spreadsheet — neyaTHbIi JTUCT

to enter the fray — 30. mosiBuThCs

onslaught — GerreHas aTaka, HarmaaeHUE

to survive onslaught — BeiepKaTh KOHKYPEHITHIO

plug — 1rrencens; BUIIKA; MITEKEP; MOAKIIOYATh; [TOICOETUHSITD
aside from — momumo; 3a uckIIOUeHUEM (amep.)
handwriting recognition — pacrno3HaBaHue mo4yepka
thereafter — mociie 3TOrO; BIOCICACTBIH; COOTBETCTBEHHO
price tag — sipybIK (¢ yKa3aHHEM IICHBI)

compatible — coBmecTHMBII

to fade — 30. ucuesarp

word processing — peaakTUpOBaHUE TEKCTOB
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What is a Personal
Computer?

K] A personal computer is a type of
microcomputer designed to meet t
computing needs of an individual
— Desktop computers

— Notebook (or “laptop”) computers

= — Cost starts at $500, but most spend
[ $1000 to $1200 — e

LOLLL000/F 010040004 L0LL0L0LO!

2. Read the text and speak about personal computer types:

On June 5, 1977, the fledgling company Apple from Cupertino
(California) put a personal computer on the market. The now-mythical Apple 11
was not the first product from the firm founded by Steve Jobs and Steve
Wozniak, nor was it the first personal computer. And, of course, there were no
crowds amassed at the gates of their establishments waiting to purchase it. But
over time it would become “one of the most successful products of all time,” in
Wozniak’s words. But above all, it was the first big step along a path that led to
building one of the most recognizable brands in the world.

In the 1970s, Silicon Valley was a vibrant nucleus of innovation that
provided components to a powerful computing industry controlled by large
corporations and institutions. At that time, computers were still big and
expensive machines. Outside the corporate sphere, only a handful of enthusiasts
had the knowledge to manage these technologies and to know what to do with

them.
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According to what computer historian David Greelish, author of Classic

Computing: The Complete Historically Brewed, explained to OpenMind, “the
microcomputer revolution arose independently from the computer
industry.” It was hobbyists that started building the first personal computers
using parts such as the first chips manufactured by Intel. In 1975, the first
computer that achieved commercial success came on the market, the Altair
8800, which could be purchased already assembled. However, the usual thing
was that these do-it-yourself amateurs bought kits to assemble. “It was only of
interest to electronic hobbyists because it was difficult to use,” Michael R.
Williams, an emeritus professor at the University of Calgary in Canada and
author of A History of Computing Technology, told OpenMind.

However, the Apple II did not immediately triumph: “Initially the Apple
IT was not a big seller,” says Cohen. According to this expert, there were two
new advances that subsequently boosted its popularity. The first was Disk 11, a
cheap and reliable floppy disk drive designed by Wozniak and launched in 1978
to replace the cassette interface.

In turn, this innovation allowed the introduction the following year of an
Apple version of VisiCalc, today considered the first killer app, a term used to
designate programs that induce users to buy the hardware needed to use them.
Developed by VisiCorp, a software publishing company, VisiCalc was “the
first real spreadsheet on a small computer which was only available on the
Apple II with a disk drive at the time,” says Cohen. “With VisiCalc, small
businesses and medium size businesses could justify buying a computer and
Apple’s sales exploded.” Apple computers then began to spread to schools and
homes. For Williams, had there not been VisiCalc, “the Apple II would have

likely gone the way of others into oblivion.”
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2. PERSONAL COMPUTER TYPES

Types of Computers

Personal Computers
Desktop computer
Laptop/Notebook/Netbook

Tablets/iPad
Smartphones

iPad

—~ 10°
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1. Mainframe Computer

A mainframe computer is a computer
system with: ¢ very powerful processors, * lots
of backing storage, ¢ large internal memory.

Mainframes are designed to process large

volumes of data at high speed. They are used

by large businesses such as: banks and mail-
order, companies as well as by large,
organizations such as universities.

Mainframe computers can also multi-task by running more than one
program at the same time. This is known as multi-programming and with more
memory has become possible on desktop and laptop computers.

2. Desktop Computer

A desktop computer is the most common
kind of PC. It is a collection of a number of
different hardware devices. This type of computer is

sited permanently on a desk because its design

means it cannot be easily moved. The common

components of a desktop PC are:

. the system unit containing the processor and main memory
. monitor

. keyboard

. mouse

. hard disk drive
. floppy disk drive
. CD/DVD drive

. speakers.

3. Laptop or Notebook Computer
123



A laptop computer is a small, light
¥ computer that you can easily carry about with

_you. It can be powered by battery or mains

and comes with specialised input devices, for

example trackballs, touch pads or track points.

They are needed because laptop computers are
often operated in places where it is impracticable to use a mouse.

For output the laptop has an LCD or TFT screen and a set of small
speakers. ‘Laptops’ are often as powerful as desktop computers and run the
same range and type of software.

People use laptops for working when they are on the move, going to
meetings or attending courses.

Many businesses are replacing desktop PCs with special plug-in
workstations designed round laptop computers because of the flexibility they

offer.

4. Palmtop Computer or Personal Digital Assistant
(PDA)

This type of computer is increasing in popularity,
and is often called a Personal Digital Assistant (PDA).

A palmtop computer is small enough to fit in your
pocket.

It combines a lot of capabilities, including organiser

features (such as storing contact numbers, names and
addresses, etc.), e-mail and wireless internet access.
Palmtop's have small keyboards and most let you open menus and select
icons by using a special pen or stylus. Most let you enter data by writing with
the stylus. They are powered by batteries and store their data on removable

memory units called flash cards.
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You can run a wide range of software on palmtop's, for example simple
word processing, database and spreadsheet software as well as useful

applications such as electronic diaries. Many modern palmtop's:

. are converging with mobile phones to let you access the internet
. have wireless communications to let you access your local area
network.

What you have to do!

Answer the following questions.

1. Why do large businesses such as banks use mainframe computers?

2. Describe the components of the desktop computer you use in
school or at home,

3. Complete this table comparing a desktop with a laptop.

Desktop Laptop
Output Ordinary Monitor LCD/TFT

_ Hard disk, floppy disk,
Backing Storage )
CD/DVD Drive

Power Source Mains Power

Portable No

4. Name three types of software that run on palmtop’s.

5. Why are palmtop's useful?

What you should be able to do!

1. Describe different types of Computer System..
2. Give some of the advantages and disadvantages of each type of
computer System.
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3. Recommend a particular computer system for given situations.

P ,/ﬁ‘, _a

Questions Answers

3. Look through the texts and answer:

1) When was the first personal computers appearance?

2) What do business use personal computers for?

3) How could companies (except Apple) survive IBM's onslaught?

4) What are the principal characteristics of personal computers?

5) What are the advantages of portable computers?

6) What are their drawbacks?

7) How many types of portable computers are there? 8) What differs

personal computer from large computer systems?

4. There are some descriptions of computers. Translate them and give in
brackets a type of a computer:

1) A typical computer found in many businesses and popular for home
use;

2) A hand-held computer which can be used as a telephone, a web
explorer and a personal organizer;

3) A small computer that fits into items of clothing;

4) A portable computer that can be closed up like a briefcase; but it can be
as powerful as a desktop PC;

5) A full-function PC, though it only weighs 1.2 kg —you can go to a
meeting and write your notes on it, like a paper notepad; its screen mode can be

changed from portrait to landscape;
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6) A large computer used for intensive data processing and often linked to

many terminals.

MAKE A CROSSWORD, USING THESE WORDS

Computer Parts Word Puzzle

3 f

5 6

sl

KEYBOARD MOUSE SPELLCHECK VIRUS PAINT MOUSEPAD MONITOR CURSOR
EMAIL GOOGLE CPU HARDWARE SOFTWARE FLASHDRIVE USB CHATTING MP3
MEGABYTE PRINTER SCANNER

3.NON-FINITE VERB FORMS:
GRAMMAR RULES AND EXERCISE:

(PARTICIPLE I, PARTICIPLE Il, GERUND, INFINITIVE.)
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Kareropusimu 4ymcna, nuna, 3ajiora HenuuHble (OpMbI Tiarojia (mpuyactue,
UHOUHUTHUB, TEPYHMIL,) HE 00IaJal0T U BBINOJHATH B MPEATIOKEHUU (YHKITHS
IIPOCTOr0  IJIAroJIbHOIO CKa3yeMoro He MOryT. DBbINONHAA —pa3iauyHbIe
CHUHTaKCHYeckne (yHKIMU B TMPEAIOKEHUH, TaK KaK Takke 00JIaaaroT
KayecTBaMH, TUIWYHBIMHU JUI1 APYTUX 4YacTed peud, OHU BCE UMEIOT 00Iue

rJ1arojbHbIE CBOMCTBA.

1) Mupunutus (Infinitive)

NuduantnB—HenmmuHas ¢opma riiaroia, Ha3bIBaroOIIas ICHWCTBHE, HE yKa3bIBas
Ha yuciia U Ha juna. OTBeyaeT Ha BOIMPOC YTO AenaTh? uto ciaenats? E.Q.: to
buy - mokymath, to sell — mnpomaBath. MHOUHUTHB B NpPEIOKECHUH
ynoTpeobJiseTcs: 6€3 4acTUlIbl “t0” TocIie psjia MOIAJbHBIX TJIaroJioB.
NHPUHUTHB B NPeI0KEHUN MOKET ObITh B PA3JIHYHBIX QYHKIMS:

1. Tloanexammm:

To work much is difficult. Pa6oTaTsh MHOTO — TshXKEIIO.

To travel is pleasant. IlyTemecTBOBaTH — IPUSITHO.

2. IMeHHOM 4acThI0 CKa3yeMoro:

My  service wasTo deliverthe goods. Moeit  00S3aHHOCTBIO
ob10 locTaButh ToBaphI.

Their duty was To pass exams well. Nx 00513aHHOCTBIO
ob10 CraBaTh K3aMEHBI XOPOIIIO.

3. YacTbI0 COCTABHOIO CKA3yeMOI0:

We wanted To sell the computers. Ms1 xotenu [IpogaTs KOMIBIOTEPHI.

The manager decided To conduct talks. Menemxep

pemmn IIpoBecTH neperoBopsl.

4. JlonoJiIHEHUEM:

| asked him To finish the work. S monpocui ero 3akoHYHMTB padoTy.
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The director told me To payin advance. Jlupekrop mpukazal MHE
3AIUIATUTH 3apaHee.

5. O06CcTOATEILCTBOM

Mp1 pa3zpaboTanu HOBYIO MoOJeb A TOro, 4ToOs! Hoayuurs npudsuis. - We
developed a new model To get profit.

JIaua noexain B oduc, uroosl IloroBopuTtk ¢ aupexkropom. - David went to the
office To talk with the director

6. OnpenesieHneM:

It is the problem To be solved at once. Bor mpoGiema, KOTOpyH HYKHO
HeMeuieHHO PemiuTh.

| was the first To come. S Ilpuinen nepBbiM.

Ex. 1. Define the function of the Infinitife:

Grove offered to promote these products.

He came to stay.

His responsibility was to maintain business relations.

| had a problem to solve.

Rand asked the manager to help.

The secretary called Stella Loren’s to confirm the order.
They advertised the goods to impress public.

To succeed is difficult.

© ©o N o gk~ WD RE

To win is terrific.

10.We want to increase our market share.

2) T'epynamii (Gerund)

['epyHnauii — 5T0 HeNU4Has riarojpHas (Gopma, oOiagaromias Kak CBOMCTBaMHU
rjarojiia, Tak W CBOHCTBaMH cymlecTBuTenbHOro. I[lo dopme repynmmii
cosmazaer ¢ Participle I: Swiming; Selling; Making.

["epyHauii MOXKeT ObITh IPEACTABIICH B MPEIOKEHUN B (DYHKIIMH:

1. Moaaexamero:
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Studying English is her hobby.

HM3y4yeHue aHTIIMNCKOTO SI3bIKA — €€

x000mu.

Making business  plans s

Important.

very

CocraBjenne OM3HEC-IaHOB

O4YCHB Ba’KHO.

1. AMeHHO# YaCTH COCTABHOI0 CKA3yeMOro:

Her favourite occupation |
] o E¢ mobumoe 3anstue — sto IliiaBanmne.
IS Swiming.
o _ I'maBHOM  3agayel WX  KOMIIAHUU
The objective of their company

is Producing excellent goods.

ABJIACTCA HpOHC}BOI[CTBO OTJIIMYHBIX

TOBApOB.

2. YacTH COCTABHOIO IJ1aroJJLHOI0 CKa3syemMoro:

We started Issuing shares 2 years ago.

Mp1 Havanu Beimyckath akuuu 2 roja

Hasal.

The Chief

continued Making the statement.

accountant

['maBHbIN Oyxranrep

npoaoskui CoCTaBJIATH OTYET.

3. Onpenenenns:

The thermometer

for Measuring temperature.

is the device

Tepmomerp

3TO npudop

i1 U3mMepeHust TeMIeparypel.

the President.

| had the pleasure of Talking with

9 AMeEIT

ynoBosabsctBre IloroBopurs c

IIpe3nnenTom.

6. IIpsiMoro A0MOJIHEHMSI:

- - - - - MHe
| like Negotiating with Mr. Robin

HpaBuTCsA BectTu  meperoBopsbl C

mMucrtepom PoOuHoM.

We  remember Discussing thisMp1
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question. BOTIPOC.

7. IIpeny10KHOT0 KOCBEHHOTO I0TOJTHEHHS |

She is good at Typing. Ona xoporro Ileuaraer.
He is tired of Going On businessOun ycTan ot IMoe3nok B
trips. KOMaHJIUPOBKH.

7. O0CTOATEIHLCTBOM:
After Writing the Statement theHammcaB Otder, MEHEKEp TTOTOBOPHII C

manager talked with the director. mupexTopom.

The company has increased profitKommanus yBEIIMYHIIA
by Producing new type of TVmnpuOsuis, [Ipon3Boasi HOBbIC BU/IbI
sets. TEJIEBU30POB.

Ex. Define the function of Gerand:

1. Arranging meetings is Sally’s duty.
He is afraid of Running risks.
Linda Lawson is proud of Running the company.
Making plans is necessary in every business.
Our director likes Subscribing scientific journals.
Printer is an instrument for Typing papers.
Rebecca continued Discussing the matter.

The main task is Satisfying consumers’ needs.

© © N o gk~ WD

They are interested in Registering the company.
10.We solved the problem by Writing the letter.

[Tocne mpemtoros: After; before; instead of; for; of; by u 1. 1., a Taxke
IJIaroJioB, 3a KotopeiMu cienyrot npemiorn: Be fond of; be tired of; think
of U npyrux, 4acto ynorpedysercss TepyHIui.

Kak u MHQUHUTUB, TaKKe U TEPYHIUN, HE PEAKO MCHOJB3YeTCS B (PYHKIIUU
JOTIOJTHEHUST TIOCJIE TJarojia-ckazyemoro. OOpartute BHUMaHUE TOCTE KaKUX

IJIaroJIoB yroTpeoasieTcs repyHanil, a mociie Kakux — MHPUHUTHUB.
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NudpunauTHB ynorpeodJsiercs mocJie
CJIeIYIOIIUX IJ1aroJI0B:
Prefer — npeanounTars
Forget — 3abp1BaTh
Propose — npeaiarath
Refuse — oTka3biBaTh(Cs)
Intend — HamepeBaThCs
Would like — xoTen 6bI
Manage - ynaBaTbcs
Offer — npearats
Agree — cornamarbcs
Begin* — HaunHath
Decide — pemaThb
Dislike* — ne mo0uThH
Want — xoretb

Finish* — 3akaHunBaTH
Hate* — nenaBuneTh
Like *— mr00uThH

Plan — nnanuposatb

Try — npITaTbes

Promise — obemiarhb

I'epynamii ynorpedasiercs mocie
CJIeYIOIIHX IJ1aroJioB:

Be afraid of— 6osThCs1

Be busy — ObITh 3aHSTHIM

Be engaged of — ObITh 3aHATHIM
Be fond of — upaBuThCs

Be good at —xopoiiio ymaBatbcs
Be interested in — uHTEpECcOBaTHCS
Be proud of — ropauthcs

Be scared of — 6osiTecst

Be tired of — ycraBats

Begin* — HaunHaTh

Continue — npoao/LKaTh
Dislike* — ne mo0uTh

Enjoy — nmostyuaTh ya0BOJILCTBUE
Finish* — 3akanunBaThH

Hate* — nenaBuaeTn

Like* — m00uTH

Start — HaunHaThH

Stop — 3akaH4YMBaThH

Suggest — nmpennarath

Think of - nymats

3Hak * mocie riaroja 0O3HA4acT, 4yTO MIOCJIC JaHHOTO Ijiaroja MOXKeET
YHOTPEONSATHCS U TePYHIUNA U MHDUHUTHB.

E.g.: The manager Likes meeting business partners.

The manager Likes to meet business partners.

Ex. 3. Translate the sentences using the Infinitive and Gerund.:
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11.CtyaeHThl JOTOBOPHUIIUCH BCTPETUTHCS BEUEPOM.

12.Cexpetapb 3a0bl1a COOOIIUTH BaM 3Ty HOBOCTb.

13.Po0epT uHTEpECyeTCS U3YUEHUEM CIIPOCa U MPEI0KEHNUS.
14.0OHu npooiKamy 00CyKIaTh 3TOT BOIPOC B TEUEHUHU 2-X YaCOB.
15.0na 3aHsTa IEPEBOIOM IOKYMEHTOB.

16.Ham ynanoch noiny4uTh CKUAKY Ha JaHHBIM BUJI TOBapOB.
17.Muctep JI3BUICOH NPEII0KNI 3aKYIIUTh MAPTUIO KOMIIBIOTEPOB.
18./lupexTop oTKa3aucs MOANUCHIBATh TOKYMEHTHI.

19.Jlxopmx oberan mo3BOHUTH MOCIIE 6 YaCOB Beuepa.

20.Bs1 xoTenu ObI TOTOBOPUTH ¢ [ eHepabHbIM JlupekTopom?

3) llpuuacrue (Participle)

Participle — »sto HenuuHas ¢opma riarosa, oOnangaromias CBOWCTBAMH
NpuiaraTeNbHOro, riaroja, wuin Hapeuns. CIyXAT ONpPENEICHUEM K
CYIIECTBUTEIBHOMY. JTO CBS3aHO C TE€M, UYTO OHO 00JIaJlaeT CBOMCTBAMHU
MpUJIAraTeNbHOrO (OTBEYAET HA BOIIPOC KAKOM?).

Hanpumep: He delivered the goods Produced in this country.

OHn nocrtaBui ToBapsl, IIpon3BeaeHHbIe B 3TON CTPaHE.

The Signed documents are on the shelf.

HHoanucanubie JJOKyMEHTBI HAXOASATCS HA TMOJIKE.

[Ipuyactrie B TPEMTIOKEHHUH MOXKET OBITh OOCTOATETHCTBOM, TaK KaK MOXKET
o0JlaaTh CBOMCTBAMU Hapeuusl,: OTBe4YaeT Ha Borpoc UTo nesas?

They were talking long Discussing future plans.

Ownu gonro pasropapuBaiu, QO0cy:kaas MiaHbl Ha OyayIee.

She was preparing for the exam Typing Texts on the computer.

Omna roroBuics K 9K3aMCHY, IlewyaTasi TEKCTHI Ha KOMIIBIOTCPC.

Ex. 1. Halinute B Tekcre u mepeBeaute npemioxenus ¢ the Infinitive,
Participle I, Participle Il, Gerund. IToguepkHUTEe 3TH YacTH peurd U B CKOOKax

YKKHTE.
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Ex. 2. IlepeBenure mnpemnoxeHuss u momdepkaute [lpudactue | and
[Tpuuactue Il.

1. Low-cost modulator-demodulator devices, called modems, allowing

microcomputer systems to communicate over telephone lines have

become increasingly popular.

2. The start-up process is called bootstrapping.
3. These data appeared to have been investigated long ago.
4. These devices enable inputting numerical and text data.
5. When keyed the data are held in a small memory called buffer.
Ex. 3. IlepeBenute mpeiokeHus, odpariasi BHUMaHHE Ha CIEAYIOIIUE
) (0):T:h that; so that; if, whether; which; when; while; since; till; until;

whatever; whenever; in order to; regardless of

21.High-speed devices are both input and output devices that are used as
secondary storage.

22.However, although personal computers are designed as single-user systems, it
is common to link them together to form a network.

23.1t is difficult to establish whether this problem can be solved at all.

24.1t is well known in computer science that the words "computer" and
"processor" are used interchangeably.

25.Programs and data on which the control unit and the arithmetic-logical unit
operate must be in internal memory in order to be processed.

26.Regardless of the nature of the 1/0O devices, I/O interfaces are required to
convert the input data to the internal codes used by the computer and to
convert internal codes to a format which usable by the output devices.

27.Since the computer deals with pulses, the input device is a way of converting
numbers written on paper into pulses and sending them to the storage.

28.The CU has a register that temporarily holds the instructions read from

memory while it is being executed.
134



29.The operation part of the instruction is decoded so that the proper arithmetic

and logic operation can be performed.

30.The principal characteristics of personal computers are that they are single-

user system and are based on microprocessors.

31.The purpose of registers in the ALU is to hold the numbers and the results of

the calculation until they can be transferred to the memory.

8.
9.

EX. 4. [lepeBeauTe clieyIOmMMe MPeII0KEHUS.

All the computer needs is a Java-enabled Web browser to interpret the
programming code.

Any desktop settings the user enters will be stored under that person’s
name.

Be careful about giving out online anything someone could use to track
you down or use your account.

Capacity refers to the amount of information the disk can hold.

Elements integrated circuits are made of are electrically interconnected
components.

He was one of the greatest scientists the world had ever known.

One of the first things most people do with a modem is to connect to one
of the big online services.

Save any files you have opened on a disk.

The computer you told me about was constructed at a Russian plant.

10.The dialog box this icon calls up contains several settings for optimizing

your computer.

11.The main tendencies of IC development scientists are working at are to

increase the scale of integration and to improve reliability

12.The screen contains the item you need to start working: a Start button.

13.The teacher says we may ask any questions we like.

14.The time it takes to download the file depends on the file’s size.

15.This is the principle the electronic computer is based upon.
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16.We hope we'll buy the computer your friend spoke so much about

17.Where are the computer games | gave you yesterday? - The computer

games you are asking about are on the top shelf.

18.Windows has significantly improved the way programs run.

EX. 5. [lepeBeauTte cieayromue IpeaioKeHUs.

1.
2.

[IpuMeHeHne KOMITBIOTEPA ONPENEISAETCSA €r0 XapaKTePUCTUKAMH.

[Ipy penakTUpOBaHMM TEKCTa BBl MOXXETE 3aMEHATHh OYKBBI, CJIOBa WIH
NPENIOKEHHS, MEHATh MecTamMu al3aibl, A00aBIATH CHELUATIbHBIC
CUMBOJIbI WJIM BCTaBJISATh PUCYHKH M H300pakKeHUSI.

[ToncoenquuuTe NPUHTEP K KOMIIBIOTEPY U IPOBEAUTE HHCTAIUISLUIO.
[lepcoHaIbHBI KOMITBIOTEP €CTh MMOYTH B KaXXIOM JIOME, II03TOMY
OOJBILIMHCTBO CTYIEHTOB 3HAIOT OCHOBBI PA0OTHI C KOMIIBIOTEPOM.
OO6pabaTeiBaeMbl€ JIaHHbIE OYyT COXPAaHEHBI Ha IBYX JIMCKaX.

Ha mo0oM kommbloTepe, KOTOPBIA NPOJAETCS B OSTOM MarasHHe,

YCTAHOBJICHA OIICpAllMOHHASA CUCTCMA.

. KymnneHHsIil koMOploTep NOAXOAUT U U1 paOOThI, U JIJISl pa3BICUYCHMUS.
8.
Q.

Komrbrorep, KOTOpbIN MBI IpOJIaeM, IpousBeieH B Kopee.

Kakue nocutenu nadopmaiuu Tl 3HaCIIb?

10.0H 3HaeT, 4TO y MepPCOHANBHBIX KOMIIBIOTEPOB MOTYT OBITH JIBa TUCILIES:

OJIT MoHutop wu

JKUIKOKPUCTAIIIMYECKUN TUCILICH.

4. SUPPLEMENTARY READING
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TEXT 1. DESKTOP COMPUTER VS LAPTOP COMPUTERS

Exercise 1. Learn the words.

full-blown —
MOTHO( YHKIIMOHAIBHBIIH

spreadsheet — DIIEKTPOHHAS
Tabnuma

touchpad — ceHcopHas rmaHesb

zip drive — nuck(oBox)
Desktop computer ~ Laptop ~ Zip-apxus

salt-marsh — comonuax
probe — 30H/; JATYHUK

numeric keypad — mudpoBas kiaBuatypa
ergonomic — 3proHOMUYHBIH
add-on — J100aBOYHBIN;
JIOTIOJTHUTEIIbHBIN

Exercise 2. IIpoumume u nepesedume mexcm:

. When deciding between purchasing a desktop or a laptop computer,
you'll need to consider a handful of criteria and determine what best fits your
needs. Below is a chart that compares the two types of computers, providing
pros and cons for each to help you make a more informed purchasing

decision.

Cost  There is a wide variety of Laptops can have a fairly wide variety of
component options available  component options, but they are more
for desktops, allowing for a limited than desktops. To get a more

large range of prices, but the  powerful laptop (higher speed, better
starting point is relatively graphics, more storage space, etc.), the
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cheap. Desktops can start as
low as $400 for a full package

(computer & monitor) and still

be a pretty powerful system.
Portability Desktops are large in size and

have a separate monitor. While

it's possible to take a desktop
from place to place, it's

cumbersome and not the choice

for portability. They are

designed to be used in a single
location and not moved around

much, if at all.

Processor Desktop processors are a little
bit larger in size, but this also
means the desktop processors
can be more powerful than
laptop processors. New,
advanced processors on the
market are often available in
desktop computers first.

Internal
storage

Desktop computers may have
multiple internal drives
installed.

External
storage to multiple external drives on
its available data ports (USB,

Thunderbolt, etc).

Ease of
assembly of extra work to hook
everything up, start it up, and

begin to use. It also requires

Setting up a desktop takes a bit

price can be considerably higher,
ranging up to $1500 or more, depending
on the brand.

Laptops are very portable due to their
compact size. They were designed to be
taken from place to place, carried in a
backpack or laptop carrying case. They
are great for on-the-go use.

Laptop processors have nearly caught up
to desktop processors, but are still
limited when compared to desktop
processors. Gaming laptops can have an
equal performance, but have a much
higher price.

Laptop computers usually have room for
only one internal drive. If more internal
storage is required, the drive must be
completely replaced.

Desktop computers can connect Laptop computers can also connect to

multiple external drives, although the
number of ports on a laptop are fewer
than on a desktop computer.

Laptops are built to be easy to use,
requiring little time to get running. Take
it out of the box, plug it in and press the
power button. Within minutes, the laptop

more space to set up. While it's is ready to use.
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not difficult to connect
everything together, it is still
more cumbersome than a
laptop.

Keyboard Desktops can make use of full- Smaller laptops with the 14" and 15"
size keyboards, including a screens have smaller keyboards and
number pad. There are really no don't feature a number pad on the right
limitations. side. Larger laptops with 17" screens do

have larger keyboards and may include a
number pad, but the laptops are bulkier
and heavier.
Screen Desktop monitors can be 19" or Since portability is a big feature of
size  larger. It is even possible to laptops, smaller screen sizes are
hook up a desktop toa TV, so necessary and screen sizes often range
screen sizes could be as large as from 10" to 17". However, a laptop can
a TV. This provides for great  still connect to an external display and
flexibility on what the desktop support any size of monitor, screen, or
is used for and in what projector.
environment.
Power Desktop computers use more  Laptop computers use less power than a
Usage power than a laptop. They have desktop computer. Smaller components

to power a higher wattage means less power is needed to make
power supply, multiple them work. Laptops also have a battery,
components inside the so power fluctuations and outages will

computer, and a monitor. If the not cost any unsaved work to be lost.
power fluctuates or goes out,  The battery kicks in immediately when
including brown outs, any power fluctuates or goes out.
documents being worked on
and not saved can be lost.

Upgrading Most components in a desktop Memory and hard drive are about the
are easily removable, making it only components that can be upgraded in
easier to upgrade and since a laptop. The remaining components are
desktop cases are usually much either built-in and not removable or the
bigger they're easier to work in laptop is not designed to work with an

when doing any upgrading. upgraded version of a component. A
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need to upgrade anything other than the
hard drive and memory usually requires
a new laptop.
Gaming Desktops are capable of using Physical space is limited in a laptop,
high-powered video cards that which limits the graphics capabilities.

have higher power While higher-end laptops can provide
requirements and require better better than average graphics for gaming
heat reduction/dissipation. and CAD-based applications, the heat

Virtually any video card could reduction/dissipation is limited by the
be used in a desktop, including space in the laptop case. Power is also
two or more video cards at the limited which doesn't allow for video
same time. Thus, they'll always cards needing those higher amounts of
yield better performance for ~ wattage to run.
gaming.

Repair Repairing a desktop computer For most users, opening a laptop to
Is much easier since most of the repair a part can be difficult and finding

hardware can be easily a replacement part often requires calling
purchased off the shelf of any the computer manufacturer or ordering
local computer retail store. from another online site.

Exercise 3 Write down unknown words and word-combinations with
transcription and translation.
Exercise 3 Put 10 special questions to the text
Exercise 4. Discuss with your group-mates main problems of the text.
Exercise 5. Make a summary of the text and be ready to tell it

FROM THE HISTORY OF LAPTOP COMPUTERS

Exercise 1. Learn the words.

envision — BooOpakaTh; MPEICTABIIATh

arguably — BO3MOKHO, HAI0 TOJAraTh

die-cast — auToii o KaBICHHEM

LCD panel — xuaxokpucTaIMuecKas MaHe)lb YIPaBICHHUS TObEMOM U

JIBIDKEHUEM
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usher in — o0OBABIATH

Exercise 2. Read and translate the text

1975 The first portable computer was the IBM 5100, released in September
1975. It weighed 55-pounds, which was much lighter and more portable
than any other computer to date. While not truly a laptop by today's
standards, it paved the way for the development of truly portable
computers, i.e. laptops.

1976 Alan Kay came up with the idea of the laptop computer in 1976 while
working at Xerox PARC, calling it the Dynabook. He helped develop a
prototype of his Dynabook, which was officially named the Xerox Note
Taker.

1979 Bill Moggridge designed the GRiD Compass in 1979, the most portable
computer at the time and the closest example of a laptop computer. NASA
used the GRID Comepass in their space shuttle program in the early 1980s.

1981 Developed by Adam Osborne in April 1981, the Osborne | was the first
truly portable computer and is recognized as the first true laptop computer.
It weighed 24Y2-pounds and had a 5" display.

1981 Epson released the Epson HX-20 in 1981. It was the first portable
computer with a built-in printer.

1983 Radio Shack released the TRS-80 Model 100 portable computer in the
United States in 1983. It featured an LCD, one of the first portable
computers with that feature. The TRS-80 Model 100 was originally
manufactured by Kyocera and sold in Japan, but later the rights were sold
to Radio Shack.

1984 Commodore released the Commodore SX-64 in 1984, the first portable
computer to feature a full-color display screen. It weighed about 20-pounds
and sold for $995.
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1986

1987

1987

1988

1989

1989

1991

1992

1992

1994

2002

IBM released their first laptop, the PC Convertible, in 1986. It weighed
12-pounds, making it the first laptop under 15-pounds.

The U.S. Air Force issued an RFP (request for proposal), leading to the
purchase of over 200,000 laptops. The contract for the manufacturing and
purchase of these laptops was awarded to Zenith Data Systems. The Air
Force's purchase of such a large number of laptops helped pave the way for
the popularity of laptop computers.

Hewlett-Packard released the Vectra Portable CS laptop in 1987. It was
one of the first laptops to feature a 3 72" floppy disk drive capable of using
1.44 MB diskettes.

Compagq released their first laptop computer in 1988, the Compagq
SLT/286. It was the first battery-powered laptop to feature VGA graphics
and an internal hard drive.

Apple released their first laptop, the Macintosh Portable, in September
1989. Costing $6500 at release, it did not sell well and was not a popular
laptop.

NEC released the NEC UltraL.ite in 1989, considered to be the first
notebook style laptop, weighing less than 5-pounds.

After the flop of their Macintosh Portable laptop, Apple re-worked their
laptop concept and released the PowerBook line of laptops in October
1991,

Microsoft and Intel work together to develop and release APM (advanced
power management) specification for laptop computers.

Olivetti developed and released the first laptops featuring a touchpad in
1992,

IBM released the ThinkPad 775CD in 1994, the first laptop to feature an
integrated CD-ROM drive.

Toshiba released the Toshiba Portege 2000 in 2002, the thinnest laptop to
be developed at only % of an inch at the thickest part. It also featured the
first 1.8-inch hard drive in a laptop.
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2003 Toshiba releases the Toshiba Portege M100 in 2003, which is the first
laptop to feature a slim DVD-ROM drive.

2007 ASUS released the Eee PC 701 in October 2007, which was the
first netbook to be available. It featured a 7" screen, an Intel Celeron-M
processor, and a 4 GB SDHC storage disk.

Ex. 3. Write down unknown words and word-combinations with

transcription and translation

EX. 4. CocTaBbTe Nnpeaio:KeHHs1 B Pa3HbIX BUI0-BPeMeHHBIX (popmax

COo cJIeAyr ImMMu CJIOBOCOIYCTAHUAMM.

1. a matter of preference,
a variety of uses,
answer (handle) needs,
common (commonplace),
feel right to you,
hook up to probes,
on the go,

seeing that.

© © N o 0o &~ WD

take up room,
10.use in the field,

Ex. 5. Divide the expressions of your opinion into three columns:
agreement, disagreement, and uncertainty, translate them and use them in
dialogues.

Beyond all doubt.

Goodness knows.

| cannot agree more. | agree with everything you say.
| cannot agree with you.

I don’t think so.

| fully agree with you.

| am of the same opinion.
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| have some doubt about that.

| quite agree with you.

I shouldn’t say so.

| would disagree with what you said. Really?

Is it a fact?

Is it true?

It’s an attractive idea, but I don’t think everything is quite so simple.
Just the other way round.

Not at all.

Not in the least.

Oh, no.

It seems unlikely.

Oh, yes.

Quite the opposite! I’'m afraid you’ve missed the point.
Right you are.

That’s just what I was going to say. That’s right.

I’m afraid you're wrong.

You are mistaken.

You are right.

CAD WORKSTATION VERSUS PERSONAL COMPUTERS

Exercise 1. Learn the words.
circuitry — cxema, rpaduk, uarpaMma
large scale of integration (LSI) — unTerparus BbICOKO# cTeIeHN
very large scale of integration (VLSI) — wuHTerpaiusi oueHb BBICOKOM
CTCIICHU
RISC — reduced instruction set computing/computer —
COKpaIleHHbII Ha0Op KOMaH/I

RISC-processor — mporieccop ¢ orpaHU4eHHBIM HAa0OpPOM KOMaH]|
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capacity — eMKOCTb MaMsTH

quite @ number — 3HaYUTEIBHOE KOJNYECTBO; IIEIIBIN s

contradistinction — npoTuBoONOCTaBICHUE
highway — marucrpans

PCI — peripheral components interconnect — MeXcoequHEHHE
nepuepUiHBIX KOMIIOHCHTOB

entry level — B ipocTeiimeii KoMIUIEKTaAK

extendibility — pacmmpsieMocTs Koa

aggregate — HakonuTesb, arperart

go over to — nepexoauTh K

come into this category —mpuHATh ydacTHe B JAHHOH KaTeropuu

contradistinction — npoTtuBonIOCTaBIICHUE

sharp price reduction — pe3koe CHUXEHHUE IICH

leave the stage — yiiTu co CIICHBI

as a result of these changes — kak pe3ynabpTatT U3MEeHEHHI

Exercise 2. Read and translate the text

It can be argued that a CAD workstation or a mobile workstation is no
different than a standard Pc or personal computer, however while this is indeed
true to the uninitiated and at first glance, it is far from the truth when you start to
compare off the shelf computer vs workstation computers

The problem here is that unless your are familiar with CAD
workstations and the requirements of the software that runs on them, it is very
easy to make a costly mistake and buy totally the wrong system.

Comparing a CAD Workstation to a personal Pc is a bit like comparing a
sports car with a standard family saloon i.e. they both have a 2.0 litre engine,
they both have suspension, they both have 4 wheels and of course 4 tyres and
brakes, so it is easy to assume they are the same.

We all understand however that this is not the case! A sports car will be

tuned better and configured for performance (so will a CAD workstation), it will
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have better and more robust components (the same with a CAD workstation), it
will have better cooling and better airflow (common with workstations) and the

engine will produce more power. CAD Workstations - What's The Difference

Exactly the same analogy applies when comparing a clone pc or gaming

pc vs workstation computer, or a generic laptop with a mobile workstation, and

without getting too technical here you need to go down to component level and
configuration to really understand the difference.

So in order to explore this concept a little further and in greater detail we
will now cover some essential differences between a workstation Pc and a

standard computer in the CAD workstations - what's the difference section.

Exercise 3. Write down unknown words and word-combinations with
transcription and translation
Exercise 4 Put 10 special questions to the text
Exercise 5. Discuss with your group-mates main problems of the text.

Exercise 6 Make a summary of the text and be ready to tell it

HOW ACCURATELY CAN DIGITAL COMPUTERS
MODEL CHAOS?

A new study shows fundamental limitations to the computer-based
simulation of chaotic systems with implications in climate change modeling,
weather forecasts, and machine learning.

A recent study by researchers at University College London and Tufts

University has found that digital computers cannot reliably reproduce the

behavior of ‘chaotic systems’. In their paper published in Advanced Theory and

Simulations, the team explains that digital computers use numbers based on
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flawed representations of real world numbers, which may lead to inaccuracies
when simulating the motion of molecules, weather systems and fluids. This
fundamental limitation could have implications for high performance
computation (HPC) and for applications of machine learning to HPC.

Professor Peter Coveney, Director of the UCL Centre for Computational
Science and the study’s co-author, said, “Our work shows that the behavior of
the chaotic dynamical systems is richer than any digital computer can capture.
Chaos is more commonplace than many people may realize and even for very
simple chaotic systems, numbers used by digital computers can lead to errors
that are not obvious, but can have a big impact. Ultimately, computers can’t
simulate everything.”

The team investigated the impact of using floating-point arithmetic — a
method standardized by the IEEE and used since the 1950s to approximate real
numbers on digital computers. Digital computers use only rational numbers,
ones that can be expressed as fractions. Moreover, the denominator of these
fractions must be a power of two, such as 2, 4, 8, 16, etc. The problem is that
there are infinitely more real numbers that cannot be expressed this way.

In the present study, the scientists used all four billion of these single-
precision floating-point numbers that range from plus to minus infinity. The fact
that the numbers are not distributed uniformly may also contribute to some of
the inaccuracies. According to Professor Bruce Boghosian of Tufts University:
“The four billion single-precision floating-point numbers that digital computers
use are spread unevenly, so there are as many such numbers between 0.125 and
0.25, as there are between 0.25 and 0.5, as there are between 0.5 and 1.0. It is
amazing that they are able to simulate real-world chaotic events as well as they
do. But even so, we are now aware that this simplification does not accurately
represent the complexity of chaotic dynamical systems, and this is a problem for
all current and future digital computers.”

The study builds on the work of Edward Lorenz of MIT whose weather

simulations using a simple computer model in the 1960s showed that tiny
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rounding errors in the numbers fed into his computer led to quite different
forecasts, which is now known as the “butterfly effect”. The team compared the
known mathematical reality of a simple form of a one-parameter chaotic system
called the “generalized Bernoulli map” to what digital computers predict when
every one of the available single-precision floating-point numbers are used.

They found that, for some values of this parameter, the computer
predictions are totally wrong, whilst for other choices, the calculations may
appear correct but deviate by up to 15%.

The authors say these pathological results would persist even if double-
precision floating-point numbers were used, of which there are vastly more to
draw on. “We use the generalized Bernoulli map as a mathematical
representation for many other systems that change chaotically over time, such as
those seen across physics, biology, and chemistry,” explained Professor
Coveney. “These are being used to predict important scenarios in climate
change, in chemical reactions and in nuclear reactors, for example, so it’s
imperative that computer-based simulations are now carefully scrutinized.”

The team says that their discovery has implications for the field of
artificial intelligence, when machine learning is applied to data derived from
computer simulations of chaotic dynamical systems, and for those trying to
model all kinds of natural processes.

More research is needed to examine the extent to which the use of
floating-point arithmetic is causing problems in everyday computational science
and modelling and, if errors are found, how to correct them.

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation.

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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A MICROCOMPUTER
A microcomputer is a complete computer on a small scale, designed for
use by one person at a time. An antiquated term, a microcomputer iS now
primarily called a personal computer (PC), or a device based on a single-chip
microprocessor. Common microcomputers include laptops and desktops.
Beyond standard PCs, microcomputers also include some calculators, mobile
phones, notebooks, workstations and embedded systems.

Smaller than a mainframe or minicomputer, a microcomputer uses a

single integrated semiconductor chip for its central processing unit (CPU). They

also contain memory in the form of read-only memory (ROM) and random
access memory (RAM), input/output (I/O) ports, and a bus or system of
interconnecting wires, all housed in a single unit usually referred to as a
motherboard. Common 1/O devices include keyboards, monitors, printers and
external storage.

HISTORY OF MICROCOMPUTERS

The term microcomputer dates back to the 1970s. The advent of the Intel
4004 microprocessor in 1971, and later the Intel 8008 and Intel 8080
microprocessor in 1972 and 1974 respectively, paved the path to the creation of
the microcomputer.

The first microcomputer was the Micral, released in 1973 by Réalisation
d'Etudes Electroniques (R2E). Based on the Intel 8008, it was the first non-kit
computer based on a microprocessor. In 1974, the Intel 8008-based MCM/70
microcomputer was released by Micro Computer Machines Inc. (later known as
MCM Computers).

Though released after the Micral and MCM/70, the Altair 8800 is often
considered the first successful commercial microcomputer. Released in 1974, it
was designed by Micro Instrumentation Telemetry Systems (MITS) and was
based on the Intel 8080 microprocessor. It retailed for around $400 in kit form,
$600 assembled ($2,045 and $3,067 in 2018 dollars, respectively).
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As microprocessor chip design
matured, so did the processing capacity
of microcomputers. By the 1980s,
microcomputers were being used for
more than games and computer-based
recreation, finding widespread use in
personal computing, workstations and
academia. By the 1990s, microcomputers
were being produced as pocket-sized

personal digital assistants (PDAs), and

later came in the form of cellphones and

portable music players. (RON WURZER/GETTY IMAGES - An Altair 8800 lies on display at
the Microsoft Visitor Center April 6, 2005 in Redmond, Wash.)

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with

transcription and translation.

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

MICROCOMPUTERS VS. MICROPROCESSORS

A microprocessor is a computer processor on a microchip that contains all
or most CPU functions. Microprocessors do not have RAM, ROM or other
peripherals. As such, microprocessors cannot perform standalone tasks. Rather,
systems such as microcomputers, which contain microprocessors, can be
programmed to perform functions on data by writing specific instructions for
their microprocessors into their memory.

A microcomputer can technically be described as the combination of a
microprocessor and its peripheral 1/0 devices, circuitry and memory -- just not
on a single chip.
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Microcomputers vs. minicomputers

While microcomputers generally refer to laptops or desktops,
minicomputers were a variety of computer primarily used in the 1960s to 1980s.
Minicomputers were larger than microcomputers -- some stood more than 6 feet
tall and weighted up to 700 pounds -- and boasted higher processing speeds at a
significantly smaller size and price than mainframes and supercomputers
available at the time. While microcomputers were often used at home and in the
office, minicomputers were primarily found in academia, research labs and
small companies, and they were used for word processing, accounting and
teaching aids.

Digital Equipment Corporation's Programmed Data Processor-1, or PDP-
1, was announced in 1960 and sold for $120,000 ($1,021,776 in 2018 dollars).
Its descendent, the PDP-8, was introduced in 1965 and sold for nearly $18,500
($148,022 in 2018 dollars). Considered one of the most successful
minicomputers and first example of a commercial minicomputer, the 12-bit
PDP-8 has been compared to the size of a small household refrigerator.

Minicomputers did not contain microprocessors. In the 1980s, the
minicomputer's prevalence declined as microprocessors became more powerful
and available at lower cost.

An antiquated term, minicomputers are often referred to as midrange
computers.

Microcomputers vs. mainframes

A mainframe computer is a high-performance computer used for large-
scale computing purposes that require greater availability and security than
small-scale machines can provide. Mainframes can process requests from a
number of users simultaneously, whereas a microcomputer is designed to be
used by one person at a time. As such, a mainframe computer can be described
as a system that interconnects a number of microcomputers.

Exercise 1. Read and translate the text
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Exercise 2. Write down unknown words and word-combinations with
transcription and translation.

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

UNIT V PERSONAL COMPUTERS APPLICATION
IMPUMEHEHMUME IIEPCOHAJIBHBIX KOMIIBIOTEPOB

Vocabulary



Exercise 1. Read new words and word combinations and memorize them.
accountant—oyxranrep
accounting—OyxraiaTepcKHii yueT
appliance — ycTpoiicTBo; mpuodop
application software — npuksaaHbIe IPOrpaMMBbl
computer-assisted instructions—koMIbIOTepHBIEC TPOrPAMMEI
grading — omieHMBaHKE; KJIAaCCU(PUKAITUS
Income tax—Io10X0IHbIN HAJIOT
maintenance — nojepkaHue; COXpaHEHHUE; SKCILUTyaTalns
record keeping—perucrparus; BeIeHre 3ammcei
scheduling — cocraBnenue pacnucanus, rpaduka
stock market forecasting — OupskeBbIe TPOTHO3BI
telephone dialing — Habop Homepa TenedoHa
to delete — ynansaTh; cTUpaTh; OYMINATH TAMST
to meet the demands—ynoBneTBopsTh MOTPeOHOCTH
to move paragraphs around — MeHsATh MecTaMH a03allbl
word processing — o0paboTka Tekcra

worksheet — sekTponHast TabnIa
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1.AREAS OF PERSONAL COMPUTERS APPLYING
Exercise 2. READ AND TRANSLATE THE TEXT

Common uses of computer which are as follow:
» Data Storage
» Education
» Communication
» Defense Purpose | ESFES
> Office Work e
» Science and Technology
» Training Purpose
» Transportation
» E-Learning
» Medical Science

Despite the fact PC has a lot of applications, there are some major
categories of applications: word processing, professional, home and hobby,
educational, small business and engineering and scientific.

Word processing. At home or at work, applications software, which is
called a word processing program, enables you to correct mistakes in spelling or
grammar or modify any document in any manner you wish before printing it.

Home and hobby. PC enjoys great popularity among experimenters
and hobbyists. All hobbyists need not to be engineers or programmers. There are
many games that use the full capabilities of a computer to provide many hours
of exciting leisure-time adventure. The list of other home and hobby
applications of PCs is almost endless, including: personal finance, planning,
investment analyses, telephone answering and dialing, home security, home
environment and climate control, appliance control, calendar management,
maintenance of address and mailing lists and what not.

Educational. PCs are having and will continue to have a profound

influence upon the classroom, affecting both the learner and the teacher.
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Microcomputers are making their way into classrooms to an ever-increasing
extent, giving impetus to the design of programmed learning materials that can
meet the demands of student and teacher.

Two important types of uses for personal computers in education are
computer-managed instruction (CMI), and computer-assisted instruction (CAI).
CMI software is used to assist the instructor in the management of all
classroom-related activities, such as record keeping, work assignments, testing,
and grading. Applications of CAI include mathematics, reading, typing,
computer literacy, programming languages, and simulations of real-world
situations.

Professional. The category of professional includes persons making
extensive use of word processing, whose occupations are particularly suited to
the desk-top use of PCs. Examples of other occupations are lawyers, architects,
engineers, educators and all levels of managers. Applications programs that are
popular with persons in these occupations include statistical analysis, graphics
and computer modeling. The electronic worksheet is, by far, the computer
modeling program most widely used by professionals. It can be used for

scheduling, planning, and the examination of "what if" situations.

i BIve
£ e

Education Uses of Computers _Entertainment
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Exercise 3. Omeemvme na sonpocwt no mexkcmy:

1. Is it possible to correct mistakes while typing any material and how?

2. What is the usage of computers in education?

3. Representatives of what professions except an analyst or a programmer can
use a computer?

What are the main fields of PC application?

What is “a word processing program’?

What other changes in the typed text can you make using a display?

N o o &

What other home and hobby applications, except computer games, can you
name?

8. What possibilities can it give us?

9. Which professions are in great need of PC?

Exercise 4. Find out the English equivalents for the following word
combinations:

beckoHeuHBI  TEpeueHb; BEACHUE  KaJCHIAps; aHAJIN3  HHBECTUIU;
CIIOCOOHOCTH KOMIIBIOTCpA, Ha6op HOMCpa TGJ’IG(I)OHa; HO,Z[OXOI[HBIﬁ HaJIoT',;
OyXTajTepCKU  y4yeT; KOMIIBIOTEPHOE MOJICIMPOBAHUE, ABTOOTBETUUK;
MOACIUPOBAHHUC PCAIbHO-)KU3HCHHBIX CHTyaHHﬁ; QJICKTPOHHEIC Ta6J'II/IHI>I;
MMPOKJIAAbIBATh IIYThb, XPAHCHUC aAPCCOB MU IIOYTHI; KOHCYJIBTAHT IIO HAJIOI'aM;
NCPECTABIIATD a63au51; COCTaBJICHHUC pPaClIMCaHUA; OKa3bIBATb OI'POMHOC
BIIUSIHUE; U TaK Jlajee; OupkeBbie OPOKEPHI; HCTIPABIIATh OIMMOKY B HANTMCAHUU;
CTUpAaTh  NOpPEIJIOKEHUs; paOOTHUKM  oOpa3oBaHUsA; MHOro  obiacren
NpUMEHEHUs; OECKOHEUYHBI TNepedyeHb; CIOCOOHOCTH KOMIIBIOTEPA; JAaTh
TOJTUOK; ydeOHasi JesTENbHOCTh, OUpXKEBbIE OPOKEphI; TEM HE MEHEe, aHaJIM3
HHB@CTI/IL[I/II\/'I; IMPUKIIaAJHBIC ITPOTPAMMBI.

Exercise 5. Translate the groups of words:

Give an impetus; to have a profound influence; tax consultants; to meet the
demands; mistakes in spelling; to move paragraphs around; word processing; to
affect both the learner and the teacher; computer-managed instruction; computer

assisted instruction.
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Exercise 6. Make up your own dialogues.

[ sending letters }

[ writing purpose } ( piaying gaimes ]

N

computers are used for.... [ checking mistakes

[ counting

J

[searching for information } ( chatting ]

Your groupmate tries to prepare for his/her exam, he/she asks you for
help. Be ready to discuss with him/her everything you know about PC,
especially its application.

Exercise 7. Speak about PC application.
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2.BASIC COMPUTER SECURITY
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READ AND TRANSLATE THE TEXT 2

All the software we use every day is likely riddled with security issues.
These security issues are constantly being found—whether we’re talking about
Windows, Internet Explorer, Mozilla Firefox, Google Chrome, the Adobe Flash
plugin, Adobe’s PDF Reader, Microsoft Office—the list goes on and on.

These days, a lot of operating systems and programs come with automatic
updates to close these security holes. No longer do you need to click a button or
download a file to update your software; it’ll update itself in the background
without any input from you.

Some people like to turn this off for one reason or another. Maybe you
don’t like that Windows restarts after installing an update, or maybe you just
don’t like change. But from a security perspective, you should always leave

automatic updates on.
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Keeping your computer up-to-date isthe number one way to keep it
safe against online threats. Microsoft provides updates for Windows and
associated Microsoft products (Defender, Office) on the second Tuesday of each
month. Apple doesn’t have a regimented schedule, but they also regularly
provide updates. These updates not only fix bugs, but they patch security holes.
So the only way to protect yourself against the latest known vulnerabilities is by
updating. Malicious attackers are always looking for unpatched systems they
can attack, and automatic updates keeps you off the list of low hanging fruit.

You should also have a password on your computer and a passcode on
your phone, too. I know, I know, it’s inconvenient. But while it may take a few
seconds longer than just hitting one button, it’s an easy and important way to
keep your information secure. Having a password on your computer and phone
will stop random people from just picking up and using your device.

You hear it all the time: don’t open emails from people you don’t know,
and don’t click on links in emails you don’t trust. But that isn’t enough. A lot of
times, malicious links can come from friends who have been infected, or from
emails that look legitimate, but are actually fake. This is known as phishing.

If you want to be truly secure, you could never click on links in emails.
But that’s not realistic or convenient, although we do recommend against
clicking email links to sensitive locations like your bank’s website. Just head to
your bank’s website normally. For other links in emails, the middle ground
option is knowing how to investigate a link before you click on it—yes, even

ones from your friends.

Exercise 1 Write down unknown words and word-combinations with
transcription and translation

Exercise 2. Discuss with your group-mates the different types of
computer security.

Exercise 3. Put five types of questions to the text.
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3.INFINITIVE CONSTRUCTIONS
GRAMMAR RULES AND EXERCISE:

ABSOLUTE INFINITIVE CONSTRUCTION

Absolute Infinitive Construction — 310 000pOT, KOTOPBIA COCTOHT

U3 cymecTBUTENRHOTO B 001eM majaexxe U MHGUHUTUBA. CylecTBUTEIHLHOE B

9TOM CJIydac 0003HaYaeT JUIOO WU IIPCOAMCT, KOTOpHﬁ COBCPIIACT I[GﬁCTBHE?,

BBIPA’)KCHHOC I/IHCI)I/IHI/ITI/IBOM, WX Ha

KOTOpPO€ HAalpaBlIeHO AeWcTBHE. Mecto

9TOTO 060p0Ta - B KOHIC IPCATOKCHUA. On OTJICJICH 3aIlsITON U IICPCBOAUTCA

MPEIOKEHUEM C COI030M "mpuueM’’, ['J1aros BeIpaKaeT 00aH#CeHCMBOBAHUE.

The sellers offered the buyers 5,000
tons of oil, delivery to be made in
October.

The buyers requested the sellers to
keep them informed of the position of
the vessel, the communications to be

addressed to their agents.

Ilpooasyvi npeonodxcunu noxynamenim
5000 moun negpmu, npuuem nocmaeka
00/LICHA Oblia O0blmb NPOU3BEOCHA 8

okmsiope.

lloxynamenu  npocunu  npodasyos

Ooepaicamv ux 6 Kypce
MeCMOHAXOHCOEHUS. CYOHA, npuuem
cooowenun 001)ICHbL OvL1u

Hanpae/IAmMbCA UX d2eHmaM.

COMPLEX OBJECT

Kouctpykimus  COMPLEX

OBJECT BBIpAXKEHA  COYETAaHUEM

CYmECCTBUTCIIbHOIO B OﬁIIIeM nmaae:xke nJji JINIYHOI0 MeCTOMMCHUS B 00bEKTHOM

najgexke ¢ HMHPUHUTHBOM. OTa KOHCTPYKIUS HMEET pa3Hble Ha3BaHUS
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(oObexTHBI WHGUHUTHBHEIA 000poT, Complex Object,

The Objective

Infinitive Construction, The Objective-with-the-Infinitive Construction) u nmeer

CJIEIYIOUYIO CXEMY:

MOJJIEKAIIEE

Moot

CKA3YEMOE

3aJore)

expect

Haodeemcs,

(B meHCTBUTEIBLHOM

CylHieCTBUTEJILHOE B oomem

najgexe W

JIMYHOEC MECTOMMECHUE B

00bEKTHOM najgexe + nHOUHUTHUB

him to do it in time.

Ymo oH coenaem 3mo 808pPeMsI.

[IpunaTouHoe MpeyioKEHUE MOYTH BCEr/ia UCIOIb3YETCs MPU NEPEBOJIE

KOHCTPYKIIMU HA PYCCKUU SI3BIK,.

CJHIYYAHU YHHOTPEBJIEHUA KOHCTPYKIINU «CJIOKHOE

JOHOJIHEHHUE

CJIYUYAHN YIHOTPEBJIEHUSI

[Tocne riaronoB 4yBCTBEHHOI'0
BOCHIPUSITHSL:

to hear civiuams,

to see suoempy,

to watch rabmooams, cmompeme,
to feel uyscmeosame,

to observe nabarooamy,

to notice zameuams u

IHPUMEP

| watched her  approach.
A cmompen, kak OHa

npuoaucaemcs.

Ip. B
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JeHCTBUTEJIHLHOM 3aJjiore. ITocne
ATUX [J1aroJI0B MHOUHUTHB

ynoTpeossercs 6e3 yacTuiibl 10

Ilocne riaronoB YYBCTBCHHOI'O
BOCIIPUATHUA HCIIOJIB3YCTCA

toaeko Indefinite Infinitive Active. UtoOnl
JICICTBUE B

BBIPA3UTH CTpaaaTCIbHOM

3aJI0r¢, MOXXHO HMCIIOJIbB30BAaThL NPUYACTHE 11

ITocne rnaroJios,

0003HAYAIONIUX YMCTBEHHYIO
AesSITeJIbHOCTD.

to know 3znampo,

to think oymame,

to consider,

to believe,

to suppose oymams, nonacame,

to expect oorcuoame,

to imagine npeocmasnsme,

to find naxooums, y3nasams,

to trust sepumpy,

to assume oonyckamo, npeononazcams U JIp.
ITocne

B JIeICTBUTEJIHLHOM 3aJI0T¢.

9THX IJIaroJIOB B COCTaBC KOHCTPYKIMH

OYCHb YaCcTO UCIOJB3yeTcs riaroi to be

[Tocse rnarosioB CO  3HaYCHUEM 3aSIBJICHUA:
to pronounce npouzrocums, 2oeopums, t0

declare zaseiamo, to report ooxkraovieame

| sawthe  fire  slowly
conquered.
A suden, KaK noxycap

ROCMENEHHO nomyuiujili.

He considers this question
to be of great importance.
Ou cuumaem Imom

80NPOC OUEHb BAICHBIM (=
ymo yimom eonpoc

AejiAemcsn O4€erHsb 6a9fCHblM).

The

surgeon pronounced the
wound to be a slight one.

Bpau cxazan,
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umo pana nézkas (= pauna

AenAemcs 1e2Koll).

4 | Ilocme raaroios, | hate you to talk in this
0003HAYAIOIINX YYBCTBA U IMOIHH: way.
to like npasumocs, to dislike ne A mepnemo He mo2y,

Hpasumocsi, t0 love mobums, to hate, cannot | kozoa ést max zoéopume (=

bear HE M0OYb mepnemz;, H€HCZ6M0€WZb nT. O. 6bl zoeopume maxKum
obpazom).
5 |Ilocne riarosos, She suffered Mr. Smith to

0003HaYarIKX MPUKa3 Wi pa3pemenue, m | go her back into her room.

PHHYKIAEHHE: Ona neoxomno nossonuia,
to order npukazvieameo, ymoovl mucmep Cmum

to allow, to permit noszsonsame, NPOBOOUTI ee 8 KOMHAM).
to suffer neoxommno nozeoname, She caused a telegram to
to have pacnopsisicamocs, be sent to him.

to make, to have, to get, to force, to Ona pacnopsounace,
cause pacnopsicamscsi, NPUKA3bIEAmo, ymooOvL emy ROCIAIU
3acmasisims u Jp. menezpammy (=

B IEICTBUTEILHOM 3aJI0T€ umooOvl menezpamma oviia

omnpaesiena emy).

KOHCTPYKIHMA «CIIOXHOE ITOJIEXAIIEE»

Konctpyxkius CJIOXXKHOE (Complex Subject, CYOBECKTHBIN
uHQUHUTUBHBIA  000opoT, The Subjective Infinitive Construction, The
Nominative-with-the-Infinitive Construction) mpeacraBiasieT coOoi codeTaHue

CYIICCTBUTCIBLHOT'O B OﬁmeM nmaae:;xe NJIN JIMYHOI'OMECTOUMEHUSI B
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HMCHUTCJIBHOM IIAJACKE, BbIINOJHAIOMCIO B IMPECAIOKCHNN (bYHKLII/HO

MOJIJIEKAIIETO, C UHOUHUTUBOM.

HOVIEXKAIIEE CKA3YEMOE

(cymecrsurensnoe B | (OOBIYHO T1aroJt

o01emM B CTPaJaTeJIbHOM 3aJI0Te)
NHOUHUTUB
NJIN MecTOMMECHHE B
HMEHUTEJIbHOM
najexe)
She Is known to go to work to Paris.
Omna, KaK uzeecmmno, noedem pabomamo 8

THapuorc.

OcoOEHHOCTh ATOM KOHCTPYKIIMM B TOM, 4YTO HMEHHAas 4YacTb
KOHCTPYKIIMU HE BBICTYMAET KaK €IMHBIN YICH NPEIJIOKEHHUS: IBIIIETCS B TO K€
BpeMsl TMOJUICKAIIUM MPEIJIOKEHUsI, a HWH()DUHUTUB TPEACTABICH YacCThIO

COCTAaBHOI'O I'IaroJIbHOI'0 CKa3ycMorIo.

IHHPUMEPHI YIIOTPEGPEJIEHUA KOHCTPYKIINN
«CJOXKHOE HO/VIEKAIIEE»

Ne

n/ CJYYAU YIIOTPEBJIEHUA IIPUMEP

n

1 | C iarojamMu 49yBCTBEHHOTO Bob was heard to laugh heartily.
BOCIIPUATHA: boino CIbIWHO, kak boo
to hear caviuame, cmeanca om 6ce2o cepoyda.
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to see suoempy,

to watch rabmooams, cmompeme,

to feel uyscmeosame,

to observe nabaodams,

to notice zameuams u ap. B
cTpagareJbHOM 3aiore. B naHHOM
KOHCTPYKIIHH, ocJie
ATHUX IJIaroJIoB UHGUHUTHUB

ynoTtpeOmsieTcs ¢ yactuiei to

C miaroJsamy,

0003HaYaIOIMMHA YMCTBEHHY IO
AesITeJIbHOCTD.

to know zname, to think oymames, to
consider, to believe, to

suppose oymams, nonacams, 10
expect oorcudamo, 10

imagine npeocmasnsims, 10

find naxooums, y3uasams, to

trust eepumo, 10 assume donyckame,
npeonoiazams U JIp.

B cTpaaareJabHoM 3aiore. [locie
ATUX I[JIAr0JIOB B COCTaBe
KOHCTPYKITUU YaCTO UCIOJIb3yETCS

riaroun to be

C rnarosiom to make zacmasismo

(B cTpajaTeJIbHOM 3aJI0T¢E).

Philip was known to bea young
man without money.

3uanu, ymo Duaunn
Obll MONOObIM — uelosekoM — Oe3

oeHez.

Little Bob was made to put
on some warm clothes.
Maneuvkoco booa 3acmasuniu naoe

mb Mmenyro 00excoy.
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4 | C TJIaroJiaMu B | He is said to have gone to work to

3HAYCHUU COOOIIEHUS: Siberia.
to say ecosopumy, Logopsam, Ymo OH
to report coobwame, yexan pabomams 8 Cubupe.

to state ymeseporcoamo

B CTpaaaTE¢JbHOM 34JI0IC.

5 | B nelicTBUTEJIBLHOM 3aJI0TE ¢  They are unlikely to come in time.
rJ1aroJiamu: OHnu 6ps0 1u npudym 808peMmsi.
to seem kazamocs (no-euoumomy), The work proved to be useful.

to  happen cryuamocs (caiyuaemces, | Paboma oxazanace nonesnoi
CYUANOCH), (= Paboma, xax

to prove dokaszvieams (0kasvieaemcs, @ 0Ka3a10Ch, ObLIA NOJE3HOLL).

OKA3a10Ch), They seemed to have
to be likely seposimno, forgotten him.
to be unlikely eps0 au, Onu, Ka3aiocw, 3a0ulu e2o.

to be sure,to be certain 6uims
yeepennvim (HasepHsKa),
1o turn

out oxaswieamwvcsi (0kazanocy) U T. 1I.

KOHCTPYKIUA «FOR-TO-INFINITIVE

Hannast KoHCTpYyKIus (MHOUHUTUBHBIA 00opoT ¢ mpenjorom for, FOR-
TO-INFINITIVE Construction, o6opor for + cyliecTBUTENbHOE WU
MeCTOMMEHHWe  +  MH(QUHUTHUB)  TPEACTABISIET  COOOW  coueTaHue
CYILLIECTBUTEILHOTO B OOLIEM Ma/ie’Ke WM JMYHOTO MECTOMMEHHUSI B 00bEKTHOM

najexe C MHPUHUTUBOM IIPH ITOMOIIH mpeiora for:
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Here is the text

CYIIECTBUTEJIBHOE

(B 00O1IIEM IaACKE) HITH

FOR JIMYHOE

NHOUHUTHUB

MECTOUMEHHUE

(B OOBEKTHOM TAJIEXKE)

for her

Bom mexcm, komopuwtit eii Haoo nepesecmu.

to translate.

[Ipy nepeBoge MECTOMMEHHME WM CYLIECTBUTEIBHOE WM TaKOU

KOHCTPYKIIMHU CTAHOBHUTCA IIOIJICKAIIIUM, a HH(l)I/IHI/ITI/IB - CKAa3yCMBbIM. Rak B

JICCTBUTEIBLHOM,

YIOTPEOJIATHCS

TaK W B CTpadaTCIbHOM 3aJI0IrC¢ IIpU 3TOM MOXKCT

NupuantuB. KOHCTpYKIMIO MOXKHO  TNEpPEBOAUTH: 1)

CYIIECTBUTEIIbHBIM, 2) HHPUHUTHBOM, 3) MPUIATOYHBIM PEATIOKCHHEM.

Next

Subject

to be easy for smb to do smth

*Itis difficult for me to

understand her reasons.

Object

1) to wait, to arrange, to be
anxious + for smb to do smth

2) To make, to think +itis
easy/difficult for smb to do
smth

Attribute

1) there is somebody, there is
nothing + for smb to do

b) It's not the right thing/the
only thing + for smb to do

*I’m not waiting for you to come

« His words make it difficult for
me to forgive you

The
Adverbial
Modifier of

Purpose to do smth for smb to
do smth

*Is there anyone for her to take
acre of

*It's the only thing for me to eat

Result (too) clever(enough),
young for smb to do smth

-1 bought a toy for him to play.
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GRAMMAR EXERCISES

Exercise 1. Complete these sentences using Complex Object.

« E.g. "Bring me a book," said my brother to me.My brother wanted me to

bring him a book.

1. "Be careful, or else you will spill the milk," said my mother to me. — My
mother did not want ...

2. "Bring me some water from the river, children," said our grandmother. — Our
grandmother wanted ...

3. "Come to my birthday party,” said Kate to her classmates. — Kate wanted ...

4. "Don't eat ice cream before dinner," said our mother to us. Our mother did not
want.

5. "Fix the shelf in Mir kitchon,” my father said to me. — My father wniilnl ...
K.

6. "It. will be very good if you study English,” said my mother to me. — My
mother wanted ...

7. "My daughter will go to a ballet school,” said the woman. — The woman
wanted ...

8. "Oh, father, buy me this toy, please," said the little boy. — The little boy
wanted ...

9. "Wait for me after school," said Ann to me. — Ann wanted ...

10.The biology teacher said to us: "Collect some insects in summer." — The

biology teacher wanted ...

11.The man said: "My son will study mathematics." — The man wanted ...

12.The teacher said to the pupils: "Learn the rule." — The teacher wanted ...

Exercise 2. Translate these sentences using Complex Object.

1. Bam ObI XOTEI0CH, UTOOBI 51 paccKaszail BaM 3Ty UCTOPUIO?
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Jletu xoTenu, 4TOOBI 51 paccKa3aid UM CKa3Ky.

WM OB1 XOTEIIOCH, 9TOOBI MBI IPOUTPATTH UTPY.

MHe 651 HE XOTeI0Ch, YTOOBI OHU OMO3AJIH.

Mse ObI X0TENOCh, YTOOBI BbI IPUEXATIH K HAM.

MHe xoTtenoch Obl, 4TOOBI JOKTOP MOCMOTPEII €TO.
Moii 6pat X04eT, 4TOOBI 5 M3ydasia UCIIaHCKUH S3BIK.

MBsI XOTHM, 4TOOBI ATOT APTUCT MPUEXAN K HAM B ILIKOJTY.

© ©o N o 00~ WD

OH xoTen, yToObI €ro APYT MOMIEN C HUM.

10.0Omna ObI x0TENa, YTOOBI €€ OpaT MOTYUHII IEPBBINA IPU3.
11.0Ona He xoTena, 4ToOkI 51 yexasl B MOCKBY.

12.0mna xotena, 4ToObI €€ ChIH XOPOIIO OKOHYMJI IIKOITY.
13.T1ama xo4eT, YTOOBI 51 ObLIA MTUAHUCTKOM.

14.Xorure, s 1aM BaM MOM CJIOBaph?

15.51 Gb1 HE XOTel1, YTOOBI BBl MOTEPSIIA MOIO KHHTY.

16.51 651 X0TeEIN, 9TOOBI MOU YUYEHUKH XOPOIIIO 3HAIN aHTTUHCKUH S3bIK.
17.51 He xoTena, YTOOBI BEI MEHS JKJAJIH.

18.41 e xo4y, yTOOBI OHa 3HAJIa 00 ATOM.

19.51 He xouy, 4TOOBI ThI MOJIYYIII IJIOXYIO OIICHKY.

20.41 xouy, 4TOOBI BCE IETU CMESITUCH.

21.51 xouy, 94TOOBI BCE ATO POUMUTAIIH.

22.51 xo4y, 4TOOBI BBI ITPOUIIH ITY KHUTY.

Exercise 3. llepenuwume cnedyrowue npeonodxcenus, YROMpeOuss CLONCHOE
O00NONHEHUe BMeCmO NPUOAMOYHBIX OONOJIHUMENbHBIX NPEON0NCEHULL.

 E.g. | expect that she will send me a letter. | expect her to send me a letter. |
know that he is a great scientist. I know him to be a great scientist.

1. She expected that her brother would bring her the book.

2. People expect that the 21st century will bring peace on the Earth.

3. | know that your uncle is an excellent mathematician.
4

| know that my friend is a just man.
169



o N o O

| expected that she would behave quite differently.
| expect that he will understand your problem and help you to solve it.
| did not expect that my brother would forget to send her flowers.

He knows that my mother is a very kind woman.

Complex Subject. Croacrnoe noonescawee

He was said to work a lot.

— I'oBopuim, yTO0 OH MHOTO paboTaer

.. was seen to ...

— Bugenu, 4ro...

..was heard to ...

— Cnpimianm, 4to...

.. was supposed to ...

— IIpeanonarany, 4ro...

.. was believed to ...

— Ilonaramnu, 4ToO...

.. was expected to ...

— Oskppanu, 4ro...

.. was reported to ...

— Coo0manu, 4to...

.. was considered to ...

— Cywuranu, 4To...

.. was thought to ...

— Hymanu, 4ro...

.. was found to ...

— OOHapyXuJy, 4To...

.. was announced to ...

— OOBABUIH, YTO...

.. was known to ...

— BrBI1J10 M3BECTHO, YTO...

Exercise 4. Translate these sentences paying attention to Complex Subject.

N o g Bk~ DR

Anna Mutter is believed to be one of the finest violinists in the world.
False friends are said to be like autumn leaves found everywhere.

He is believed to be innocent of the crime.

He is considered to be the richest man in the world.

He was expected to pass the mathematics exam.

He was said to have known the whole truth about it.

Innocent people were announced to have been murdered by terrorists.
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8. Juri Gagarin is known to be the first man in the world to travel into space
on the 12th of April, 1961. 4. He is supposed to be a very good film actor.

9. Leonardo da Vinci is known to be a great Italian painter of the
Renaissance. The Mona Lisa is considered to be one of his most famous
works.

10.Monet's painting is reported to be on exhibition until the end of the
month.

11.Mother is said to know the right thing to do.

12.Sergei is thought to have a gift for languages. His English is known to be
excellent.

13.She is said to borrow money but not bother to return it.

14.The American astronaut Neil Armstrong is known to be the first man to
walk on the moon in 19609.

15.The exhibition of 19th-century French painting is expected to open by the
end of next week.

16.The President of Russia was reported to speak to the nation on television
tonight.

17.The students were supposed to come on time and take part in the
marathon.

18.The terrorist was announced to have been killed by his own bomb.

19.True friends are known to be like diamonds, precions but rare.

20.You are expected to be an obedient and smart boy.

21.You are supposed to check your change before you leave the cashier.

22.He is said to know all about it.

Exercise 5. Change these sentences using Complex Subject.

* E.g. We heard that a car stopped outside the door. A car was heard to stop

outside the door. It is believed that the poem was written by Byron.The poem

/s believed to have been written by Byron.

1. Itis believed that the poem was written by an unknown soldier.
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It is expected that the performance will be a success.
It is said that the book is popular with both old and young.
It is supposed that the playwright is work

It was announced that the Chinese dancers were arriving next week.

o g bk~ w D

People consider the climate there to be very healthy.

B mnpemnoxenusx, comepkamux Complex Subject, rmaromer to appear, to

happen, to seem, to turn out,ynorpedistorcs B Active Voice:

Exercise 6. Translate these sentences paying attention to Complex Subject

[EEN

. "Jim," he said at last, in a voice that did not seem to belong to him.

2. Clyde appeared to have forgotten of his promise to spend his spare evenings
with Roberta.

3. Clyde seemed to have been thinking of no one else but Sondra since their last
meeting.

4. From the very first mention of Long John, | was afraid that he might turn out

to be the very one-legged sailor whom | had watched for so long at the inn.

He appeared to be an ideal man.

He turned out to have no feeling whatever for his nephew.

His office turned out to be in one of the hack streets.

o N o O

In the middle of the lecture Dr. Sommerville happened to pause and look out
of the window.

9. Irving turned out to be a long, pale-faced fellow.

10.Money just doesn't happen to interest me.

11.0ne day a Hare happened to meet a Tortoise.

12.She appeared to be an excellent actress.

13.She doesn't seem to want to do anything | suggest.

14.The apparatus seemed to be in excellent condition.
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15.The Gadfly seemed to have taken a dislike to Signora Grassini from the time
of their first meeting.

16.The Hare turned out to be the loser of the race.

17.The new method of work appears to be very effective.

18.The operation seemed to be a complicated one.

19.The peasants did not seem to see her.

20.The percentage of carbon in this steel turned out to be low.

21.The Tortoise seemed to be moving very slowly.

22.This appeared to amuse the policeman.

23.This work seems to take much time.

24.You appear to have found in him something that | have missed.

25.You can easily get in through the window if the door happens to be locked.

26.You don't seem to have done any great thing for yourself by going away.

Exercise 7. Translate these sentences using Complex Subject.

1. S cnyuaiiHo 3Har0 HOMep ero TenedoHa.
S cmyuaiiHO BeTpeTri ero B MOCKBe.
YcnoBust paboThl OKa3aIKuCh 00Jiee TPYIHBIMU, YEM MPEIIO0JIaranoch.
Coo011atoT, 4YTO IKCIEIUIINS TOCTUTIIA MECTa Ha3HAYEHUSI.
Pouecrep cnyuaiiHO BeTpetwil [[elH o 1opore JOMOM.
[IpennonararoT, 4TO 3acCE€JaHUE 3aKOHYUTCA B IECSATh YACOB.
[Tonaratot, yto mosma ,,beoBynn(" O6bu1a Hanncana B VIII Beke.

[TomararoT, 4T0 OHU 3HAIOT 00 3TOM OOJIBIIIE, YEM XOTST ITOKA3aTh.

© ©°o N o 0~ WD

OH, KaxKeTcs, MUIIET HOBYIO CTaThlO: KAXETCs, OH paboTaeT HaJl HeH yxe
JIBE HEJICIIU.

10.0Hn oxazasics XOpOIIUM CTIOPTCMEHOM.

11.0xka3anock, 4TO MBI YK€ KOI'/1a-TO BCTPEYAIHUCH.

12.HoBbie aBTOOYCHI OKa3aIMCh OY€Hb YI0OHBIMHU.

13.Hukaxk He oKuJaiu, 4TO XOJIOAHAS TIOT0/1a HACTYIUT TaK PaHO.

14.Kuura, KOTOPYIO Bbl MHE JaJI, OKa3aJlaCh CKYYHOM.
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15.Kak wu3BecTHO, aHIJMIiCKas NIHcaTeabHUIlAa BOWHWY JXKujla B TEUYCHUE
Heckonpkux JieT B IlerepOypre u wu3ydanma pycCKylO JUTEPATypy.
CuuTalot, 4TO pycckas JIMuTepaTypa OKas3alia BIUsSHUE Ha €€ TBOPUYECTBO.

16.M3BecTHO, YTO PUMIITHE TIOCTPOIIM Ha BpUTaHCKHUX OCTpOBax XOpOIIHE
JIOPOTH.

17.13 tpex cectep bponte Illapnorra cuntaercs HanboJiee TATAHTINBOM.

18.JI>xum okazaicst XpaOpbIM MaIbUYUKOM.

19.T"oBopsT, uTO 3TO 3AaHKE OBLIO TTOCcTpoeHO B X VII Beke.

20.I'oBOpAT, UTO 3Ta CTaThs MEPEBEICHA HA BCE SI3BIKU MUDA.

21.T'oBopAT, 4TO OH paboOTaET HAJl CBOMM M300PETCHUEM YK€ HECKOJIBKO JICT.

22.Bbl1, KaxXeTcs, yCTallu.

23.BbI, KaKeTCsI, MHOTO YUTAJH JI0 TIOCTYTUICHHS B YHUBEPCHTET.

24.Bp1 cmyyallHO HE 3HAeTe ATOrO YejJoBeKa?

25.Bam npusrens, KaXeTcsi, 04eHb UHTEPECYETCS IPEBHEN UCTOPUEH.

26.Banprep CKOTT cUnTAETCS CO37aTEIEM HCTOPHUIECKOTO pOMaHa.
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4. SUPPLEMENTARY READING

MICROCOMPUTER APPLICATIONS

Personal microcomputers are often used for education and entertainment.
Beyond laptops and desktops, microcomputers can include video game consoles,
computerized electronics and smartphones.

In the workplace, microcomputers have been used for applications
including data and word processing, electronic spreadsheets, professional
presentation and graphics programs, communications and database management
systems. They have been used in business for tasks such as bookkeeping,
inventory and communication; in medical settings to record and recall patient
data, manage healthcare plans, complete schedule and for data processing; in
financial institutions to record transactions, track billing, prepare financial
statements and payrolls, and auditing; and in military applications for training

devices, among other uses.

Microcomputers and loT

The Raspberry Pi, a small, single-board computer, was once self-

described as a microcontroller. Today used for internet of things (loT)

prototyping, education and applications, the Raspberry Pi and other single-board
computers, such as those from Arduino, Intel and Particle, are more often
described as microcontrollers than microcomputers.

Microcomputers can be used for similar tasks in 0T applications as
microcontrollers, however. Certain 10T devices, such as smart TVs, refrigerators

and other connected appliances, are sometimes referred to as microcomputers.
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Where a microcomputer fits in
The ascending hierarchy of general computer sizes is as follows:

. Embedded systems, which are fixed inside something and don't

support direct human interaction but nonetheless meet all other criteria of
microcomputers;
. Microcomputers;

. Workstations, formerly described as a more powerful personal

computer for special applications;

. Minicomputers, now called mid-range servers;

. Mainframes, which are now usually referred to by manufacturers as
large servers;

. Supercomputers, large servers, sometimes including systems of
computers using parallel processing; and

. Parallel processing system, a system of interconnected computers

that work on the same application together, sharing tasks that can be performed
concurrently.
Microcomputers vs. microcontrollers
A microcontroller is an integrated circuit (IC) designed to govern a
specific operation in an embedded system. These single chips have onboard
RAM, ROM and peripherals.

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation.

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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APPLICATION AND TYPES OF COMPUTER APPLICATIONS

The term Application refers to Software which is a set of instructions or
code written in a program for executing a task or an operation in a Computer.
Applications play a vital role in a Computer as it is an end-user program that
enables the users to do many things in a system. The application programs are
designed and developed to run in a System Software which is an Operating
system. An Operating System is system software that enables al the applications
programs to run and execute various tasks in a Computer system. The GUI
based applications carries out various tasks in a Computer like creating
documents, playing games, browsing and many more.

Application Software Overview:

Application software’s are the end-user programs designed to enhance the
productivity in various fields of work. The applications are used for creating
documents, spreadsheets, databases, and publications, doing online research,
sending email, designing graphics, running businesses, and also playing games.
Application software’s are designed to perform a specific task and can be as
simple as a calculator application or as complex as a word processing
application. The applications are designed with built-in functions and properties
so to easily carry out all the operations. One of the most popular and widely
used applications is Microsoft word processor where you can do calculations,
copy, paste, delete, and add colors and pictures, change the appearance by using
its built-in properties. Not only Word processor applications but there are
several other productivity programs like Graphical software, Photo studio,
Antivirus and many more that are packed as an Application software.

Application software cannot run itself as it requires system software for
executing the programs. System software like Windows, Mac, Linux and many
more helps the application software’s to run and execute in a Computer. As a
Computer needs an Operating system, an Operating system needs Application

software’s, so without applications the computer is nothing but a blank page.
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Since the system software’s also integrates some built-in application programs
when installed on a computer that can be used. But there are several applications
like Microsoft Office which is a complete suite of programs that includes Excel,
Power point, Access etc, Graphic suites like Adobe Creative suite with various
applications for creating and editing images, Audio master suite for sound
production, Video editing applications, Security software’s and most
importantly Web-browser which is also application software.

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation.

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

SYSTEM SOFTWARE AND APPLICATIONS SOFTWARE

Application Software can be divided into two broad categories are System
Software and Applications Software.

. System Software is a program designed to manage all the hardware
resources and also runs the applications programs in a Computer. It is mainly of
two types are the Operating system and utility software that is installed with the
Operating system. The Operating system and utility programs are written in such
a way to function independently because they are not user oriented. It always
runs in the background and executes all the operations in a Computer. But there
are some system software’s that are used by the end-users like a Device manager
which is found on Control panel.

Operating systems like Windows, Mac, Linux, and UNIX are the best
examples that manage all the programs in a Computer. Since there are other

systems software’s that help the OS to perform all the tasks like BIOS (Basic
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Input/output system) that manages data flow between OS and other attached
devices such as keyboard, mouse, hard drives etc. Boot program loads the
Operating system to RAM, an Assembler takes basic instructions and converts
them to machine language to perform operations and a Device manager controls
all the devices attached to Computer. The utility software’s like disk
derangement, system restore, compilers and debuggers are also installed on the
Operating system software.

. Application Software is a program or a group of program designed
for the end-user to perform a specific task in a Computer. The user directly
interacts with the application programs for performing a task in a system. Some
of the applications software’s are browsers, e-mail clients, word processors,
spreadsheet, database programs and many more that has various built-in
functions to be used. Furthermore the Applications Software’s are also broadly
categorized for better productivity. Some of them are:-

Application suites are packed with multiple programs with user
interfaces, features and functions to interact with the users. Some of them are
Microsoft Office, Adobe Creativity suite, Security suite, Gaming apps and many
more. Enterprise Software labels the organization requirements and also
manages data flow in a huge environment. It may be an automated billing
system, e-mail marketing, business intelligence and Content management.

Enterprise Infrastructure Software provides the capabilities required to
support enterprise software systems. It is mainly used for businesses, society or
Organization for network security, surveillance system, transportation, sewage,
communication, electricity and water that need high investment for the systems.

Educational Software includes all the contents of different subjects that

can beused by a studentor any individuals. There are several websites

providing educational software about various topics and vast database makes it

an easy to use application.
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Multimedia Software is used for development of media in our day to day
life. There are various audio, video and image editing tools, printing media that
can be used to maximize the growth of a business.

Content Access Software is used to access the contents in a website for
publishing digital contents and entertainment.

Information Software is used for addressing the needs of an individual
by creating and managing information for individual projects within the
department. It may be the word processors, spreadsheets, e-mail or blog clients
etc.

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation.

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it

PERSONAL COMPUTERS.

Personal computers use telecommunications to provide a transmission
link for the delivery of audio, video, text, software, and multimedia services.
Many experts believe that the convergence of these services will generate
consumer demand for new generations of high-speed, broadband networks.
Currently, the delivery of most of these audio, video, and text services occurs
over existing telephone connections using the Internet. Some computers connect
directly to the digital portion of the telephone network using the Integrated
Services Digital Network (ISDN) or Digital Subscriber Lines (DSL), but this
requires special equipment at user locations.

Telephone and cable television companies must also make upgrades to
their lines so that they can handle high-speed data transmission. In many

locations companies and individuals with highspeed data requirements now have
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the option of securing DSL service from telephone companies and cable modem
service from cable television companies.

Electronic mail, or e-mail, is a key attraction of the Internet and a
common form of computer telecommunications. E-mail is a text-based message
delivery system that allows information such as typed messages and multimedia
to be sent to individual computer users.

Local e-mail messages (within a building or a company) typically reach
addressees by traveling through wire-based internal networks. E-mail that must
travel across town or across a country to reach the final destination usually
travels through the telephone network.

Instant messaging is another key feature of computer telecommunications
and involves sending text, audio, or video data in real time. Other computer
telecommunications technologies that businesses frequently use include
automated banking terminals and devices for credit card or debit card
transactions. These transactions either bill charges directly to a customer’s credit

card account or automatically deduct money from a customer’s bank account.

EXERCISES

|. HajliguTe B TeKcTe COOTBETCTBYIOIIHE BHIPAKEHUSI HA AHTJIHIICKOM
si3bIKeE:

803HACPANCOEHHblE CNABOU U 002amcmeoM, Ol AUYHO20 HOJb308AHUSL,
3HAUUMENbHASL POJib,  GLINOJHAMb 3AKA3bl, UCHLIMbIBAMb HEOOCMAMOK 8
GoHnoax; Oblmv BLIHYHCOEHBI, MeHee OOHOU 80CbMOU OKUMA, PACCMAMPUBAND
KaK,  CAMOOCNbHLI — (BpeMeHHblll)  KOoHellep,  Npuxooums 8  20108Y;
YYBCMBUMENbHBIUL K HYHCOaM, Y0Oeoumv CKenmukos, memM CAamMblM, 0ambo
B03MOJCHOCb, CbeMHble Naamvl;, Hno0depHcams UuHmepec K, HemeyKue
OediceHybl,  edcec00Hass Nnpooaxdca, mo2o0a KAk, KOHKYpeHmHas cpeod,
HeusbedCcHble Heyoauu, cOelams NPUBLeKamenbHbiM, Npeodsuoems NOMeHYual,
MexHuyecKkue 3HAHUs, 00e8amvbCsi  HeDOPMANbHO;,  CIUWKOM  00pPO2asi;

cyuecmeyrouia mozoa MmMexXHOoJIo2UA,
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1. False or true?

1. Alpert’s interest in technology was
more passionate than his interest in medicine.

2. Jobs did not want the PC to be as
intimidating to the general public as previous
computers were, so he insisted that it include

features that were practical and attractive.

3. Martin Alpert foresaw that the success
of the first IBM personal computer was inevitable, so he bought the first two
models and devised ways to change them.

4, Martin Alpert’s wife was skeptical about the potential of her hus-
band’s technical innovations.

5. Robert Noyce graduated from a prestigious university and gained
engineering expertise before he devised the integrated circuit.

6.  When Wozniak designed the first model of the PC, he did not plan
to market it to the general population.

7. The microprocessor influenced the world in ways that its inventors
did not foresee and subsequently led to the invention of the integrated circuit.

8.  The Apple Computer company sold their computers to thousands of
American schools at discounted rates, thereby introducing their product into the
homes of millions of students.

9. Stephen Wozniak and Steven Jobs used the state-of-the-art technol-
ogy developed by Robert Noyce when they devised the first personal computer.

10. Robert Noyce was one of the pioneers of the computer industry.
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I11.K c1ioBaM, 1aHHBIM B CKOOKAaX, MOA0epUTEe CAHOHUMBI:

1. Martin Alpert’s wife was never (doubtful) about (the future possi-
bilities) of Tecmar.

2. People seemed to be less (frightened) by computers when they were
made in (soft) colors and were (easily understood by the average person).

3. Robert Noyce’s (specialization) in computers was a result of his
experience with the (first people) in the computer field while working at his first
job.

4, Stephen Wozniak applied the (most up-to-date) (applied science)
when designing the first personal computer, while Steven Jobs designed its
(practical functions).

5. Steven Jobs and Stephen Wozniak (worked together) to (invent) the
personal computer, and then produced it in a (temporary) production line in a
garage.

6. Steven Jobs wanted to (advertise and sell) the personal computer to
people who would use it in their homes, so he knew it could be neither (very
large) nor (awkward).

7. Whereas some people (grow) as a result of competition, others are
(threatened) by it.

8. Martin Alpert studied the first IBM personal computer (with great
love and emotion), and (by that means) he was the first innovator to (come

forward) with (supplementary devices) for the computer.

IVV.Some of the following statements describe an act of an entrepreneur
(E), others describe an act of an inventor (1), and others could describe both
titles (B).

Pacnpenesnnre B TpH KOJIOHKHU M 00bSICHUTE BAalll BLIOOP
1. Steven Jobs had the original idea to market the first personal

computer.
183



2. Robert Noyce’s financial investments helped build one pf the most
successful companies in the Silicon Valley.

3. Robert Noyce’s engineering expertise contributed to the
development of the microprocessor.

4. Robert Noyce co-invented the integrated circuit and co-founded
Intel.

9. Martin Alpert’s wife managed his business and marketed his
products.

10. Martin Alpert devised many new products for the personal
computer.

5. King C. Gillette designed the first disposable razor blade.

6 In 1890 John Loud created the first ballpoint pen.

7.  Alexander Graham Bell originated the first telephone.

8 A Frenchman named Benedictus introduced the idea of making
safety glass in 1903 after he discovered a chemical that held broken glass

together.

V.What are the relationship between each of the following pairs of
anticipate /foresee together
cumbersome/awkward potential/ability
expertise/innovation donate/loan
inevitable/avoidable genuine/insincere
massive/small skeptical/unfriendly
muted/bright collaborated/worked
venture/risk devise/invent
words (antonyms, synonyms, neither):

makeshift/permanent
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V1.Choose the word to complete each of the following sentences:

1. It was Wozniak’s (expertise/skepticism) that made it possible for him to
devise the first personal computer.

2. The computer enthusiast devised a portable model that had several
practical (applications/markets) for educators.

3. The executives bought a (cumbersome/portable) copy machine because
they needed to take it to meetings.

4. The government (loaned/donated) $100 million to the corporation,
expecting it to be repaid with 12 percent interest.

5. The investors (anticipated/intimidated) the higher profits because of the
activity in the stock market.

6. The new computer program was (collaborated/devised) by the newest
student in the class.

7. When computers are not working, it is (inevitable/avoidable) that work
will be delayed.

8. Whenever the inventor was working on an innovation, she (emerged

from/withdrew to) her house because she didn’t want to be disurbed.

TEXT 4 THE PROCESSOR

1. Study the word-combinations:

arithmetic-logical unit(ALU)—apudmeTnko-1ornueckoe yCTpoOHCcTBO
bus — mmHa; kanan; TuHUS (Iepeadn TaHHBIX )

call for — TpeGoBats; mpexycmarpuBarhb

capability — ciocoGHOCTE; BO3MOXHOCTH

central processing unit (CPU)—uenTpainbubiii mpoteccop (LIIT)
clock — yacoBoit MmexaHu3M

control unit (CU) — yctpoiicTBO yrpaBicHHsI

expansion slot — pazsem It MOJTyJIsl pACIIUPCHUS

fan — BenTHISATOP
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fin — 30. pebpo, 3aycenen

input-output port — mopt BBOAa-BBIBOIA

internal memory — BHyTpeHHsIS IaMsTh; BHyTpeHHEe 3Y

register — perucTp; CUETUMK; TATUYUK; YCTPOHCTBO PErHCTPALIUH
response — OTBET; OTKJIMK; pEaKIus; OTBEYaTh; pearnpoBaTh

sink — 30. kopmyc

step-by-step operations — morraroBsie omnepauu

to interpret — uHTEpPIIPETUPOBATH; HCTOIKOBBHIBATH

to issue — mochuIaTh (CHrHaN); BEIBOJUTD, BBIABAThH (COOOIICHHE)

to load — 3arpy>xath; BBIOJIHATH 3arPy3Ky

The microprocessor is the component of the personal computer that does
the actual processing of data. A microprocessor is a central processing unit
(CPU) that fits on one microchip. It is the “brain” of the computer, but that is a
rather pretentious term since it really just a very complex switching circuit that
executes simple instructions very rapidly.

The microprocessor integrated circuit package holds a silicon chip that
contains millions of transistors and other components fabricated into the silicon.

Because the transistors on the chip are very tiny, even a small zap of high
voltage current (such as from static electricity) can destroy a chip. This is why
all largescale integrated circuits must be handled in ways that minimize the
possibility of static electric discharge.

Because of the large amount of circuitry packed into such a tiny area,
microchips produce a lot of heat and they require cooling systems to keep the
chip from overheating. On computer motherboards the CPU chip is covered by a
large metal heat sink with “fins” to allow airflow from cooling fans to carry the
heat away.

There are three typical parts:

- the control unit, which examines instructions from memory and executes

them;
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- the arithmetic and logic unit (ALU), which performs arithmetic and
logical operations;

- the registers, high-speed units of memory used to store and control data.

The speed of a processor is measured in gigahertz (GHz). Thus, a CPU
running at 4 GHz can make about four thousand million calculations a second.
An internal clock sends out signals at fixed intervals to measure and synchronize
the flow of data.

The main circuit board is known as the motherboard. This contains the
CPU, the memory chips, expansion slots and controllers for peripherals,
connected by internal buses, or paths, that carry electronic signals. For example,
the front side bus carries all data that pass from the CPU to other devices.

Expansion slots allow you to install expansion cards which provide extra
functions, e.g. a video card or a modem. Laptops have PC cards, the size of a

credit card, which add features like sound, memory and network capabilities.

2. Look through the text then match the sentence beginning (1-6) with the
correct endings (a-f):

1) The CPU processes data and a) you can’t make changes to it.

2) The control unit is the part of the CPU that b) the computer is turned off.

3) The arithmetic and logic unit is able to make c) controls the way instructions
are executed.

4) The registers are high-speed storage d) areas within the CPU.

5) Data contained in RAM is lost when €) coordinates the other parts of the
computer 6) ROM memory can only be read: f) calculations: add, subtract,

multiply and divide.
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1. Answer the questions:

Questions

Where are data to be processed loaded into?

Where are data processed?

What operations are performed in the ALU?

What function of the CU do you know?

What are the CPU functional units made of?

Name the sequence of operations the CPU performs.

In what way does the CPU control the operation of the whole system?
What is the function of the CPU?

What components make up the heart of the computer system?

© ©o N o O B~ W NN PRE

4. Remember the meaning of the words and try to translate the combinations
with these words:

Step: final step; procedure step; conversion step; program step; step by step;
programming step; one step at a time; to step down; to step out; to step up; to
take steps.

Level: application level; data level; access level;difficulty level; error level;
function level; hardware level; high level; input level; output level; performance
level; presentation level; device level;program level; protection level; resource
level; software level; structural level system level; transmission level; security

level..
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Direction: backward direction; negative direction, positive direction; printing
direction; transmission direction.forward direction; inverse/reverse direction;
data direction; counter-clockwise direction; clockwise direction;

Switch: to switch between programs; to switch between windows; to switch
disks; to switch on; to switch off; to switch over; binary switch; command
switch.

Processor:

message processor; numeric processor; parallel processor; peripheral processor;
text processor; language processor; mail processor; error processor; general —
purpose processor; special — purpose processor; image processor; data
processor; control processor; command processor; central processor; arithmetic

processor,;

5. Translate into English:

YHpaBJUITB pa60Toﬁ BceH CUCTCMBI; VYIIPpABJLITb XOIAOM  BBIIIOJHCHHA
IIporpaMmabl; nopT BBOJAa-BbIBO/J14, PECKUM BKJIFOUYCHUA-BBIKIIIOUYCHU A,
QJICKTPpHUYCCKAA LCIIb, BBIIIOJHATE MHCTPYKIUHU, CIOKHAA HMHTCTPAJIbHAA CXCMA,
MaTCpUHCKasA jiarta, pa3beM JJIsL MOAYJIA paCIIupPCHUA, BBITIOJTHUTD

BBIYHCJICHHU .
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UNIT VI MODEM

Whatis MODEM

Short for modulator-demodulator

1.MODEM: DEFINITION. TYPES

WHAT IS MODEM. ?

= Modem, short for modulator-demodulator is
an electronic device that converts a
computer’s digital signals into specific

frequencies to travel over telephone or cable
television lines. At the destination, the
receiving modem demodulates the
frequencies back into digital data. Computers
use modems to communicate with one

another over a network.
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A modem is the piece of equipment that allows a computer to
communicate with other computers over telephone lines. A modem may refer to
any of the following:

Cable Modem

1. Amodem or broadband modemis a
hardware device that connects

a computer or router to  a broadband network. For

example, acable modem and DSL modem are two

examples of these types of Modems.
Tip
Today, a "modem" is most often used to describe a broadband modem.
However, it also describes what was initially considered a modem (described

below) to connect to the Internet. To help prevent confusion, use the terms

"broadband modem™ and "dial-up modem."
Note
A Dbroadband modem is an external device that connects to your

computers and other network devices using either a network cableor over

a wireless connection.

2. Short for modulator/demodulator, a modem is a hardware device that
allows a computer to send and receive information over telephonelines. When
sending a signal, the device converts ("modulates") digitaldata to
an analog audio signal, and transmits it over a telephone line. Similarly, when an
analog signal is received, the modem converts it back (“demodulates” it) to a
digital signal.

Tip

To help prevent confusion between a broadband modem, you can refer to
this modem as a dial-up modem.

The picture below is an example of an internal expansion card dial-up

modem. Click the image to get a description of each component on the card.
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Internal computer Modem expansion card Modems are referred to as
an asynchronous device, meaning that the
device transmits data in an intermittent stream of
small packets. Once received, the receiving
system then takes the data in the packets and

reassembles it into a form the computer can use.

Stop Data Start Stop Data Start
1 bit 8 bits 1 bit 1 bit 8 bits 1 bit
Packet Packet

10 bits 10 bits

The above chart represents how an asynchronous transmission transmits
over a phone line. In asynchronous communication, one byte(eight bits) is
transferred within one packet, which is equivalent to one character. However,
for the computer to receive this information, each packet must contain a Start
and a Stop bit; therefore, the complete packet would be ten bits. The above chart
Is a transmission of the word HI, which is equivalent to two bytes (16 bits).

TYPES OF COMPUTER MODEMS
Below are the four versions of a computer modem found in computers.
Onboard modem - Modem built onto the computer motherboard. These

modems cannot be removed but can be disabled through a jumper or CMOS

setup.

Internal modem - Modem that connects to

aPCl slot inside a newer desktop computer

or ISAslot on an older computer. The internal

modem shown at the beginning of this document

Is an example of a PCI modem.
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External modem - Modem within a box that connects to the computer

externally, usually the serial ports or USB port. The picture is an example of

an external USRobotics modem.

Removable modem - Modem used with older laptopsPCMCIA slot and

can be added or removed as needed.

Where does Internal Modem plug?

When can you modem and telephone share one line?
What type of data is using in computers?

What problems arise when you use internal modems?
What kinds of modems do you know?

What kinds of modem do you know?

What kind of modem is usually cheaper?

What is the technology of using the telephone?

O N o g bk~ W DN

What is the piece of equipment that allows a computer to communicate
with other computers over phone lines?

9. What is called a modem?

10.What is a bridge between digital and analog signals?

11.What does the modem allow?

12.How does the modem get its name?

13.How does the modem change information?

14.How can you use a computer modem?
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2.THE HISTORY OF MODEM

This remarkable device, the modem (from MOdulator—DEModulator)
heralded a new age of communications and played a major role in the explosion
of the internet.

Modems were in action in teletype services since the 1920s. To send
telegrams and cablegrams via teletype, the serial RS-232 standard was
developed and used for teletype machines which could communicate with each
other over phone lines. Each teletype would be physically connected to its
modem (working on 110 bps) via an RS-232 connection and the modems could
call each other to establish a remote connection between the teletypes. What one
typed at a teletype (or had saved on punched paper tape) could be printed on a
remote teletype located far away. No computer was involved.

In 1940 George Stibitz connected a New Hampshire teletype to a

computer in New York by phone lines and developed further the idea of remote,

multiple access to a computer.

When the US Air Force needed a convenient

. signals, modulating digital data into sounds, and
B demodulating received sounds into digital data. It was
the first telephone-line modem.

In 1950s the old 110 bps modem was enhanced

by Bell Laboratories (division of the US company

300 baud Hayes modem  AT&T) to improve upon the Teletype speed of
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approximately 150 bits per second (bps).

In 1960 AT&T came out with a 300 bps modem (for use on it's phone
system), and in 1962 it started selling Bell 103 modems to the public (see the
nearby image). Such slow and expensive modems were later mainly used for
transmitting data between mainframe computers or for connecting a dumb
terminal to a mainframe computer over phone lines. Many dumb terminals didn't
even have a screen display, but printed on paper what you typed at the keyboard
along with responses from the computer.

The first PC modem (80-103A) was created in 1977, by Dale
Heatherington and Dennis Hayes (see the lower image).

Dennis Hayes (born 1950) met Dale
Heatherington (born 1948) at National Data
__| Corporation, when he worked after concluding his

studies at Georgia Institute of Technology.

M ﬁ ; One day, over lunch, sitting once on a
. »dining room table in Hayes' home, Dennis and Dale

Dale Heatherington with ] ] )
IMSAI 8080 computer decided to start a company—Hayes Associates, with
a modest $5000 investment and this boot-strapped
company will become the leader in the industry. They drew out on paper
napkins his idea to provide a way for the earliest microcomputers to
communicate with other computers via telephone lines. The first products were
modem boards for the S-100 bus, then for the Apple Il computers, which were

sold to computer hobbyists in April of 1977.

Solving the interface problems to allow any computer using a standard
serial port to control the modem functions with software, they invented the
Hayes Standard AT command set, introducing the first PC modem in June 1981.

During the 1980s and 1990s, Hayes was a premium brand with a
reputation for high compatibility and reliability. At its peak, its market share was
some 50 percent, and computer magazines encouraged their readers to shy away

from any modem that was not Hayes-compatible. Later Hayes, which was one of
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the strongest brands for 10-20 years, would face financial problems, and in
1990s go out of business.

Heatherington retired in 1985, taking $20 million for his share in the
company. Hayes went bankrupt in 1998 and its assets were liquidated. The
brand name was purchased and revived by onetime rival Zoom.

Exercise 1. Read and translate the text

Exercise 2. Write down unknown words and word-combinations with
transcription and translation.

Exercise 3 Put 10 special questions to the text

Exercise 4. Discuss with your group-mates main problems of the text.

Exercise 5. Make a summary of the text and be ready to tell it
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3.MODAL VERBS AND THEIR EQUIVALENTS:
GRAMMAR RULES AND EXERCISE

could

must

have to

should

would

will shall

Modal verbs and their equivalents

Modanbrbie 2nagonbi U Ux 3K8UGANeHMbI
Can/ to be able (to)/ may/to be allowed (to)/
must/ ought (to)/ to have (to)/

to have got (to) (6puTaHCKWii pa3roBopHbLIi
BapuaHT) /to be (to) / to be obliged (to)/ shall/
should/ will/ would

MoOQanbHbie 2nazonbi 8LIPAMAKOM OMHOWEHUEe
k delicmeuro (e2o HeobxodumMocms,
8EepOoAMHOCMb, BO3MOXHOCL €20
cogepuweHun u dp.).
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MODAL

CAN

BEABLETO
CAN'T

COULD

MAY

MIGHT
MUST

HAVETO
NEEDTO
NEEDN'T
MUSN'T

DON'THAVETO

SHOULD
QUGHTTO

EXAMPLES

He can find any streetin London,
You can fake ataxi
Can you take me to Victoria Station?

He is ableto find any streetin London,

That story can't be true.

| could play tennis when | was younger,
Couldyou take me to Victoria Station?
You could take a taxi.

It may be quickerto travel by train.
May | come in?

It might be quickerto travel by train.

You must be back at 10 o'clock.

Look at the snow. It must be cold outside.

You have to be back at 10 o'clock.
You needtostudya ot

You needn'thave a university degree.
You mustn't drive without a license,
You don't have to call a taxi

You should drive more carefully.

You ought to drive more carefully.

USES
Abilty
Suggestion
Request

bty

Certainty that something i
impossible

Ability

Request

Suggestion

Possibility
Formalrequest/ Permission

Possibility

Obligation

Certainty that something i true.

Obligation
Obligation.

Lack of obligation.
Prohibition

Lack of obligation
Opinion/Advice
Opinion/Advice
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‘' Mopanpuslii rimarox SHOULD
* C MOMOIIBIO 3TOTO I/Iaro/ia Mbl OOBIYHO BhIPAYKAEM
e Jlonr, 06s13aHHOCTH (0OC/1ab/IeHHbIE IO COBETA WJ/IX YIIPeKa).

* A gentleman should be honest in his action. - /[sxenmabmeny
cnedyem 6blmb 4eCmHbIM 8 c8oux nocmynkax (0esHusx).

¢ If you want to succeed, you should have knowledge,
experience and patience. — Ymobbt dobumuca ycnexa, Hy#HO
ob1adamb 3HAHUAMU, ONBIMOM U MepneHueM.

* YnuBneHue, HeZJOpa3yMeHu1e, BO3MYILeHHEe B
BOTIPOCHUTE/IbHBIX MTPEIIOKEeHUSIX (9IMOILOHA/IbHAS PeYb)
nocste csioB why/how.

How should I know? - A omkyda mHe 3Hambv?

* Why should she lie? - Yezo padu eti neamu?

y//daLverbs“a-\~‘%}N%V

® B OT/IMYHE OT TAKHX ! 1AJIBHBIX I'/IAI'OJIOB dHIJINU MCKOTO
sI3bIKa KaK can u l,gi;;, y MOJa/IbHOTO IIarojia must Bcero
JIMILIBb O HA cl)opMa — must B IPOCTOM HaCTOSIILIEM BPeMeHH.
U 5Ta popma yKa3bIBaeT Ha TO, YTO AEHUCTBHE OTHOCHUTCS K

HaCTosIIeMy WM Oyayliemy Bpemenu. Hanpuwmep:

® He must take better care of himself. - Emy Hado ayuwe
cnedums 3a cobotl.

® Must you leave tomorrow? — Tebe HyxcHO 3aempa ye3xcamb?

® B KOCBEHHOM peyy B aHI/IMHMCKOM sI3bIKe MO/ IbHbIMI

rrraros must He rnpereplrieBaeT HUKaKHUX I/ISMEHEHI/II/I, AJda
corziaCcoBaHue BpeM€EH B IdHHOM Ci1y4da€ He pa60TaeT.

® The boss said to the secretary that she must leave the office at
5 p.m. — HauanbHuk ckasan cekpemapto, 4mo oHa 00NN CHA
yxodumsb ¢ pabombsl 8 NAMb 4ACO8 8evepa.
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‘Modal-verbs— .

e B oT/tmuue OoT TaKUX MOJZIA/IbHBIX IVIAroJIOB aHIVIMMCKOTIO

s13L1Ka KaK Can M may, Y MOAAJIBHOTO I/Iarojia must Bcero
b ogHa dopma — must B IPOCTOM HACTOSIIIIEM BPEMEHH.
U >Tta popma ykasbpiBaeT Ha TO, YTO A€MCTBUE OTHOCUTCS K

HACTOsIIeMYy WU Oyayliemy BpemeHu. Hanpumep:

® He must take better care of himself. — Emy Hado nyuwe
cnedums 3a cobotl.

® Must you leave tomorrow? — Tebe HyxcHO 3asmpa ye3xncamuv?
® B KocBeHHOU peyur B aHITIMHWCKOM sI3bIKEe MOZAIBbHBIH
r7Iaroji must He mpeTeprieBaeT HUKAaKUX U3MEHEeHHH, Ja U

COIrsiaCOBaHUE€ BpE€MEH B IdHHOM CJ/Iy4da€ He pa60TaeT:

® The boss said to the secretary that she must leave the office at
5 p.m. — HauanvHuk ckasan cekpemapto, 4imo oHa 0onxuCHa
yxodumb ¢ pabombl 8 NAMb 4ACO8 geyepa.

/[\@Q@L#erbs-? e

"¢ Ec/ii MBI BCTpe4aeM OTpHULIATe/IbHOE TIPeJIOYKeHUE C
MO/Ia/TbHBIM I/IarojioM need, MOMHUM, YTO B 3TOM C/Ty4ae OH
OyZeT BhIPa)XkaTh OTCYTCTBHE HEOOXOIUMOCTH, Pa3pelleHne
He JieJIaTh YTO-1100 (MOXXHO He [1e/1aTh WK He TIPUILIOChH
Jle/1aTh).

* We needn’t work so much. — Ham He HyxicHO pabomamb mak
MHO20.

¢ U eme oguH HIOQHC: MOJA/IBHBIN I71aro need B
orpulaTenbHoi popme (needn’t) B coueTaHUU C
nepdeKTHbIM ¥ HOUHUTHBOM JEMOHCTPUPYET HaM JIeMCTBHE,
KOTOpOe ObLJIO COBEPIIIEHO, HO B KOTOPOM He OBIIO HUKAKOM
HEeOOXOAUMOCTH.

* You needn’t have taken your umbrella. — Tot HanpacHo 83s1a
30HM.

* [ needn’t have gone there. - 3ps s myda xodu..
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"¢ C IoMoI1LbI0 can Mbl MOYXeM He TOJIBKO ITPOCUTh

@

&

2]

&

@

]

MBS verbs ——

pa3penieHrue, HO U CaM#M 4TO-TO IIpeajiaraTh.

Can I offer you a cup of tea? - 5l moecy npedaoxcums Bam
yaweuky 4as?

Can I help you choose a dress for the party? — 5 mo2y nomoub
meb6e eblbpamb naamove 015 8eHepuHKu ?

YnuBneHue, COMHeHUe, HeJloBepuUe.

[TepeBomuTcs miaros can (could) B Takux cry4asix cioBamu
«HEeY)XeJIN», «He MOXXeT ObITb», «BPSIJL IN», «HE BEPUTCSI»,
«BO3BMOYXHO», «BEPOSTHO.

Can these shoes cost so much money? — Heyxcenu amu
mygau cmoavko cmoam? (yduenerue)

He can’t work all day round. - He moxcem 6bimb, ¥mo6bl OH
paboman kpyenvle cymku. (Hedosepue)

“e PaspeuieHue, nmpoch0Oy, 3amper.

@

— Can I take your car for the weekend? - 5 mozy 83amb meoto
MawuHy Ha 8bixodHble? (npocbba)

— Yes, you can. - la, moxcews. (paspewetue)

— But you can'’t exceed the speedplimit. — Ho Henb3s npesvliwwams
ckopocmo. (3anpem)

[Ipochby MBI MOYXEM BBIPA3UTh C MOMOIIBI0 can U could. Takue
IPOCHOBI PA3HSTCS 110 CTENEHU BEXJIMBOCTH.

Can you tell me where the nearest bus station is? - Moxcewb
ckazamy, 2de 6auxcatiwas ocmanoska asmobyca? (makoe
obpaweHue ckopee XxapakmepHo, eciu 8bl 06waemecs C 4eJ108eKOM
gawezo e 603pacma5)

Could you tell me where the nearest bus stop is? - Moaau 6b! Bbi
ckazams, 2de 6auxcatiwas ocmanoska asmobyca? (amo 6onee
8exC1UBBIL 8ONPOC, HaWe AH2AUHAHE B0CNIONb3YIOMCS UMEHHO
makum eapuaHmomM, 4mo6bl 6blMb MAKCUMANLHO 8EHCAUBLIMU U
yumuewsimu 8 6ecede)
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* Ought to - 5TOT MOZA/IBHBIH [/1ar0J1 00/1a5A€T TOTBKO
(l)OpMOI/I HaCTomuero BpeMeHU — . Yl cTouT moMHUTB,
YTO MHOUHNTIE, UCIIO/Ib3YeMBbIH IOC/Ie 3TOT0 MOAA/IBHOTO
rj1arosia, 06;13aTeano ynoTpebisieTcsi C YacTuLie to.

* [ ought to buy something for tea, biscuits or sweets. - MHe
HYJCHO KYyNuUMb YMO-MO K 4aro, NeveHbs UAU KOHgpem.

* You ought to have decided that. - Bam caedogano pewums
amo dasHo.

* MoganpHbIH r1aron ought to Heo6xoaAMMO MepeaBaTh B
IIpe//IOKEHU U TIPU IMTOMOIIY TAKUX CJIOB, KaK «Haz10 (6b1)»,
«caenyeT», «cienoBao (6s1)», «Bbl Ob1». Ec/t HaM Hy>KHa
oTpuliaTebHas Gppasa, nepes ITUMU CJIOBAMU CTABUM
OTPHUILATE/IBHYIO YaCTHUILLY «HE».

Po L verbs ——

"o CMBIC/I MOZA/IBHOTO Iaroa to be to cocTout B ToM, 94TO
HaJIUYMe DTOTO I/IaroJia B IPeIJIOKEHUU I10Ipa3yMeBaeT
IIpeIBAPUTENbHYIO B3ANMHYVIO IOTOBOPEHHOCTD O
HEeOOXOAMMOCTU BbBIMOJTHEHHW I KAKOI0-1M00 JIeHCTBUS.
[ToaTOMY 1 nTepeBoO, 3TOro MOAAJ/IBHOTO I/1Iarosa oyzaeT
ONMHPATHCS Ha TAKYIO JIEKCUKY, KaK «yCJIOBHUJIUCH,
«ZIOTOBOPHJINICH», «JOJDKEH ObI/I, 00sI3aH», «CYXKIEHO»,
«COOUPpaUCHE» U T.Z. DTO MOXXHO OY€Hb YeTKO PAaCCMOTPETh
HA MpeACTaB/IeHHBIX IPHUMepax:

® We are to decide it right now. — Ml 06s3aHbl pewums 3mo
npsamo ceuuac.

* Who is to do the talking today? — Komy cecodHa npedcmoum
eecmu pa3zoeop?

® What am I to tell my parents? — Hy u umo mHe menepb
2oeopumbsb pooumenam?
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‘' MoaanpHBIe IJIarojibl B aHIJIMACKOM A3BbIKE OTHOCATCS K
ocoboti epynne 2nazon08. OHM 0603HAYAIOT BO3MOYXHOCTD,
CITIOCOOHOCTH, HEOOXOAUMOCTD U BEPOSITHOCTh COBEPIIEHHS
NeCTBUSL.

BHa‘-IEHI/IH, BbIpaKa€MbI€ MO Aa/IbHBIMMH I/IaroJiaMu B
AHIJIMM CKOM SI3BIKE

o MO,ZI;aJII)HbIe I71IaroJibl B aHIVIMMCKOM SI3bIKE He
YHOTpe6J'[HIOTCH CaMOCTOATEJ/IbHO, 4 B COY€TaHHH C
I/IH(l)I/IHI/ITI/IBOM OCHOBHOI'O CMbICJIOBOTI'O I'/1IaroJjia, Imocjie Hux
He CTaBUTCA YacTHulla to (ucrcmoquue cocmasaisnem ought).

* [ can do it. — §I mory czenars 3T0.

* You ought to be there. — Bam ciegyer GbITh Tam.

I. Translate the sentences.

1.
2.
3.

12.

4.
S.

13.

6.
7.

14.

8.
9.

10.

Your daughter could do this work herself.

Your friend might have informed them.

He should have shown his notes to the teacher.

You needn't come so late.

Would you tell us the way to the station?

They should have visited her, she was in the hospital.
We should be more attentive to her parents.

Nobody could translate this book.

Must | attend this birthday-party? - No, you needn't.
May | leave for a while? - Yes, you may.

Last spring we would often go to the country.

| asked him, but he wouldn't listen to me.

She has to do this task immediatly.
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11. Who is to answer this question?

Il. Fill in the modal verbs.

(could, must, should, needn't, can, would, ought to, have to, may)

1.1.. not go to the cinema with them last Sunday, I ... revise the
grammar rules and the words for the excersises.

2. My friend lives a long way from his office and ...~ wake up early.

3. All of us ... be in time for lessons.

4. When my friend has his French, he ... stay at the office after work.
He (not) ... stay at the office on Monday, Wednesday and Friday and ...  get
home early.

5.... you... work hard to do well in your French?

6. ..  we discuss this question now? No, we ... . We ... do it

tomorrow morning.

7.1'mgladyou... come.
8.... you... come and have lunch with us next week? I'd love to.
9. Please send them that article. Oh, ... | do it right now?

I11. Fill in the modal verbs.

(must, should, would, can, could, ought to, have to. needn't, may)

1. Your daughter have told about
it.

2. You don't look well, you consult the doctor.

3. You take my dictionary.

4. Why | give you my money?

5 They not do this work themselves.

6. She not speak any foreign language.

7. In winter we often
skate.

8. He to help them, they need his help.

Q. | go with you ? No, you

204



10. you tell me the time?

IV. Translate the sentences.

1. We should not have used that sort of steel.

2. This phenomenon should be explained by thermal expansion.

3. This building should have been constructed a year ago.

4. The tests of materials should have been conducted before their use.
5

The letter should have been sent yesterday.

V. Translate the messages of the computer.

1.Cannot recover non-removable drive X

a) He cinenyer BoccTaHaBIUBATh HECHhEMHBIM HAaKOINTEIb X
0) Henb3s BOCCTaHOBUTH HECHEMHBII HAKOIUTEIb X

B) BoccTaHOoBUTE HECHEMHBIN HAKOTUTENb X

2. Target disk cannot be used for back-up.

a) Jluck, Ha KOTOpPBIA OCYIIECTBIAETCS 3aluCh, HE MOXET OBbITh
WCIIOJIb30BaH AJIsl PE3€PBHOIO KOMUPOBAHUS.

0) He ucnonp3yiiTe AUCK, Ha KOTOPBIM OCYIIECTBISETCS 3alUCh, IS
PE3EPBHOTO KOMMUPOBAHUSI.

B) JluCck, Ha KOTOPBIM OCYIICCTBISCTCS 3alllCh, MOXKET OBITh

HCIIOJB30BaH AJIsI pE3CPBHOTIO KOITMPOBAHMA.

3. Unable to create table in resident memory

a) Bo3aMoxkHO co3naTh TabIMIly B pe3UACHTHOM MaMSITH.

6) HeBo3M0oxHO co3/1aTh TaOJIUILy B PE3UACHTHOM MaMSITH.

B) Co3znaiiTe Tabnuily B pe3UICHTHON MaMsITH.

4. Target diskette may be unusable.

a) Jluckera, Ha KOTOPYIO BEAETCS 3alUCh, SBJISIETCS HEPUTOTHOM.

0) Jluckera, Ha KOTOPYIO BEJIETCS 3aMKUCh, MOXKET ObITh HEIPUTOTHOM.
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B) Jluckera, Ha KOTOPYIO BEJETCS 3aIUCh, JOJIKHA OBITH TPUTOIHOIA.

5. Drive letter must be specified.
a) bykBa, onpenensromas TUCKOBO/I, I0JKHA OBITh OIpeiesieHa
0) bykBa, onpenensronias JUCKOBOI, MOXKET OBITh OIpe/ieieHa

B) bykBa, onpeaenstomias 1MCKOBO/, ONpeeacHa

4.Supplementary Reading

WHAT IS AMODEM IN COMPUTER NETWORKING? DIAL-UP
MODEMS GAVE WAY TO HIGH-SPEED BROADBAND MODEMS
A modem converts data to a signal so it can be easily sent and received
over a phone line, cable, or satellite connection. For transmission over an analog
telephone line—which was once the most popular way to access the internet—
the modem converts data between analog and digital formats in real time for
two-way network communication. In the case of the high-speed digital modems
popular today, the signal is much simpler and doesn't require the analog-to-

digital conversion.

History of Modems
The first devices called modems converted digital data for transmission
over analog telephone lines. The speed of these modems was measured in

baud (a unit of measurement named after Emile Baudot), although as computer

206



technology developed, these measures were converted into bits per second. The

first commercial modems supported a speed of 110 bps and were used by the
U.S. Department of Defense, news services, and some large businesses.

Modems gradually became familiar to consumers in the late 1970s
through the 1980s as public message boards and news services like CompuServe
were built on early internet infrastructure. Then, with the explosion of the World
Wide Web in the mid and late 1990s, dial-up modems emerged as the primary
form of internet access in many households around the world.

Dial-Up Modems

Modems used on dial-up networks convert data between the analog form

used on phone lines and the digital form. An external dial-up modem plugs into
a computer at one end and a telephone line on the other end. In the past, some
computer makers integrated internal dial-up modems into the computer.

Modern dial-up network modems transmit data at a maximum rate of
56,000 bits per second. However, the inherent limitations of public telephone
networks often limit modem data rates to 33.6 Kbps or lower.

When you connect to a network through a dial-up modem, the modem
relays through a speaker the distinctive handshaking sounds between your
device and the remote modem. Because the connection process and data patterns
are similar each time, hearing the sound pattern helps you verify whether the
connection process is working.

Broadband Modems

A broadband modem like those used for DSL or cable internet access uses

advanced signaling techniques to achieve dramatically higher network speeds

than earlier-generation dial-up modems. Broadband modems are often referred

to as high-speed modems. Cellular modems are a type of digital modem that

establishes internet connectivity between a mobile device and a cell phone

network.
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The word modem is a mashup of the term modulation/demodulation,
which is the technical term for the conversion between digital and analog
signals.

External broadband modems plug into a home broadband router or other

home gateway device on one end and the external internet interface such as a
cable line on the other. The router or gateway directs the signal to all the devices
in the business or home as needed. Some broadband routers include an
integrated modem as a single hardware unit.

Many broadband internet providers supply suitable modem hardware to

their customers at no charge or for a monthly fee.

TEXT 2 Modem: What is a Modem? Types of Modems

Modem is abbreviation for Modulator — Demodulator. Modems are

used for data transfer from one computer network to another computer network
through telephone lines. The computer network works in digital mode, while
analog technology is used for carrying massages across phone lines.

Modulator converts information from digital mode to analog mode at
the transmitting end and demodulator converts the same from analog to digital

at receiving end. The process of converting analog signals of one computer

network into digital signals of another computer network so they can be
processed by a receiving computer is referred to as digitizing.

When an analog facility is used for data communication between two
digital devices called Data Terminal Equipment (DTE), modems are used at

each end. DTE can be a terminal or a computer.

Analog Signal
Digital Signal

VANANANANA! Digital Signal
L a 1 LA S A A s
Ea ™ ' e
= ’ Telephone Line g7

Modulation/DeModulation
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The modem at the transmitting end converts the digital signal generated

by DTE into an analog signal by modulating a carrier. This modem at the

receiving end demodulates the carrier and hand over the demodulated digital

signal to the DTE.

Digital

ToDTE ¢ interface

=

Transmitter
(Modulator)

Receiver
{Demodulalor)

Ling
interface

¥ Transmission

medium

Building biocks of a modem

l Telephone

instrument

The transmission medium between the two modems can be dedicated

circuit or a switched telephone circuit. If a switched telephone circuit is used,

then the modems are connected to the local telephone exchanges. Whenever data

transmission is required connection between the modems is established through

telephone exchanges.

TYPES OF MODEMS

» Modems can be of several types and they can be categorized in a number

of ways.

* Categorization is usually based on the following basic modem features:

1. Directional capacity: half duplex modem and full duplex modem.

2. Connection to the line: 2-wire modem and 4-wire modem.

3. Transmission mode: asynchronous modem and synchronous modem.

Half duplex and full duplex Modems

Half duplex

1. A half duplex modem permits transmission in one direction at a time.

209


https://ecomputernotes.com/images/Building-Blocks-of-a-Modem.jpg

2. If a carrier is detected on the line by the modem, | gives an indication
of the incoming carrier to the DTE through a control signal of its digital
interface.

3. As long as they camel' IS being received; the modem does not give

permission to the DTE to transmit data.

Medom Wedam
Requost #o Sead ——— .
Roquestto Send = .
o 4 ' Yos 4t .
Doty e # - Oungoing Carrier
Incoming Carrier -
naphl” " W = [ncoming Carrier . .
Indication , Incoming Camier o o . ........ “ Incomieg Cartior
ledication
Dats « _*-'. MO-‘Q
{8) Hal Doglex Modem (b} Full Duglex Modem
Full duplex

« Afull duplex modem allows simultaneous transmission in both
directions.

* Therefore, there are two carriers on the line, one outgoing and the other
incoming. Wire and 4-wire Modems

e The line interface of the modem can have a 2-wire or a 4-wire
connection to transmission medium. 4-wire Modem

* In a 4-wire connection, one pair of wires is used for the outgoing carrier
and the other pair is used for incoming carrier.

* Full duplex and half duplex modes of data transmission are possible on a
4- wire connection.

* As the physical transmission path for each direction is separate, the same

carrier frequency can be used for both the directions.
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4wire-Modem

2-wire Modem

* 2-wire modems use the same pair of wires for outgoing and incoming
carriers.

* A leased 2-wireconrlection is usually cheaper than a 4-wire connection
as only one pair of wires is extended to the subscriber's premises.

* The data connection established through telephone exchange is also a 2-
wire connection.

* In 2-wire modems, half duplex mode of transmission that uses the same
frequency for the incoming and outgoing carriers can be easily implemented.

* For full duplex mode of operation, it is necessary to have two
transmission channels, one for transmit direction and the other for receive
direction.

 This is achieved by frequency division multiplexing of two different
carrier frequencies. These carriers are placed within the bandwidth of the speech

channel.

4 . wire connection
—_f

DTE Modem Modem DTE

f: carrier frequency

(a) Hailf Duplex
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Asynchronous & Synchronous Modems

Asynchronous Modem

* Asynchronous modems can handle data bytes with start and stop bits.

* There is no separate timing signal or clock between the modem and the

DTE.

edge

 The internal timing pulses are synchronized repeatedly to the leading

of the start pulse.
Data ——»
B l g : MODEM j¢—>
itart bit Stopbit
Data +—
Asynchronous modem

Synchronous Modem

» Synchronous modems can handle a continuous stream of data bits but

requires a clock signal.

* The data bits are always synchronized to the clock signal.
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* There are separate clocks for the data bits being transmitted and
received.
* For synchronous transmission of data bits, the DTE can use its internal

clock and supply the same to the modem.

Synchronous Data

r Data

Transmit Clock «—————»

I’ || |HH|H Il Received clock «

Date <+—

Modem -

Synchronous Modem

Modulation techniques used for Modem:

The basic modulation techniques used by a modem to convert digital data
to analog signals are :

» Amplitude shift keying (ASK).

* Frequency shift keying (FSK).

* Phase shift keying (PSK).

* Differential PSK (DPSK).

These techniques are known as the binary continuous wave (CW)
modulation.

* Modems are always used in pairs. Any system whether simplex, half
duplex or full duplex requires a modem at the transmitting as well as the
receiving end.

* Thus a modem acts as the electronic bridge between two worlds - the

world of purely digital signals and the established analog world
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1. CYBERTERRORISM: DEFINITION, HISTORY, TYPES

Cybercrime is criminal activity that entails the use of a computer system,
computer technology, or the internet.

-
3

Cyberterrorism | Computer viruses § §

CORRECT PASSWORD

z ! dentity theft ~ Cyberbullying
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TEXT 1 CYBERTERRORISM AS THE SIGNIFICANT THREAT

Cyberterrorism has increasing become one of the most significant threats
nationally and internationally. Being that the internet makes it easier for terrorist
to communicate, organize terrorist cells, share information, plan attacks; the
internet also is used to cyber terrorist acts.

Since the September 11th terror attacks on the US, American have
remained on high alert for possibly another terror attack. The government has
many action plans ready in the event that they get wind of another attack or an
attack happens. Law enforcement has received training in terrorism prevention
and detection techniques, granted terrorist are always looking for ways to improve
their methods of attack.

The use of computers and the internet have been an important part of our
daily lives. Computers and the internet makes life easier because they can be used
for “storing information, processing data, sending and receiving messages,
communication, control machines, typing, editing, designing, drawing” and many
other aspects of life. Businesses, government and different industries have all
become accustom to information technology. Their reliance on information
technology creates lots of opportunities for terrorism. Being that computer play
such a big role in our lives it stimulates criminals and terrorist to plan and create
attacks. This is where cyberterrorism comes into play. There is a lot of
misinterpretation of what the definition of cyberterrorism is and what is actually
considered cyberterrorism.
Despite the substantial investment in technology and infrastructure,
cyberterrorism is one of the major challenges when it comes to terrorism.
"Terrorists can sit at one computer connected to one network and can create

worldwide havoc."
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What is Cyberterrorism?

There are so many interpretation of the term cyberterrorism, but they all
mean the same thing just different aspects of the terminology. The FBIs definition
of cyber terrorism is “the unlawful use of force or violence against persons or
property to intimidate or coerce a government, the civilian population, or any
segment thereof, in furtherance of political or social objectives.” (Krasavin ) The
U.S. Department of State defines cyberterrorism as “premeditated politically
motivated violence perpetrated against noncombatant targets by sub-national
groups or clandestine agents.” The U.S. National Infrastructure Protection Center
defines it as a ‘“criminal act perpetrated by the use of computers and
telecommunication capabilities, resulting in violence destruction and/or disruption
of services to create fear by causing confession and uncertainty within a given
population to conform to particular political, social or ideological uses cyber-

attacks to take advantage and possibly causes harm or death.”

The history of cyber terrorism

“The history of cyber terrorism has already been established as a way of
stealing money and shutting down important national systems. Cyber terrorism is
an even greater issue today as more and more corporations are running their
businesses online, and more people are willing to share information over the
Internet.” (Sizemore, 2007) Cyberterrorism doesn’t date that far back because the
use of the computers and the internet is relatively new. It was just in the past
decades that cyber security threats has surface worldwide. “Obvious targets of
cyber terrorism consist of critical infrastructure including transportation, electric
power grids, oil and gas distribution, telecommunications, air traffic and financial
institutions.” (Olmstead and Siraj, 2009) Cyberterrorism has been around since
the late 1980s, which the number of terrorist attack has increased since September
11th. There are several types of cyber terrorism activities which include email
bombing, hacking into government portals, banking water and hospital websites

to cause harm and endanger the lives of others. The cost of cleaning up after
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attack not matter if its viruses or worm to malicious computer code to destroying
all the data on a computer system can be very costly. “The worldwide cost
reached $17.1 billion in 2000, a 41 percent increase over the previous year,
according to Computer Economics, an information technology research firm

based in Carlsbad, California.”

Examples of Cyberterrorism

Cyber-terrorism can be the use of computing assets to threaten or force
others. There are so many examples of cyberterrorism some bigger than others.
An example of cyberterrorism could be “hacking into a hospital computer system
and changing someone's medicine prescription to a lethal dosage as an act of
revenge.”

1996 - White Supremacist movement

An alleged White Supremacist movement computer hacker brought down
Massachusetts Internet Service Provider (ISP) and destroyed a significant fraction
of its record keeping system when the ISP had tried to stop him from using it to
disseminate racist messages globally using its name. He left a message: “You
have yet to see true electronic terrorism. This is a promise.”

1998 - Spanish protestors & Internet Black Tigers

The Institute for Global Communications (IGC) was flooded with
thousands of spam email from Spanish protestors. It brought down the ISP’s
network causing a jam-up of all email on its network and all its users couldn’t
receive email. These users kept calling the ISP’s support lines hogging these lines
and creating problems for the ISP. The IGC staff and member accounts were also
flooded and their Web pages were filled with fake credit card orders. The group
of protestors also threatened to do the same to organizations which employ IGC’s
services as they wanted IGC to stop hosting the website of the Euskal Herrial
Journal, a publication based in New York which supported Basque independence.
As a section on the site contained information on the terrorist group ETA, which

was responsible for assassinating Spanish political and security officials and
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attacks on military installations, the protestors accused the IGC of supporting
terrorism. In the end, IGC gave in and removed the site because it was flooded
with too much email.

1999 - Attack against NATO computers

NATO computers were flooded with email and hit with Denial of Service
(DOS) attacks by hackers, who were activists, protesting the NATO bombings
during the Kosovo conflicts. Businesses, public organizations and academic
institutions reportedly received highly politicized emails filled with viruses from a
host of European countries. When the US accidentally bombed the Chinese
embassy in Belgrade, Chinese hactivists put up messages on US government
websites stating "We won't stop attacking until the war stops!”

Levels of cyber terror capability

Simple-Unstructured: The capability to conduct basic hacks against
individual systems using tools created by someone else. The organization
possesses little target analysis, command and control or learning capability

Advanced-Structured: The capability to conduct more sophisticated attacks
against multiple systems or networks and possibly, to modify or create basic
hacking tools. The organization possesses an elementary target analysis capability
and command and control structure for sequential attacks from a single location.
Some learning ability - can assimilate some new technologies and train personnel.

Complex-Coordinated: The capability for coordinated attacks capable of
causing mass-disruption. Ability to analyze vulnerabilities, penetrate integrated,
heterogeneous defenses (including cryptography) and create attack tools. It has
the strong ability to conduct target analysis and high confidence in results. Strong
command and control structure capable of employing multiple, simultaneous
attacks from different locations. Strong organizational learning capacity — can
keep up with latest technology, train personnel, diffuse knowledge throughout the
organization, and make necessary doctrinal and organizational changes to

enhance capabilities
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Answer the questions

& ? ? 1. Explain what cyberterrorism is. cyberterrorism is.
‘l‘? 11 .f?? ? 2. Can a universal definition of cyberterrorism be created?
? ,!?Q“ 2 T Why do you think so?
Q) e
b

)
?. 3.  Why is a definition of cyberterrorism important?
! 4. Cyberterrorist attacks have three key components:
Motive, Intent, and Target. What are these motives, intent,

and targets?

5. Has a case met all the requirements to be an act of cyberterrorism
happened? Why or why not?

6. How can cyberterrorism be combated?

7. Who is a hacktivist?

8. Describe some ways that cyberwarfare differs from general cyberterrorism.
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2.CYBERCRIME

Read different definitions of cybercrime. Three of these definitions
come from official bodies, agencies or institutions. There are a few of the

typical features of formal language:

A. Any criminal act that has to do with computers and networks; it also

includes traditional crimes conducted through the Internet.

B. Any crime that is committed using a computer network or a hardware

device.
C. Sophisticated attacks against computer hardware and software.
D. Any crime that involves a computer and a network.

E. Criminal acts that are committed online by using electronic

communications networks and information systems.

F. Crimes which are directed at computers or other devices (for example,

hacking), and where computers or other devices are integral to the offence.

G. Using a computer as an instrument for illegal ends, such as committing
fraud, trafficking in child pornography and/or intellectual property, stealing

people’s identity, or violating privacy.

H. The violation of laws involving a computer or a network.

Exercise 1. Choose the definition of cybercrime that you agree most
with (A-H).
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Exercise 2. Give one reason for each of the other definitions that has

made you decide they are not the best.

LEGAL ‘DEFINITIONS’ OF CYBERCRIME

Read the text below and decide if the statements below (1-5) are true or
false (T/F) with reference to the text. Pay attention to ‘definitions’ of

cybercrime which depend on the aim of using the term.

A limited number of acts against the confidentiality, integrity and
availability of computer data or systems represent the core of cybercrime.
Beyond this, however, computer-related acts for personal or financial gain or
harm, including forms of identity-related crime, and computer content-related
acts (all of which fall within a wider meaning of the term ‘cybercrime’) do not
lend themselves easily to efforts to arrive at legal definitions of the aggregate
term. However, a ‘definition’ of cybercrime is not as relevant for other purposes,
such as defining the scope of specialised investigative and international
cooperation powers, which are better focused on electronic evidence for any

crime, rather than a broad, artificial ‘cybercrime’ construct.

Statements:

1. The core of cybercrimes refers to a list of

ﬁ expressly defined crimes. T/F
/'® ®

VT* 2. Computer-related acts only fall within the

harm. T/F

scope of cybercrime if they result in causing personal

3. It is quite difficult to define acts that constitute cybercrimes. T/F
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4. Without defining the individual cybercrimes precisely the scope of

investigative powers cannot be specified. T/F

5. The core focus of the investigative and international cooperation

powers is discovery of specific evidence of any criminal offence as such. T/F

Read the text below which has been taken from the EUROPOL website
and fill the gaps necessary form of the verb provided in square brackets. Look
for clues in the text to help you decide which tense to use. Remember to check
if the form should be an active verb (such as generate) or a passive one (is/are
generated). Please note that alternative verb forms are provided in

parentheses.

Cybercrime is an EMPACT10 priority for the policy cycle from 2013 to
2017: the aim is to combat cybercrimes that (A) are committed (have been
committed) [commit] by organised crime groups and that (B)

[generate] large profits from such activities as online

and payment card fraud, cybercrimes that cause serious harm to their victims
such as child sexual exploitation, and cyberattacks, which (C)

[affect] critical infrastructure and information systems

in the EU.

Technical innovation (D) can [harness] for social

good, but just as readily for nefarious11 ends. This is truer of cybercrime than of

perhaps any other crime area. And cybercriminals (E)

[get, also] more aggressive. That’s why Europol and its partner organisations

(F) [take] the fight to them on all fronts.

According to the most recent Internet Organised Crime Threat

Assessment (IOCTA), cybercrime (G) [become] more

aggressive and confrontational. This (H) can [see]
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across the various forms of cybercrime, including high-tech crimes, data

breaches and sexual extortion.

Cybercrime is a growing problem for countries, such as EU Member
States, in most of which internet infrastructure is well developed and payment
systems are online. But it is not just financial data, but data more generally, that
Is a key target for cybercriminals. The number and frequency of data breaches

are on the rise, and this in turn (1) [lead] to more cases

of fraud and extortion.

The sheer range of opportunities that cybercriminals (J)

[seek] to exploit is impressive. These crimes include:

» using botnets—networks of devices infected with malware without their

users’ knowledge— to transmit viruses that (K) [gain]

illicit remote control of the devices, steal passwords and disable antivirus

protection;

» creating “back doors” on compromised devices to allow the theft of

money and data, or remote access to the devices to create botnets;
* creating online fora to trade hacking expertise;
* bulletproof hosting and creating counter-anti-virus services;
* laundering traditional and virtual currencies;

committing online fraud, such as through online payment systems, carding

and social engineering;

« various forms of online child sexual exploitation, including the
distribution online of child sex-abuse materials and the live-streaming of child

sexual abuse

* the online hosting of operations involving the sale of weapons, false
passports, counterfeit and cloned credit cards, and drugs, and hacking services.
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Malware, or malicious software, (L)

and (M)

High-tech crimes

[infiltrate]

[gain] control over a computer system or a

mobile device to steal valuable information or damage data. There are many

types of malware, and they (N) can

[complement] each

other when performing an attack.

Reread the text in part a) and look at the underlined words. Do you

understand their meanings? Are the meanings already provided in the text? If

not, look them up.

EXERCISES
TEST
1. What are some| A. easier to bully, make bullying more open to
common forms of cyber | other people, no physical torment only
crime? mental/verbal

2. Describe a computer

as an instrument of
crime.
3. Obscenity Online:

Cyber Bullying: Trends,
offender/victim details

4. Describe a computer
as incidental to a crime.

5. What is a honeypot
and what is it used for?
6. Crimes associated
with the prevalence of

computers
7. What is a honeynet
and what is it used for?

B. use of a computer to carry out illegal action.
I.e. vandalism, DoD attacks,

C. fake computers/servers set up as a decoy with
vulnerabilities to deter cyber intruders from getting
to real system, these are then used to study the
actions of intruders to prevent future occurrences.
- this study can then be disseminated to other
organizations to help protect their infrastructure

D. These types of crimes are occurring as a
result of modern advancements of technology and
widespread use of computers.

E. theft, fraud, destruction of data files,
extortion, gambling, stalking, pornography,

F. multiple honeypots linked together to form
one large decoy network.
- seeks to raise awareness of threats and
vulnerabilities, educate and inform security
professionals

G. not primary instrument of crime, but
facilitates it, such as money laundering
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computer or its data is the target of the crime
1. © Describe a computer as incidental to a crime.
2. © What is the "Silk Road"?
3. © white collar crime

4. © Computer as a target
mostly directed towards committing cyber crimes with the intention of aiding a

terrorist organization. also using technology to communicate with terrorists
1. © Computer as a target
2. © Cyberterrorism
3. © white collar crime

4. © Obscenity Online: Sex tourism:
Makes stalking easier, can spread slander about victim to many people. can stalk
them virtually, steal personal info and find new addresses or phone numbers.

may set up webpage dedicated to victim

1. © Obscenity Online: Cyber Bullying: Trends, offender/victim details

2. © Crimes associated with the prevalence of computers

3. © Obscenity Online: Cyberstalking: how has the internet changed

stalking?
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4.

© Obscenity Online: Sex tourism:

4. issues- no single policy plan for computer investigations

What is a honeynet and what is its appliance?
What is the issue of current computer investigations?
© What is the "Silk Road"?

© What is the USA PATRIOT Act?

5. online drug, firearms, and illegal merchandise trading

© What is the USA PATRIOT Act?
What are some common forms of cyber crime?
Computer as a target

© What is the "Silk Road"?

6. - self-proclaimed civil rights group that believes in relationships between men

and boys

© Obscenity: NAMBLA:
Role of the 4th Amendment in cyber realm.
How can Honeypots/Honeynets help law enforcement

Who is the biggest player in economic computer crimes against

businesses?

7. They can understand how hacker access certain things and create a guardian in

response

1.
2.

© Role of the 4th Amendment in cyber realm.
© Who is the biggest player in economic computer crimes against

businesses?

© What are some common forms of cyber crime?

“ How can Honeypots/Honeynets help law enforcement
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6 6onpocos "eepno-nesepno"
ﬁ . - pen/trace- Electronic Communications Privacy Act
‘/ v - (ECPA): regs how gov't can obtain info from ISPs
. - computer fraud and abuse act 1984- focuses on
unauthorized access to computers
. - Economics Espionage act- impose criminal penalties on theft of trade secrets

. - family entertainment and copyright act- increases penalties attached to acts of

piracy — What are some common forms of cyber crime?

BepHof! Hesepno
. employees of victimized companies — How can Honeypots/Honeynets help law

enforcement

© Bepno © Hesepno

. 1/2 are children. online can have forums or hidden vacation package deals for

sex tourism in places like southeast Asia. — Obscenity Online: Sex tourism:

Bepno © Hesepno

. Term coined by Edwin Sutherland

. A crime committed by a person high social status in the course of his work.

. Has to happen during one's occupation. — What is the USA PATRIOT Act?

Bepno © Hesepno

10.Uniting and Strengthening America by Providing Appropriate Tools Required to

Intercept and Obstruct Terrorism

11.- after 9/11 expanded use of surveillance tools: wiretaps, search warrants,

pen/trap and trace orders, court orders.

12.- new revisions sought to backup constitutional rights — What is the "Silk

Road"?

Bepno © HesepHno
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13.right against unreasonable search and seizure, unless probable cause is present;
best way to protect yourself is a warrant.

14.- search warrant: to get --> crime has occurred, evidence exists, exclusionary
rule- evidence collected without warrant cannot be used in court of law,
inevitable discovery doctrine- normal police investigation would have
discovered the evidence and can now be used in court — How can

Honeypots/Honeynets help law enforcement

Bepno © Hesepno
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3.ABBREVIATIONS OF CYBERSPACE

Abbreviations
ASAP FAQZ=
VAT MP

CERT Computer Emergency Response Team

CSIRT Computer Security Incident Response Team

ECHR European Convention for the Protection of Human Rights and
Fundamental Freedoms

ECtHR European Court of Human Rights

EU European Union

EUROPOL European Police Office

G8 Group of Eight

GDP Gross domestic product

HDI Human Development Index

ICCPR International Covenant on Civil and Political Rights

ICCPR-OP2 Second Optional Protocol

to the International Covenant on Civil and Political Rights, aiming at the
abolition of the death penalty

ICERD International Convention on the Elimination of All Forms
of Racial Discrimination

ICESCR International Covenant on Economic, Social and Cultural Rights

ICRMW United Nations International Convention on the Protection of the
Rights of All Migrant Workers and Members of Their Families

ICT Information and communications technology

INTERPOL International Criminal Police Organization

IP Internet protocol

ISP Internet service provider

IT Information technology
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ITU International Telecommunication Union

NFC Near field communication

P2P Peer-to-peer

SCO Shanghai Cooperation Organisation

SMS Short message service

UNESCO United Nations Educational, Scientific and Cultural
Organization

UNODC United Nations Office on Drugs and Crime

UNSC United Nations Security Council

URL Uniform Resource Locator

USB Universal serial bus

VGT Virtual global taskforce

WEF World Economic Forum

Ex. 1 Look at the examples above and try to complete the missing words

or letters (small spaces) in parentheses. Translate them.

1.AS (A __ s Server)

2. ATM (A T Machine)
3.BTB__ th)

4.BW(@Band )

5. CERT (Computer E R Team)
6. CNP Transaction (C _ __ Not Present Transaction)
7.CPS (C s per Second)

8.CSP (C ____ Service Provider)

9.CSV (C ____ -separated values)

10.DBMS(D eM ment System)
11.DL(D __ ad)

12. DNS (D ____ n Name System)

13.EFS(En_ ing File System)

15. FAQs (F A Q )
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15.
16.
17.
18.
19.
20.
21.
22.
23.
24,
25.
26.
217.
28.
29.
30.
31.
32.
33.
34,
35.
36.
37.
38.
39.
40.
41.
42.
43.
44,

FxP (F _ __ExchangeP
GB ( )

IP (I Protocol)

IS (I Systems)
ISP (I S Provider)
IT (I T )
L.cb(L____dc___ Display)
MB ( )

_____ Stick)

NFS (Network F _ System)
obBCoOo___D__ se Connectivity)

OLTP (Online T n Processing)
OS (O System)

RAT(R__ e Administration T __ 1)
RC(R___  nCode)
ROM(R___O___ Memory)

SMTP (S Mail T r Protocol)

SSD (Software Spe Document)
TB ( )

URL (U Resource L tor)
VGA (Video Graphics Adapter)
VR (V Reality)
WANMW __ AreaN_

WAP (W Access P )
WiFi (W F y)

WLAN (W L AreaN
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EX.2 In the following activities you will review your knowledge of acronyms

and abbreviations used in IOCTA, organizations and authorities, and

telecommunications. Write the letter next to the abbreviation.
a) PART I: IOCTA general abbreviations

1 APT

2 APWG
3AVC
4 CaaS
5CAM
6 ClI
7CVV
8 DNS

9 EMAS
10 EMMA
11 1P
12 ISP
13 1P

14 OCG

a) Internet service provider

b) European Money Mule Actions
¢) Crime Abuse Material

d) European Malaware Analysis System
e) Critical Infrastructure

f) Advanced Persistent Threat

g) Domain Name System

h) Card Verification Value

1) Crime-as-a-Service

J) Anti-Phishing Working Group
k) Internet Protocol

I) Automated Vending Card

m) Organised crime group

n) Invisible Internet Project

b) PART II: Organizations and authorities

1 CERT

2 J-CAT
3 ENISA
4 EC3

5 EAST

6 SCADA

a) European Cybercrime Centre

b) Serious and Organised Crime Threat Assessment

c) Supervisory control and data acquisition systems

d) European Union Agency for Network and Information
Security

e) Computer emergency response team
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7 SIENA
8 SOCTA
9 SWIFT
10 CSIRT

f ) Society for Worldwide Interbank Financial

g) Computer Security Incident Response Team

h) Secure Information Exchange Network Application
1) European Association for Secure Transactions

J) Joint Cybercrime Action Taskforce

c) PART I1l: Telecommunications

1 THB
2 Tor

3 URL
4 TAN
5 VolP
6 VPN

a) Transaction Authentication Number
b) Trafficking in human beings

¢) The Onion Router

d) Virtual private network

e) Uniform resource locator

f ) Voice-over-Internet Protocol
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4. SUPPLEMENTARY READING

Introduction to crime prevention

‘Crime prevention’ refers to the strategies and measures that seek to
reduce the risk of crimes occurring, and their harmful effects on society and
persons, through interventions that influence the multiple causes of crime. The
US Guidelines for the Prevention of Crime highlight that government leadership
plays an important role in crime prevention, combined with cooperation and
partnerships across ministries and between non-governmental organizations,
authorities, the business sector, community organizations and private citizens.

Crime prevention practice begins with basic principles (such as
leadership, cooperation, and the rule of law), suggests forms of organization
(such as crime prevention plans), and leads to the implementation of methods
(such as development of a sound knowledge base) and approaches (including
reducing criminal opportunities and target hardening).

Cyber crime presents particular challenges of crimeprevention. These
include the increasing ubiquity and affordability of online devices leading to
large numbers of potential victims; the comparative willingness of persons
to assume ‘risky’ online behaviour; the possibility for anonymity and
obfuscation techniques on the part of perpetrators; the transnational nature of
many cyber crime acts; and the fast pace of criminal innovation. Each of these
challenges
has implications for the organization, methods and approaches adopted for

prevention of cyber crime.
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Methods will need to ensure a constantly updated picture of cyber threats, and
approaches will need to involve a range of stakeholders — in particular the
private sector organizations that own and operate internet infrastructure and

Services.

l.Haiizute B TEKCTE€ W  BBIIMIIMTE W3 HEr0  MPEIIOKCHUS,
JEMOHCTPUPYIOLIME T€ WIM WHbIE U3YYEHHBIE BaAMH I'PAMMATUYECKUE SIBIICHUS
(BHUmO-BpeMeHHbIe (hOPMBI TIIaroja, HEJIUYHbIe (POPMBI TJIArojia, MOJAIbHOCTD,
HECTaHJApTHBIE CIy4al YHOOTPEOJEHHS] MHOKECTBEHHOTO YHCIA, CTEIECHH
CpaBHEHMS, TUIBI MIpeiokeHuil). [loquepkHUTE 3TU SBJICHUS U TaiTe MEPEBOL
ATUX MPEITOKEHUIM.

2. Beimmummte u3 Tekcta 10 He3HAKOMBIX CJIOB M BBIPAKEHUW U COCTABbTE
C HUMH TPEJIOKECHUS B PA3JIMYHBIX BUJIO-BPEMEHHBIX (hOpMax U B Pa3HbIX
TUIAX NPeJI0KEeHUN (YyTBEPAUTEIBHOM, OTPULIATEIBHOM, BOIPOCUTEIBHOM).

3. Cdopmynupyiite 10 crnenuaibHBIX BOIIPOCOB, PACKPBIBAIOIIUX
OCHOBHOE COJIEpKAaHHUE.

4, Hanumyte aHHOTAIMIO U BBIPA3UTE CBOE OTHOIIICHHUE K MPOYUTAHHOMY.

Prevention of Cyberterrorism

According to the Info Security there are several ways to prevent
cyberterrorism. Listed below is what Info Security felt were the best way to
prevent cyberterrorism:

-having highly trained internationally certified, experienced security
professional that analyze the problem

-policies, practices, tests, hardware, software, literature, training and
education is designed to protect against cyber attacks

-Implementing strong access control systems to ensure that only authorized

individuals can access cyber systems

235



-Using strong encryption to ensure confidentiality and integrity of
information stored, processed, and transmitted on and through cyberspace

-Closely monitoring all cyber activity by using log files and log analyzers

-Keeping policies up to date, and ensuring they are strictly enforced

-Implementing effective detection systems to recognize cyber-attacks
quickly

-Appointing active cyber security leadership to implement a real-time
national defense strategy

l.Haiizute B TEKCTE€ W  BBIIUIIUTE W3 HEr0  MOPEIJIOKCHUS,
ACMOHCTPUPYIOIIHUEC TC WJIM MHBIC M3YYCHHBIC BAMHU I'PAMMATHUUYCCKUC SABJICHUSA
(BI/IIIO-BpeMeHHBIe q)OpMBI rijaroJjia, HCJIMYHbIC ¢)0pr1 rijaroja, MoJaJIbHOCTb,
HCCTAaHAAPTHBIC ClIy4dau yrIOTpe6J'I€HI/I$I MHOXXECTBCHHOI'O 4YHCJIa, CTCIICHU
CpaBHCHHA, TUIIbL HpGﬂHO)KGHHﬁ). HOI[‘IepKHI/ITe 9TU ABJICHUA U I[EU?ITG IepeBoa
ITUX HpGI[JIO)KGHPIﬁ.

2. Bemmummre n3 texcra 10 HE3HAKOMBIX CJIOB U BBIPAKEHUH U COCTABHTE
C HUMH IPCAJIOKCHHUA B PA3IMYHBIX BHUIO0-BPCMCHHBIX (bopMax N B Pa3HbIX
TUIAX NPEJI0KEeHUN (YTBEPAUTEIBHOM, OTPULIATEIBHOM, BOIPOCUTEIBHOM).

3. Cdopmynupyiite 10 crnenuaibHBIX BOIPOCOB, PACKPHIBAIOIINX
OCHOBHOC COACPIKAHUC.

4. Hanuiyte aHHOTAIMIO U BBIPA3UTE CBOE OTHOIICHHUE K MPOYUTAHHOMY.

Cybercrime strategies
Many countries framed responses related to prevention of cyber-crime

within the overall context of the need for a national cyber-crime strategy.In its
turn, a lot of countries also highlighted the strong links between cyber-crime and
cyber-security strategies.

Countries referred to all of ‘cyber’ strategies, ‘cybe-rsecurity’ strategies,
‘information security’ strategies, ‘cyber-space’ strategies, and ‘cyber-crime’

strategies when asked about the existence of a national strategy (or equivalent)
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‘for cybercrime’,.10 This range of responses highlights the increasing
interdependence of citizen security and vulnerability to cyber- crime, and the
security of national computer infrastructure, as well as that of transnational
corporations. While significant overlap exists between cyber crime and cyber
security approaches, the two fields nonetheless also have some differences.

Rather it seeks to reflect information provided through the Study
questionnaire, encompassing all strategy

types reported.

Overall, around 30 per cent of responding countries indicated the
existence
of a national cybercrime strategy. Depending upon theregion, a further 20 to
50 per cent of countries reported that such a strategy was under preparation.
Countries in Africa, Asia and Oceania reported the lowest levels of cybercrime
strategies — with 50 per cent or more of countries indicating that such an
instrument did not exist.
Cyber-crime strategies are important for ensuring that national law enforcement
and criminal justice responses fully take into account both the challenges of
cyber-crime, as well as electronic evidence components of all crimes.
The development of a cyber crime strategy represents a critical first step in
determining operational and strategic priorities before engagement in processes
such as legislative reform.
As evidenced by the range of country responses, cyber crime strategies may be
prepared as ‘stand-alone’ documents, or integrated as cyber security strategies
components.

l.Haiinute B TEKCTE€ W  BBIIHUIIUTE W3 HEr0  MNPEIJIOKEHHUS,
ACMOHCTPUPYIOIIHUC TC HJIM MHBIC MU3YYCHHBIC BaAMH I'PAMMATUYCCKUC ABJICHUA
(Bumo-BpeMeHHbIEe (POPMBI TJIarosia, HeJIMYHbIE (POPMBI TIIarosia, MOJIAILHOCTD,
HCCTAaHAAPTHBIC ClIy4dau yHOTpC6J'I€HI/I$I MHOX>XXECTBCHHOI'O 4YHCJIa, CTCIICHU
CpaBHEHMSI, TUIBI NIpeIokeHuil). [ToquepkHUTe 3TU SBJICHUS U JJAWTE MEPEBOT

ITUX MPEIIOKEHUM.
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2. Boinumute u3 Tekcta 10 He3HAKOMBIX CJIOB M BBIPAXKEHUW U COCTABbTE
C HUMH TIPEIJIOKEHUS B Pa3IMYHBIX BUIO-BPEMEHHBIX (OpMax W B Pa3HBIX
TUIAX NPeJIoKeHUN (YTBEpIUTENBHOM, OTPUIIATEIbHON, BOIIPOCUTEIBHOM).

3. Cdopmynupyiite 10 cnenmuaibHBIX BOIPOCOB, PACKPHIBAIOIINX
OCHOBHOE COJIEpKaHHUE.

4. Hanummre AHHOTAllIO U BBIPA3UTC CBOE OTHOILICHME K IMPOYUTAHHOMY.
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[MTPMJIOXKEHUA
[Tpunoxenue 1

TecToBble 3aqaHNs 1)1 CAMOKOHTPOJISI
MO CIEIHAIIbHOCTH
10.05.05 be3onacHocTh MHPOPMAITMOHHBIX TEXHOJIOTHUH B
MIPaBOOXPAHUTENILHOM chepe

KOMnbiOI’I’leprle cucnembl

1 The two essential types of computers are ... and digital

analog

hybrid

physical

accounting

2. Digital computers count rather than ......

measure

numbers

quantities

write

3. Many industrial, business and scientific computer applications depend
on the combination of analog and ....... devices.

digital

hybrid

communications
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engine

Omanwvi CO30aHUS Komnsromepa

1The next main ...... in the computing origin was the invention of the
transistor in 1947,

step

level

class

stage

2. The first high level general purpose programming ....., FORTRAN,
was also being developed around this time.

language

word

phrase

level

3. Her brother said he .....never ....... that film before.

had seen

has seen

have seen

Saw

L{ugpposvie komnviomepwl

1. Data as well as instructions must flow into and out of...
second storage

primary storage

outputting

electromechanical

2. Computer memory must retain very large numbers of ...... :

244



bipolar semiconductor

symbol combinations

field-effect transistor

codes

3. Data are stored in ...... codes in primary as well as in secondary
storage.

numerical

digital

code

binary

HepCOHaJleble KoOMnbromepbol
1. Perhaps one of the most distinguishing feature of a personal computer

is thatitisused by an ....... :
students
person
people
individual
2 PC enjoy great popularity among experimenters and .... .
persons
people
individual
hobbyists
3. Personal computers have a lot of ....... :
applications
binary
numerical

digital

prweHeHue NEePCOHANIbHBbIX KOMNbIoOMepos
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1. We live ... Moscow.

in

at

on

by

2.1 getup ... seven o'clock and leave ... eight
at

from

by

during

3.There are three rooms ... our flat
to

in

during

from

Mooem
1. Fax Modem can be hooked up to a phone and used to send information

to....... .

person
producer
your computer
2. External Modem attaches to the back of the computer
by means of a cable that plugs into the ........ :
mouse
scanner

keyboard
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3.Internal Modem is a board which plugs into the expansion slots of ......

hard
fixed

floppy
the computer
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[Tpunoxenue 2
BOIIPOCHBI k 3x3aMeHy
1o gucuuIuinHe « MTHOCTpaHHBIN SI3BIK
cnenuanbHOCTh 10.05.05 be3onacHoCcTh MHPOPMAITMOHHBIX TEXHOJIOTUH B

IPaBOOXPAHUTENILHOM chepe

1. Could you introduce yourself?

2. How old are you?

3. Where was you born?

4. Where are your family (parents, sisters, brothers) now?

5. Are you a cadet of the Krasnodar University of the Ministry of Interior?
6. What is your future profession?

7. What problems are you to handle in your future work?

8. Is your future profession difficult?

Q. Are the trainees to wear a special uniform?

10. What professional skills and abilities are you to get at the KU?

11. Who is to study many different subjects?

12. What are these subjects?

13. What foreign languages and special subjects do you study here?

14, What is the final object of your training at the KU?

15. Where is your Law University situated?

16. What is the territory of your institute?

17. How many years do you study at the KU?

18. What teachers and professors do you have here?

19. How many faculties are there at the KU?

20. Are there many lecture-halls, classrooms and special laboratories at

your institute?
21. How are they equipped?
22, What helps our cadets to become skilled and well-trained militia

officer?
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24,
25,
26.
217,
28.
29.
30.
31.
32,
33.
34,
35.
36.
37.
38.
39.
40.
41.
42.
43.
44,
45,
46.
47.
48.
49,
50.
o1.
52,

23. Doyou know the capital of Scotland?

What do you know about the capital of Wales?
What is the main city of Northern Ireland?
How is the British flag named?

What is the financial center of London?

Where are the famous parks and historical places of London situated?

What part of London is port?

What is the Queen's residence in London?

Where are the important Government offices situated?
What part of London is mostly for work, not for living?
What is the order of the Tower's functions?

What is the Tower now?

Who are "the Beefeaters"?

What happens in the Tower at 10 p.m.?

Where is the residence of the British Prime Minister?
What is the main Queen's residence?

What is Westminster Abbey famous for?

Where is Poets' Corner?

What is Poets' Corner?

What does the British Parliament consist of?

How often are British Parliamentary elections held?
What is national English sport?

What game is not of British origin?

What do Americans mark on July 4?

In what century was the Civil War between the American states?
Between what states of America was the Civil War?
How many states is the USA composed of?

Name the most popular summer sport in the USA?
What are British Isles formed of?

Where are they situated?
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53.
54,
55.
56.
57.
58.
they?
59.
60.
61.
painters?
62.
63.
64.
65.
66.
67.
68.
69.
70.
71.
72.
73.

What parts is the United Kingdom composed of?
What seas are the British Isles washed by?

What are the biggest rivers in Great Britain?

The climate of the country is rather mild, isn't it?
Where are the centres of textile industry situated?

Do you know any big industrial centres in Great Britain? What are

Is Liverpool the biggest port in Great Britain?
What is the population of the country?

Do you know any famous English writers, poets, scientists and

What is the City of London famous for?

Why is London attractive for tourists?

There are four parts in London, aren't there?
What sights of London do you know?

Is the East End associated with the rich?

What are the most well-known streets in London?
Where is the United States of America situated?
What is the area and the population of the USA?
Which countries does the USA border upon?
What are the biggest rivers and largest lakes of the United States?
The highest mountain chains?

Which branches of heavy industry and light industry are highly

developed in the United States?

74.
75.
76.
77.
78.
79.

What can one say about the capital of the USA?

What are forms of sports in America?

Which kinds of sports are the most popular in America?

Why is the United States often described as a nation on wheels?
What national holidays are established in most states of the USA?

Can you correct mistakes while typing any material and how?
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80.

Do you enjoy computer games?

81. How can computers be used in education?

82. Is it necessary for a person to be an analyst or a programmer to play
computer games?

83. What are the main spheres of PC application?

84. What is "a word processing program'?

8b5. What other changes in the typed text can you make using a display?

86. What other home and hobby applications, except computer games, can you
name?

87. What possibilities can it give you?

88. Which professions are in great need of computers?

89. What is a computer virus?

90. How many types of viruses are there? What are they?

91. How many groups of file-Infector do you know?

92. What do companion viruses do?

93. What don't viruses do?

94. What do special feature of POS path-companion viruses use?

95. Computer viruses do spontaneously generate, don't they?

96. What viruses will erase your entire hard disk?

97. How are viruses divided?

98. Viruses don't necessarily let you know that they are there-even after
they do something destructive, do they?

99. What was the very first calculating device?

100. When did the first Calculating machine appear?

101. Can you imagine modern life without electronics?

102. How did electromechanical machines appear and what were they used
for?

103. How were those electromechanical machines called and why?

104. What advantages did the transistor have over the vacuum tubes?

105. What aim was realized with the invention of the transistor?
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106. What are instructions?

107. What are the basic structures of pseudocode?

108. What are the main techniques for planning the program logic?

109. What do you understand by “pseudocode’?

110. What is a program?

111. What is a template and what is it used for?

112. What is electronics?

113. What is programming?

114. What is the essence of programming?

115. How can you explain the term security?

116. What does the word “transistor” mean?

117. What kind of computers appeared later?

118. What made the progress in radio communication technology possible?
119. What should be done with the problem before processing by the
computer?

120. What was the beginning of electronics development?

121. When was the transistor invented?

122. Where are electronic devices used?

123.  Which are the major technical areas of computer security?

124, What do confidentiality, integrity, and authentication mean in terms of
PC security?

125.  What is nonrepudiation?

126. What disciplines does the term concern?

127.  What is the most important aspect of computer security nowadays?
128. What is protected while surfing the Internet?

129. What does “ a computer-literate person” mean?

130.  Are you aware of the potential of computers to influence your life?
131. Do you know where the instructions and digits are stored?

132. Give the examples of using computers in everyday life.

133. Prove that we all are on the way to becoming computer-literate.
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134. What are the main advantages of computers?

135. What capabilities should data-processing systems combine when
designed?

136. What do the people mean by “the basics™?

137.  What do you know of computers accuracy?

138. What is the meaning of the word““computing”

139.  What does a program mean?

140.  What computer roles do you know in our society?

141. Give examples of a data communication network.

142. How can we respond to the challenges and opportunities of our post-
industrial society?

143. Name the most usually used circuits in a computer?

144.  What do you understand by capacity storage?

145. What is an important objective in the design of computer data
processing systems?

146.  What is the function of communication networks?

147. What is the most effective computer data processing system?

148.  What kind of a system is a digital computer?

149.  What other values of computer data processing systems do you know?
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[Tpunoxenue 3

English-English GLOSSARY
of Cyber-Terms

Here is a list of some of the most important terms in the field of
cybercrime. Some of the terms already dealt with in the exercises for each unit
have been excluded from this list so as not to duplicate entries.

For each term, the Standard British English pronunciation definition and
an example of usage are provided, as well as, where applicable, the sources of
such definitions and examples.

Glossary by M. A. Campos Pardillos.

0-day (zero-day) attack ('zrorou 'der o'taek)

an attack which exploits a previously unknown vulnerability in software.
(2015 NTT Group Global Threat Intelligence Report)

Example: DEATH by PowerPoint: Microsoft warns of 0-day attack
hidden in slides. (http://www.

theregister.co.uk/2014/10/22/powerpoint_attacks

exploit_ms_0Oday/ )

adware (‘a&d,wed)

[type of software that ] collects information about an Internet user in order
to display advertisements in the user’s Web browser based upon information it
collects from the user’s browsing patterns. (http://news.findlaw.com/hdocs/
docs/cyberlaw/usanchetaind.pdf )

Example: According to the plea agreement, MAXWELL and two unnamed
co-conspirators created the botnet to fraudulently obtain commission income
from installing adware on computers without the ownmers’ permission.
(https://www . justice. gov/archive/criminal/cybercrime/press-releases/
2006/maxwellPlea.htm)
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APT (Advanced Persistent Threat) (aed'va:nst pa'sistont 'Oret)

An attacker with long-term goals who is highly skilled and well-funded,
generally by a government or by organized crime. An APT is usually a complex
attack using multiple techniques for maximum benefit.

(2015 NTT Group Global Threat Intelligence Report)

Example: The most challenging part of Advanced Persistent Threat
Attacks is to exfiltrate the collected data because; this has to be transported out
of the  network  in to the attacker’s  server. (http://
resources.infosecinstitute.com/advanced-persistent- threats-attack-and-defense/)

ATM (‘er 'ti: ‘em)

Automatic Teller Machine.

Example: Through the use of specially designed malware, attackers no
longer need to use traditional safe cracking methods to empty an ATM’s money
safe. (https://www.europol.europa.eu/latest  news/europol-and-trend-micro-
release-comprehensive- overview-atm-malware-threat)

back door ('bak'do:)

Secret (undocumented), hard-coded access codes or procedures for
accessing information. Some back doors exist in commercially-provided
software packages; e.g., consistent (canonical) passwords for third-party
software accounts. Alternatively, back doors can be inserted into an existing
program or system to provide unauthorized access later. (http://www.
mekabay.com/overviews/glossary.pdf )

Example: In some cases, the victim learned that personal and financial
information had also been removed from their computer via the back door.

(https://archives.fbi.gov/archives/news/testimony/the-fbis-cyber-division)

bot ('bot)

[..] derived from the word “robot”, [...] and commonly refers to a
software program that performs repetitive functions, such as indexing
information on the Internet. Bots have been created to perform tasks

automatically on Internet Relay Chat (“IRC”) servers. The term “bot” also refers
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to computers that have been infected with a program used to control or launch
distributed denial of service attacks against other computers.
(http://news.findlaw.com/hdocs/ docs/cyberlaw/usanchetaind.pdf )

Example: On or about August 21, 2004, during a chat in IRC, ANCHETA
told an unindicted co-conspirator using the nickname “o 2riginal” that he was
hosting “around OOk bots total,” that in a week and a half 1,000 of his bots
scanned and infected another 10,000, and that his botnet would be bigger if he
had not used some himself for “ddosing.” (http://news.findlaw.com/hdocs/docs/
cyberlaw/usanchetaind.pdf )

botnet ('bot net)

A network of computers infected with bots that are used to control or
attack computer systems.

Botnets are often created by spreading a computer virus or worm that
propagates throughout the Internet, gaining unauthorized access to computers on
the Internet, and infecting the computer with a particular bot program.

(http://news.findlaw.com/hdocs/docs/cyberlaw/ usanchetaind.pdf )

Example: Once he received payment, ANCHETA would set up or
configure the purchased botnet for the purchaser, test the botnet with the
purchaser in order to ensure that DDOS attacks or proxy spamming would be
successfully carried out, or advise the purchaser about how to properly
maintain, update, and strengthen the purchased botnet.
(http://news.findlaw.com/hdocs/ docs/cyberlaw/usanchetaind.pdf )

botherder, bot herder ('bot ,herdar)

Individuals who operate SpyEye botnets through SpyEye C&C servers.
(http://krebsonsecurity. com/wp-content/uploads/2014/01/ Panin-Indictment.pdf
Example: After confidential personal and financial information is obtained
through a SpyEye botnet, it is available to the bot herder) to use or provide to
other co-conspirators. (http://krebsonsecurity. com/wp-
content/uploads/2014/01/Panin- Indictment.pdf )

breach ('bri:tf)
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A cyberattack in which an organization’s data has been stolen or made
public through compromise of networks or systems. (2015 NTT Group Global
Threat Intelligence Report)

Example: Former home office minister Hazel Blears said the TalkTalk
data breach was “a wakeup

call”. She said it should prompt a debate about whether further
regulation was needed “because this is probably the biggest threat to our
economy’’.

(http://www.bbc.com/news/uk-34622754)

brute force (attack) (‘bru:t 'fo:s 'a'tak)

Process whereby an attacker tries many passwords or passphrases with the
hope of eventually guessing correctly. The attacker systematically checks all
possible passwords and passphrases until the correct one is found.Example: On
Tuesday, we reported that cybercriminals had launched a brute force attack
against GitHub accounts. Users reported seeing failed login attempts coming
from China, Venezuela, Indonesia, Ecuador and other countries.

CERT ('si: '1: "a: 'ti)

Computer Emergency Response Team. Expert groups that handle
computer security incidents. Also called computer emergency readiness team
and computer security incident response

team (CSIRT). (https://en.wikipedia.org/wiki/
Computer_emergency_response_team)

Example: Apart from the national/governmental CERTS, private CERTs
who lack a formal governmental mandate could also play a significant role in
ensuring the correct functioning of key national communication networks.
(https://www.enisa. europa.eu/publications/the-directive-on-attacks- against-
information-systems/at_download/ fullReport)

clicker ("klika)
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Malicious code or exploits that redirect victim machines to specified web
sites or other Internet resources. (http://news.findlaw.com/hdocs/
docs/cyberlaw/usanchetaind.pdf )

Example: Clickers can be used for advertising purposes or to lead a
victim computer to an infected resource where the machine will be attacked
further by other malicious code. (http://news.findlaw.
com/hdocs/docs/cyberlaw/usanchetaind. pdf)

cloud computing ('klavd kompju:tm)

A kind of Internet-based computing that provides shared processing
resources and data to computers and other devices on demand.

Example: The main concern arising from the growing reliance on cloud
computing is less the possible increase in cyber fraud or crime than the loss of
control over individual identity and data.

(http://www.europarl.europa.eu/RegData/
etudes/etudes/join/2012/462509/IPOL-LIBE_ ET(2012)462509 EN.pdf)

CNP (transaction) ('si: ‘en 'pi: treen'zakon)

Card not present: payment card transaction made where the cardholder
does not or cannot physically present the card for a merchant’s visual
examination at the time that an order is given and payment effected, such as for
mail-order transactions by mail or fax, or over the telephone or Internet.
(https://en.wikipedia.org/wiki/ Card_not_present_transaction)

Example: In 2012, 60% of the total payment card fraud value occurred
when the card was not present (CNP) at the transaction, which occurs
predominantly online. (https://www.europol.europa. eu/iocta/2014/chap-3-4-
viewl.html)

computer data (kam'pju:ta ‘derts, also 'da:to)

Any representation of facts, information or concepts in a form suitable for
processing in a computer system, including a program suitable to cause a
computer system to perform a function.

(CoE Convention on Cybercrime).
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Example: If only a minuscule fraction of offences involving computer data
and systems can be prosecuted, victims have a very limited expectation of
justice. This raises questions regarding the rule of law in cyberspace.
(http://www.coe.int/ t/dghl/cooperation/economiccrime/Source/
Cybercrime/TCY/2015/T-CY(2015)10_CEG%20
challenges%20rep_sum_v8.pdf)

computer system (kom'pju:to ‘sistom)

Any device or a group of interconnected or related devices, one or more
of which, pursuant to a program, performs automatic processing of data. (CoE
Conventions on Cybercrime, Example: Each Party shall adopt such legislative
and other measures as may be necessary to establish

as criminal offences under its domestic law, when committed
intentionally, the access to the whole or any part of a computer system without
right. (CoE Convention on Cybercrime)

cookie ("kukr)

Cookies are small files stored on a user’s computer by the user’s web
browser. Upon a user’s connection to a webmail server, the server can read the
data in the cookie and obtain information about that specific user. (US v
Dokuchaev et al.) Example: The cookie itself does not reveal any personal
information about you, but it allows the website storing the cookie to link a
particular action with a specific user. (http://cybercrimenews.
norton.com/nortonretail/feature/prevention/ cookies_friend_or_foe/index.html)

cracking ('kraekin)

Gaining access to a system by cracking a password
(http://news.nicsa.org/2013/08/14/the-voca- bulary-of-cyber-crime/)

Example: Another method of cracking a password include combining
letters, symbols or numbers to form the all possible combinations of a password
and then trying them one by one to find the correct password.
(http://www.ijcaonline. org/research/volumel27/numberl6/singh- 2015-ijca-

906706.pdf)
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credit card fraud ('kredit 'ka:d fr'o:d)

Theft of goods or services using false or stolen credit card information.
(http://cyber.law. harvard.edu/cybersecurity/Keyword _Index_
and_Glossary _of Core_ldeas#Keyword Index and_Glossary of Core_Ideas)

Example: IP addresses are also recorded in e-commerce type transactions
to provide a point of reference in situations where credit card fraud has
occurred. (https://www.icewarp.eu/privacy/)

crimeware ('kraim,weo)

Software tools designed to aid criminals in perpetrating online crime.
Refers only to programs not generally considered desirable or usable for
ordinary tasks. (http://cyber.law.harvard.edu/
cybersecurity/Keyword _Index_and_Glossary
of Core_ldeas#Keyword_Index_and_Glossary of Core_ldeas)

Example: The increasing proportion of these attacks which relate to some
form of hacking or malware can be attributed to the increasing availability of
crimeware kits and hacking services available on the digital underground.
(https:// www.europol.europa.eu/iocta/2014/chap-3-7-

viewl.html)

cryptocurrency (,kriptou'karansr)

Medium of exchange using cryptography to secure the transactions and to
control the creation of additional units of the currency. Bitcoin is one of the
most famous ones. (https:// en.wikipedia.org/wiki/Cryptocurrency)

Example: It is difficult to evaluate the EC’s plan, since at the moment it is
extremely general and vague. However, very likely it will open the door for the
introduction of cryptocurrencies to the EU payment services regulations.
(https://www.onelife.

eu/zh/news/eu-proposal-cryptocurrencies)

cryptography(krip tografi)A method of storing and transmitting data in a
particular form so that only those for whom it is intended can read and process

it.  (http://  searchsoftwarequality.techtarget.com/definition/  cryptography)
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Example: ENISA started its efforts in the area of cryptography by identifying
and analysing reference documents from EU member states where the
cryptographic protective measures are identified and recommended. (https:
//www .enisa.europa

eu/topics/data-protection/security-of-personal-  data/cryptographic-protocols-
and-tools)

CSRF attack (‘si: ‘es ‘a:r ‘ef o'taek)

Cross-site request forgery (or “sea-surf”) attack. Malware from someone
who appears to be a trusted user of a site. (http://news.nicsa. org/2013/08/14/the-
vocabulary-of-cyber- crime/)

Example: Unlike cross-site scripting (XSS), which exploits the trust a user
has for a particular site, CSRF exploits the trust that a site has in a user’s
browser. (http://remote.eptron.eu/etms/docs/ general/security.html)

cyberattack, cyber attack ('saibara,taek)

An attempt by hackers to damage, disrupt or destroy a computer network
system (2015 NTT Group Global Threat Intelligence Report) Example: During
that time period, certain members of Anonymous have waged a deliberate
campaign of online destruction, intimidation, and criminality, as part of which
they have carried out cyber attacks against businesses and government

cyberbullying (saiba’bulim)

Using the Internet, cell phones, video games, or other technology gadgets
to send, text, or post images intended to hurt or embarrass another person.
(https://nobullying.com/what-is-cyberbullying/) Example: If it is simple to read
intentionality in the episodes of traditional bullying, in cyberbullying
responsibility can be extended and shared to those who “simply” watch a video
and decide to send it to others. (http://www.bullyingandcyber.
net/en/definitions/)

cyberstalking ('saiba sto:kim)

Crime of using the Internet, email, or other types of electronic

communications to stalk, harass, or threaten another  person.
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(http://legaldictionary. net/cyberstalking/) Example: A victim of cyberstalking
can apply to the courts under the Protection from Harassment Act 1997 (PfHA)
to obtain an immediate civil injunction restraining a stalker from continuing the
offensive  conduct online. (http://www. stalkinghelpline.org/wpcms/wp-
content/uploads/ 8005352 _1-NSH-FAQ-Final-2.pdf )

dark web (‘da:k 'web)

Private networks not accessible by the general public. These networks are
often used for nefarious or illegal purposes. (2015 NTT Group Global Threat
Intelligence Report) Example: A hacker is reportedly selling on the dark web
copies of databases stolen from three unidentified U.S. healthcare organizations
and one unnamed health insurer containing data on nearly 10 million
individuals for prices ranging from about $96,000 to $490,000 in bitcoin for
each database. (http://www.databreachtoday. com/3-stolen-health-databases-
reportedly-forsale- on-dark-web-a-9227)

data diddling

(‘derto (‘da:te) "didlm)

Modifying data for fun and profit;

e.g., modifying grades, changing

credit ratings, altering security clearance information, fixing salaries, or
circumventing book-keeping and audit regulations.

data leakage

(‘derto (‘da:to) 'li:kid3)

Uncontrolled, unauthorized transmission of classified information

from a data center or computer system to the outside. (For the first time
this European Fraud Update also includes information on Payment Fraud, with
Nine countries reported data leakage from hotel booking sites and one country
reported contactless card fraud.

data mining ('derto also 'da:to’'mainim)

The process of extracting hidden information and correlations from one or

more databases or collections of data that would not normally be revealed by a
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simple database query. One example of data mining techniques used in the
financial sector with the aim of detecting potential terrorists is the Investigative
Data Warehouse (IDW) of the FBI.

deep web (‘di:;p ‘web)

Any Internet information or data that is inaccessible by a search engine
and includes all Web pages, websites, intranets, networks and online
communities that are intentionally and/or unintentionally hidden, invisible or
unreachable to search engine crawlers. Also known as hidden Web, Undernet,

Deepnet or Invisible Web.

defacement

(di'fersmoant) A type of vandalism, when a website is marked by hackers
or crackers who are trying to make their mark The usual targets for defacement
are government organizations and religious websites..

denial of service (dr'naral av ‘s3:vIS)

An action where a user or organization is deprived of the services

of a resource they would normally expect to have. (Example: But the
minister responsible for the census, Michael McCormack, dismissed privacy
concerns and insisted the website was not “attacked”, despite confirming the
site was shut down after repeated denial of service attempts.

DoS attack ('di: 'ov ‘&S o'taek)

Overwhelming or saturating resources on a target system to cause a
reduction of availability to legitimate users. On the Internet, it usually involves
spoofing packets or e-mail headers. The DoS attacks (Denial of Service) are
different than the previous (IP spoofing, ...) as the goal is no longer to gain
access to a network, but rather to render a service offered by a car unavailable
to users, using different techniques

DDoS attack ('di: 'di: 'ou 'es o'tek)

A type of malicious computer activity where an attacker causes a network

of compromised computers to “flood” a victim computer with large amounts of
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data or specified computer commands. (http://news.findlaw.com/hdocs/
docs/cyberlaw/ usanchetaind.pdf )

Example: A DDOS attack typically renders the victim computer unable to
handle legitimate network traffic and often the victim computer will be unable to
perform its intended function and legitimate users are denied the services of the
computer. (http:// news.findlaw.com/hdocs/docs/cyberlaw/usanchetaind. pdf )

domain hijacking (do'mem "hardzakin)

Act of changing the registration of a domain

name without the permission of its original registrant.
(https://en.wikipedia.org/wiki/Domain_ hijacking)

Example: This will help prevent domain hijacking which happens when a
domain registrar is hacked and the ip addresses changed to point to another
server. (http://www.ippatrol.eu/blog2011.html)

domain name system (DNS) (do'memn 'nerm 'sistom)

System for naming computers and hierarchical

system of names, standards, and servers that organizes the internet as an

aggregate of domains, and enables the translation of domain names into their

unique four-part Internet Protocol (IP) addresses.
(http://www.businessdictionary. com/definition/domain-name-system-
DNS.html)

Example: The Infoblox DNS Threat Index is an indicator of malicious
infrastructure-building activity worldwide that exploits the Domain Name
System (DNS). (https://www.infoblox.com/sites/
infobloxcom/files/resources/infoblox-whitepaper- dns-threat-index-q1-2016-
report_0.pdf)

dox (doks)

Publicly disclosing online a victim’s personal

identifying information, such as the victim’s name, address, Social
Security number, email account, and telephone number, with the object of,

among other things, intimidating the victim and subjecting the victim to
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harassment. (US v  Ackroyd et al, https://freanons.org/  wp-
content/uploads/court-documents/Ryan- Ackroyd.pdf )

Example: [The] coconspirators used information gained from those stolen
emails to access, without authorization, and steal the contents of an email
account belonging to a senior executive of HBGary, Inc. (the “HBGary, Inc.
Executive”); [...]; and dox the HBGary Federal Executive by, among other
things, posting his Social Security number and home address on his Twitter
account without his authorization or approval. (US v Ackroyd et al).

DNS ('di: ‘en ‘es)

See domain name system.

Example: Cybercriminals are increasingly using

false DNS servers to intercept legitimate Web addresses

and redirect users to fake sites in order to

capture personal information or install malware.

(http://www.computerweekly.com/tip/DNSserver-

security-Finding-and-using-DNSSEC-tutorial-

resources)

dumpster diving (‘dampsts 'darvin)

A method of obtaining proprietary, confidential or useful information by
searching through trash discarded by a target.

(http://cyber.law. harvard.edu/cybersecurity/Keyword _Index
and_Glossary _of Core_ldeas#Keyword Index and_Glossary of Core lIdeas)

Example: Dumpster diving may provide them with even more sensitive
information such as usernames, passwords, credit card statements, bank
statements, ATM slips, social security numbers, telephone numbers, etc.
(http://blog. globalknowledge.com/technology/security/ hacking-cybercrime/the-
5-phases-every-hacker- must-follow/)

electronic funds transfer fraud (ilek tronik 'fandz

‘treensfos fro:d)
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Crime related to the transfer of funds over the Internet, by diverting funds,

stealing financial information, etc.

encryption (in'kripfan)

Scrambling sensitive information so that it becomes unreadable to
everyone except the intended recipient. (http://www.businessdictionary.
com/definition/encryption.html#ixzz4Gk3nm2sY) Example: However, striking
the right balance in cyberspace has become particularly challenging due to the
ever increasing use of encryption and online anonymity tooling.
(https://www.europol. europa.eu/content/privacy-digital-age-encryption-
anonymity-online)

exchangeable image file format (EXIF)

(1ks'tfemndzobl "'1mid3 'fail 'fo:maet)

A variation of JPEG, used by almost all digital cameras to record extra
interchange information to image files as they are taken. (http://
graphicssoft.about.com/od/exifinformation/)

Example: Government expert witnesses testified that they had examined
the “metadata” or “EXIF” data, which is information about a picture that is
embedded in the picture such as the date and time the photo was taken, from Mr.
Gutierrez’s electronic devices to determine the dates and times the photographs
were taken. (http://cases. justia.com/federal/appellate-courts/cal0/14- 2129/14-
2129-2015-09-14.pdf?ts=1442246454)

exploit ('eksploit)

Computer code written to take advantage of a vulnerability or security
weakness in a computer system or software. (http://news.findlaw.
com/hdocs/docs/cyberlaw/usanchetaind.pdf )

Example: If attackers have control of your Internet connection, they have
the ability to insert exploits into any website you Vvisit.
(https://securityevaluators. com/knowledge/case_studies/iphone/)

extension (ik'stenfon)
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An identifier specified as a suffix to the name of a computer file. The
extension indicates a characteristic of the file contents or its intended use. A file
extension is typically delimited from the filename with a full stop (period).
(https:// en.wikipedia.org/wiki/Filename_extension)

Example: If child pornographic photographs were taken by the user
himself, the exif data of the photographs may shed light on the tools and
locations for taking those photographs. (Information Resources Management
Association (2011) Cyber Crime: Concepts, Methodologies, Tools and
Applications. Gale Virtual Reference Library.)

firewall (' farowo:1)

Software or hardware designed to control incoming and outgoing

network traffic having analized the data packets and having determined
whether they should be allowed, based on a predetermined rule set. (2015 NTT
Group Global Threat Intelligence Report)

Example: Personal firewalls should be installed on each computer that is
connected to the internet and monitors (and blocks, where necessary) internet
traffic. They are also sometimes known as ‘software firewalls’ or ‘desktop
firewalls’. (https:// www.getsafeonline.org/protecting-your-computer/ firewalls/)

flash drive ('flef 'drarv)

See USB stick.

Example: Ratigan was charged in May 2011 after police received a flash
drive from his computer containing hundreds of images of children, most of
them clothed, with the focus on their crotch areas. (https://www.neweurope.
eu/article/us-prosecutors-  seek-50-year-sentence-priest-who-pleaded-  guilty-
child-porn-charges/)

grooming ('gru:miy; also 'gromin)

Building an emotional connection with a child

to gain their trust for the purposes of sexual abuse or exploitation.
(https://www.nspcc.org. uk/preventing-abuse/child-abuse-and-neglect/

grooming/)
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Example: The court ruled that the doctor could testify about “grooming,”
his opinion that Hofus was not a hebophile, and generally about fantasy- based
communications. (US v Hofus, http://
cyb3rcrim3.blogspot.com.es/2010/03/fantasy-alone.html)

hacker (‘haka(r))

In computing, any skilled computer expert that

uses their technical knowledge to overcome a problem. While “hacker”
can refer to any computer programmer, the term has become associated in
popular culture with a “security hacker”, someone who, with their technical
knowledge, uses bugs or exploits to break into computer systems.
(https://en.wikipedia.org/wiki/Hacker) Example: At certain times relevant to this
Indictment, AMIN SHOKOHI, the defendant, was a computer hacker who
worked for 1TSec Team. (US v Fathi et al)

hacktivism, hactivism ('haktivizom)

Politically- or ideologically-motivated vandalism.

Defacing a Web site for no particular reason is vandalism; the same
defacement to post political propaganda or to cause harm to an ideological
opponent is hacktivism. (http://www. mekabay.com/overviews/glossary.pdf )

Example: The government sector has been targeted the most by
hacktivism in 2016 by a large margin. The data breach of the Philippines
Commission on Elections is by far the top trending hacktivism target.
(https://blog.surfwatchlabs. com/2016/05/26/anonymous-ops-
trendinggovernment- targeted-where-are-the-otherhacktivists/)

hoax email (*hoauks 'i:meil)

Phoney email, usually an alert about a non-existent threat, that is passed
throughout a system by a large number of individuals who believe it to be true —
and that overwhelms the system as a result. (http://news.nicsa.org/2013/08/14/
the-vocabulary-of-cyber-crime/)

Example: A fisherman from Messolonghi, a car worker from Chania, a

self-employed from Athens and two other unidentified persons are targeted by
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the cyber-crime police as the senders of the hoax e-mail claiming the collapse of

the Greek economy. (http://www.keeptalkinggreece. com/2011/03/17/five-

targetted-by-cyber-police- on-hoax-e-mail-claiming-collapse-of-economyy/)
honeypot (‘hanr pot)

Decoy systems set up to gather information about an attack or attacker
and to potentially deflect that attack from a corporate environment. (2015 NTT
Group Global Threat Intelligence Report)

Example: As soon as an attacker sends data to the honeypot, it issues an
alert. The attacker will most likely start rummaging around, performing passive
scans of hosts on the network. The beauty of a honeypot is, legitimate users
know it is  fake.  (http://www.americanbanker.com/news/  bank-
technology/deception-may-be-the-bestway-  to-catch-cybercriminals-1076667-
1.html)

hosting ("houstin)

Using a remote hosting service provider to host websites, data,
applications and/or services. Also also known as Web hosting. Example: Earlier
this year, the FBI busted shady web-hosting company Freedom Hosting — known
for turning a blind eye to child porn websites. (https://

www.newscientist.com/article/dn243 45-silk-road-bust-hints-at-fbis-new-
cybercrimepowers/)

identity theft (ar dentitr 'Oeft)

Creating a false identity using someone else’s identifying information

(e.g., name, Social Security Number, birthday)

to create new credit cards or establish loans which then go into default and
affect the original victim’s credit record.

Example: Even people who don’t use social networks at all can be
affected by identity theft.

injection (mn'dzekfan)
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An attack performed by inserting malicious code or data into what the
receiving system sees as a valid query. (2015 NTT Group Global Threat
Intelligence Report)

Example: Beginning on or about October 23, 2007, Company A was the
victim of a SQL Injection Attack that resulted in the placement of malware on its
network. (https://www.wired.com/images_
blogs/threatlevel/2009/08/gonzalez.pdf)

IP (‘ar 'pi:)

Intellectual property.

Example: It is essential to deepen the understanding of how the online
environment interacts with IP infringements. We noticed IPRs are systematically
being misused as a way to disseminate malware, carry out illegal phishing and
simple fraud to the detriment of consumers, businesses and the ordinary user of
the internet. (https://www. europol.europa.eu/content/launch-ipc3-europe%
E2%80%99s-response-intellectual-property- crime)

IP address (‘ar 'pi: o'dres)

Internet Protocol Address. A unigue numeric

address used by computers on the Internet. An

IP address is designated by a series of four numbers, each in the range 0-
255, separated by periods (e.g., 121.56.97.178). (http://news.findlaw.
com/hdocs/docs/cyberlaw/usanchetaind.pdf ) Example: Interestingly, a pretty

impressive 26% [of teenagers] knows how to hide their IP address.

(http://newsroom.kaspersky.eu/en/texts/ detail/article/is-your-teenager-a-
hacker/?no_ cache=1&cHash=101e326a5cdaa60ec6086efd
1b08193d)

IRC (Internet Relay Chat) (‘ar 'a: 'si:)

A network of computers connected through

the Internet that allows users to communicate with others in real time text
(known as “chat”). (http://news.findlaw.com/hdocs/docs/cyberlaw/

usanchetaind.pdf )
270



Example: IRC channels are also used to control botnets) that are used to
launch DDOS attacks, send unsolicited commercial email, and generate
advertising affiliate income. (http://news.findlaw.
com/hdocs/docs/cyberlaw/usanchetaind.pdf )

ISP (‘ar ‘es 'pi:)

Internet Service Provider.

Example: If the ISPs exercise editorial control over messages posted on
bulletin boards, use Board Leaders to enforce the content guidelines or provide
them with an emergency delete function to control content there is great
likelihood that they may end up being treated as a primary publisher.
(https://indiancaselaws. files.wordpress.com/2014/04/cyberdefamation-
liabilities-of-internet-service-providers- isps-and-intermediary.pdf )

IT ("ar 'ti:)

Information technology.

Example: If members of management are found to be in breach of their
duty to ensure appropriate IT security, they are personally at risk of claims for
damages  being  brought against them by their  employer.
(http://de.vgd.eu/en/news/in-practicehow- secure-is-you-it-system)

keylogger (ki: 'Inga)

A type of malicious software designed to monitor the keystrokes input
into an infected computer and to transmit this data back to the hacker. Example:
Backdoor Trojans typically come with a built-in keylogger; and the confidential
data is relayed to a remote hacker to be used to make

key logging (ki: 'lpgim)

Recording the keystrokes made Dby an authorized user.
(http://news.nicsa.org/2013/08/14/ the-vocabulary-of-cyber-crime/)

Example: Imran Uddin used four key-logging devices on university
computers to capture login details from staff members, including one who had

access to the system which kept records of his grades.

271



(https://www.easterneye.eu/news/ detail/scamming-student-jailed-for-
alteringgrades)

latency ('lertoansr)

Period during which a time bomb, logic bomb, virus or worm refrains

from overt activity or damage (delivery of the payload).

Example: Long latency coupled with vigorous reproduction can result

In severe consequences for infected or otherwise compromised systems.

logic bomb ('lodzik "bom)

Program in which damage (the payload) is delivered when a particular
logical condition occurs; e.g., not having the author’s name in the payroll file.
Logic bombs are a kind of Trojan Horse; time bombs are a type of logic bomb.
Example: Former UBS PaineWebber system administrator, Roger Duronio, has
been charged with sabotaging company computer systems in an attempt to
manipulate its stock price. Duronio

placed logic bombs that deleted files on the computers.

mail-bombing (‘meil ,bomin)

Sending large numbers of unwanted e-mail messages to a single recipient
or to a group of such recipients. To be distinguished from spamming. Mail-
bombing is a form of denial of service. Example: Spammers could become the
victims of mail-bombing, as thousands of irate spam recipients.

malware (‘'mal we(a))

Computer code with malicious intentions. Malware includes Trojan
horses, ransomware, rootkits, scareware, spyware, viruses and worms

misinformation spread (,misinfa'meifan 'spred)

Using the Internet to circulate incorrect information and cause panic

moneymule (‘man1 ,mju:l)

Individual who is used to transport or launder stolen money in furtherance
of criminal activity and its related organizations. These individuals can be either
wittingly or unwittingly participating in the fraud. notice and takedown

(‘naoutis an "terkdaon)
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Process operated by online hosts in response to

court orders or allegations that content is illegal. Content is removed by
the host following notice

P2P ('pi: "tu: 'pi:)

Peer to peer, person to person. A computing or networking distributed
application architecture that partitions tasks or workloads among peers.
(https://en.wikipedia.org/wiki/P2P) Example: Of P2P users arrested in 2009, 33
percent had photos of children age three or younger and 42 percent had images
of children that showed sexual violence. (http://www.huffingtonpost. com/mary-
I-pulido-phd/child-pornography- basic-f b 4094430.html)

payload ('per lovd)

Unauthorized activities of malicious software.
(http://www.mekabay.com/overviews/glossary. pdf )

Example: Attachments attempt to install their payload as soon as you
open them. Your internal defenses may protect you, but don’t count on it.
(https://cybercoyote.org/security/av-top.htm)

penetration ( penr'trerfon)

Unauthorized access to restricted systems or resources. Example: For
many computer virus writers and cybercriminals, the objective is to distribute

their virus, worm or Trojan virus to as many computers or mobile phones
as possible — so that they can maximise malware penetration.
(http://www.kaspersky. co.uk/internet-security-center/threats/ malware-system-
penetration)

pharming (' fa:mm)

Redirecting users from a legitimate site to a bogus one; information
entered on the phoney site is captured for fraudulent purposes.

phishing ('fifin)

Directing users to a bogus site through an email that appears legitimate;
information entered on the phony site is captured for fraudulent purposes.

(http://news.nicsa.org/2013/08/14/ the-vocabulary-of-cyber-crime/)
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Example: We caution consumers to be on the lookout for phishing scams
in which various fraudulent emails, claiming to come from the bank, that ask
you to click on links to update account or personal information. These are not
legitimate emails from the bank; instead, they are fraudulent emails sent as part
of a scam in which criminals try to trick people into divulging their confidential
information. (https://www.vistbank. com/security/online-scams/)

piggybacking ('pigr, bakin)

Entering secure premises

by following an authorized person through the security grid; also
unauthorized access to information by using a terminal that is already logged on
with an authorized ID  (identification). (http:  //www.mekabay.
com/overviews/glossary.pdf )

Example: Furthermore, a network that is vulnerable to piggybacking for
network access is equally vulnerable when the purpose is data theft,
dissemination of  viruses, or some  other illicit  activity.
(http://whatis.techtarget.com/definition/ piggybacking)

POS ('pi: 'ou ‘es)

Point of Sale.

Time and place where a retail transaction is completed. Acronym for point
of sale. (https://en.wikipedia.org/wiki/Point_of sale)

Example: POS malware aims to scrape the RAM memory of POS
terminals in order to steal credit and debit card data. It is particularly attractive
for cybercriminals because rewards can be lucrative and they do not need to be
physically present to execute an attack. (https://securityintelligence.com/pos-
malware- and-loyalty-card-fraud-growing-in-popularity/)

proxy server ('proksi 's3:vo)

A server (a computer system or an application)

that acts for client’s requests seeking resources from other servers.

(https://en.wikipedia.org/wiki/Proxy_server)
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Example: Using a proxy server anyone can bounce their activity off a
system that is either in a far distant country, or keeps no records of where the
activity originated, or worse still, both. (http://www. bbc.com/news/technology-
17302656)

ransomware ('ra&nsom,wea)

A type of malicious software designed to block access to a computer
system until a sum of money is paid. (http://www.oxforddictionaries.
com/definition/english/ransomware) Example: The United Kingdom Police
Ransomware is a computer infection targeted at people who live in the United
Kingdom and does not allow you to access your Windows desktop, applications,
or files until you pay a ransom. (http:// www.bleepingcomputer.com/virus-
removal/ remove-united-kingdom-police-virus)

RAT (‘a:r ‘er ‘ti)

See remote administration tool.

Example: RATs have been used by nation states and hacktivists for many
years, but only recently 12 have we seen this remote access attack vector
migrate to online banking fraud, where the main use is to neutralize all device-
related defenses such as device recognition, IP geo-location, and proxy
detection. (http://informationsecurity.report/Resources/ Whitepapers/bbb3b0fb-
9bal-4602-8cec-17d ¢cb2381892 detecting-remote-access-attackson- online-
banking-sites-pdf-7-w-1088.pdf)

remote administration tool (RAT) (r1'moaut od minr'strerfon 'tu:l)

A piece of software that allows a remote “operator” to control a system as
if he has physical access to that system. While desktop sharing and remote
administration have many legal uses, “RAT” software is usually associated with
criminal or malicious activity. (https://en.wikipedia.
org/wiki/Remote_administration_software)

Example: The art of hacking has become extremely simple in the last

couple of years. In the past 10 years, hundreds of new remote administration
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tool builders were released to the public. (http://www. redsocks.nl/blog-
2/cybercriminals-use-theseweak- passwords-to-ex-filtrate-stolen-data/)
responsible disclosure (ri'sponsabal dis klou39)

A vulnerability disclosure model. It is like full disclosure, with the
addition that all stakeholders agree to allow a period of time for the vulnerability
to be patched before publishing the details
(https://en.wikipedia.org/wiki/Responsible_ disclosure)

Example: Implementing a responsible disclosure policy will lead to a
higher level of security awareness for your team. Bringing the conversation of
“what if” to your team will raise security awareness and help minimize the
occurrence of an attack. (https://bugcrowd.com/resources/what-is-responsible-
disclosure)

rogueware ('roug,wea)

A standalone malware computer program that pretends to be a well-
known program or a non-malicious one [antivirus] in order to steal money
and/or confidential data (http:// www.collinsdictionary.com/submission/13869/
Rogueware)

Example: Rogueware fake antivirus strains are increasing at a stunning
rate. Panda Security reports that this cyber crime bilks users out of about $34
million every month. (http://searchsecurity.
techtarget.com/news/1363031/Panda-reportsfast- spreading-rogueware-
antivirus-fraudrakes- in-millions)

rootkit ('ru:t kit)

A set of programs used to gain unauthorized access to a computer’s
operating system, esp. in order to destroy or alter files, attack other computers,
etc. (http://www.wordreference.com/ definition/ rootkit)

Example: Rootkits have been used increasingly as a form of stealth to
hide Trojan virus ity. When installed on a computer, rootkits are invisible to the
user and also take steps to avoid being detected by security software.

(http://www. kaspersky.com/internet-security-center/internet safety/faq)
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router (‘ru:ts; US ‘ravto)

Device or, in some cases, software in a computer, that determines the next
network point

to which a packet should be forwarded (http://
searchnetworking.techtarget.com/definition/ router)

Example: Maitland explained to them that as an officer who worked in
child protection he used such software some time ago but not recently. He also
offered the explanation that he had had issues with his broadband router. He
was duly arrested on the suspicion of having downloaded indecent images of
children. (http://www.mirror. co.uk/news/uk-news/child-abuse-detectivewho-
wanted-7964107)

sabotage ('saebo ta:3)

Deliberate damage to operations or equipment
(http://www.mekabay.com/overviews/glossary. pdf )

Example: In some countries, computer sabotage may be regarded as a
breach of civil law rather then criminal law, but there are laws clearly defining
cyber-crime as a criminal offense. (http://definitions. uslegal.com/s/sabotage/)

salami (slicing) attack (so'la:mr 'slaisiy o taek)

Making small, undetectable changes over an extended period of time;
“penny shaving” is a type of salami attack. Also called salami slicing attack
(http://news.nicsa.org/2013/08/14/ the-vocabulary-of-cyber-crime/)

Example: A typical salami attack would add a small amount to a debit
that the account holder would not check, such as a debit that represented a
service charge. This small increase in debit (often a few pence or a few cents)
would then be credited to the perpetrator’s bank  account.
(http://cybercrimeandforensic. blogspot.com.es/2009/11/salami- attacks.html)

scareware ('skea,wed)

Malicious computer programs designed to trick a user into buying and

downloading unnecessary and potentially dangerous software, such as fake
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antivirus protection: (http://www.oxforddictionaries.
com/definition/english/scareware)

Example: A Swedish credit card payment processor was sentenced today
to 48 months in prison for his role in an international cyber crime ring that
netted 871 million by infecting victims’ computers with scareware and selling
rogue antivirus software that was supposed to secure victims’ computers but
was, in fact, wuseless. (https://archives. fbi.gov/archives/seattle/press-
releases/2012/ payment-processor-for-scareware-cybercrime- ring-sentenced-to-
48-months-in-prison)

script kiddy ('skript "kidr)

A derogative term, originated by the more sophisticated crackers of
computer security systems, for the more immature, but unfortunately often just
as dangerous exploiter of security lapses on the Internet.
(http://searchmidmarketsecurity. techtarget.com/definition/ script-kiddy)

Example: Because of the many programs available on the internet that
were developed by true hackers or crackers, script kiddies are able to easily
create mischief, sometimes by simply entering an IP address and clicking a
button. (http://www. pctools.com/security-news/script-kiddie/)

server ('s3:va)

A centralized computer that provides services for other computers
connected to it via a network. The other computers attached to a server are
sometimes called “clients.” (http://news.findlaw.
com/hdocs/docs/cyberlaw/usanchetaind. pdf)

Example: In preparing for a DDoS attack, the malicious actor typically
compromises and gains remote control of computers and computer servers by
placing malicious software, or malware, on them. (https://www.justice.gov/opa/
file/834996/download)

service provider (‘s3:vis pro'vardo)

Entity that provides the ability to communicate with the help of a

computer system; any other entity that processes or stores computer data on
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behalf of such communication service or users of such service. (CoE Convention
on Cybercrime) Example: Each Party shall adopt such legislative and other
measures as may be necessary to oblige a service provider to keep confidential
the fact of the execution of any power provided for in this article and any
information  relating to it. (CoE Conventions on Cybercrime,
http://www.europarl. europa.eu/meetdocs/2014 2019/documents/
libe/dv/7_conv_budapest /7 _conv_budapest  en.pdf)

sexting ('sekstin)

The sending of sexually explicit photos, images, text messages, or e-mails
by using a cell phone or other mobile device. (http://www.dictionary.
com/browse/sexting) Example: Over the last year in the province of Ontario,
five teens caught sexting (three in Norfolk County and three in the Woodstock
area) have been charged with possessing and distributing child pornography.
(https://news.vice.com/article/ canadas-new-cyberbullying-law-is-targeting-
teen-sexting-gone-awry)

sextortion (seks 'to;fon)

Blackmail in which sexual information or images are used to extort sexual
favours and/or money from the victim. (http://www.interpol. int/es/Crime-
areas/Cybercrime/Online-safety/ Sextortion)

Example: And the sentences meted out in sextortion cases in state courts
seem inadequate both in purely punitive terms and, given the high rates of
recidivism among sex offenders, in terms of public protection.
(https://www.brookings.edu/  research/closing-the-sextortion-gap-a-legislative-
proposal/)

shoulder surfing (' fovlds 's3:fin)

Using direct observation techniques, such as looking over someone’s
shoulder, to get information. It is commonly used to obtain passwords, PINSs,
security codes, and similar data.

(https://en.wikipedia.org/wiki/Shoulder_surfing_( computer_security)
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Example: Are you alert to criminals’ shoulder- surfing your PIN at a
checkout? (https:// nationaldebtadvisors.co.za/cybercrime-howsecure- are-our-
banks/)

skimming ('skimin)

Getting private information about somebody else’s credit card used in an
otherwise normal transaction. The thief can procure a victim’s card number
using basic methods such as photocopying receipts or more advanced methods
such as using a small electronic device (skimmer) to swipe and store hundreds
of victims’ card numbers. (https://en.wikipedia.org/wiki/
Credit_card_fraud#Skimming)

Example: Credit card skimming incidents can be difficult to detect. Since
your credit card is never lost or stolen. The best way to detect a skimmed credit
card is to watch your accounts frequently. Monitor your checking and credit
card accounts online at least weekly and immediately report any suspicious
activity. (http://credit.about.com/od/ privacyconcerns/a/credit-card-
skimming.htm)

smishing (‘smifin)

Phishing using text messages rather than emails

(http://news.nicsa.org/2013/08/14/the-vocabulary-

of-cyber-crime/)

Examples: With this specific wave of smishing attacks, hackers fool
customers into downloading their malware by posing as a legitimate, unrelated
app. The malware then takes over a legitimate SMS communication between the
customer and their bank to socially engineer the customer into giving away their
PIl information and access their account. (http://www.scmagazineuk.com/
natwest-online-banking-suffers-sms-smishingscams/ article/481378/)

social engineering ('saufal ,end31 niarm)

Psychological people manipulation of people with actions or confidential
information. Confidence trick which aim is fraud, information gathering, system

access, it differs from a traditional “con” in that it is often one of many steps in a
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more complex fraud scheme. (https://en.wikipedia.org/
wiki/Social_engineering_(security)

Example: Social engineering is becoming ever more targeted and
personal, which is why it’s no surprise that the number of cases is on the rise.
What's worrying, however, is the complex nature of these scams and how they
tap perfectly into feelings that make us panic - if we get an email purporting to
come from someone we trust (such as our bank) about something that is emotive
to us all (money) and then demand that we act urgently, it’s almost like the
perfect storm.  (https://  www.cityoflondon.police.uk/news-and-appeals/
Pages/think-twice-before-act-phishingscams.

aspx)

spam ('spam)

Unsolicited commercial email. “Spamming” refers to the mass or bulk
distribution of unsolicited commercial email. (http://news.findlaw.com/
hdocs/docs/cyberlaw/usanchetaind.pdf )

Example: Often spammers use computers infected with malicious code
and made vulnerable to subsequent unauthorized access by routing spam
through the victim computer in order to mask their originating email and IP
address information. In this way, the infected computer serves as a “proxy” for
the true spammer. (http://news.findlaw. com/hdocs/docs/cyberlaw/usanchetaind.
pdf)

spear-phishing ('spia 'fifin)

A highly targeted phishing attack, using knowledge about a specific
person or organization.

(2015 NTT Group Global Threat Intelligence Report) Example: However,
in recent years cybercriminals have upped their phishing game with more
sophistication. Spear phishing emails are crafted in order to make someone
believe they’re from a legitimate source. The messages might appear to come

from banks or businesses, and could include full names, usernames, and other
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personal info. (https://blog.malwarebytes. com/101/2016/01/hacking-your-head-
how-cybercriminals- use-social-engineering/)

spoofing ('spu:fin)

A fraudulent or malicious practice in which communication is sent from
an unknown source disguised as a source known to the receiver.
(https://www.techopedia.com/definition/5398/ spoofing)

Example: Phishing is basically tricking someone to give up sensitive
information — usually social and bank account credentials and credit card
details. Spoofing, on the other hand, refers to how cybercrooks actually trick
their target — by posing as a well-known, trustworthy entity. So, more often than
not, phishers rely on spoofing in order for their phishing scams to be successful.
(http:// www.bullguard.com/bullguard-security-center/ internet-security/internet-
threats/spoofing- recurring-internet-security-threat.aspx)

spyware ('spar, wea)

Except as provided in Subsection 7)(b), “spyware means software on the
computer of a user who resides in this state that: (i) collects information about
an Internet website at the time the Internet website is being viewed in this state,
unless the Internet website is the Internet website of the person who provides the
software; and (ii) uses the information described in Subsection (7)(a)(i)
contemporaneously to display pop-up advertising on the computer
(https://le.utah. gov/~2005/bills/static/HB0104.html)

Example: The implementation and enforcement of the provisions of this
Directive often require cooperation between the national regulatory authorities
of two or more Member States, for example in combating cross-border spam
and spyware. (Directive 2009/136/EC of the European Parliament and of the
Council of 25 November 2009)

synflood ('sin,flad)

A type of DDOS attack where a computer or network of computers send a
large number of “syn” data packets to a targeted computer. Syn packets are sent

by a computer that is requesting a connection with a destination computer. A
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synflood typically involves thousands of compromised computers in a botnet
that flood a computer system on the Internet with “syn” packets containing false
source information.

The flood of syn packets causes the victimized computer to use all of its
resources to respond to the requests and renders it unable to handle legitimate
traffic. (http://news.findlaw.com/ hdocs/docs/cyberlaw/usanchetaind.pdf )

Example: On or about July 24, 2004, during a chat in IRC, zxpL again
asked ANCHETA to conduct a synflood DDOS attack, this time against an IP
address belonging to Sanyo Electric Software Co., Ltd. in Osaka, Japan, which
zxpL identified for ANCHETA. (http://news.findlaw.com/hdocs/docs/cyberlaw/
usanchetaind.pdf)

temporary internet file (‘'tempararr ‘into net 'fail)

A file that is located on a computer’s hard drive that a browser uses to
store Web site data for every Web page or URL address that is visited.
(http://www.webopedia.com/DidYouKnow/Internet/
Temporary_Internet_Files.asp) Example: Under the “Jim” profile, there was a
temporary internet file known as the Web “cache,” an

automatic storage mechanism designed to quickly display previously
visited web pages. (http:// www.ediscoverylawalert.com/2010/11/articles/ legal-
decisions-court-rules/cached-webfiles- may-serve-as-evidence-in-child-
pornography- case/)

thumbnail (6am neil)

A miniature display of a page to be printed. Thumbnails enable you to see
the layout of many pages on the screen at once (http://www.webopedia.
com/TERM/T/thumbnail.html)

Example: Special Agent Blackmore attempted to download these files, but
was unsuccessful. (Id.). He did, however, capture of number of thumbnail
images that depicted child pornography. (https://
www.gpo.gov/fdsys/pkg/USCOURTS-mnd-  0_13-cr-00256/pdf/ USCOURTS-

mnd-0_13- cr-00256-0.pdf)
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time bomb (‘tarm bom)

Program or batch file waits for a specific time before causing damage.
Often used by disgruntled and dishonest employees who find out they’re to be
fired or by dishonest consultants who put unauthorized time-outs into their
programs without notifying their clients. (http://
www.mekabay.com/overviews/glossary.pdf ) Example: Clayton did not pay its
bill, and PSC, claiming the need to make program changes, went to Clayton’s
place of business and secretly installed a “time bomb” that at a pre-set time
would lock the system so Clayton could not access its files.
(http://cyber.law.harvard.edu/property00/ alternatives/roditti.nhtml)

trojan (horse) (‘'trovdzon 'ho:s)

A malicious program that is disguised as a harmless application or is
secretly integrated into legitimate software. (http://news.findlaw.com/
hdocs/docs/cyberlaw/usanchetaind.pdf )

Example: Ukrainian experts in information security are sure that 95% of
victims of the hacker group were wiretapped via a trojan on their phones.
(http://belsat.eu/en/news/banda-hakerau-tsikankurenty- kdb/)

unallocated cluster (an'alo kertid "klasto)

Area on a hard drive where the data belonging to deleted files can be
found. The data will remain there until it is overwritten by another file.
(http://kb.digital-detective.net/display/HstEx3/ File+System+Data+Recovery)

Example: Using my forensic software | was able to locate 73 pictures files
in the unallocated clusters which had been deleted and were no longer
accessible to the camera user. (http://www.mccannpjfiles.
co.uk/PJ/VIDEO_MEMORY .htm)

URL (‘ju: ‘a:r ‘el, also '3:l)

Uniform Resource Locator. Unique address for a file that is accessible on
the Internet. (http:// searchnetworking.techtarget.com/definition/ URL)

Example: It is no secret that cyber criminals also use URL shorteners to

aid them in achieving their objectives. URL shorteners are often used by cyber
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criminals to  obfuscate  redirects to  malicious  destinations.
(https://blog.malwarebytes.com/threatanalysis/  2016/01/when-url-shorteners-
andransomware- collide/)

USB stick (‘ju: "es 'bi: "stik)

A plug-and-play portable storage device that uses flash memory and is
lightweight enough to attach to a keychain. Also called flash drive.
(http://searchstorage.techtarget.com/definition/ USB-drive)

Example: In February 2012 he was arrested and confessed to using his
work computer to download pictures of children, share them online, and discuss
them with other adults. Officers found a total of 3,699 images and videos stored
on his computer, a USB stick and a hard drive, including 295 of children being
abused. (http://www.oxfordmail. co.uk/news/10554932.Ex_Brookes_lecturer
guilty over_child_abuse_pictures/?ref=nt)

vandalism ('vando lizom)

Obvious, unauthorized, malicious modification or destruction of data such
as information on web sites. (http://www.mekabay.com/overviews/ glossary.pdf
) Example: Wikipedia bans editing of its pages by Congressional staffers after
‘online vandalism. The internet encyclopaedia announces ban in response to
“persistent disruptive editing” — such as describing Donald Rumsfeld as a
“alien lizard” — by anonymous users in House of Representatives.
(http://www.telegraph.co.uk/ technology/wikipedia/10992143/Wikipedia- bans-
editing-of-its-pages-by-Congressional- staffers-after-online-vandalism.html)

virus ('vairas)

A program that replicates rapidly within a computer

causing damage to the host computer
(http://news.nicsa.org/2013/08/14/the-vocabulary- of-cyber-crime/)

Example: Further problems arise with the mass victimization caused by
offences such as virus propagation, because the numbers of victims are simply

too large to identify and count, and because such programs can continue
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creating new victims long after the offenders have been caught and punished.
(http://www.unodc.org/pdf/crime/10_commis- sion/4e.pdf )

vishing ('vifin)

(From “voice” + “phishing”) tricking a user (through an email or phone
call) into entering credit card information into a bogus voice response system;
information entered into the phony system is captured for fraudulent purposes.
(http://news.nicsa.org/2013/08/14/the-vocabulary- of-cyber-crime/)

Example: The vishing campaign was discovered by researchers from
cybercrime intelligence firm PhishLabs while investigating a recent attack
against customers of an unnamed midsize bank The bank’s customers had
received text messages claiming their debit cards had been deactivated and
instructing them to call a phone number.
(http://www.pcworld.com/article/2149840/ voice-phishing-campaign-hits-
customers-atdozens- of-banks.html)

VolIP ('vi: "avu ‘a1 'pi:)

VolIP is short for VVoice over Internet Protocol, a category of hardware and
software that enables people to use the Internet as the transmission medium for
telephone calls (http://www.webopedia. com/TERM/V/VolP.html)

Example: VolP systems are being used to support vishing (telephone-
based phishing) schemes, which are now growing in popularity. (https://
en.wikipedia.org/wiki/International _cybercrime)

vulnerability (valnara'bilrtr)

Weakness or flaw permitting an attack on a computer system or network.
(http://news. nicsa.org/2013/08/14/the-vocabulary-of-cyber- crime/)

Example: Cisco says there is no evidence that this vulnerability has been
exploited in the wild, but users are advised to update their installations to
protect themselves against potential attacks.
(http://www.securityweek.com/hackers-canexploit- libreoffice-flaw-rtf-files)

watering hole ('woa:tari ,haul)
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A computer attack strategy, in which the victim is a particular group
(organization, industry, or region). In this attack, the attacker guesses or
observes which websites the group often uses and infects one or more of them
with malware. Eventually, some member of the targeted group gets infected.
(https://en.wikipedia.org/ wiki/Watering_Hole)

Example: A Chinese attack group infected Forbes. com back in November
in a watering hole attack targeting visitors working in the financial services and
defense industries, according to two security companies.
(http://www.securityweek.com/chinese- attackers-hacked-forbes-website-
watering- hole-attack-security-firms)

XSRF attack (‘eks 'es ‘a:r ‘ef o'taek )

See CRSF attack.

Example: Forced browsing is an XSRF attack in which a user is forced to
browse a content without his/her knowledge. (https://programmingmastercoding.
blogspot.com.es/2011/05/ forced-browsing-attack.html)

XXS attack (‘eks ‘eks 'es o'tek)

Cross-site scripting attack. Malware injected into a trusted site, presented
through a hyperline (http://news.nicsa.org/2013/08/14/the-vocabulary- of-cyber-
crime/)

Example: Three websites of the Mexican chapter of Article 19, an
international nonprofit organization focused on freedom of expression, were

attacked over the course of three days via a Cross- Site Scripting (XXS)
attack. (https://freedomhouse. org/report/freedom-net/2015/mexico)

zombie ('zombri)

(Also “drone”) Unsuspecting computers infected or compromised by a

botnet, used to launch distributed denial of service attacks.)
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ENGLISH-RUSSIAN VOCABULARY
A

accept- mpuHuMaTh

access- 1) goctyt, 2) mpoxo, moaxo, 3) BeiOopka nHpopmanuu
according(to)- cooTBeTCTBEHHO

active- 1) mesiTenbHBIN, aKTUBHBIH; 2) 1eHCTBYOIIHM
add- mpubaBIATh, MPUCOSAUHSATH

additional- 1o6aBo4HBIN, TOMOJIHUTEILHBIN

allow- mo3BossATE, pazpemarsb

appearance- BHEIIHUIA BUI, HAPYKHOCTh

append- npu6aBIAThH, TOOUBATH

appendix- mpuoxxeHue

apply- ucronp30BaTh MPUMEHSTH

archive- apxus

arrange- mpuBOAUTH B TIOPSIOK, CHCTEMATH3UPOBATH
assign- Ha3Ha4aTh, ONPEICIIATh

attach- npukperisTh, IPUCOCTUHSATH

attempt- 1) nompiTka 2) mbITaTHCA

attribute- cporicta

avoid- u3berarp

backslash- o6paTHas kocast uepra
back-up - nyonupoBanue

basic - ocHOBHO, rIIaBHBIN

batch - 1) psin, maptust  2) rpymnma, cepus
belong - npunamIexarh

blink - meprianue
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boot - ocymiecTBUTH MEPBOHAYATBHYIO 3arPy3Ky

bootable - crtocoOHBII BEINOTHUTE IEPBOHAYAIEHYIO 3aTrPy3KY
break - mpepriBaTh

buffer - 1) 6ydep 2) npomexyTounas 001acTh MaMATH

bug - ommbka, gedekT, momexa

build - crpouts

build into - BcTpauBaTh

cable - kaGenb, ipoBoX

capital - 3artaBHas OykBa

carry on - mpooJKaTh

carry out - BBITIOJIHATH

CauSe - BBI3bIBATh, OBITH TPHUUUHOMN

caution - 1) 0CTOpOKHOCTH 2) MPEAOCTOPOKHOCTD
chain - mocae1oBaTeILHOCTD, IIEMb

change - 3apsin, 3apsxathb

check - mpoBepsTh

choice - BeIOOp

circular - kpyrisrit

clear - 1) uncTelii 2) ounIaTh

close - 3akpbIBaTh

cluster - 1) rpymnma 2) kiactep, HakeT, 010K
code - 1) kox 2) mporpamma 3) KOJUPOBAThH
combine - 00beIUHITh, KOMOUHHPOBATH
compare - cpaBHUBaTh

compatible - coBmecTuMBII

complete - moHBIHA, 3aKOHYCHHBII
completely - coBpeMeHHO, OJTHOCTHIO
compute - BEIYUCIIATH

connect - coeTuHATh
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CONServe - COXpaHATh
consist (of) - cocTosTs (u3)
consistent - moceaoBaTeNbHbIN, COBMECTHBIN
console - 1) kpoHmTelin 2) mynbT
contain - coxmepkaTh B cede
contents - conepxxkumoe
CoNntiguous - CMEXHBIIA, COMTPUKACAIOIITUIACS
continue - mpoI0JnKaTh
control - yrpagsiieHue, KOHTPOJIb, PETyIUPOBAThH
cord - mrHyp
correct - mpaBUJIbHBIN
correspond - cOOTBETCTBOBATH
COVEer - MOKPbIBATh
current - 1) rexymuii 2) TeueHue, TOK
D
deal - 3anuMaTbCs 4eM-1100, UMETH JETI0
debug - ycTpaHsaTh HeMoIaaKH, HEUCITPABHOCTH
define - onpenensaTh
delete - ctupath
deny - orpurare, 0OTKa3bIBATHCS
design - mpoekTHpOBaTh, MpeIHA3HAYATH
destination - HazHaueHne
destination disk - quck, Ha KOTOpBIH BeIETCS 3aITUCh
destroy - pazpymaTh
differ - otmmuatkcs, pa3naratb
direct - pykoBOIUTb, HATIPABJIATH
directory - mupexropus
default directory - nupextopus, UM KOTOPOH MOKHO HE YKa3bIBaTh
disk - mrck

blank disk - rubxuii qrck
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double-density disk- quck ¢ y1BO€HHO# MIOTHOCTHIO

double-sided disk - nBycTroponmii auck

master disk - nuck opuruHan

MS DOS installed disk - wHCTaNISAIIMOHHBIN TUCK ST YCTAHOBKA
OIEPAIIMOHHOM CUCTEMBI

single-sided disk - quck, ¢ KOTOPOTo OCYIIECTBISACTCS KOMMUPOBAHUE

write-protected disk - nuck, 3amUIIEHHBII OT 3aITUCH

divide - paznensate

drive - muckoBox

default drive - ntuckoBo HCIIONB3yeTCS IO YMOTYAHHEO

external floppy disk drive - BHemHuit TuCKOBO

internal floppy disk drive - BctpoeHHBIH TUCKOBOT

drive identifier - uaenTH(pHKATOP AUCKOBOAA

E

echo - oToOpaXkeHHe BBITIOJIHEHHBIX KOMAH/T Ha YKpaHe

edit - penakTupoBaTH

editor - pemakrop

embedded - BcTpOCHHBII, BKIFOYCHHBIH

empty - nycrou

encounter - Bcrpedarbes

entire - OJIHBIM, IIEIBIH, BECH

equal - omMHaKOBEIH

error - ommnoka

disk error writing - omu0Oka gomyiieHHas MPHU 3alIMCH JaHHBIX Ha IUCK

disk error reading - ommOka, JOMyIICHHAS TIPU CUUTHIBAHUH

divide error - omu0Ka, TOMyIIeHHAS TIPH JCIICHUN

€SCape - BhIXOJ U3 TCKYIIECrO pexKuma

exceed - mpeBbIIATh

except - kpome

except for - 3a uckoyeHHEM
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executable - BermomHMMBIH

executive - HCIIOJIHUTEIbHBIH

extend - pacuMpsATh, IPOIAIUTE

extension, file extension - pacimpenue nmenu aiina
extra - 100aBOYHBIN

extremely - kpaiiHe, 4pe3BbIYAHO

fail - morepnieTsr HEYMATY
failure - orkas, coOoii

fast - 6ercTpO

file - (aiin

batch file - daiin, conepsxamuii TpyImy KoMaH
finite -orpanmueHHbII

fit - cooTBeTCcTBOBATH

fiX - yKkpemnsaTh, 3aKperisiTh
floppy - ru6Gxwuii

follow - cirenoBartn

font - mpudr

format - 1)dopmar, 2)popmarupoBaTh

halt - ocranoBKa

handle - yripaBnsaTh, onepupoBaTh
handler - mporpamma 06paboTKH
handy - ynoOHbrii

hard - »ecTkuii

harm - Bpen, yiiep6
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hide - mpsiTatbest

hold - nepxxarp

identify - ugeaTHdHUIMPOBATH

illegal - HemomycTHMBIH

include - BkItOYaTH, COAECpPKATh B cebe

indicate - moka3sIBaTh

initialize - nHUIIMAIM3UPOBATE, YCTAHABIMBATH B UCXOIHOE MTOJIOKEHHE
input - 1) BBo MHOpMaIKK, 2) HHGOPMAIIHS Ha BXOJIE

Insert - BCTaBIIATH

install - ycranaBiuBarh

interchangeably - 3ameHsis apyr npyra

italics - kypcus

J
job - 3amanue, 3amaya, padora
joint - coemuHATHCS

K
keep - uMeTh, XpaHUTD
Kind - copT, pa3HOBUIHOCTB, KJ1acc

L

label - 1) meTka, 2) MapkupoBaTh, pa3nuyarhb

leftmost - kpaiiHuit neBbIit
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level - ypoBenn

link - cBs13B, coemnuenne
list - circox

locate - ycranaBmmBaTh

lowercase - HHKHHI PETUCTp

manage - pyKOBOAHTH, YIPABISATh
menudriven - (mporpamma) yrpasisieMasi ¢ TOMOIIBIO MEHIO
message - cooOuieHue

multilevel - MmEOTOYpOBHEBBII

N
nest - 1) rue3no, 2) BCTaBIATh
network - cetp
notation - o603Ha4YeHKE
notch - meTka
numerical — grcnoBoi, nnppoBoit

O

OCCUpPY — 3aHUMATh, 3aMOJHSATh

option - BeIOOp

optional — HeoOsI3aTEMBHBIIH

order — 1) mopsiIoK 2) UCIIPaBHOE COCTOSTHHE
overcome — nmpeoaoyaeTh

overflow — nepenonneHue

overview - o63op
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OVerwrite — mepenoIHUTh 3aUCHIO

path — Tpoma, myTsb k daity

permit - pa3pyiarb

point — To4ka, MyHKT

portable — mopTaTUBHBIH, IEPEHOCHOM
porition — yacTth, J0JIs

POWET - MOIIHOCTb

powerful — cunbHBIN, MOIIHBIH

Press — skath, TaBUTh

prevent — nperoTBpaIaTh

previously — npeaBapuTensHO, 3apaHee
primary — nepBoHaYaIbHBIH

prompt — HanoMHUHaHKE, TOJICKa3Ka
Proper — npaBWIbHBIN, HAJICKAITUN
protect — 3amuiarh

provide — obecrieunBaTh

range — auanasoH, IpeIMeT

rate — Hopma, CKOpPOCTb, CTEIIEHb

receive — nojay4aTh, IPUHUMATh

record — 3amuceIBaTh, 3aIIUChH

recover — Bo3BpallaTb, BOCCTAHABJINBATh
reload — nepe3arpyxathb

remainder — ocratok

remark — npumeuaHnue
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remove — nepeaBuraTb

rename — rnepeuMEHOBLIBATh
repeat — moBTOPATH

replace — 3aMeHUTH

report — coo6marh

require — TpebOBaTh, HYKIATHCS
reserved — 3amacHoii, pe3epBHbBIN
reset — nepeHacTpouThb

response — 1) oTBeT 2) peakius
restart — HaumHaTh CHOBA

return — Bo3BpalleHue

review — paccMaTpuBaTh

safe — Ge3omacHsIi

sample — o6pa3er, madI0H, MOJIEIb
schedule — criucok, kartanor

select — oroupaTh

separate — oTaeNATh

sequence — mocjeI0BaTeIbHOCTh
serial port — pa3bpem

series — psiz, cepust

Session - ceaHc pabOThI C CUCTEMOM
Set - ycraHaBiIMBaTh, HA3HAYATh
share - pa3mensTh

shell - o6010uKa

shift - cuBur

side - cropona

similar - moxo0OHbII
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skip - mpomyckarsk, epenphIruBaTh

slash - pa3pes, kocast uepra

specification - cnerudukaius, nepeycHb
specify - onpenensaTh

spot - mecTo

start-up - 1) mauaso, myck, 2) HaYMHATh
string - psia, mocieI0BaTEIIEHOCTD
substitute - 3aMeHATH, 3aMeNATh
sufficient - mocrarodHbIi

support - 1) nogaepxka, 2) moaAepKUBaTh
suspend - MpHOCTaHABIMBATh

switch - 1) mepekirouenue, 2) nepeKIoYaTeIb

tab - yuer

table - raGmuma, rpaduk

target - uenn

template - ma6oH, Moaenb
temporary - BpeMeHHbIN

term - repMuH

terminate - 3aBepiaTh, 3aKaHYMBATh
track - moposkka

transfer - mepenoc, nepeMerieHme
transmit - cooOmaTk, mepeaaBaTh
turn — moBopaumBaThCs ,tUrn on — BxJIroYaTh, turn off - BeikIFOUYATH

in turn - B cBOIO OYEpEIH

unable - HecmocoOHBIM
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unigue - yHUKaJIbHBIHA

unless - eciu He, MoKa He
unlock - oTkpbIBaThH

update - MOIEpHU3UPOBATH
uppercase - BepXHHii perucTp

utmost - kpaliHU#, IPEAECTbHBIN

\
vary - MEHSTbCS

verify - mpoBepsITh, KOHTPOJIUPOBATH
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[Ipunoxenue 5
CYBERTERRORISM, COMPUTER AND TECHNOLOGY-
RELATED NEWS OF 2020

14 MOST ALARMING CYBER SECURITY STATISTICS IN 2020

Last updated: September 30, 2020

Rob Mardisalu

I’ve updated these statistics to reflect 2018 and 2019. If you want to point
out any corrections, let me know.

Cyber attacks are growing in prominence every day — from influencing
major elections to crippling businesses overnight, the role cyber warfare plays in
our daily lives should not be underestimated.

In fact, billionaire investor Warren Buffett claims that cyber threats are
the biggest threat to mankind and that they are bigger than threats from nuclear
weapons.

We have been compiling a list of relevant cyber-security statistics for you
for years now and have decided to update our list with the most alarming cyber
security statistics for 2020:

1. Americans are more worried about being a victim of cybercrime than being a
victim of violent crime.

Read that again and let it sink in for a minute.

According toa Gallup study, Americans are more worried about
cybercrime than violent crimes (including terrorism, being murdered, and being
sexually assaulted). Not only are Americans more worried about cybercrime
than other crimes, but their worries about cyber crimes has been consistent for
about a decade now.

Specially, Americans are more worried about identity theft and being
hacked:

. 71 percent of Americans are worried about having their personal or

financial information hacked.
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https://thebestvpn.com/cyber-security-statistics-2020/
https://news.gallup.com/poll/244676/cybercrimes-remain-worrisome-americans.aspx

. 67 percent of Americans are worried about being a victim of
identity theft.

By contrast:
. 24 percent are worried about being a victim of terrorism.
. 22 percent are worried about being attacked while driving, 20

percent about being sexually assaulted, and 17 percent about being murdered.

. 7 percent are worried about being assaulted at the workplace.

2. There were more than 1.76 billion records leaked in January 2020 alone.

The year has barely started, but 2020 is on track to be a dangerously
interesting year as far as data leaks is concerned.

In January 2020 alone, exactly 1,769, 185,063 user records were leaked.
These include records from the famous Collection #1 breach containing user
info and plain text passwords for about 772 million people compiled from some
of the biggest data breaches to have happened, a MongoDB instance containing
854GB of data that exposed CVs containing sensitive information about 202
million Chinese users, and an Oklahoma government data leak that exposed 7
years of FBI investigations.

3. Ransomware is expected to cost businesses and organizations $11.5 billion in
2020.

The WannaCry ransomware attack made many people cry in 2017 —
including the British National Health Service (NHS). It affected an estimated
200,000 computers in 150 countries and caused damages estimated to be in the
billions of dollars. Other popular ransomware attacks include CryptoLocker,
CryptoWall, TeslaCrypt, and SamSam.

Ransomware attacks aren’t slowing down any time soon. They will cost
organizations an estimated $11.5 billion this year alone — and from individual
computer users to governments, nobody is exempt. In fact, just recently, the

local government of Jackson County, Georgia, had to pay $400,000 in ransom
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due to a ransomware attack and North Carolina’s Orange County experienced its
third ransomware attack in six years.

4. Microsoft Office extensions are the most malicious file extensions used by
email hackers.

According to data from Cisco’s 2018 Annual Cybersecurity Report,
the most malicious file extension used by email hackers in 2018 was Microsoft
Office formats. This includes files in the Word, PowerPoint, and Excel formats.

While the .EXE executable file format used to be very popular among
hackers, most email service providers now block attachments with these formats
due to their tendency to be exploited to distribute Malware. Microsoft Office
formats have now taken the top spot for malicious file extensions; these formats
are being exploited with the hope of using macros embedded in the documents
to evade email security checks and computer antivirus programs.

Cisco’s study shows that 38 percent of malicious file extensions are
Microsoft Office files. This is followed by archive file formats (.zip and .jar) at
37 percent and PDF files at 14 percent.

5. The main cause of data breaches are malicious or criminal attacks — and
they are responsible for 48 percent of all data breaches.

Several factors have been found to be responsible for data breaches. They

include:
. Human error (such as negligence on the part of employees or
contractors)

. System glitches

. Malicious or criminal attacks (in which a business was
intentionally targeted with malicious intent)

IBM and Ponemon’s Institute’s Cost of a Data Breach Study found that
not only are malicious or criminal attacks the major cause of a data breach, they
are also the most costly. According to the study, 48 percent of data breaches are
as a result of malicious or criminal attacks (compared to 27 percent for human

error and 25 percent for system glitch).
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These attacks commonly involve malware infections, SQL injection,
phishing/social engineering, and criminal insiders. These attacks generally cost
$157 per user, compared to that from system glitches that costs $131 per user

and that from human error that costs $128 per user.

Figure 9. Per capita cost for three root causes of the data breach
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6. The global average cost of a data breach is $3.6 million — and it keeps
increasing every year.

IBM and Ponemon Institute’s Cost of a Data Breach study also found that
the average cost of a data breach for organizations worldwide is $3.6 million.

For the 2018 version of the study, IBM and Ponemon Institute
interviewed over 2,200 IT, data protection, and compliance professionals from
477 companies that have suffered from a data breach in the past 12 months and
found that, globally, the average data breach costs $3.86 million. What is
perhaps more worrisome is that this is a 6.4 percent increase from the average
cost of a data breach from the previous year. In the U.S., however, data breaches

are more costly at an average of $7.91 million.
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7. The global cost of cybercrime is expected to exceed $2 trillion in 2020.

According to Juniper Research’s The Future of Cybercrime & Security:
Financial and Corporate Threats & Mitigation report, the total cost of
cybercrime is expected to exceed $2 trillion this year. According to Juniper, this
is a four-fold increase when compared to the estimated cost of cybercrime in
2015 — just four years ago.

8. Mobile malware is on the rise but “grayware” could pose a more dangerous
risk to mobile users.

According to data from Symantec’s 2018 Internet Security Threat Report,
mobile malware is on the rise — with the number of new mobile malware
variants introduced increasing by a massive 54 percent in one year. This is not
helped by the fact that most mobile devices are running on older operating
systems (only 20 percent of Android devices are running the newest release).

Despite the rise in mobile malware, a more alarming threat however is
that posed by grayware; these are apps that appear to be safe but are rife with
issues that put users’ privacy at risk. Symantec’s study found that 63 percent of
grayware apps leak a device’s mobile number.

Remember that we recently released a study on how VPN apps ask for
dangerous permissions? Specifically, 62 percent of top VPN apps ask for
dangerous permissions and will qualify as grayware.

If you’re interested in reading more about VPNs, the following links
might be valuable for you:

. Top 10 best VPNs that we’ve reviewed

. What is a VPN?

. How to hide my IP?

9. Cryptojacking is one of the more serious cyber threats to watch out for in
2020.

It’s highly unlikely you haven’t heard about cryptocurrency in the past

few years.
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There’s a new term you need to add to your vocabulary, however. It’s
called “cryptojacking.”

Cryptojacking is when a hacker hijacks your computer and then uses its
CPU power to mine cryptocurrencies.

According to Symantec’s 2020 Internet Security Threat Report, there
were four times more cryptojacking events in 2018 than in 2017. Cryptojacking
particularly peaked in 2018, and the month of January and February 2018 were
particularly noteworthy — with Symantec blocking about 8 million
cryptojacking attempts each month.

Cryptojacking will only rise in 2020, particularly as the cryptocurrency
market continues to show new signs of life.

10. The number of groups using destructive malware increased by 25 percent in
2018.

Malware attacks is on the rise, but destructive malware more so.
Destructive malware are malware that target computer systems with the aim of
destroying them and rendering them inoperable.

According to Symantec’s 2020 Internet Threat Report, the number of
groups using destructive malware increased by 25 percent in 2018. Notable
attacks involving groups that use destructive malware that were exposed in 2018
involved the Thrip group compromising a satellite communications operator and
then looking for and infecting computers running software that monitor and
control satellites such as MapXtreme, Garmin, and Google Earth Server and the

Iran-based Chafer group compromising a Middle East telecoms service provider.
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AROUND 7 OUT OF 10 BUSINESSES ARE NOT PREPARED
TO RESPOND TO A CYBER ATTACK.

We’ve taken a look at some shocking cyber statistics that show that the
average cost of a data breach is in the millions and that malicious attacks are on
the rise, yet a whopping 73 percent of businesses are not ready to respond to a
cyber attack. This is according to the 2018 Hiscox Cyber Readiness Report. The
study of more than 4,000 organizations across the US, UK, Germany, Spain, and
the Netherlands found that most organizations are unprepared (cyber novices)

and would be seriously impacted by a cyber attack.
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12. Phishing emails are responsible for about 91 percent of cyber attacks.

In most cases, 9 out of 10 successful cyber attacks can be traced to a
phishing attempt. This is according to research conducted by PhishMe.

After sending 40 million simulated phishing emails to about 1,000
organizations, PhishMe found that 91 percent of cyber attacks start with a spear
phishing email. Worse, these attacks are on the rise.

13. A staggering 92 percent of malware is delivered via email.

Email is a top contender when it comes to cyber attacks, and in line with
PhishMe’s study above, according to Verizon’s 2018 Breach Investigations
Report, email is responsible for 92 percent of malware.

The 2018 Verizon study that analyzed 53,308 security incidents and 2,216
data breaches in 65 countries found that email is responsible for 92.4 percent of

malware while the web is responsible for a measly 6.3 percent.
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14. More than 76 percent of cyber attacks are financially motivated.

As the cyberspace gets more sophisticated and intertwined with the real
world, the stakes will continue to increase. More cyber attacks, hacks, and data
breaches are motivated by financial purposes than anything else.

Verizon’s 2018 Breach Investigations Report also found that 76 percent of
cyber attacks are motivated by money; most of these attacks (73 percent) are
perpetrated by people outside of the organization, with the majority being
carried out by organized criminal groups and 12 percent being carried out by

nation-state or state-affiliated actors.

MAJOR COMPUTER EVENTS IN 2020
In early February 2020, the outbreak of the COVID-19 coronavirus in

China caused significant disruption to the worldwide technology industry.

COVID-19 cases in China, February 2020
Google announced the temporary closure of all offices in mainland China, and

all Apple stores in China were closed indefinitely. Companies

including Qualcomm, Nintendo, and Facebook Oculus announced major losses

in production from their factories located in China. The Chinese government
reported a 50% decrease in smartphone sales.

NVIDIA announced it was acquiring Arm for $40 billion on September
13, 2020.

AMD announced it would be buying Xilinx for $35 billion on October 27,

2020.
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COMPUTER AND TECHNOLOGY-RELATED EVENTS IN 2020
On January 1, 2020, U.S. retailers, including Walmart, added a "do not
sell my info" option to online customers, complying with the CCPA, a new

consumer protection law in California. The law

Amazon Fire TV

grants consumers the right to opt out of the sale of
their private information by companies with whom
they conduct online transactions.

On January 6, 2020, Amazon announced

its Fire_ TV video streaming devices exceeded 40

million global active users.
On January 14, 2020, Windows 7 reached EOL (end-of-life). On this
date, Microsoft ceased providing any support or security updates for Windows

7, and strongly advised users to upgrade to Windows 10.

On January 14, 2020, Microsoft issued an urgent security update

for Windows 8 and Windows 10 operating

== Microsoft

vulnerability discovered by the NSA. The vulnerability allowed third parties to

systems, patching a severe security

forge digital certificates, and improperly validate malicious software on a

Windows compulter.

On January 16, 2020, Alphabet, the parent company of Google, joined the

"four-comma club,” achieving a market

Go gl valuatlon over $1 trillion. The other two

members of the club at the time were Apple ($1.3 trillion)

and Microsoft ($1.2 trillion). The next closest company, Amazon ($930 billion),
briefly joined the club in 2018.
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On January 21, 2020, Jeff Bezos, CEO of Amazon, revealed that his
personal smartphone was hacked. The revelation spotlighted the severity of

security vulnerabilities in mobile devices.

On January 22, 2020, the Microsoft Internet Games service ended
for Windows 7.
On January 29, 2020, Facebook agreed to pay $550 million to settle a

class-action lawsuit filed in Illinois regarding facial recognition data collected

from users without their consent.

On January 29, 2020, WireGuard was accepted by Linus Torvalds for

inclusion in the Linux kernel, marking an important milestone for the software.

Microsoft released a new version of the Microsoft Edge browser in

January 2020. The new version is based on Chromium, being more lightweight
than the original Microsoft Edge browser, and with features similar to

the Google Chrome browser.

On February 3, 2020, an app commissioned by the U.S. Democratic party
failed to properly report votes in the lowa Democratic caucuses. The backup
system of two dozen telephone volunteers was massively overwhelmed, and the
results of the voting were not made official for several days. The failure of the
app drew widespread criticism, and renewed doubts about the reliability of

digital voting machines in public elections.

On February 4, 2020, Twitter announced a
7 commitment to detect and label deepfakes, and other

deceptive media, on its social media platform.

/ / On February 7, 2020, a major Android vulnerability

was announced (CVE-2020-0022). The flaw allowed a

nearby attacker to completely take over any mobile device running Android

versions 8 or 9 with Bluetooth enabled. Although Android 10 is not affected by
this vulnerability, versions 7 and below may be susceptible.

309


https://www.computerhope.com/people/jeff_bezos.htm
https://www.computerhope.com/jargon/c/ceo.htm
https://www.computerhope.com/jargon/m/mobile.htm
https://www.computerhope.com/comp/msoft.htm
https://www.computerhope.com/jargon/w/windows7.htm
https://www.computerhope.com/jargon/f/facebook.htm
https://www.computerhope.com/jargon/f/facial-recognition.htm
https://www.computerhope.com/jargon/w/wireguard.htm
https://www.computerhope.com/people/linus_torvalds.htm
https://www.computerhope.com/jargon/l/linux-kernel.htm
https://www.computerhope.com/comp/msoft.htm
https://www.computerhope.com/jargon/m/microsoft-edge.htm
https://www.computerhope.com/jargon/c/chrome.htm
https://www.computerhope.com/jargon/a/app.htm
https://www.computerhope.com/jargon/t/twitter.htm
https://www.computerhope.com/jargon/d/deepfake.htm
https://www.computerhope.com/jargon/a/android.htm
https://www.computerhope.com/jargon/c/cve.htm
https://www.computerhope.com/jargon/b/bluetoot.htm

On March 3, 2020, UC Berkeley announced the indefinite hiatus of
the SETI@home project, which used volunteer computing to search for

extraterrestrial life. However, data continues to be processed on the university's
computers.

On March 12, 2020, Twitter announced all of its employees, who had
been working remotely from home due to the COVID-19 pandemic, would be
allowed to do so indefinitely.

On April 24, 2020, Apple released a revamped version of the
original iPhone SE. It features an A13 Bionic processor, 4.7-inch Retina HD
display, and Touch ID. It also includes a single, 12-megapixel camera, in

contrast to the dual or triple cameras on previous iPhone models.

On July 15, 2020, a hacker used social engineering to gain access to
a Twitter employee account that gave them access to all accounts where they

interacted with 130 accounts. For 45 accounts, the hacker sent a tweet promoting

a cryptocurrency scam. Some of the people and companies on Twitter affected
include Apple, Bill Gates, Elon Musk, Jeff Bezos, Joe Biden, President Barack
Obama, and Uber.

On October 6, 2020, the U.S. House Judiciary Antitrust Subcommittee

released a_report detailing monopolistic and anticompetitive behavior by tech
giants Amazon, Apple, Facebook, and Google. The subcommittee recommended
that Congress structurally separate the companies, and take action that "restores
competition, improves innovation, and safeguards our democracy."

On December 8, 2020, FireEye disclosed that their secure systems had

been breached by hackers. The security breach was traced to the network

infrastructure software Orion, developed by the company SolarWinds.
Approximately 500 companies and government organizations were
compromised in the attack, which was believed to have been launched by

Russian intelligence.
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NEW COMPUTER PRODUCTS AND SERVICES INTRODUCED
IN 2020
On January 5, 2020, Samsung announced

@ the Q950TS, a bezel-free 8K QLED Smart TV,
at CES.

On January 6, 2020, Lenovo announced the Yoga 5G, a5G-capable
laptop, at CES.

On January 8, 2020, AMD announced the
R‘YZ EN Ryzen Threadripper 3990X CPU, featuring 64 cores (or

128 logical cores with hyper-threading enabled) for
THREAORIPPER $3990 at CES
On January 8, 2020, founders Meg Whitman and Jeffrey Katzenberg

announced video streaming service Quibi (pronounced "KWIH-bee," short for
"quick bites"), at CES. Planned for launch on April 6, it offers short-form
scripted content that "fits into any moment of your day,"” created specifically to
be viewed on smartphones. The subscription service costs $4.99/month with
advertisements, or $7.99/month without ads.

On February 11, 2020, Samsung unveiled three
new smartphones at the Unpacked keynote. The
Galaxy S20 and S20 Ultra were entries in the Galaxy
S series, following the release of the Galaxy S10 in
2019. Also, a foldable phone called the

Galaxy Z Flip
Samsung Galaxy Z Flip was introduced. The Z Flip features a horizontal hinge

behind a folding glass screen, allowing the full-sized phone to fold to half its
size. The design represents the next iteration of Samsung's foldable screen
designs, following 2019's Galaxy Fold.

Samsung announced the Galaxy Z Fold 2 in August 2020.

Google released the Pixel 4a on August 20, 2020.

Android version 11 released on September 8, 2020.
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Google released the Pixel 5 on October 15, 2020.
Apple released the iPhone 12 on October 23, 2020.
RIAA filed DMCA claim on October 23, 2020, arguing that YouTube-dI

was only used for piracy and forcing GitHub to disable all YouTube-

dl repositories. GitHub reinstated YouTube-dl on November 16.

On November 10, 2020, Apple launched the M1, an ARM SoC to be the
CPU in its next-generation computers. The first computers to use the M1 were
the 2020 models of the MacBook Air, Mac Mini, and 13-inch MacBook Pro.

The development marks Apple's departure from Intel CPUs, which were used in

Apple computers since January 2006.
Discontinued products and services in 2020

Savefrom.net terminated its service on April 28, 2020.

On June 22, 2020, Microsoft announced the Mixer service would be shut

down and merged into Facebook Gaming.

On October 21, 2020, six months after introduced, Quibi announced it
would be ending the service.

Adobe ended its support for Adobe Flash on December 31, 2020.

Computer company events in 2020

On February 26, 2020, the startup Clearview Al announced that the 3
billion pictures of people it copied from the Internet had been stolen in a data
breach.

T-Mobile completed the $26.5 billion merger with Sprint on April 1,
2020.

In May 2020, Giphy was purchased by Facebook.

Announced on September 21, 2020, Microsoft acquired ZeniMax Media
and its game publisher Bethesda Softworks.

Red Ventures officially acquired CNET Media Group and GameSpot on
October 30, 2020.
Salesforce signed a definitive agreement on December 1, 2020, to

acquire Slack for approximately $27.7 billion.
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[Tpunoxenue 6

Computer Parts Word Puzzle

19

KEYBOARD MOUSE SPELLCHECK VIRUS PAINT MOUSEPAD MONITOR CURSOR
EMAIL GOOGLE CPU HARDWARE SOFTWARE FLASHDRIVE USB CHATTING MP3

MEGABYTE PRINTER SCANNER

Across

5. the machine that lets you put documents and such on
paper

6. the tool you use to type words onto the computer

7. the program that checks your spelling

13. talking to other users by typing or using headphones
14. the most popular intemet search engine

15. what you use to click things on the screen

16. what is another word for computer screen

17. any physical part of a computer

18. the object on your screen that lets you point at things

19. internet mail

313

Down

1. asmallpor on your computer that you can attach drives
to

2. amass storage device that is portable that connects
through a USB port

3. music form most played on the computer

4. one of the many different sizes in regards to computers
storage

8. a program that lets you draw on your computer

9. the brain of a computer

10. a machine that lets you put paper documents onto your
computer

11. a program that destroys your computer system

12. any program on the computer

15. the object that your mouse sits on
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REBOOT
SPEAKER
DRIVE

CONTROLLER
LAPTOP
TABLET

MOUSE
C

PU

MONITOR

CLOUD

SHUTDOWN
SAVE

POINTER

GAMES

KEYBOARD
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Computer Crossword

Across

2, Scientific knowledge for practical purpose

4, collection of instructions

8. Protection of data

9. Program that allows you to communicate with a computer
11, What you use to type stuff on the computer

13. Mini computer

15, running two or more applications at the same time

316

Down

1, Stores and processes data

3, Network protocol

5. Global computer network

6. Parts that work together torun a computer

7, Connects multiple computer systems to a local area network
10, Different features on an iphone (camera, facebook, etc.)
12, Distinguishes the real from the fake

14, Set of computers connected together to share resources
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EXTERNAL

FLASH

MICROPHONE

HEADPHONES

HARDDRIVE
SYSTEM UNIT

DRIVE
MOUSE
MONITOR

JACK
SPEAKER

JACK
KEYBOARD

SYSTEM TRAY

PRINTER

ICONS
MULTIMEDIA

MODEM
TASK BAR
DICTIONARY

ENCYCLOPEDIA

DESK TOP

HARD DRIVE

MEDIA
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Conepxkanue

Paznen | KomnblooTepHble cHcTeMbl: NOHSITHE, BH/IbI, CpPeACTBa
TEeXHUYEeCKOro odecneyeHust

Tema 1 Buzabl u GyHKUIUNA KOMITBIOTEPHBIX CUCTEM

Tewma 2 CpencTBa TEXHUYECKOTO 0OecrieueHus

Tema 3 CtpanarenbHslii 3a10r0

TekcTsl 17151 BHEAYTUTOPHOTO YTEHUSA

Paznea || Dransl co3panns koMnbOTEpPA.

Tema 1 McTopus co3tanust KOMIIbIOTEPOB

Tema 2 KoMnbroTepHBIE TEXHOJIOTHH CETOIHS

Tema 3 Bpemena rpymmsr Perfect (Present Perfect)

TekcThl 111 BHEAYJUTOPHOTO YTCHUS

Paznen |11 HudpoBble kKoMnbHOTEPHI.

Tema 1 IIpencraBiieHne TaHHBIX B IEPCOHAIBHBIX KOMITBIOTEPAX

Tema 2 OcHOBHBIE KOMIIOHEHTBI IIU(PPOBBIX KOMIIBIOTEPOB

Tema 3 [1opsaok CIOB B IPEMJIOKEHAN

TexkcThl 111 BHEAYJUTOPHOTO YTEHUS

Pasznen |V IlepcoHasibHbIe KOMIIBIOTEPDI.

Tema 1 [lepcoHanbHBIN KOMIIBIOTED: ONPEAECIEHUE, UCTOPHS CO3MAHUS

Tewma 2 Knaccudukaius mepcoHaIbHBIX KOMIBIOTEPOB

Tema 3 Henuunbie ¢popmbl riiarosia

TekcThl 111 BHEAYJUTOPHOTO YTEHUS

Pa3nen V IllpumeHeHHe NePCOHAIBLHBIX KOMIIBLIOTEPOB

Tema 1 Cdepbl npuMeHeHNs EPCOHATBHBIX KOMIIBIOTEPOB

Tema 2 OCHOBBI KOMIIBIOTEPHOM 0€30MacHOCTH

Tema 3 UHQUHUTHBHBIE KOHCTPYKITUH

TekcThl 1 BHEAYJUTOPHOTO YTCHUS

Pasznen VI Moaem

Tema 1 Moaem: onpeniesieHue, BUABI
319



Tema 2 Uctopus co3panus MmoaeMa

Tema 3 MopanbHbI€ IJ1aroJibl U UX 3KBUBAJIEHTHI

TekcTsl 17151 BHEAY TUTOPHOTO YTEHUS

Pasznen VIl Kubepreppopusm

Tema 1 Kubepreppopusm: onpeneneHue, BUIbl, UCTOPUS

Tema 2 KubeprnpecTymHOCTh

Tema 3 AGGpeBHaTypbl KHOEPIIPOCTPAHCTBA

TekcTsl 17151 BHEAYTUTOPHOTO YTEHUSA

bubanorpadgus

[Tpunoxenue 1 Tect Ajig caMOKOHTPOJISE CHOPMUPOBAHHBIX KOMIETEHIIUN

[Tpunoxxenue 2 Borpockl K 3K3aMeHy

[Ipunoxenue 3 AHTIIO-aHTJIMUCKU I CJI0Baph TEPMUHOB
KHOEepIpoCcTpaHCTBa

[Ipunoxenue 4 KpaTkuil aHIJIO-PYCCKUM CJIOBaph KOMIIBIOTEPHOM
TEPMUHOJIOTHH.

[Ipunoxenue 5 Hooctu 2020 mo Ttemam «Kubepreppopuszmm»,
«KoMIbIOTEpHBIE TEXHOJIOTHI.

[Tpunoxenue 6 TemaTnueckue KPOCCBOPAbI
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Vuebnoe uzoanue

KOMIIBIOTEPHBIE TEXHOJIOT'UH
N KUBEPTEPPOPU3M

COMPUTER TECHNOLOGIES
AND CYBERTERRORISM

YueOHoe rmocodue

10 QHTJIMHACKOMY SI3BIKY

CocraBurenu:
Bopucosa Cgetniana BukropoBHa
I'onuapoBa Buktopus ApkajabreBHa

B asmopckoti pedaxyuu
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